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House of Representatives 
The House met at 10 a.m. and was 

called to order by the Speaker pro tem-
pore (Ms. UNDERWOOD). 

f 

DESIGNATION OF SPEAKER PRO 
TEMPORE 

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the Speaker: 

WASHINGTON, DC, 
July 20, 2021. 

I hereby appoint the Honorable LAUREN 
UNDERWOOD to act as Speaker pro tempore 
on this day. 

NANCY PELOSI, 
Speaker of the House of Representatives. 

f 

MORNING-HOUR DEBATE 

The SPEAKER pro tempore. Pursu-
ant to the order of the House of Janu-
ary 4, 2021, the Chair will now recog-
nize Members from lists submitted by 
the majority and minority leaders for 
morning-hour debate. 

The Chair will alternate recognition 
between the parties, with time equally 
allocated between the parties and each 
Member other than the majority and 
minority leaders and the minority 
whip limited to 5 minutes, but in no 
event shall debate continue beyond 
11:50 a.m. 

f 

RECOGNIZING BRENDAN BRIDGES 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Indiana (Mr. PENCE) for 5 minutes. 

Mr. PENCE. Madam Speaker, today I 
rise to recognize the hard work and 
dedication of Brendan Bridges as he re-
tires from service as Greensburg Police 
Chief. 

First joining the department in 2001, 
Chief Bridges served as a patrol officer 
and detective before being promoted as 
police chief in 2014. 

Chief Bridges is turning a chapter 
and becoming the resource officer in 

Greensburg Community Schools sys-
tem. 

Madam Speaker, I thank Chief 
Bridges for his service to our commu-
nity, and on behalf of Indiana’s Sixth 
District I would like to wish him the 
best of luck in his future endeavors. 
SHELBY COUNTY’S BICENTENNIAL ANNIVERSARY 

Mr. PENCE. Madam Speaker, I rise 
today to congratulate Shelby County, 
Indiana, on the bicentennial anniver-
sary of its founding. 

Created in 1821 by the Indiana Gen-
eral Assembly, Shelby County is a 
doughnut county of the greater Indian-
apolis area. 

With a population of around 45,000 
people, Shelby County is the home of 
the 21st Vice President of the United 
States, Thomas Hendricks. 

Shelby County is predominantly 
built around its manufacturing and ag-
riculture communities that continue to 
attract investment from companies 
around the globe. 

Congratulations to Shelby County on 
your 200th anniversary, and I wish you 
the best of luck for the next 200 years. 

UNION COUNTY BICENTENNIAL ANNIVERSARY 

Mr. PENCE. Madam Speaker, I rise 
today to congratulate Union County, 
Indiana, on the bicentennial anniver-
sary of its founding. 

Two hundred years ago, the Indiana 
State legislature authorized the cre-
ation of Union County by ceding land 
from Fayette, Franklin, and Wayne 
Counties. 

With a small population of around 
7,000 people, Union County is a commu-
nity based on agriculture and farming. 

Union County also attracts tens of 
thousands of visitors annually to visit 
the picturesque Whitewater Memorial 
State Park and the beautiful 
Brookville Lake. 

Congratulations to Union County for 
its bicentennial anniversary, and I 
wish them the best of luck for the next 
200 years. 

IN MEMORY OF LARRY JACKSON 
Mr. PENCE. Madam Speaker, I rise 

today in memory of my very dear 
friend, Larry Jackson. Larry was an 
honest, hardworking Hoosier who al-
ways put family first. 

Larry leaves behind his wonderful 
wife of 56 years, Judy Jackson, and his 
five children and grandchildren. 

Larry was a devoted member of the 
St. Bartholomew Catholic Church and 
a dedicated man of faith. 

My condolences and prayers go out to 
Judy and the entire Jackson family. 
God bless them. 

A BIG VICTORY FOR HOOSIERS 
Mr. PENCE. Madam Speaker, I rise 

today to recognize the favorable out-
come we were able to secure for Indi-
ana’s Sixth District regarding the OMB 
MSA core population threshold. 

Had a revised policy been adopted, 
Federal funding opportunities for Hoo-
siers in Indiana would have been se-
verely reduced. 

This is a big victory for midsized 
communities. 

Hoosier cities and countless others 
across the Nation would have unneces-
sarily lost out on Federal reserves be-
cause of Washington’s short- 
sightedness. 

I am proud to have led my colleagues 
on a commonsense issue like this. 

STAND FOR LIFE 
Mr. PENCE. Madam Speaker, I rise 

today to implore my colleagues on the 
other side of the aisle to reconsider 
their mission to defeat the Hyde 
amendment. 

The greatness of a free society can 
best be measured by how it cares for 
the most vulnerable, especially the un-
born. 

This legislative body has had a long-
standing and bipartisan provision that 
prevents American taxpayer dollars 
from being used to fund abortions, and 
we cannot end this practice now. 

Furthermore, it is why I signed on to 
cosponsor H.R. 18. 
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I am again urging my colleagues 

today to join me in always standing for 
life. 

INFLATION IS TAXATION 
Mr. PENCE. Madam Speaker, I rise 

today to recognize the growing infla-
tion crisis that threatens our Hoosier 
way of life back home in Indiana’s 
Sixth District. 

My colleagues on the other side of 
the aisle are now trying to ram 
through a bipartisan $3.5 trillion pack-
age that will stick middle-class fami-
lies with higher taxes and lower wages. 

This hyper-partisan spending spree is 
a tax hike and a pay cut for every 
American. 

It is simple: Inflation is taxation. 
f 

HONORING THE LIFE OF LEONA 
JANE BROWN FERNANDER 
SAMUDA 

The SPEAKER pro tempore. The 
Chair recognizes the gentlewoman from 
North Carolina (Ms. ADAMS) for 5 min-
utes. 

Ms. ADAMS. Madam Speaker, I am 
honored today to stand on the floor of 
the House of Representatives to pay 
tribute to and to honor the life of a 
trusted friend of 4 decades, a cherished 
mentor, and an extraordinary woman 
of faith, Mrs. Leona Jane Brown 
Fernander Samuda. 

Rosie, as I knew her and she was 
fondly referred to by her family and 
friends, passed away on June 14, 2021. 

I extend my sympathy and condo-
lences and prayers along with the more 
than 700,000 citizens of North Caro-
lina’s Twelfth Congressional District 
to the Brown, Fernander, Samuda fam-
ilies during this difficult time. 

Born in Alice Town, Eleuthera, Baha-
mas, Rosie was a woman who spoke her 
mind, never mincing words, always 
genuinely wise in thought and deeds. 

A mother, grandmother, great-grand-
mother who raised six children, five 
boys and one girl, she was the rock and 
fortress of her family. 

A matriarch to family and commu-
nity, Rosie shared her many talents, 
including cooking her favorite mac and 
cheese to the love she and I both had 
for wearing hats. 

Rosie’s glowing smile, the infectious 
personality that she had, and always a 
few jokes, made her a lover of people 
who loved her back. 

A global citizen, she never met a 
stranger and was genuinely interested 
in the politics of every community 
where she lived, from the Parliament 
in her native Bahamas to the Black 
community politics in Charlotte, North 
Carolina. 

Always engaging, interacting with 
political leaders, advocating for human 
and civil rights, Rosie never ceased to 
make her opinions known. 

Rosie’s contributions were extensive 
and her lessons invaluable. Rosie loved 
children and she became an entre-
preneur and a businesswoman who 
owned and operated Aunt Jane’s Edu 
Care for preschoolers. 

Widely traveled, living in places such 
as Switzerland, Chippingham, and as a 
resident in my district in Charlotte, 
she studied and earned her degree from 
the University of North Carolina at 
Charlotte. 

Small in stature, Rosie was a mighty 
little giant who made an indelible im-
pact on so many people for more than 
eight decades, and I was blessed to 
have known her and have her as a 
friend. 

Mrs. Leona Jane Brown Fernander 
Samuda, dedicated woman of faith, 
gained the respect of men, women, and 
little children, and she made this world 
much better than she found it. 

She served to fulfill the scripture in 
Psalm 84:10, which says: ‘‘Better is one 
day in your courts than a thousand 
elsewhere; I would rather be a door-
keeper in the house of my God than 
dwell in the tents of the wicked.’’ 

Rest in peace, Rosie. We love you. We 
miss you. 

f 

CELEBRATING THE LIFE AND HON-
ORING THE MEMORY OF TONY 
LEE DILL 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Texas (Mr. ARRINGTON) for 5 minutes. 

Mr. ARRINGTON. Madam Speaker, I 
rise today to celebrate the life and 
honor the memory of Tony Lee Dill, a 
west Texas farmer, who I had the privi-
lege of representing and the great 
blessing of calling my friend. 

Tony was born on June 3, 1960, to 
G.W. and Sue Dill in Terry County, 
Texas. Tony had a lifelong passion for 
the land and a love for people that was 
second to none. 

Tony wasn’t just a great farmer, he 
was a great leader, dedicating much of 
his life to being a voice for agriculture 
in rural America. He was absolutely 
committed to public service for his 
community, for his industry, and for 
the country he loved. 

When I first met Tony, he was presi-
dent of the Western Peanut Growers 
Association. 

Tony was the epitome of a west 
Texan and a great American farmer. 
Tony was honest, humble, and hard-
working. Tony was a gentleman, a man 
of great faith and love for the Lord, 
and he was happiest when he was with 
his family, his beloved wife, Donna, 
five children, and eight grandchildren. 

I know they miss Tony something 
fierce, and I do, too, but I am confident 
that Tony is in the presence of the 
great farmer, the Creator of Heaven 
and Earth, and all that share Tony’s 
faith will be with him for all eternity. 

God bless and go west Texas. 
HONORING JOSH BARTLETT 

Mr. ARRINGTON. Madam Speaker, 
last week west Texas witnessed an un-
speakable tragedy. One of Lubbock 
County’s true heroes, Sergeant Josh 
Bartlett, lost his life in the line of 
duty. Our hearts are heavy with grief 
for the Bartlett family, and our pray-
ers are with them along with the in-

jured officers and their families, espe-
cially including Sergeant Shawn Wil-
son. 

Sergeant Bartlett dedicated his life 
to the sacred calling of wearing the 
uniform in defense of his country and 
community, honorably protecting and 
serving his fellow Americans. We are 
all heartbroken for his wife Rebecca 
and their children, Zachary, Christian, 
Logan and Kasidy. Like so many in law 
enforcement, Josh watched over our 
families while taking care of his own as 
a husband and a father. 

We must never forget that the men 
and women in blue represent the very 
best of our Nation, the bravest and 
most dedicated among our citizens. We 
all owe them the highest respect and 
deepest gratitude for their willingness 
to sacrifice their lives to protect ours. 

West Texas, Madam Speaker, is a 
family, and west Texans 
unapologetically, unreservedly love 
and respect our brothers and sisters in 
law enforcement. We know they stand 
between us and the bad guys, and we 
stand with them and their families, es-
pecially in these times of sorrow and 
loss. 

May God comfort all the families af-
fected in this tragedy, and may He pro-
tect and keep those who keep watch 
over us along the thin blue line. 

CONGRATULATING THE NEW DEAL LIONS 
Mr. ARRINGTON. Madam Speaker, I 

rise today to congratulate the New 
Deal Lions on winning their first 2A 
baseball State championship. 

The Lions’ State championship win 
comes after a playoff loss in regionals 
and a 2020 season where they canceled 
six games due to COVID. Fueled by 
those setbacks, the New Deal Lions 
took head coach Jason Ybarra’s motto, 
‘‘Unfinished Business,’’ to heart during 
the 2021 season. 

Led by Kyler Reed, Harley Patterson, 
and Noah Rodriguez as team captains, 
the New Deal Lions season included 
not only a State championship, Madam 
Speaker, but a 13 and 0 record district 
play. 

Kyler Reed retained district MVP, 
Harley Patterson was named offensive 
MVP, Tanner Seeley was awarded de-
fensive MVP, and Noah Rodriguez was 
recognized as the Newcomer of the 
Year. 

So congratulations to Lion Nation. 
This team of young men, along with 
their coach, represent the west Texas 
value of hard work and dedication and 
the west Texas spirit of excellence in 
all things. 

God bless and go west Texas. 
f 

HONORING THE HEROES FROM 
THE MOVIE THEATER SHOOTING 
IN AURORA, COLORADO, ON JULY 
20, 2012 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Colorado (Mr. PERLMUTTER) for 5 min-
utes. 

Mr. PERLMUTTER. Madam Speaker, 
I rise today to honor the heroes from 
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the movie theater shooting in Aurora, 
Colorado, on July 20, 2012, and all of 
the everyday heroes who make sac-
rifices for their community, including 
those heroes we have seen during this 
COVID–19 pandemic. 

Nine years ago today, 12 lives were 
taken, 70 were wounded, and hundreds 
more suffered emotional trauma. 

Yet even in this tragedy, we saw in-
credible heroism, those who carried the 
wounded to safety, and the first re-
sponders, law enforcement, fire-
fighters, and medical teams whose tire-
less efforts saved many lives. 

I would like to recognize those who 
lost their lives that night: AJ Boik; 
Jesse Childress; Gordon Cowden, whose 
two teenage children were in the the-
ater when he was killed; Jessica Ghawi; 
Micayla Medek; Veronica Moser-Sul-
livan, age six, whose mother was shot 
in the chest and miscarried a week 
after the attack; Rebecca Wingo; and 
Alex Sullivan, who was celebrating his 
27th birthday and was 1 week away 
from his first wedding anniversary. 

I would also like to recognize the 
four who died while saving and shield-
ing others: Jonathan Blunk, John 
Larimer, Matt McQuinn, and Alex 
Teves. 

During trying times, it is important 
to remember the heroes among us who, 
on a daily basis, answer the call to step 
up for their community and especially 
on July 20, a day we think of as Na-
tional Heroes Day. 

These everyday heroes such as 
healthcare workers, frontline workers, 
essential personnel, and those who 
helped develop and administer the 
COVID–19 vaccines, among others, have 
been particularly visible during this 
coronavirus pandemic, and I would like 
to recognize their tremendous acts of 
selflessness and bravery. 

Join me in saying ‘‘thank you’’ to 
the hero in your life. Let’s exhibit the 
same spirit of courage and service 
today and throughout the year. 

f 

b 1015 

47TH ANNIVERSARY OF MILITARY 
INVASION OF CYPRUS 

The SPEAKER pro tempore. The 
Chair recognizes the gentlewoman from 
New York (Ms. MALLIOTAKIS) for 5 min-
utes. 

Ms. MALLIOTAKIS. Madam Speaker, 
I rise today on the 47th anniversary of 
the Republic of Turkey’s deadly and 
unprovoked military invasion of Cy-
prus. 

This is a dark time in the history of 
the Greek Cypriot people and a stark 
reminder that we must never forget 
Turkey’s ethnic cleansing of 200,000 
Greek Cypriot people less than 50 years 
ago. 

The tragedy that is the illegal Turk-
ish occupation of Cyprus that occurred 
on July 20, 1974, continues to this very 
day. I speak before you at a time when 
the Republic of Turkey is actively en-
gaged in an aggressive, illegal, and uni-

lateral reopening of Varosha, a once- 
bustling Greek Cypriot resort town and 
international tourist destination in the 
Famagusta District of the island. 

Following the Turkish approach to 
Varosha in August 1974, the town’s na-
tive Greek Cypriot population fled for 
their lives, only to later be denied the 
right to return by the occupying Turk-
ish Armed Forces. Many of the Varosha 
refugees are still alive today, yearning 
to go back to their homes, while Presi-
dent Erdogan has moved to reopen 
Varosha to tourists. 

The suffering in Cyprus is not just 
limited to Varosha. The Turkish 
Armed Forces have illegally occupied 
more than one-third of the island. They 
have destroyed and converted over 500 
Greek Orthodox churches to mosques 
in the course of their invasion. They 
stole over 60,000 archaeological treas-
ures, part of Greek civilization’s cul-
tural heritage. Their violence led to 
the disappearance of over 20,000 Chris-
tian icons, and even worse, 1,130 people 
who remain missing since 1974—five of 
them, American citizens. 

Madam Speaker, over the years, the 
United Nations has taken a stand 
against Turkey’s illegal occupation of 
Cyprus, going so far as to deploy thou-
sands of U.N. Peacekeepers to prevent 
further Turkish incursions into the 
southern half of the island. In addition, 
the U.N. Security Council gathered in 
1984 and 1992 to pass Resolution 550 and 
Resolution 789, respectively, to draw 
red lines when it comes to Turkish ac-
tivity in sensitive areas like Varosha. 

Specifically, these resolutions state 
that the Council ‘‘considers attempts 
to settle any part of Varosha by people 
other than its inhabitants as inadmis-
sible, and calls for the transfer of that 
area to the administration of the 
United Nations,’’ and that, ‘‘the area at 
present under the control of the United 
Nations peacekeeping force in Cyprus 
be extended to include Varosha.’’ 

As we grow one year closer to the 
50th anniversary of Turkey’s illegal in-
vasion of Cyprus, the United States 
must take a strong stand at the United 
Nations and other international fora to 
address the growing threat posed by 
Turkey, its increased aggression, and 
to ensure the eventual return of homes 
and land to its native Greek Cypriot 
inhabitants and reunification of this is-
land nation. 

If we, as a governing body, truly 
claim to stand for liberty and justice 
for all, we must speak in a unified 
voice on this issue. And it is a bipar-
tisan issue. When he was chairman of 
the Senate Committee on Foreign Af-
fairs, then-Senator Joe Biden promised 
the Greek Cypriot refugee community 
that they would return to their home-
land, if he was ever elected President. 
During our first Committee on Foreign 
Affairs hearing with Secretary of State 
Blinken, he committed to me and my 
colleagues from both sides of the aisle 
that brought up this concern that the 
reunification of Cyprus would be a pri-
ority for this administration. 

Yet, we saw our President meet with 
President Erdogan, and we don’t even 
believe the issue was brought up, so we 
will continue to speak out against this. 
I encourage my colleagues to speak 
out, call for action, and take a stand 
for our Greek Cypriot friends who need 
our support now more than ever. 

If we are to see the end of this occu-
pation in our lifetimes, the United 
States must lead the way. 

f 

HONORING THE SERVICE OF KATE 
JENNINGS 

The SPEAKER pro tempore. The 
Chair recognizes the gentlewoman from 
Illinois (Mrs. BUSTOS) for 5 minutes. 

Mrs. BUSTOS. Madam Speaker in 
2016, my deputy chief of staff, Kate 
Jennings, first joined our office. After 
working with political greats like 
then-Senator Barack Obama and Sen-
ator DICK DURBIN, our team was lucky 
that Kate would be bringing her pas-
sion and her dedication to our work. 

Over the next 5-plus years, there 
would not be one day when Kate didn’t 
put the people who we serve at the very 
heart of everything she did. When 
COVID–19 hit Illinois last year, our of-
fice learned of a family sheltering in a 
hotel, unable to feed themselves or feed 
their children. So in the middle of this 
spreading pandemic, what did Kate do? 
She put herself at risk, went to the 
grocery, packed a box full of food, and 
delivered it to the door at the hotel 
where this family was sheltering so the 
children would not go hungry. 

And every year, Kate would take Val-
entines to our veterans to make sure 
that they knew that they were appre-
ciated and that they were loved. She 
would travel thousands of miles across 
our vast Congressional district, and 
was unwavering in her hard work for 
all 14 counties in our district. She 
never tired and always worked to lift 
up the voices of the people that were 
fortunate enough to be able to serve. 

Madam Speaker, Kate recently began 
her next chapter, and our entire team 
and our office and I wish her well on 
her new adventure. This week, as we 
continue to strive to always deliver for 
the people, I can think of no better 
celebration than to thank the person 
who spent nearly 2,000 days in our of-
fice putting the people we serve first. 

Madam Speaker, I thank Kate for her 
dedicated service, her hard work, and 
her friendship for so many years. Ev-
eryone on our team knows that she 
will continue to deliver for the people 
of Illinois. 

f 

HONORING THE LIFE OF RAYMOND 
JONES 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Georgia (Mr. CARTER) for 5 minutes. 

Mr. CARTER of Georgia. Madam 
Speaker, I rise today with a heavy 
heart to remember and honor Mr. Ray-
mond Jones of Saint Simons Island, 
Georgia, who passed away on June 21 at 
the age of 72. 
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Ray began his career with the Rich 

Products Corporation, working for the 
SeaPak Shrimp and Seafood division in 
Saint Simons Island. Over the next 
three decades, he would have a positive 
impact on the seafood industry and on 
our community. Ray was a genuine ad-
vocate for seafood sustainability and a 
trusted voice in meeting with Members 
of Congress. Ray served as chairman of 
the National Fisheries Institute’s tech-
nical committee from 1994 to 1996, and 
was the technical chairman of the Na-
tional Shrimp Industry Association 
from 1998 to 2005. 

In 2017, he was recognized as the sea-
food industry leader for his decades of 
commitment to seafood sustainability 
and quality. Despite Ray’s countless 
career achievements, his proudest role 
was as a father and grandfather. 

Madam Speaker, my thoughts and 
prayers are with his family, friends, 
and all who knew him during this most 
difficult time. 

RECOGNIZING PASTOR BILL LIGON 
Mr. CARTER of Georgia. Madam 

Speaker, I rise today to recognize and 
honor Pastor Bill Ligon of Brunswick, 
Georgia, for his 90th birthday. 

Pastor Ligon experienced the call of 
God at 18 years old. Since then, he 
founded the Christian Renewal Church 
in Brunswick, Georgia, and has served 
as its pastor for over 40 years. Pastor 
Ligon has served throughout the south-
east, but the impact of his outreach re-
mains immeasurable. 

He is one of the founders of the Fel-
lowship of Churches and Ministers 
International, with churches in eight 
States and three foreign countries. 
Alongside his wife, Pastor Ligon served 
for 6 years as Southern Baptist mis-
sionaries in Spain where they served 
churches and taught the gospel. 

Madam Speaker, with his passion to 
share and teach the gospel, I know Pas-
tor Ligon will continue his tremendous 
work at Christian Renewal Church. He 
has dedicated his life to spreading the 
word of God, and I thank him for his 
decades of service. 

RECOGNIZING REAR ADMIRAL ERIC JONES 
Mr. CARTER of Georgia. Madam 

Speaker, I rise today to recognize and 
honor Rear Admiral Eric Jones for his 
outstanding career and service as Com-
mander of the Seventh Coast Guard 
District. 

Rear Admiral Jones has dedicated his 
life to protecting our country. As Dis-
trict Commander, he is responsible for 
all Coast Guard operations throughout 
the Southeast and the Caribbean Basin, 
which includes Georgia’s First Con-
gressional District. 

Notably, under his command, Coast 
Guard members responded when a 
cargo ship capsized in the Saint Si-
mons Sound. This rescue effort was he-
roic and saved all 24 people on the ship. 

During his time, Rear Admiral Jones 
has provided extraordinary leadership 
and management to the United States 
Coast Guard. His service has been 
marked by excellence and has received 
significant recognition, including four 

Coast Guard Commendation Medals, 
the Coast Guard Achievement Medal, 
and various service and unit awards. 

Madam Speaker, I congratulate Rear 
Admiral Jones on his next duty assign-
ment and thank him for his years of 
service to Georgia’s First Congres-
sional District. 

HONORING THE LIFE OF BOBBY CARPENTER 
Mr. CARTER of Georgia. Madam 

Speaker, I rise today to remember and 
honor Mr. Bobby Carpenter, who passed 
away on June 25 at the age of 89. 

Bobby graduated from Richmond Hill 
High School in 1948. Following gradua-
tion, he served in the U.S. Navy for 4 
years. Once back home, Bobby served 
as the postmaster of the Richmond Hill 
Post Office and received his official 
commission from President Lyndon B. 
Johnson. 

Bobby also served as the president of 
Bryan Neck Cemetery Association for 
50 years, church treasurer for 25 years, 
and a member of the Bryan County 
Board of Education. He enriched the 
lives of all who knew him and loved 
him, and he leaves behind a legacy of 
kindness, faith, and love. 

Bobby’s dedication to improving the 
lives of others will never be forgotten. 
Richmond Hill sorely misses him. My 
thoughts and prayers are with Bobby’s 
family, friends, and all who knew him 
during this most difficult time. 

f 

NATIONAL HEROES DAY 
The SPEAKER pro tempore. The 

Chair recognizes the gentleman from 
Colorado (Mr. CROW) for 5 minutes. 

Mr. CROW. Madam Speaker, 9 years 
ago today, Aurora, Colorado, faced an 
unbelievable tragedy when a shooter 
opened fire in a movie theater. 

Madam Speaker, 12 people lost their 
lives, 70 were injured, and countless 
others are still impacted by the trauma 
of that day. 

Every year, Aurora and the greater 
Colorado community come together to 
remember the lives lost and the trau-
ma. We also come together to recog-
nize the everyday heroes that stepped 
up to help their neighbors and loved 
ones. Their heroism saved lives. 

I thank my friend and colleague, 
Representative ED PERLMUTTER for, 
again, offering a resolution to des-
ignate July 28 as National Heroes Day. 
This year, in particular, we recognize 
the everyday heroes that have helped 
us withstand this pandemic, our front-
line workers, scientists, and healthcare 
professionals, and the first responders 
who stand on the front lines every day. 

As we reflect today, let us also be 
galvanized into action. In the 9 years 
since the Aurora tragedy, little has 
been done at the Federal level to re-
duce gun violence and mass shootings. 
Enough is enough. I am here, in part, 
because I have been inspired by my 
constituents who endured incredible 
tragedy 9 years ago and have directed 
that pain to fight for change. Let us 
not grow numb to the pain of this day, 
but let’s continue to work toward 
meaningful and lasting change. 

NATIONAL PENNSYLVANIA DAY 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Pennsylvania (Mr. THOMPSON) for 5 
minutes. 

Mr. THOMPSON of Pennsylvania. 
Madam Speaker, I rise today to recog-
nize July 20 as National Pennsylvania 
Day. Pennsylvania’s nickname, the 
Keystone State, represents the central 
role we played in shaping our Nation. 
Our great Commonwealth was the sec-
ond State to join the Union and contin-
ued to lead the way in making history. 

As the first capitol of our Nation, 
many great decisions were made in 
Philadelphia. It was there our Found-
ing Fathers authored the Declaration 
of Independence and the Constitution 
forming this great Nation. Pennsyl-
vania served in an important role in 
key military operations. Valley Forge 
tells a story of sacrifice, leadership, 
grit, and determination when our rag- 
tag military was attempting to defy 
history and defeat a global superpower. 

The Battle of Gettysburg marked a 
turning point of the Civil War, pro-
viding the Union with the momentum 
to bring our great Nation back to-
gether. Our State continues to carry 
the legacy of many firsts, from the 
first American flag sewn by Betsy Ross 
to the first commercial oil well. 

Our inventor spirit continues to 
weave through history, from Benjamin 
Franklin, Robert Fulton, and Jonas 
Salk. We continue to bring new and ex-
citing ideas forward. Our legacy of 
American craftsmanship and work 
ethic runs deep, from our steel mills 
and coal mines to our farmlands and 
forests. 

Madam Speaker, as a lifelong resi-
dent of Pennsylvania, I am encouraged 
each and every day by the industrious 
spirit of our residents as we continue 
to build a bright path forward for our 
commonwealth and our country. 

Happy Pennsylvania Day! I am proud 
to be from our great Keystone State. 

f 

b 1030 

HOT FERC SUMMER 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Illinois (Mr. CASTEN) for 5 minutes. 

Mr. CASTEN. Madam Speaker, I 
trust most of my colleagues have heard 
of ‘‘Hot Girl Summer’’ and the broader 
Megan Thee Stallion oeuvre. 

Madam Speaker, I rise today to de-
clare the start of ‘‘Hot FERC Sum-
mer,’’ with FERC, of course, being the 
Federal Energy Regulatory Commis-
sion. Why, you might ask? Well, to par-
aphrase Ms. Stallion, because now that 
FERC has put in all that work, it is 
time for them to be the MVP. 

Now, some might say that FERC 
isn’t, dare I say, hot enough to warrant 
that attention. But for those of us who 
are serious about fighting the climate 
crisis, they sure should be. 

The Commission ensures our energy 
markets, generation, and transmission 
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are operating and providing us with af-
fordable, reliable energy. But the best 
kept secret of all is that FERC is abso-
lutely key to achieving our clean en-
ergy goals and a zero carbon economy. 

For the last few decades, FERC’s big-
gest push has been to encourage com-
petition in the power sector. FERC 
Order 888, which just celebrated its 
25th birthday a few months ago, may 
not have cracked the Billboard Top 100, 
but it has been almost singularly re-
sponsible for decarbonizing our electric 
sector. The order, like most things 
FERC-related, was, frankly, pretty 
wonky. But by incentivizing lower-cost 
gas, nuclear, and renewable energy, it 
drove the private sector to drastically 
lower their greenhouse gas emissions 
and slash electricity costs. 

From the perspective of anyone who 
pays for electricity, that is fantastic 
news. You pay less for cleaner power. 

From the perspective of someone who 
cares about climate change, it is also 
amazing because once a clean energy 
plant is built, you don’t need to pay 
the wind to blow or the Sun to shine. 
Clean energy is the cheapest source of 
energy out there, and those old, dirty 
plants just can’t compete. 

In my home State of Illinois, a recent 
study found that it would be cheaper to 
sell a coal plant that was just built a 
decade ago for scrap and procure clean-
er replacement power through those 
FERC-organized markets. Thank you, 
FERC. 

To kick off ‘‘Hot FERC Summer,’’ I 
have introduced bills that will help 
FERC build on this success. The first of 
these was the Interregional Trans-
mission Planning Improvement Act, 
which I introduced with Senator HEIN-
RICH, that will ensure that our grid op-
erators are thinking properly about the 
benefits of building transmission wires 
across the country. 

The second, the Energy PRICE Act, 
which I introduced just today with 
Representatives LEVIN, HUFFMAN, and 
BONAMICI, would help ensure that 
FERC lives up to its legal responsi-
bility to protect the public welfare by 
not approving electricity rates that 
don’t account for the cost of green-
house gas emissions. 

I will be dropping a third ‘‘Hot FERC 
Summer’’ bill—I am sorry, a third hot 
jam next week. 

But right now, FERC is at a cross-
roads. For the first time in years, 
President Biden has an opportunity to 
create a Democratic majority at FERC; 
a majority that will ensure that these 
incentives are in place to build an elec-
tric grid for our 21st century economy; 
a majority that will ensure that State 
renewable energy rules are respected 
and integrated into regional markets, a 
majority that will ensure that uneco-
nomic fossil fuel plants are subjected 
to the competitive pressures of a free 
market that have given us an explosion 
in solar and wind energy over the past 
decade; a majority that will ensure 
that we make further progress in our 
clean energy goals rather than trying 
to fight against it. 

But in order to do any of that in time 
to prevent more climate devastation, 
the President must nominate a Com-
missioner to FERC, and the Senate 
must confirm that individual. I urge 
both to do so as soon as possible to en-
sure that FERC stays at its full power 
and that it will be able to continue to 
be the most important clean energy 
agency that most of us have never 
heard of. 

As you, of course know, Madam 
Speaker, ‘‘Hot Girl Summer’’ ain’t 
about degrees, but ‘‘Hot FERC Sum-
mer’’ most definitely is. The record 
temperatures from Portland to Death 
Valley, the wildfires, and the coming 
hurricane season are all the direct re-
sult of our failure to decarbonize as 
quickly as we must. 

While this summer is the hottest 
FERC summer yet, it is coming on the 
heels of 2020, which was the hottest 
summer North America has ever seen 
for as long as we have records. In point 
of fact, the 10 warmest summers on 
record have occurred since 1998. If we 
fail to act, they will be nothing com-
pared to the summers we will experi-
ence over the coming decades because 
while the best chance to take action on 
climate was 30 years ago, the last 
chance is now. 

f 

EMPOWERING THE FREE MARKET 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Texas (Mr. NEHLS) for 5 minutes. 

Mr. NEHLS. Madam Speaker, the 
Consumer Price Index rose 5.4 percent 
in the last year, the highest inflation 
in 13 years. 

Americans are paying more for near-
ly everything. According to the Bureau 
of Labor Statistics, the price of milk is 
up 5.6 percent; the price of fruit is up 
7.3 percent; and the price of gas is up a 
whopping 45 percent. 

Americans are paying more for goods 
and services because of the Democrats’ 
out-of-control spending. Despite the 
dire economic state Democrats’ reck-
less spending has put us in, they are 
now trying to ram through a partisan 
$3.5 trillion package that will raise 
taxes on the middle class and job cre-
ators. 

What are Democrats telling Amer-
ican businesses to do when they are 
going to raise taxes and impose regula-
tions on them as they try to rebuild in 
the aftermath of a pandemic? They are 
telling them to take their business 
overseas. 

To bounce back from the Biden ad-
ministration’s dismal job reports in 
consecutive months, we need to be 
stimulating economic opportunity and 
growth with less taxes and less regula-
tion. Doing so will help spur the cre-
ation of good-paying jobs that encour-
age people to get back in the work-
force. 

What won’t fix it is continuing to 
throw money at the economy, which 
seems to be all the Washington swamp 
knows how to do. The Democrats’ lib-

eral tax-and-spend model is failing our 
economy and failing the American peo-
ple. 

We are not going to spend our way 
out of this mess with trillion-dollar 
programs that do nothing but serve lib-
eral special interests. We do it by let-
ting the free market flourish through 
lower taxes, lower regulation, and 
more economic freedom. 

It worked under President Trump 
when he set records in unemployment, 
and it will work again if only the Fed-
eral Government would get out of the 
way and empower the people and the 
free market. 

f 

GETTING VACCINATED TO 
PROTECT OUR FAMILIES 

The SPEAKER pro tempore. The 
Chair recognizes the gentlewoman from 
Nevada (Mrs. LEE) for 5 minutes. 

Mrs. LEE of Nevada. Madam Speak-
er, I rise today as COVID cases surge in 
my home State of Nevada and across 
this country. 

In fact, in the past 3 days, Nevada 
has added over 2,000 new cases, and our 
2-week positivity rate has rapidly 
grown to more than 12 percent. Hos-
pitalizations are up, too, with the vast 
majority being among, you guessed it, 
the unvaccinated. 

Unfortunately, just over half of Ne-
vadans are fully or partially vac-
cinated. We must all do our part to end 
this pandemic. The best thing you can 
do to protect yourself, your family, the 
ones you care about most is to get vac-
cinated. 

Getting your vaccine is safe and, 
now, easier than ever. Believe it or not, 
back home in Nevada, it comes with 
the chance to win more than $5 million 
in prizes. That is how desperate we are 
to make sure that everyone is moti-
vated to go get a vaccine. 

Please, go to vaccines.gov to find a 
clinic. For those who are already vac-
cinated, please take the time this week 
to reach out and encourage your peers 
to do their part, too. 

Together, we can stop the spread and 
get our lives back to normal. 

f 

REPORTING ON MISSING BLACK 
CHILDREN 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Tennessee (Mr. BURCHETT) for 5 min-
utes. 

Mr. BURCHETT. Madam Speaker, 
this first speech that I am going to 
give today is, as we used to say in 
church, something that the Lord spoke 
on my heart. He speaks to me, just not 
in an audible voice. This is something 
that has kind of been a burden with me 
for quite some time. 

Madam Speaker, today, I rise to ex-
press my great concern for the dis-
proportionate number of missing Black 
children in our country and the way 
they are treated by our national media. 

Every child is precious, Madam 
Speaker, and it is a tragedy whenever a 
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child goes missing. The sad truth is 
that it happens to Black kids far more 
often. Missing Black children made up 
over one-third of the missing child 
cases in 2019—over one-third. Yet, it 
has also been shown these children re-
ceive much less media coverage than 
their counterparts from other demo-
graphics. 

The media dedicates an enormous 
amount of time to discuss racism in 
Congress, schools, police departments, 
and various other American institu-
tions, so why is it acceptable for the 
media to dedicate less attention to 
missing Black kids? 

We all know this is not okay, Madam 
Speaker, but the American public 
doesn’t know this is happening because 
our media is failing to cover this story. 

Every child is made in the image of 
God and legally equal under the U.S. 
Constitution. We need to dedicate all 
the time and resources we can to re-
cover missing kids, regardless of the 
color of their skin. 

HONORING TECHNICAL SERGEANT DURWARD B. 
SWANSON 

Mr. BURCHETT. Madam Speaker, I 
rise to honor Technical Sergeant Dur-
ward B. Swanson, a World War II vet-
eran and survivor of the Pearl Harbor 
attacks, as the Tennessee Second Dis-
trict’s Veteran of the Month. 

Swanson joined the Army Air Corps 
in 1939 and was sent to Hickam Field, 
adjacent to the Pearl Harbor Naval 
Base. He originally signed up to do 
bomber maintenance, but a sergeant 
noticed he had skills on a Harley-Da-
vidson and asked if he would head the 
air police motorcycle unit instead. He 
accepted that position, Madam Speak-
er. 

On December 7, 1941, when Japanese 
bombers attacked the airbase, Swanson 
jumped onto his motorcycle to search 
for his best friend, Albert Jackson 
‘‘Stud’’ Lloyd, who was standing in the 
middle of a ballfield shooting at the 
planes and cussing up a storm. Swan-
son drove onto the field and brought 
his friend back to safety. 

After the attack, Swanson and Lloyd 
removed the damaged flag from the 
Hickam Field flagpole and folded it to 
prevent it from being flown overnight. 

Following his service, Swanson 
played guitar for country music legend 
Hank Williams before deciding the 
music business wasn’t for him. That 
would be Hank Williams, Sr., if anyone 
is wondering. 

He went on to speak to schools across 
the United States and travel with 
groups to Pearl Harbor and the World 
War II Memorial in Washington. 

In June, he celebrated his 100th 
birthday at the Ben Atchley veterans’ 
home. 

There are true heroes in our country, 
and they aren’t famous athletes or 
movie stars. They are the brave men 
and women of our Armed Forces, like 
Durward Swanson. 

Madam Speaker, I thank Durward for 
his service. 

BUILD BACK BETTER THROUGH 
COMMUNITY PROJECT FUNDING 

The SPEAKER pro tempore. The 
Chair recognizes the gentlewoman from 
Pennsylvania (Ms. SCANLON) for 5 min-
utes. 

Ms. SCANLON. Madam Speaker, I 
rise today to share with you some of 
the important projects we have nomi-
nated as part of the community project 
funding process, 10 projects that will 
bring more than $8.4 million in critical 
funding to my district and which have 
now been included in the House Appro-
priations Committee’s fiscal year 2022 
funding bill. 

It is my honor to represent the resi-
dents of PA–05 in Congress, and I am 
thrilled to have secured funding for 
these projects that were submitted by 
nonprofit and government agencies in 
our region and that met the rigorous 
funding criteria laid out by Congress. 

The projects our office nominated for 
inclusion address some of the most 
pressing needs in our region: economic 
development, climate resilience, treat-
ment for opioid use disorder, and ex-
panding mental health resources. 

Each of these projects will also help 
deliver on House Democrats’ and Presi-
dent Biden’s promise to build back bet-
ter, to set the table for success for the 
American people, now and in the fu-
ture. 

Today, I would like to shine the spot-
light on two projects I am particularly 
proud of. 

The Delaware County Mobile Crisis 
teams project will provide an alter-
native response for emergency calls in-
volving people suffering from mental 
illness. For too long, our mental health 
system has been woefully underfunded. 
As a result, all too frequently, people 
living with mental illness or cognitive 
disabilities have ended up in our crimi-
nal justice system, often with fatal 
consequences. We can do better. 

Around the country, communities 
have begun to address this dearth of 
mental health resources and overreli-
ance on the criminal justice system by 
developing programs to provide alter-
natives to and diversion from arrest, 
abuse, and incarceration. 

At the Federal level, I am proud to 
have introduced the Mental Health 
Justice Act, which would make it easi-
er for State and local governments to 
develop these programs and send 
trained mental health professionals in-
stead of police when someone calls 911 
because an individual is experiencing a 
mental health crisis. 

At the local level, I am proud to sup-
port Delaware County’s application to 
fund just such a project in this year’s 
appropriations bill, a project to address 
the mental and behavioral health chal-
lenges of residents who might other-
wise find themselves in the criminal 
justice system. 

b 1045 

The county proposal will create mo-
bile crisis teams stationed with the 
county’s Emergency Services Depart-

ment. These teams will be dispatched 
in conjunction with law enforcement in 
response to requests for help for per-
sons known or suspected to be suffering 
from mental illness with the goal of di-
verting them from the criminal justice 
system into treatment with access to 
prioritized admission and to properly 
address their underlying needs. 

This program is a collaboration 
among Delaware County’s human serv-
ices, health adviser, district attorney, 
and public defender. I commend these 
county leaders for looking forward, and 
I look forward to seeing the positive 
impact mobile crisis teams can have on 
our community. 

Another project that I was proud to 
secure funding for in the fiscal year ‘22 
appropriations bill is for the restora-
tion and reopening of the historic 
Lansdowne Theater. 

The 1927 Lansdowne Theater is an 
Art Deco gem that will be rehabilitated 
into a regional concert hall and spur 
investment in the surrounding commu-
nity. The $1.5 million in Federal fund-
ing we have secured in the appropria-
tions bill will be the final dollars for 
this $15 million project so that it can 
immediately start the restoration 
needed to bring this community treas-
ure back to life. 

We anticipate the project will create 
51 jobs to operate the theater and 100 
permanent jobs in businesses nearby, 
in addition to over 100 jobs for the 
trades during construction. Once com-
pleted, the theater will breathe new 
economic life into the community and 
attract more arts and culture to PA–5. 

It will create opportunities for en-
hanced educational programs for area 
students through internships and ac-
cess to different genres of music. 

This transformational investment is 
integral to a broader plan to create an 
anchor in the community to restore, 
enhance, and spur economic activity in 
this part of the Baltimore Pike com-
mercial district. 

The community project funding pro-
gram is a win for the American people. 
It gives our communities the oppor-
tunity to make their case directly to 
Congress for funding to make bold, pro-
gressive investments that are exactly 
what our community and communities 
across the country need to recover and 
rebuild. 

This is what keeping a promise looks 
like. I look forward to continuing to 
fight for the people with these new in-
vestments. 

f 

FREE CUBA 
The SPEAKER pro tempore. The 

Chair recognizes the gentleman from 
Texas (Mr. CRENSHAW) for 5 minutes. 

Mr. CRENSHAW. Madam Speaker, I 
rise today to support and encourage 
the brave men and women of Cuba. 

Last week we saw unprecedented im-
ages and videos from across Cuba. Tens 
of thousands of Cubans took to the 
street. They took to the street not be-
cause of COVID or vaccines or the em-
bargo but because they demand their 
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inalienable rights. They demand free-
dom. They chant: ‘‘Libertad.’’ They 
chant: ‘‘Patria y vida.’’ And they con-
verged on the Communist Party head-
quarters responsible for 60 years of 
misery, abuse, and torture of the 
Cuban people. 

Cubans have rejected the failed ide-
ology forced upon three generations— 
the failed ideology of Marxism that has 
brought suffering to hundreds of mil-
lions around the world, the failed ide-
ology that deserves to be sent to the 
ash heap of history once and for all. 

As Communists often do, they con-
cocted a conspiracy theory to explain 
the people’s protests. The Communist 
dictator Miguel Diaz-Canel even 
claimed it was a U.S. plot. This is what 
Marxists do, of course. They lie. They 
will lie, they will commit violence 
against their own people, and they will 
try to suffocate the calls for freedom. 

But this movement will not be si-
lenced. It cannot. It mustn’t. For too 
long this once flourishing island has 
suffered under Communist rule, and 
now the calls for freedom must be 
heeded: freedom from oppression, free-
dom from abuse, and freedom from tyr-
anny. The downfall of this regime has 
been a long time coming. No more is it 
patria o muerte—country or death— 
but as the people across Cuba know, it 
is patria y vida—country and life. 

As Americans—as a people who have 
inherited the greatest gifts of freedom 
the world has ever known—we must 
speak with one voice against the evils 
of Marxism. We must speak truth, a 
truth that not enough Americans are 
used to hearing. Instead, we have 
American politicians who openly advo-
cate for the very same Marxist ide-
ology that Cubans would die to escape 
from. This ignorant and foolish flirta-
tion with Marxism must end, and we 
must make it clear that we will always 
support freedom-loving people around 
the world. 

Our message will be one of empower-
ment: empower the brave Cuban people 
as they begin to throw off the chains of 
Communism and seek their inalien-
able, God-given rights of life, liberty, 
personal property, and the right to pur-
sue their happiness. 

So to the men and women of Cuba, I 
say this: 

(English translation of the statement 
made in Spanish is as follows:) 

We see you. We hear you. We are with 
you. Let us no longer shout homeland 
or death but homeland and life. And 
begin to build what we dream of. What 
they destroyed with their hands. 

Te vemos. Te oimos. Estamos con 
ustedes. Ya no gritemos patria o 
muerte sino patria y vida. Y empezar a 
construir lo que sonamos. Lo que 
destruyeron con sus manos. 

Madam Speaker, to the Communist 
regime in Cuba, I say this: Your lies 
are exposed, your foundations are 
shaken to the core, and your days are 
numbered. 

The SPEAKER pro tempore. The gen-
tleman from Texas will provide a 
translation of his remarks to the desk. 

RECESS 
The SPEAKER pro tempore. Pursu-

ant to clause 12(a) of rule I, the Chair 
declares the House in recess until noon 
today. 

Accordingly (at 10 o’clock and 50 
minutes a.m.), the House stood in re-
cess. 

f 

b 1200 

AFTER RECESS 
The recess having expired, the House 

was called to order by the Speaker at 
noon. 

f 

PRAYER 
The Chaplain, the Reverend Margaret 

Grun Kibben, offered the following 
prayer: 

Almighty God, we lift up our hearts 
and call upon Your name. For the 
promise of Your endless love is better 
than the ephemeral thread of life we 
hold on to so dearly. So long as we live, 
may we praise You. 

When we gaze on Your handiwork, we 
are overwhelmed with Your glory; we 
are humbled by the span of Your exten-
sive reach. 

From Your temple, hear our voice. 
As we approach You in the sanctuary 
of Your extraordinary creation, draw 
near to You in these hallowed halls of 
freedom and justice, or discover You in 
the precious intimacy of our time with 
friends and loved ones, everywhere we 
are, we find ourselves in Your compas-
sionate presence. Give us faith to see 
Your involvement in all areas of our 
lives. And receive us with mercy when 
we acknowledge our powerlessness 
without You. Encourage us when our 
souls are wearied with longing for the 
peace of mind only You can provide. 
Strengthen us when our bodies are 
faint with thirst and yearning for the 
sureness found in You. 

We lift up our hands in prayer and 
call upon Your name that You would 
satisfy our needs this day. 

Amen. 
f 

THE JOURNAL 
The SPEAKER. Pursuant to section 

11(a) of House Resolution 188, the Jour-
nal of the last day’s proceedings is ap-
proved. 

f 

PLEDGE OF ALLEGIANCE 
The SPEAKER. Will the gentleman 

from South Carolina (Mr. WILSON) 
come forward and lead the House in the 
Pledge of Allegiance. 

Mr. WILSON of South Carolina led 
the Pledge of Allegiance as follows: 

I pledge allegiance to the Flag of the 
United States of America, and to the Repub-
lic for which it stands, one nation under God, 
indivisible, with liberty and justice for all. 

f 

ANNOUNCEMENT BY THE SPEAKER 

The SPEAKER. The Chair will enter-
tain up to 15 requests for 1-minute 
speeches on each side of the aisle. 

OPEN THE UNITED STATES/ 
CANADA BORDER 

(Mr. HIGGINS of New York asked and 
was given permission to address the 
House for 1 minute.) 

Mr. HIGGINS of New York. Madam 
Speaker, for the past 16 months, the 
United States’ border with Canada has 
been closed to nonessential travel, 
tearing loved ones apart, preventing 
people from accessing cottages that 
they own, devastating businesses and 
local economies on both sides of the 
border. 

This week, the Canadian Government 
announced plans to reopen the border 
to fully vaccinated Americans on Au-
gust 9. On January 21 of this year, we 
were promised a plan would be devel-
oped by the United States to address 
travel to Canada within 14 days. 

Madam Speaker, 180 days have now 
passed. We are still waiting for that 
plan. The United States Centers for 
Disease Control and Prevention pub-
licly advised that fully vaccinated 
Americans are free to safely resume all 
pre-pandemic activity. It is time for 
the United States to align its border 
policy with the science, with the facts, 
and with the data. Action is long over-
due. Open the U.S. border to our Cana-
dian neighbors. 

f 

REQUEST TO CONSIDER H.R. 18, NO 
TAXPAYER FUNDING FOR ABOR-
TION ACT 

(Mr. BOST asked and was given per-
mission to address the House for 1 
minute and to revise and extend his re-
marks.) 

Mr. BOST. Madam Speaker, as a fa-
ther of three and a grandfather of 11, I 
know what the love of family feels like 
and how we love our children and when 
that child takes its first breath. 

For over 40 years, the Hyde Amend-
ment has prohibited taxpayer dollars 
from being used to fund abortion. Both 
Republicans and Democrats have sup-
ported it. However, President Biden’s 
budget plan will remove this vitally 
important protection. That is why I am 
proud to cosponsor H.R. 18, the No Tax-
payer Funding for Abortion and Abor-
tion Insurance Full Disclosure Act. 

This bill will make the Hyde Amend-
ment permanent. Today, tomorrow, 
and every day, I am proud to stand for 
life. 

Madam Speaker, I ask unanimous 
consent that the Committees on En-
ergy and Commerce, Ways and Means, 
and the Judiciary be discharged from 
further consideration of H.R. 18 and 
ask for its immediate consideration in 
the House. 

The SPEAKER pro tempore (Mrs. 
DINGELL). Under guidelines consist-
ently issued by successive Speakers, as 
recorded in section 956 of the House 
Rules and Manual, the Chair is con-
strained not to entertain the request 
unless it has been cleared by the bipar-
tisan floor and committee leaderships. 
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CHILD TAX CREDIT 

(Mr. LIEU asked and was given per-
mission to address the House for 1 
minute.) 

Mr. LIEU. Madam Speaker, 5 days 
ago, millions of American families 
with children received Child Tax Credit 
refunds deposited directly into their 
bank account. This is hundreds of dol-
lars that they could use for childcare 
expenses, to put gas in their cars to go 
to work, and to help fuel our economy. 

This is going to happen again next 
month, and again in the middle of Sep-
tember. And these payments go out 
again the middle of October, and again 
the middle of November, and again the 
middle of December. This is critical 
lifesaving money. These are tax cuts 
directly to the American people. 

And how did this happen? It hap-
pened because every Democrat voted 
for the Child Tax Credit. Every Repub-
lican voted ‘‘no.’’ We want to give Re-
publicans another chance at this. We 
are going to try to make this Child Tax 
Credit permanent. We want this tax 
cut to the American people permanent, 
and the contrast could not be clearer. 
When Democrats are in control, we 
give tax cuts to the middle class. 

f 

BIDEN INFLATION TAX 

(Mr. WILSON of South Carolina 
asked and was given permission to ad-
dress the House for 1 minute and to re-
vise and extend his remarks.) 

Mr. WILSON of South Carolina. 
Madam Speaker, inflation threatens 
American families due to the out-of- 
control spending by President Joe 
Biden. 

Biden inflation directly impacts the 
day-to-day well-being of American 
families. Inflation is currently rising 
at the fastest pace in 13 years. And 
Biden has proposed an irresponsible 
$3.5 trillion deal that will increase 
taxes. 

Last month, consumer prices jumped 
5.4 percent. Gas prices are up a huge 
45.1 percent, and milk is up 5.6 percent. 
What Biden doesn’t seem to realize is 
that these costs negatively affect the 
lower and middle class more than any-
one else. Wasteful spending and taxes 
will only make matters worse. Infla-
tion is Biden taxation, and the Amer-
ican families deserve better. 

In conclusion, God bless our troops, 
and we will never forget September the 
11th in the global war on terrorism. 
God bless the courageous citizens of 
Cuba standing up for freedom and lib-
erty from the failed socialist oppres-
sors. 

f 

REMEMBERING RAMSES O. 
AGUINAGA 

(Mr. CORREA asked and was given 
permission to address the House for 1 
minute.) 

Mr. CORREA. Madam Speaker, today 
I rise to remember the life of Santa 
Ana Police Officer Ramses Aguinaga, 

who was tragically taken from his fam-
ily by cancer. Ramses was a leader in 
the community where he grew up. He 
was a smart and caring person who al-
ways made an effort to understand 
each and every individual in his com-
munity. 

In high school, he played football for 
Mater Dei High School where he was a 
key player in making sure that Mater 
Dei won the Southern Section Division 
championship. 

In college, Ramses became interested 
in criminal justice and spent 16 years 
as a police officer. But his greatest ac-
complishment was the birth of his son, 
Mateus Aguinaga, and Ramses loved 
this child, loved him to death. 

Ramses passed away in peace. His 
family mourns him and will never for-
get how he brightened the lives of so 
many of his friends and neighbors 
where he grew up. He was a loving fa-
ther, a thoughtful son, a caring broth-
er, and a role model for our commu-
nity. 

f 

CONGRATULATING LUMBEE TRIB-
AL COUNCILMAN TERRY HUNT 

(Mr. BISHOP of North Carolina asked 
and was given permission to address 
the House for 1 minute and to revise 
and extend his remarks.) 

Mr. BISHOP of North Carolina. 
Madam Speaker, today I rise to con-
gratulate Lumbee Tribal Council mem-
ber, Terry Hunt, who during July’s 
council meeting was honored for nearly 
three decades of service in the U.S. 
Army and the North Carolina National 
Guard where he served as a Command 
Sergeant Major. 

During the meeting, Councilman 
Hunt was bestowed with the Old North 
State Award, which honors guard mem-
bers who have served at least 20 years 
and who have shown a dedication of 
service beyond expectation. He was 
also awarded the North Carolina Asso-
ciation Certificate, which honors Na-
tional Guard retirees. 

Councilman Hunt was elected to the 
Tribal Council in 2018, representing 
District 14, which includes commu-
nities in Eastern Robeson County. I am 
proud to work alongside him and the 
other members of the council as we 
pursue long-overdue Federal recogni-
tion for the Lumbee. 

Congratulations to Councilman Hunt 
on this great honor. The people of 
North Carolina are grateful for his 
service. 

f 

RISE IN CRIME 

(Mr. GUEST asked and was given per-
mission to address the House for 1 
minute.) 

Mr. GUEST. Madam Speaker, Amer-
ica is a nation of laws, but in many 
parts of our country, the rule of law is 
under attack. At a time when the Na-
tion should be reopening and healing, 
we see rising crime in many cities 
across America. And where this rise of 
crime is most prevalent is in cities 

that have decreased funding for its offi-
cers. 

In 2020, we saw the highest number of 
murders in over 25 years. And now in 
2021, we have seen a spike in violent 
crime and attacks against law enforce-
ment officers. The Defund the Police 
movement has been the catalyst behind 
this rise in crime and attacks on our 
law enforcement. It has fueled hatred 
against our fellow citizens who risk 
their lives to protect us from crime. 
And sadly, there are many progressive 
members in this Chamber who have 
supported this dangerous movement. 

The first step in addressing the in-
crease in crime is not banning guns 
from law-abiding citizens as proposed 
by the President. Rather, we must re-
ject the Defund the Police movement 
and ask those that support it to recog-
nize its disastrous impacts on our com-
munities. 

f 

TRANSATLANTIC ENERGY 
SECURITY 

(Ms. KAPTUR asked and was given 
permission to address the House for 1 
minute and to revise and extend her re-
marks.) 

Ms. KAPTUR. Madam Speaker, as co-
chair of the bipartisan Congressional 
Ukraine Caucus, I rise to express my 
deep concern on the issue of trans-
atlantic energy security. The Kremlin 
and complicit European nations are 
seeking to complete the Nord Stream 2 
Pipeline. This Russian malign influ-
ence project will increase Vladimir 
Putin’s leverage in Europe and disrupt 
the NATO alliance. 

Current news reports indicate that a 
deal between the Biden administration 
and Germany is imminent. According 
to these reports, there is little in the 
deal that will prevent Russia’s capac-
ity to coerce our allies. Congress un-
derstands history’s key lesson: When 
Germany and Russia collude, the peo-
ple of Central and Eastern Europe pay 
the price. 

Congress has now voted twice on an 
overwhelming bipartisan basis to sanc-
tion the Nord Stream 2 Pipeline. These 
sanctions are mandatory, not discre-
tionary. Given the administration’s 
abuse of the sanctions waiver, I was 
pleased the Committee on Appropria-
tions unanimously adopted my bipar-
tisan amendment to repeal the waivers 
moving forward. While I look forward 
to reviewing the deal, the Congress—as 
Article I of the Constitution man-
dates—must reject any deal that fails 
to prioritize energy security in the 
transatlantic alliance. 

f 

COMMUNITY SERVICE BLOCK 
GRANTS 

(Ms. TENNEY asked and was given 
permission to address the House for 1 
minute and to revise and extend her re-
marks.) 

Ms. TENNEY. Madam Speaker, for 
the past 40 years, community service 
block grants have been vital to pro-
viding communities the resources 
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needed to address poverty and expand 
opportunities for children and families. 
CSBG is a targeted program with 
strong oversight and a solid track 
record of success. And because no two 
communities are the same, CSBG gives 
organizations the flexibility to create 
new and locally tailored solutions. 

CSBG is also bipartisan. This year, I 
was honored to join with more than 100 
House Members from both sides of the 
aisle to advocate for an increase in 
funding to the program. More resources 
will allow great organizations in my 
community, like the Mohawk Valley 
Community Action Agency, to improve 
and increase their services. 

For over 50 years, MVCAA has served 
the residents of Oneida, Herkimer, and 
Madison Counties providing important 
services, and supporting education, em-
ployment, childcare, and family needs. 
In 2018 alone, they assisted 9,210 indi-
viduals, including 3,649 children. 

I am so grateful that the Committee 
on Appropriations met our fiscal year 
2021 requests of $800 million for CSBG, 
which will ensure that even more fami-
lies and children have access to the 
tools they need to realize their poten-
tial. 

I thank my good friend, ranking 
member of the Committee on Appro-
priations, TOM COLE, as well as Chair-
woman ROSA DELAURO for their leader-
ship and commitment to this program. 

f 

b 1215 

RECOGNIZING THOMAS GILMAN 

(Mrs. MILLER-MEEKS asked and 
was given permission to address the 
House for 1 minute and to revise and 
extend her remarks.) 

Mrs. MILLER-MEEKS. Madam 
Speaker, I rise today to recognize a 
young man in my district who will rep-
resent Iowa on the world stage. 

Thomas Gilman, a University of Iowa 
alumni, has qualified for the U.S. 
Olympic team for freestyle wrestling 
and will be competing in this summer’s 
Olympic Games in Tokyo, Japan, later 
this month. 

As a former Hawkeye, Thomas was a 
force to be reckoned with in the 125- 
pound weight division, finishing his ca-
reer in Iowa City with an impressive 
record of 107–12 and a Big Ten Con-
ference title. He was also named the 
Outstanding Wrestler of the 2017 Mid-
lands Championships. 

His other athletic accomplishments 
include a silver medal at the World 
Wrestling Championships in Paris in 
2017 and another silver medal at the 
U.S. National Championships in Las 
Vegas in 2019. 

I wish Thomas the best of luck as he 
goes on to represent the great State of 
Iowa and the United States in the 
Olympic Games. Bring home the gold. 

f 

HELP CUBAN PEOPLE ORGANIZE 

(Mr. LAMALFA asked and was given 
permission to address the House for 1 

minute and to revise and extend his re-
marks.) 

Mr. LAMALFA. Madam Speaker, the 
Communist Party is afraid. They are 
seeing their ideas collapse. They are 
seeing that people will no longer wait 
for the countless empty promises of the 
Castro years to be fulfilled. 

This is why we are seeing thousands 
of unarmed protesters being arrested, 
beaten, and killed all across the island 
of Cuba. 

If the Communist Party of Cuba had 
their way, if they were successful in 
blocking the communications of their 
people as they intended to do with 
their power outages and censorship, 
then we wouldn’t even be able to see 
these abuses. 

Cuba’s Communist Government has 
had 62 years to prove that it could pro-
vide health, housing, education, work, 
food, and security to its people. In-
stead, we see buildings collapsing on 
the heads of Cuban citizens. We see 
that the government provided food full 
of gravel. We see security forces firing 
live rounds into crowds that are not al-
lowed to be armed. 

The White House needs to act soon to 
help the Cuban people organize and 
communicate freely, and let the rest of 
the world know what is really hap-
pening only 90 miles from our border. 

Where is the United Nations? 
I call on President Biden to unblock 

and expand uncensored internet access. 
We have the technology to do it now 
and guarantee cellular service to their 
island. 

The embargo is not the problem. Peo-
ple need to be liberated. They are polit-
ical prisoners. Provide independent and 
free press. 

Madam Speaker, which of these do 
the Cuban people not deserve? 

f 

VOTING RIGHTS SHOULD NOT BE 
DENIED 

(Ms. JACKSON LEE asked and was 
given permission to address the House 
for 1 minute.) 

Ms. JACKSON LEE. Madam Speaker, 
I want to rise today to inform everyone 
who might be listening that the fili-
buster is not in this little book that 
has governed this great Nation, the 
Constitution of the United States. 

In fact, the 15th Amendment, as it re-
lates to voting, says: ‘‘The right of citi-
zens of the United States to vote 
should not be denied or abridged by the 
United States or any State on account 
of race, color, or previous condition of 
servitude,’’ which means we should 
move forward with certain things. 

One, we need to move forward with 
the infrastructure bill. We must move 
forward with the budget and budget 
reconciliation. We must ensure that 
voting rights are protected in this Na-
tion. Again, the filibuster is not a con-
stitutional provision, and therefore, we 
must govern. 

Madam Speaker, I want to express 
my knowledge and concern of the 
crime and violence across America. It 

is facing us in Houston as well. I was 
delighted to bring almost a million dol-
lars to help our victims of crimes and 
the victim advocates program for HPD. 
It is time now to stand up for America. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the Chair 
will postpone further proceedings 
today on motions to suspend the rules 
on which the yeas and nays are or-
dered. 

The House will resume proceedings 
on postponed questions at a later time. 

f 

STRENGTHENING LOCAL TRANS-
PORTATION SECURITY CAPABILI-
TIES ACT OF 2021 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 1870) to require the Secretary 
of Homeland Security to prioritize 
strengthening of local transportation 
security capabilities by assigning cer-
tain officers and intelligence analysts 
to State, local, and regional fusion cen-
ters in jurisdictions with a high-risk 
surface transportation asset and im-
proving the timely sharing of informa-
tion regarding threats of terrorism and 
other threats, including targeted vio-
lence, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1870 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Strength-
ening Local Transportation Security Capa-
bilities Act of 2021’’. 
SEC. 2. DEFINITIONS. 

In this Act: 
(1) DOMESTIC TERRORISM.—The term ‘‘do-

mestic terrorism’’ has the meaning given 
such term in section 2331 of title 18, United 
States Code. 

(2) INTERNATIONAL TERRORISM.—The term 
‘‘international terrorism’’ has the meaning 
given such term in section 2331 of title 18, 
United States Code. 

(3) PUBLIC AND PRIVATE SECTOR STAKE-
HOLDERS.—The term ‘‘public and private sec-
tor stakeholders’’ has the meaning given 
such term in section 114(u)(1)(c) of title 49, 
United States Code. 

(4) SURFACE TRANSPORTATION ASSET.—The 
term ‘‘surface transportation asset’’ includes 
facilities, equipment, or systems used to pro-
vide transportation services by— 

(A) a public transportation agency (as such 
term is defined in section 1402(5) of the Im-
plementing Recommendations of the 9/11 
Commission Act of 2007 (Public Law 110–53; 6 
U.S.C. 1131(5))); 

(B) a railroad carrier (as such term is de-
fined in section 20102(3) of title 49, United 
States Code); 

(C) an owner or operator of— 
(I) an entity offering scheduled, fixed-route 

transportation services by over-the-road bus 
(as such term is defined in section 1501(4) of 
the Implementing Recommendations of the 
9/11 Commission Act of 2007 (Public Law 110– 
53; 6 U.S.C. 1151(4))); or 
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(ii) a bus terminal; or 
(D) other transportation facilities, equip-

ment, or systems, as determined by the Sec-
retary. 

(5) TARGETED VIOLENCE.—The term ‘‘tar-
geted violence’’ means an incident of vio-
lence in which an attacker selected a par-
ticular target in order to inflict mass injury 
or death with no discernable political or ide-
ological motivation beyond mass injury or 
death. 

(6) TERRORISM.—The term ‘‘terrorism’’ 
means domestic terrorism and international 
terrorism. 
SEC. 3. THREAT INFORMATION SHARING. 

(a) PRIORITIZATION.—The Secretary of 
Homeland Security shall prioritize the as-
signment of officers and intelligence ana-
lysts under section 210A of the Homeland Se-
curity Act of 2002 (6 U.S.C. 124h) from the 
Transportation Security Administration 
and, as appropriate, from the Office of Intel-
ligence and Analysis of the Department of 
Homeland Security, to locations with par-
ticipating State, local, and regional fusion 
centers in jurisdictions with a high-risk sur-
face transportation asset in order to enhance 
the security of such assets, including by im-
proving timely sharing, in a manner con-
sistent with the protection of privacy rights, 
civil rights, and civil liberties, of informa-
tion regarding threats of terrorism and other 
threats, including targeted violence. 

(b) INTELLIGENCE PRODUCTS.—Officers and 
intelligence analysts assigned to locations 
with participating State, local, and regional 
fusion centers under this section shall par-
ticipate in the generation and dissemination 
of transportation security intelligence prod-
ucts, with an emphasis on such products that 
relate to threats of terrorism and other 
threats, including targeted violence, to sur-
face transportation assets that— 

(1) assist State, local, and Tribal law en-
forcement agencies in deploying their re-
sources, including personnel, most effi-
ciently to help detect, prevent, investigate, 
apprehend, and respond to such threats; 

(2) promote more consistent and timely 
sharing with and among jurisdictions of 
threat information; and 

(3) enhance the Department of Homeland 
Security’s situational awareness of such 
threats. 

(c) CLEARANCES.—The Secretary of Home-
land Security shall make available to appro-
priate owners and operators of surface trans-
portation assets, and to any other person 
that the Secretary determines appropriate to 
foster greater sharing of classified informa-
tion relating to threats of terrorism and 
other threats, including targeted violence, to 
surface transportation assets, the process of 
application for security clearances under Ex-
ecutive Order No. 13549 (75 Fed. Reg. 162; re-
lating to a classified national security infor-
mation program) or any successor Executive 
order. 

(d) GAO REPORT.—Not later than two years 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall submit to the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Homeland Security and 
Governmental Affairs of the Senate a review 
of the implementation of this section, to-
gether with any recommendations to im-
prove information sharing with State, local, 
Tribal, territorial, and private sector enti-
ties to prevent, identify, and respond to 
threats of terrorism and other threats, in-
cluding targeted violence, to surface trans-
portation assets. 
SEC. 4. LOCAL LAW ENFORCEMENT SECURITY 

TRAINING. 
(a) IN GENERAL.—The Secretary of Home-

land Security, in consultation with public 

and private sector stakeholders, may in a 
manner consistent with the protection of 
privacy rights, civil rights, and civil lib-
erties, develop, through the Federal Law En-
forcement Training Centers, a training pro-
gram to enhance the protection, prepared-
ness, and response capabilities of law en-
forcement agencies with respect to threats of 
terrorism and other threats, including tar-
geted violence, at a surface transportation 
asset. 

(b) REQUIREMENTS.—If the Secretary of 
Homeland Security develops the training 
program described in subsection (a), such 
training program shall— 

(1) be informed by current information re-
garding tactics used by terrorists and others 
engaging in targeted violence; 

(2) include tactical instruction tailored to 
the diverse nature of the surface transpor-
tation asset operational environment; and 

(3) prioritize training officers from law en-
forcement agencies that are eligible for or 
receive grants under sections 2003 or 2004 of 
the Homeland Security Act of 2002 (6 U.S.C. 
604 and 605) and officers employed by railroad 
carriers that operate passenger service, in-
cluding interstate passenger service. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers have 5 legislative days in which to 
revise and extend their remarks and in-
clude extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, I rise today in sup-
port of H.R. 1870, the Strengthening 
Local Transportation Security Capa-
bilities Act of 2021. 

This legislation I introduced seeks to 
improve information sharing between 
the Department of Homeland Security 
and State and local law enforcement in 
areas with high-risk surface transpor-
tation assets. 

This bill will enhance security in two 
key ways. 

First, it requires DHS to prioritize 
the assignment of officers and intel-
ligence analysts to State, local, and re-
gional fusion centers in jurisdictions 
with a high-risk surface transportation 
asset. To mitigate threats to our crit-
ical surface transportation assets, we 
must ensure that intelligence regard-
ing threats to surface transportation 
are shared with appropriate stake-
holders in a timely manner. This im-
portant provision meets that mission, 
improving the chances of preventing 
the next attack. 

Second, the bill authorizes DHS to 
develop a training program to enhance 
the protection, preparedness, and re-
sponse capabilities of law enforcement 
agencies that operate at surface trans-
portation assets. Surface transpor-

tation systems are unique in their lay-
outs and use, and this training would 
improve law enforcement capabilities 
in these settings in a manner that pro-
tects civil rights and liberties. 

Considering the increase in terrorist 
attacks in recent years against mass 
transit systems, bus stations, and pas-
senger rail systems, it is crucial that 
timely information be shared with 
local law enforcement and security 
personnel at transit centers. These sur-
face transportation systems are crit-
ical to our way of life, and an attack 
against one could be devastating. 

Enactment of H.R. 1870 would be a 
significant step toward ensuring we are 
prepared to mitigate such risk by sup-
plying DHS and State and local law en-
forcement with the resources they need 
to meet this homeland security chal-
lenge. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 1870, the Strengthening 
Local Transportation Security Capa-
bilities Act of 2021. 

It is simply not enough for our Fed-
eral Government to be prepared for an 
attempted terrorist attack. We must 
ensure that our State and local part-
ners are prepared as well. 

Nowhere else is this more apparent 
than in the case of surface transpor-
tation. This legislation ensures that 
the Federal Government is providing 
sufficient information, intelligence, 
and training to State and local part-
ners to better defend surface transpor-
tation assets. 

Madam Speaker, I urge all Members 
to join me in supporting H.R. 1870, and 
I reserve the balance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
have no more speakers, and I am pre-
pared to close after the gentleman 
from New York closes. 

Madam Speaker, I reserve the bal-
ance of my time. 

Mr. KATKO. Madam Speaker, I have 
no further speakers. I urge Members to 
support this bill, and I congratulate 
my colleague on it. 

Madam Speaker, I yield back the bal-
ance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, H.R. 1870 is a timely 
measure, as attackers remain intent on 
targeting surface transportation sys-
tems at this time of heightened threat. 

Enacting H.R. 1870 will improve in-
formation sharing among DHS and 
State and local law enforcement agen-
cies, increasing our ability to stop or 
significantly decrease the harm caused 
by such attacks. 

Madam Speaker, for this reason, I 
urge my colleagues to support H.R. 
1870, and I yield back the balance of my 
time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
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BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 1870, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

TRANSPORTATION SECURITY 
PREPAREDNESS ACT OF 2021 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 1893) to direct the Transpor-
tation Security Administration to de-
velop a transportation security pre-
paredness plan in the event of a com-
municable disease outbreak, and for 
other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1893 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Preparedness Act of 2021’’. 
SEC. 2. SURVEY OF THE TRANSPORTATION SECU-

RITY ADMINISTRATION WORKFORCE 
REGARDING COVID–19 RESPONSE. 

(a)SURVEY.—Not later than 1 year after the 
date of the enactment of this Act, the Ad-
ministrator of the Transportation Security 
Administration (referred to in this section as 
the ‘‘Administrator’’), in consultation with 
the labor organization certified as the exclu-
sive representative of full- and part-time 
non-supervisory Administration personnel 
carrying out screening functions under sec-
tion 44901 of title 49, United States Code, 
shall conduct a survey of the Transportation 
Security Administration (referred to in this 
section as the ‘‘Administration’’) workforce 
regarding the Administration’s response to 
the COVID–19 pandemic. Such survey shall 
be conducted in a manner that allows for the 
greatest practicable level of workforce par-
ticipation. 

(b)CONTENTS.—In conducting the survey re-
quired under subsection (a), the Adminis-
trator shall solicit feedback on the fol-
lowing: 

(1) The Administration’s communication 
and collaboration with the Administration’s 
workforce regarding the Administration’s re-
sponse to the COVID–19 pandemic and efforts 
to mitigate and monitor transmission of 
COVID–19 among its workforce, including 
through— 

(A) providing employees with personal pro-
tective equipment and mandating its use; 

(B) modifying screening procedures and 
Administration operations to reduce trans-
mission among officers and passengers and 
ensuring compliance with such changes; 

(C) adjusting policies regarding scheduling, 
leave, and telework; 

(D) outreach as a part of contact tracing 
when an employee has tested positive for 
COVID–19; and 

(E) encouraging COVID–19 vaccinations 
and efforts to assist employees that seek to 
be vaccinated such as communicating the 
availability of duty time for travel to vac-
cination sites and recovery from vaccine side 
effects. 

(2) Any other topic determined appropriate 
by the Administrator. 

(c)REPORT.—Not later than 30 days after 
completing the survey required under sub-
section (a), the Administration shall provide 

a report summarizing the results of the sur-
vey to the Committee on Homeland Security 
of the House of Representatives and the 
Committee on Commerce, Science, and 
Transportation of the Senate. 
SEC. 3. TRANSPORTATION SECURITY PREPARED-

NESS PLAN. 

(a)PLAN REQUIRED.—Section 114 of title 49, 
United States Code, is amended by adding at 
the end the following new subsection: 

‘‘(x)TRANSPORTATION SECURITY PREPARED-
NESS PLAN.— 

‘‘(1)IN GENERAL.—Not later than two years 
after the date of the enactment of this sub-
section, the Secretary of Homeland Security, 
acting through the Administrator, in coordi-
nation with the Chief Medical Officer of the 
Department of Homeland Security and in 
consultation with the partners identified 
under paragraphs (3)(A)(i) through (3)(A)(iv), 
shall develop a transportation security pre-
paredness plan to address the event of a com-
municable disease outbreak. The Secretary, 
acting through the Administrator, shall en-
sure such plan aligns with relevant Federal 
plans and strategies for communicable dis-
ease outbreaks. 

‘‘(2)CONSIDERATIONS.—In developing the 
plan required under paragraph (1), the Sec-
retary, acting through the Administrator, 
shall consider each of the following: 

‘‘(A) The findings of the survey required 
under section 2 of the Transportation Secu-
rity Preparedness Act of 2021. 

‘‘(B) All relevant reports and recommenda-
tions regarding the Administration’s re-
sponse to the COVID–19 pandemic, including 
any reports and recommendations issued by 
the Comptroller General and the Inspector 
General of the Department of Homeland Se-
curity. 

‘‘(C) Lessons learned from Federal inter-
agency efforts during the COVID–19 pan-
demic. 

‘‘(3)CONTENTS OF PLAN.—The plan devel-
oped under paragraph (1) shall include each 
of the following: 

‘‘(A) Plans for communicating and collabo-
rating in the event of a communicable dis-
ease outbreak with the following partners: 

‘‘(i) Appropriate Federal departments and 
agencies, including the Department of 
Health and Human Services, the Centers for 
Disease Control and Prevention, the Depart-
ment of Transportation, the Department of 
Labor, and appropriate interagency task 
forces. 

‘‘(ii) The workforce of the Administration, 
including through the labor organization 
certified as the exclusive representative of 
full- and part-time non-supervisory Adminis-
tration personnel carrying out screening 
functions under section 44901 of this title. 

‘‘(iii) International partners, including the 
International Civil Aviation Organization 
and foreign governments, airports, and air 
carriers. 

‘‘(iv) Public and private stakeholders, as 
such term is defined under subsection 
(t)(1)(C). 

‘‘(v) The traveling public. 
‘‘(B) Plans for protecting the safety of the 

Transportation Security Administration 
workforce, including— 

‘‘(i) reducing the risk of communicable dis-
ease transmission at screening checkpoints 
and within the Administration’s workforce 
related to the Administration’s transpor-
tation security operations and mission; 

‘‘(ii) ensuring the safety and hygiene of 
screening checkpoints and other 
workstations; 

‘‘(iii) supporting equitable and appropriate 
access to relevant vaccines, prescriptions, 
and other medical care; and 

‘‘(iv) tracking rates of employee illness, re-
covery, and death. 

‘‘(C) Criteria for determining the condi-
tions that may warrant the integration of 
additional actions in the aviation screening 
system in response to the communicable dis-
ease outbreak and a range of potential roles 
and responsibilities that align with such con-
ditions. 

‘‘(D) Contingency plans for temporarily ad-
justing checkpoint operations to provide for 
passenger and employee safety while main-
taining security during the communicable 
disease outbreak. 

‘‘(E) Provisions setting forth criteria for 
establishing an interagency task force or 
other standing engagement platform with 
other appropriate Federal departments and 
agencies, including the Department of 
Health and Human Services and the Depart-
ment of Transportation, to address such 
communicable disease outbreak. 

‘‘(F) A description of scenarios in which 
the Administrator should consider exercising 
authorities provided under subsection (g) and 
for what purposes. 

‘‘(G) Considerations for assessing the ap-
propriateness of issuing security directives 
and emergency amendments to regulated 
parties in various modes of transportation, 
including surface transportation, and plans 
for ensuring compliance with such measures. 

‘‘(H) A description of any potential obsta-
cles, including funding constraints and limi-
tations to authorities, that could restrict 
the ability of the Administration to respond 
appropriately to a communicable disease 
outbreak. 

‘‘(4)DISSEMINATION.—Upon development of 
the plan required under paragraph (1), the 
Administrator shall disseminate the plan to 
the partners identified under paragraph 
(3)(A) and to the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Commerce, Science, and 
Transportation of the Senate. 

‘‘(5)REVIEW OF PLAN.—Not later than two 
years after the date on which the plan is dis-
seminated under paragraph (4), and bienni-
ally thereafter, the Secretary, acting 
through the Administrator and in coordina-
tion with the Chief Medical Officer of the De-
partment of Homeland Security, shall review 
the plan and, after consultation with the 
partners identified under paragraphs (3)(A)(i) 
through (3)(A)(iv), update the plan as appro-
priate.’’. 

(b)COMPTROLLER GENERAL REPORT.—Not 
later than one year after the date on which 
the transportation security preparedness 
plan required under subsection (x) of section 
114 of title 49, United States Code, as added 
by subsection (a), is disseminated under 
paragraph (4) of such subsection (x), the 
Comptroller General of the United States 
shall submit to the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Commerce, Science, and 
Transportation of the Senate a report con-
taining the results of a study assessing the 
transportation security preparedness plan, 
including an analysis of— 

(1) whether such plan aligns with relevant 
Federal plans and strategies for commu-
nicable disease outbreaks; and 

(2) the extent to which the Transportation 
Security Administration is prepared to im-
plement the plan. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers have 5 legislative days in which to 
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revise and extend their remarks and in-
clude extraneous material on the meas-
ure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, I rise today in 
strong support of H.R. 1893, the Trans-
portation Security Preparedness Act of 
2021. 

Since the start of the COVID–19 pan-
demic, more than 8,200 TSA employees 
have contracted coronavirus. Trag-
ically, 17 hardworking frontline work-
ers have lost their lives. 

While TSA has taken steps to shield 
its workers and adjust security oper-
ations during the pandemic, its 
COVID–19 response was ranked low in 
employee surveys. More must be done 
to make sure TSA is adequately pre-
pared for future disease outbreaks. 

H.R. 1893 directs TSA to apply the 
lessons learned from the COVID–19 pan-
demic to protect its workforce and the 
traveling public during future disease 
outbreaks. 

To do so, TSA is required to survey 
its workforce in more detail regarding 
pandemic response to ascertain areas 
for improvement that can be inte-
grated into a transportation security 
preparedness plan for future 
pandemics. Specifically, the survey 
will examine TSA’s efforts to commu-
nicate clearly with its workforce, pro-
tect employees with personal protec-
tive equipment, adjust workplace poli-
cies, engage in contact tracing, and fa-
cilitate COVID–19 vaccinations for 
workers. 

TSA is then directed to integrate the 
information it collects into a transpor-
tation security preparedness plan that 
sets forth how TSA will respond to fu-
ture pandemics, including how it will 
protect its workforce, communicate 
and collaborate with public and private 
entities, and adjust checkpoint oper-
ations to maintain security without 
compromising health and safety. 

TSA is also required to assess what 
barriers remain to its ability to re-
spond to the next disease outbreak. 

H.R. 1893 will ensure that TSA will be 
able to respond quickly and effectively 
to prevent the next disease outbreak. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

b 1230 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 1893, the Transportation 
Security Preparedness Act of 2021. 

Our dedicated TSA workforce is crit-
ical in protecting our Nation’s trans-
portation system. This legislation will 
ensure that the voices of those front-
line workers who have served tirelessly 
during the COVID–19 pandemic are 
heard as TSA improves its prepared-

ness and protection of the transpor-
tation system in the face of future pub-
lic health threats. 

Madam Speaker, I urge all Members 
to join me in supporting H.R. 1893. 

Madam Speaker, I have no further 
speakers. I urge Members to support 
the bill of my good friend, BONNIE WAT-
SON COLEMAN, the sponsor of the bill, 
and I yield back the balance of my 
time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, as the American 
people return to air travel in greater 
numbers, it is essential that TSA plan 
for the future and use the lessons we 
have learned during COVID–19 to en-
sure that TSA responds more quickly 
and effectively to the next major pub-
lic health crisis. 

H.R. 1893 will allow TSA to reflect on 
the successes and the missteps of the 
past year and a half and create a con-
crete plan of action to protect workers 
and passengers. 

Madam Speaker, I urge my col-
leagues to support H.R. 1893, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 1893. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. MOORE of Alabama. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

TRANSPORTATION SECURITY PUB-
LIC HEALTH THREAT PREPARED-
NESS ACT OF 2021 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 1895) to enhance the pre-
paredness of the Transportation Secu-
rity Administration for public health 
threats to the transportation security 
system of the United States, and for 
other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1895 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Public Health Threat Pre-
paredness Act of 2021’’. 
SEC. 2. DEFINITIONS. 

For purposes of this Act: 
(1)ADMINISTRATOR.—The term ‘‘Adminis-

trator’’ means the Administrator of the 
Transportation Security Administration. 

(2)APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional 
committees’’ means— 

(A) the Committee on Homeland Security 
of the House of Representatives; and 

(B) the Committee on Homeland Security 
and Governmental Affairs and the Com-
mittee on Commerce, Science, and Transpor-
tation of the Senate. 

(3)DEPARTMENT.—The term ‘‘Department’’ 
means the Department of Homeland Secu-
rity. 

(4)STERILE AREA.—The term ‘‘sterile area’’ 
has the meaning given such term in section 
1540.5 of title 49, Code of Federal Regula-
tions. 

(5)TSA.—The term ‘‘TSA’’ means the 
Transportation Security Administration. 
SEC. 3. AUTHORIZATION OF TSA PERSONNEL DE-

TAILS. 
(a)COORDINATION.—Pursuant to sections 

106(m) and 114(m) of title 49, United States 
Code, the Administrator may provide TSA 
personnel, who are not engaged in front line 
transportation security efforts, to other 
components of the Department and other 
Federal agencies to improve coordination 
with such components and agencies to pre-
pare for, protect against, and respond to pub-
lic health threats to the transportation secu-
rity system of the United States. 

(b)BRIEFING.—Not later than 180 days after 
the date of the enactment of this Act, the 
Administrator shall brief the appropriate 
congressional committees regarding efforts 
to improve coordination with other compo-
nents of the Department and other Federal 
agencies to prepare for, protect against, and 
respond to public health threats to the 
transportation security system of the United 
States. 
SEC. 4. TSA PREPAREDNESS. 

(a)ANALYSIS.— 
(1)IN GENERAL.—The Administrator shall 

conduct an analysis of preparedness of the 
transportation security system of the United 
States for public health threats. Such anal-
ysis shall assess, at a minimum, the fol-
lowing: 

(A) The risks of public health threats to 
the transportation security system of the 
United States, including to transportation 
hubs, transportation security stakeholders, 
TSA personnel, and passengers. 

(B) Information sharing challenges among 
relevant components of the Department, 
other Federal agencies, international enti-
ties, and transportation security stake-
holders. 

(C) Impacts to TSA policies and procedures 
for securing the transportation security sys-
tem. 

(2)COORDINATION.—The analysis conducted 
of the risks described in paragraph (1)(A) 
shall be conducted in coordination with the 
Chief Medical Officer of the Department of 
Homeland Security, the Secretary of Health 
and Human Services, and transportation se-
curity stakeholders. 

(b)BRIEFING.—Not later than 180 days after 
the date of the enactment of this Act, the 
Administrator shall brief the appropriate 
congressional committees on the following: 

(1) The analysis required under subsection 
(a). 

(2) Technologies necessary to combat pub-
lic health threats at security screening 
checkpoints to better protect from future 
public health threats TSA personnel, pas-
sengers, aviation workers, and other per-
sonnel authorized to access the sterile area 
of an airport through such checkpoints, and 
the estimated cost of technology invest-
ments needed to fully implement across the 
aviation system solutions to such threats. 

(3) Policies and procedures implemented by 
TSA and transportation security stake-
holders to protect from public health threats 
TSA personnel, passengers, aviation work-
ers, and other personnel authorized to access 
the sterile area through the security screen-
ing checkpoints, as well as future plans for 
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additional measures relating to such protec-
tion. 

(4) The role of TSA in establishing prior-
ities, developing solutions, and coordinating 
and sharing information with relevant do-
mestic and international entities during a 
public health threat to the transportation 
security system, and how TSA can improve 
its leadership role in such areas. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers may have 5 legislative days to re-
vise and extend their remarks and to 
include extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, I rise today in 
strong support of H.R. 1895, the Trans-
portation Security Public Health 
Threat Preparedness Act of 2021. 

Protecting our Nation’s transpor-
tation workforce and the traveling 
public is front of mind as we attempt 
to emerge from the COVID–19 pandemic 
with the looming threat of new 
variants of the virus. 

H.R. 1895 seeks to ensure U.S. trans-
portation systems are better prepared 
for public health threats by having 
TSA conduct a study on public health 
risks in concert with other agencies 
within the Department of Homeland 
Security, the Department of Health 
and Human Services, and industry 
stakeholders. 

Specifically, this bill enhances these 
efforts, requiring TSA to assess the 
risk of public health threats to the Na-
tion’s transportation security systems 
and analyze the agency’s preparedness 
to respond to them. 

The bill also allows TSA to reassign 
personnel not engaged in frontline 
transportation security efforts to other 
government agencies to improve inter-
governmental coordination and re-
sponse efforts. 

I applaud my colleague from Florida 
(Mr. GIMENEZ) for this timely legisla-
tion that prioritizes the health and 
safety of the traveling public and 
frontline transportation workers, and I 
urge my colleagues to support this leg-
islation. 

Madam Speaker, I reserve the bal-
ance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in 
strong support of H.R. 1895, the Trans-
portation Security Public Health 
Threat Preparedness Act of 2021. 

The COVID–19 pandemic tested every 
aspect of our Nation’s infrastructure. 
The nature of a global pandemic has 

brought into focus the impact that 
transportation systems can have on 
the spread or control of such 
pandemics. 

This legislation, sponsored by my 
friend and colleague, Mr. GIMENEZ, en-
sures that the risks of the COVID–19 
pandemic are analyzed by TSA and 
that it takes the appropriate steps to 
be prepared should another public 
health emergency ever occur. 

Given the importance of the trans-
portation system in the economy and 
everyday life of this country, it is para-
mount that the Federal Government 
ensure better preparedness and resil-
ience of the system. 

Madam Speaker, I urge all Members 
to join me in support of H.R. 1895. 

Madam Speaker, I yield 2 minutes to 
the gentleman from Florida (Mr. 
GIMENEZ). 

Mr. GIMENEZ. Madam Speaker, I 
rise today in support of my legislation, 
H.R. 1895, the Transportation Security 
Public Health Threat Preparedness 
Act. This is an important piece of leg-
islation that will help ensure Amer-
ica’s transportation systems are better 
prepared for future public health 
threats. The current COVID–19 pan-
demic has only further underscored the 
importance of keeping our TSA officers 
safe. 

Specifically, this bill directs TSA to 
conduct an analysis of looming public 
health risks to all components of our 
transportation systems, working with 
the Chief Medical Officer at the De-
partment of Homeland Security, the 
Department of Health and Human 
Services, and its transportation stake-
holders. The analysis will describe 
TSA’s security checkpoint policies and 
procedures to protect TSA personnel, 
passengers, aviation workers, and air-
port personnel from public health 
threats. 

Additionally, this bill instructs TSA 
to brief Congress on this analysis fol-
lowing its conclusion so that we may 
rectify or codify any important rec-
ommendations so we can protect our 
officers and our transportation systems 
from public health risks. 

Madam Speaker, I thank my col-
leagues who joined me on this legisla-
tion, and I urge the House to swiftly 
pass this bill. 

Ms. BARRAGÁN. Madam Speaker, I 
reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I have 
no further speakers, I urge Members to 
support this bill, and I yield back the 
balance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, enactment of H.R. 
1895 will support our efforts to mitigate 
future public health threats to our Na-
tion’s transportation systems. 

We have witnessed the daunting ef-
fects of the pandemic over the past 
year and must be prepared for future 
public health threats to avoid repeat-
ing the same tragedies again. 

Ensuring TSA is equipped with the 
right information on public health 

threats and prepared to combat them 
with interagency coordination will be 
essential to protecting our transpor-
tation system, transportation workers, 
and the traveling public. This bill fur-
thers that effort. 

Madam Speaker, I urge my col-
leagues to support H.R. 1895, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 1895. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. MOORE of Alabama. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

SECURITY SCREENING DURING 
COVID–19 ACT 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 1877) to require the Transpor-
tation Security Administration to 
issue a plan to improve security 
screening procedures at airports during 
the COVID–19 national emergency, and 
for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1877 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Security Screen-
ing During COVID–19 Act’’. 
SEC. 2. PLAN. 

(a)IN GENERAL.—Not later than 90 days after 
the date of the enactment of this Act, the Ad-
ministrator, in coordination with the Chief Med-
ical Officer of the Department of Homeland Se-
curity, and in consultation with the Secretary 
of Health and Human Services and the Director 
of the Centers for Disease Control and Preven-
tion, shall issue and commence implementing a 
plan to enhance, as appropriate, security oper-
ations at airports during the COVID–19 na-
tional emergency in order to reduce risk of the 
spread of the coronavirus at passenger screening 
checkpoints and among the TSA workforce. 

(b)CONTENTS.—The plan required under sub-
section (a) shall include the following: 

(1) An identification of best practices devel-
oped in response to the coronavirus among for-
eign governments, airports, and air carriers con-
ducting aviation security screening operations, 
as well as among Federal agencies conducting 
similar security screening operations outside of 
airports, including in locations where the 
spread of the coronavirus has been successfully 
contained, that could be further integrated into 
the United States aviation security system. 

(2) Specific operational changes to aviation 
security screening operations informed by the 
identification of best practices under paragraph 
(1) that could be implemented without degrading 
aviation security and a corresponding timeline 
and costs for implementing such changes. 

(c)CONSIDERATIONS.—In carrying out the 
identification of best practices under subsection 
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(b), the Administrator shall take into consider-
ation the following: 

(1) Aviation security screening procedures and 
practices in place at security screening loca-
tions, including procedures and practices imple-
mented in response to the coronavirus. 

(2) Volume and average wait times at each 
such security screening location. 

(3) Public health measures already in place at 
each such security screening location. 

(4) The feasibility and effectiveness of imple-
menting similar procedures and practices in lo-
cations where such are not already in place. 

(5) The feasibility and potential benefits to se-
curity, public health, and travel facilitation of 
continuing any procedures and practices imple-
mented in response to the COVID–19 national 
emergency beyond the end of such emergency. 

(d)CONSULTATION.—In developing the plan re-
quired under subsection (a), the Administrator 
may consult with public and private stake-
holders and the TSA workforce, including 
through the labor organization certified as the 
exclusive representative of full- and part-time 
non-supervisory TSA personnel carrying out 
screening functions under section 44901 of title 
49, U.S. Code. 

(e)SUBMISSION.—Upon issuance of the plan re-
quired under subsection (a), the Administrator 
shall submit the plan to the Committee on 
Homeland Security of the House of Representa-
tives and the Committee on Commerce, Science, 
and Transportation of the Senate. 

(f)ISSUANCE AND IMPLEMENTATION.—The Ad-
ministrator shall not be required to issue or im-
plement, as the case may be, the plan required 
under subsection (a) upon the termination of 
the COVID–19 national emergency except to the 
extent the Administrator determines such 
issuance or implementation, as the case may be, 
to be feasible and beneficial to security screen-
ing operations. 

(g)GAO REVIEW.—Not later than one year 
after the issuance of the plan required under 
subsection (a) (if such plan is issued in accord-
ance with subsection (f)), the Comptroller Gen-
eral of the United States shall submit to the 
Committee on Homeland Security of the House 
of Representatives and the Committee on Com-
merce, Science, and Transportation of the Sen-
ate a review, if appropriate, of such plan and 
any efforts to implement such plan. 

(h)DEFINITIONS.—In this section: 
(1)ADMINISTRATOR.—The term ‘‘Adminis-

trator’’ means the Administrator of the Trans-
portation Security Administration. 

(2)CORONAVIRUS.—The term ‘‘coronavirus’’ 
has the meaning given such term in section 506 
of the Coronavirus Preparedness and Response 
Supplemental Appropriations Act, 2020 (Public 
Law 116–123). 

(3)COVID–19 NATIONAL EMERGENCY.—The 
term ‘‘COVID–19 national emergency’’ means 
the national emergency declared by the Presi-
dent under the National Emergencies Act (50 
U.S.C. 1601 et seq.) on March 13, 2020, with re-
spect to the coronavirus. 

(4)PUBLIC AND PRIVATE STAKEHOLDERS.—The 
term ‘‘public and private stakeholders’’ has the 
meaning given such term in section 114(t)(1)(C) 
of title 49, United States Code. 

(5)TSA.—The term ‘‘TSA’’ means the Trans-
portation Security Administration. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers may have 5 legislative days to re-
vise and extend their remarks and to 
include extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, I rise today in 
strong support of H.R. 1877, the Secu-
rity Screening During COVID–19 Act. 

This legislation, introduced by my 
colleague from Missouri (Mr. CLEAVER), 
directs the Transportation Security 
Administration to issue a plan to re-
duce the spread of the COVID–19 virus 
at passenger screening checkpoints and 
among the TSA workforce. 

To date, over 8,200 TSA employees 
have tested positive for the 
coronavirus, and tragically, 17 workers 
have died from the disease. 

As Americans begin to travel again, 
we must take steps to guarantee the 
safety of critical frontline workers and 
air passengers from the dangers posed 
by the virus, including the delta vari-
ant and other variants that could come 
our way. 

Under H.R. 1877, the TSA Adminis-
trator would coordinate with the De-
partment of Homeland Security’s Chief 
Medical Officer, the Department of 
Health and Human Services, and the 
CDC to develop a plan that identifies 
best practices among foreign govern-
ments, airports, air carriers, and other 
Federal agencies regarding COVID–19. 
Together, they will pinpoint specific 
operational challenges that TSA can 
make to further reduce the spread of 
the coronavirus at airports across the 
Nation, building on the actions TSA 
has taken over the past year. 

COVID–19 has made it clear that pub-
lic health is a global issue that re-
quires a global response. That is why 
the United States must work with our 
international partners on how best to 
stop the spread of disease in transpor-
tation security settings, end this pan-
demic, and prevent future outbreaks. 

TSA routinely participates in the 
international exchange of information 
to enhance global aviation security, 
share its expertise, and reduce threats 
across the globe. 

Given the unprecedented challenge of 
the COVID–19 pandemic to today’s air 
travel environment, TSA must cap-
italize on its international partner-
ships to identify new ways to enhance 
its security operations and contain this 
virus. H.R. 1877 will push TSA to do 
just that to protect the workforce and 
passengers. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 1877, the Security Screen-
ing During COVID–19 Act. 

The COVID–19 pandemic has tested 
our Nation’s preparedness on many 
fronts. Like in so many other areas, it 
is important that we emerge from this 
pandemic stronger than when it start-

ed. This legislation seeks to make our 
aviation security more resilient by re-
quiring TSA to develop a plan for 
screening operations during the pan-
demic. 

Madam Speaker, I urge Members to 
join me in supporting H.R. 1877. I con-
gratulate my colleague and friend from 
Missouri (Mr. CLEAVER). 

Madam Speaker, I have no further 
speakers, I urge Members to support 
this bill and I yield back the balance of 
my time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, H.R. 1877 received 
unanimous support in our committee 
because it is a commonsense legisla-
tion that will keep Americans safe. The 
coronavirus pandemic is not yet over, 
and TSA must work with national and 
international partners to implement 
new strategies to stop the spread of 
disease and prepare for the future. 

The Security Screening During 
COVID–19 Act will push TSA to build 
upon its current efforts to ensure the 
agency is doing everything possible to 
protect the workforce and passengers. 

Madam Speaker, I urge my col-
leagues to support H.R. 1877, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 1877, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. MOORE of Alabama. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

TRANSPORTATION SECURITY 
TRANSPARENCY IMPROVEMENT 
ACT 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 1871) to improve the under-
standing and clarity of Transportation 
Security Administration policies, and 
for other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1871 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Transparency Improvement 
Act’’. 
SEC. 2. SENSITIVE SECURITY INFORMATION; 

INTERNATIONAL AVIATION SECU-
RITY. 

(a)SENSITIVE SECURITY INFORMATION.— 
(1)IN GENERAL.—Not later than 90 days 

after the date of the enactment of this Act, 
the Administrator of the Transportation Se-
curity Administration (TSA) shall— 
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(A) ensure clear and consistent designation 

of ‘‘Sensitive Security Information’’, includ-
ing reasonable security justifications for 
such designation; 

(B) develop and implement a schedule to 
regularly review and update, as necessary, 
TSA Sensitive Security Information Identi-
fication guidelines; 

(C) develop a tracking mechanism for all 
Sensitive Security Information redaction 
and designation challenges; 

(D) document justifications for changes in 
position regarding Sensitive Security Infor-
mation redactions and designations, and 
make such changes accessible to TSA per-
sonnel for use with relevant stakeholders, in-
cluding air carriers, airport operators, sur-
face transportation operators, and State and 
local law enforcement, as necessary; and 

(E) ensure that TSA personnel are ade-
quately trained on appropriate designation 
policies. 

(2)STAKEHOLDER OUTREACH.—Not later than 
180 days after the date of the enactment of 
this Act, the Administrator of the Transpor-
tation Security Administration (TSA) shall 
conduct outreach to relevant stakeholders 
described in paragraph (1)(D) that regularly 
are granted access to Sensitive Security In-
formation to raise awareness of the TSA’s 
policies and guidelines governing the des-
ignation and use of Sensitive Security Infor-
mation. 

(b)INTERNATIONAL AVIATION SECURITY.— 
(1)IN GENERAL.—Not later than 60 days 

after the date of the enactment of this Act, 
the Administrator of the Transportation Se-
curity Administration shall develop and im-
plement guidelines with respect to last point 
of departure airports to— 

(A) ensure the inclusion, as appropriate, of 
air carriers and other transportation secu-
rity stakeholders in the development and 
implementation of security directives and 
emergency amendments; 

(B) document input provided by air car-
riers and other transportation security 
stakeholders during the security directive 
and emergency amendment, development, 
and implementation processes; 

(C) define a process, including time frames, 
and with the inclusion of feedback from air 
carriers and other transportation security 
stakeholders, for cancelling or incorporating 
security directives and emergency amend-
ments into security programs; 

(D) conduct engagement with foreign part-
ners on the implementation of security di-
rectives and emergency amendments, as ap-
propriate, including recognition if existing 
security measures at a last point of depar-
ture airport are found to provide commensu-
rate security as intended by potential new 
security directives and emergency amend-
ments; and 

(E) ensure that new security directives and 
emergency amendments are focused on de-
fined security outcomes. 

(2)BRIEFING TO CONGRESS.—Not later than 
90 days after the date of the enactment of 
this Act, the Administrator of the Transpor-
tation Security Administration shall brief 
the Committee on Homeland Security of the 
House of Representatives and the Committee 
on Commerce, Science, and Transportation 
of the Senate on the guidelines described in 
paragraph (1). 

(3)DECISIONS NOT SUBJECT TO JUDICIAL RE-
VIEW.—Notwithstanding any other provision 
of law, any action of the Administrator of 
the Transportation Security Administration 
under paragraph (1) is not subject to judicial 
review. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-

tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

b 1245 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers may have 5 legislative days to re-
vise and extend their remarks and to 
include extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, I rise today in sup-
port of H.R. 1871, the Transportation 
Security Transparency Improvement 
Act. This bipartisan legislation, as in-
troduced by my colleague from North 
Carolina (Mr. BISHOP), will ensure con-
sistent standards and improve proce-
dures for designating sensitive security 
information at TSA. 

Sensitive security information, 
known as SSI, is information that if 
publicly released would be detrimental 
to transportation security. Just like 
with classified information, those who 
are granted access to SSI have a spe-
cial obligation to safeguard it and face 
penalties if they fail to do so. Given 
these stakes, it is important that TSA 
apply consistent standards when desig-
nating SSI. This bill will not only re-
quire TSA to maintain those clear 
standards, but also develop a schedule 
to regularly review its SSI guidelines, 
develop a tracking mechanism for SSI 
redaction challenges, and conduct addi-
tional outreach with aviation stake-
holders on SSI guidelines. These re-
forms will improve transparency at 
TSA. 

H.R. 1871 has the potential to en-
hance TSA’s work to secure last- 
points-of-departure airports by requir-
ing TSA to include air carriers and 
other stakeholders in the development 
of security directives and emergency 
amendments affecting such airports 
and to engage with foreign partners on 
their implementation. 

By including industry and inter-
national perspectives in this process, 
H.R. 1871 will ensure TSA’s efforts to 
secure flights from foreign airports are 
effective. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in 
strong support of H.R. 1871, the Trans-
portation Security Transparency Im-
provement Act. Clarity and trans-
parency are important everywhere in 
government, and the TSA is no excep-
tion. This bill will ensure that TSA 
creates a more consistent and trans-
parent system for determining what 
qualifies as sensitive security informa-

tion, or SSI. It further requires TSA to 
work closely with transportation 
stakeholders in the development, re-
view, and implementation of new re-
quirements, known as security direc-
tives, or SDs, and emergency amend-
ments, or EAs. 

It is critical that TSA works hand in 
glove with our transportation industry 
to ensure the safest, most efficient 
travel for all Americans. 

Madam Speaker, I urge all Members 
to join me in supporting H.R. 1871, and 
I reserve the balance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
have no other speakers, and I am pre-
pared to close after the gentleman 
from New York closes. I reserve the 
balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
2 minutes to the gentleman from North 
Carolina (Mr. BISHOP). 

Mr. BISHOP of North Carolina. 
Madam Speaker, I thank the gen-
tleman for yielding. 

The Transportation Security Trans-
parency Improvement Act is a com-
monsense solution to strengthen na-
tional security and promote commu-
nication with stakeholders. Involving 
stakeholders in policymaking is the 
most effective way to implement trust-
worthy and efficient decisions. As any 
stakeholder will tell you, information 
sharing is critical. 

My bill will improve consistency in 
TSA’s designation and redaction of ma-
terials as sensitive security informa-
tion, as well as address the security di-
rective and emergency amendment 
process and its impacts on inter-
national aviation security. My bill will 
also ensure clear and consistent des-
ignations and emphasize TSA’s out-
reach with carriers and local law en-
forcement to promote information 
sharing. 

Finally, the Transportation Security 
Transparency Improvement Act will 
instruct the TSA Administrator to im-
plement guidelines to ensure all secu-
rity and safety measures are being 
met. This legislation will undoubtedly 
improve aviation security by ensuring 
TSA clearly communicates critical se-
curity information to transportation 
security stakeholders. 

Mr. KATKO. Madam Speaker, I have 
no further speakers, and I urge Mem-
bers to support this bill. I yield back 
the balance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

The Transportation Security Trans-
parency Improvement Act is a bipar-
tisan and commonsense bill that will 
improve TSA’s operations. 

Madam Speaker, I urge my col-
leagues to support H.R. 1871, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 1871. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 
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Mr. MOORE of Alabama. Madam 

Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

DHS BLUE CAMPAIGN 
ENHANCEMENT ACT 

Ms. BARRAGÁN. Madam Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 2795) to amend the Homeland 
Security Act of 2002 to enhance the 
Blue Campaign of the Department of 
Homeland Security, and for other pur-
poses, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2795 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Blue 
Campaign Enhancement Act’’. 
SEC. 2. DEPARTMENT OF HOMELAND SECURITY 

BLUE CAMPAIGN ENHANCEMENT. 
Section 434 of the Homeland Security Act 

of 2002 (6 U.S.C. 242) is amended— 
(1) in subsection (e)(6), by striking ‘‘uti-

lizing resources,’’ and inserting ‘‘developing 
and utilizing, in consultation with the Advi-
sory Board established pursuant to sub-
section (g), resources’’; and 

(2) by adding at the end the following new 
subsections: 

‘‘(f)WEB-BASED TRAINING PROGRAMS.—To 
enhance training opportunities, the Director 
of the Blue Campaign shall develop web- 
based interactive training videos that utilize 
a learning management system to provide 
online training opportunities that shall be 
made available to the following individuals: 

‘‘(1) Federal, State, local, Tribal, and terri-
torial law enforcement officers. 

‘‘(2) Non-Federal correction system per-
sonnel. 

‘‘(3) Such other individuals as the Director 
determines appropriate. 

‘‘(g)BLUE CAMPAIGN ADVISORY BOARD.— 
‘‘(1)IN GENERAL.—The Secretary shall es-

tablish within the Department a Blue Cam-
paign Advisory Board and shall assign to 
such Board a representative from each of the 
following components: 

‘‘(A) The Transportation Security Admin-
istration. 

‘‘(B) U.S. Customs and Border Protection. 
‘‘(C) U.S. Immigration and Customs En-

forcement. 
‘‘(D) The Federal Law Enforcement Train-

ing Center. 
‘‘(E) The United States Secret Service. 
‘‘(F) The Office for Civil Rights and Civil 

Liberties. 
‘‘(G) The Privacy Office. 
‘‘(H) Any other components or offices the 

Secretary determines appropriate. 
‘‘(2)CHARTER.—The Secretary is authorized 

to issue a charter for the Board, and such 
charter shall specify the following: 

‘‘(A) The Board’s mission, goals, and scope 
of its activities. 

‘‘(B) The duties of the Board’s representa-
tives. 

‘‘(C) The frequency of the Board’s meet-
ings. 

‘‘(3)CONSULTATION.—The Director shall 
consult the Board established pursuant to 
paragraph (1) regarding the following: 

‘‘(A) Recruitment tactics used by human 
traffickers to inform the development of 
training and materials by the Blue Cam-
paign. 

‘‘(B) The development of effective aware-
ness tools for distribution to Federal and 
non-Federal officials to identify and prevent 
instances of human trafficking. 

‘‘(C) Identification of additional persons or 
entities that may be uniquely positioned to 
recognize signs of human trafficking and the 
development of materials for such persons. 

‘‘(4)APPLICABILITY.—The Federal Advisory 
Committee Act (5 U.S.C. App.) does not 
apply to— 

‘‘(A) the Board; or 
‘‘(B) consultations under paragraph (2). 
‘‘(h)CONSULTATION.—With regard to the de-

velopment of programs under the Blue Cam-
paign and the implementation of such pro-
grams, the Director is authorized to consult 
with State, local, Tribal, and territorial 
agencies, non-governmental organizations, 
private sector organizations, and experts. 
Such consultation shall be exempt from the 
Federal Advisory Committee Act (5 U.S.C. 
App.).’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
California (Ms. BARRAGÁN) and the gen-
tleman from Mississippi (Mr. GUEST) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from California. 

GENERAL LEAVE 
Ms. BARRAGÁN. Madam Speaker, I 

ask unanimous consent that all Mem-
bers may have 5 legislative days to re-
vise and extend their remarks and to 
include extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from California? 

There was no objection. 
Ms. BARRAGÁN. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, the Department of 
Homeland Security’s Blue Campaign is 
dedicated to raising awareness about 
the often-concealed crime of human 
trafficking. Each year, there are thou-
sands of victims of human trafficking 
in the U.S. with numbers steadily in-
creasing over the last 20 years. Traf-
fickers subject their victims to forced 
labor, debt bondage, or sexual exploi-
tation by using violence, manipulation, 
or false promises. 

The DHS Blue Campaign works to 
combat this crime by educating law en-
forcement and the public on how to 
recognize the signs of human traf-
ficking. Through outreach to local 
communities, industry partners, and 
law enforcement authorities, the Blue 
Campaign seeks to build on a founda-
tion of human trafficking prevention 
and protection. 

The tactics and techniques that 
human traffickers use are evolving. It 
is crucial for the Federal Government 
to foster awareness in a sustained way 
and educate Americans on the indica-
tors of human trafficking to identify 
victims. 

H.R. 2795, the DHS Blue Campaign 
Enhancement Act, would build upon 
the existing Blue Campaign by focusing 
on enhancing human trafficking pre-

vention training opportunities and im-
proving the development of such 
trainings and material. Specifically, 
H.R. 2795 would create an advisory 
board which brings together represent-
atives throughout DHS to provide guid-
ance on recruitment tactics used by 
human traffickers and inform the de-
velopment of awareness tools. 

It would also require the Blue Cam-
paign to create web-based training vid-
eos to reach the widest possible audi-
ence of law enforcement officers and 
correction system personnel, among 
others. H.R. 2795 has bipartisan support 
and was reported out of committee by 
unanimous consent. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON THE JUDICIARY, 

Washington, DC, May 18, 2021. 
Hon. BENNIE G. THOMPSON, 
Chairman, Committee on Homeland Security, 
House of Representatives, Washington, DC. 

DEAR CHAIRMAN THOMPSON: This letter is 
to advise you that the Committee on the Ju-
diciary has now had an opportunity to re-
view the provisions in H.R. 2795, the ‘‘DHS 
Blue Campaign Enhancement Act,’’ that fall 
within our Rule X jurisdiction. I appreciate 
your consulting with us on those provisions. 
The Judiciary Committee has no objection 
to your including them in the bill for consid-
eration on the House floor, and to expedite 
that consideration is willing to forgo action 
on H.R. 2795, with the understanding that we 
do not thereby waive any future jurisdic-
tional claim over those provisions or their 
subject matters. 

In the event a House-Senate conference on 
this or similar legislation is convened, the 
Judiciary Committee reserves the right to 
request an appropriate number of conferees 
to address any concerns with these or simi-
lar provisions that may arise in conference. 

Please place this letter into the Congres-
sional Record during consideration of the 
measure on the House floor. Thank you for 
the cooperative spirit in which you have 
worked regarding this matter and others be-
tween our committees. 

Sincerely, 
JERROLD NADLER, 

Chairman. 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON HOMELAND SECURITY, 

Washington, DC, May 26, 2021. 
Hon. JERROLD NADLER, 
Chairman, Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR CHAIRMAN NADLER: Thank you for 
your letter regarding H.R. 2795, the ‘‘DHS 
Blue Campaign Enhancement Act.’’ I recog-
nize that the Committee on the Judiciary 
has a jurisdictional interest in H.R. 2795, and 
I appreciate your effort to allow this bill to 
be considered on the House floor. 

I concur with you that forgoing action on 
the bill does not in any way prejudice the 
Committee on the Judiciary with respect to 
its jurisdictional prerogatives on this bill or 
similar legislation in the future, and I would 
support your effort to seek appointment of 
an appropriate number of conferees to any 
House-Senate conference involving this leg-
islation. 

I will include our letters on H.R. 2795 in the 
Congressional Record during floor consider-
ation of this bill. I look forward to working 
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with you on this legislation and other mat-
ters of great importance to this Nation. 

Sincerely, 
BENNIE G. THOMPSON, 

Chairman, 
Committee on Homeland Security. 

Mr. GUEST. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 2795, the DHS Blue Cam-
paign Enhancement Act. As vice-rank-
ing member of the Homeland Security 
Committee, I know how important it is 
for us to approach protecting this great 
Nation in a comprehensive manner by 
tackling all types of threats, including: 
hackers, terrorists, violent criminals, 
and human traffickers. 

Criminal organizations use human 
trafficking to fund their operations by 
defrauding, coercing, and exploiting 
both adults and children, forcing them 
into labor and commercial sex acts. 
The DHS Blue Campaign enables and 
empowers the DHS workforce and cus-
tomer-facing industries they work 
with—industries such as airlines—to 
recognize the indicators of human traf-
ficking and take the proper steps to 
alert authorities. 

H.R. 2795 enhances the Department’s 
existing training opportunities by de-
veloping internet-based training pro-
grams to train Federal, State, local, 
Tribal law enforcement officers, and 
others as part of the Department’s 
Blue Campaign. This important piece 
of legislation also established the Blue 
Campaign Advisory Board within the 
Department to coordinate Blue Cam-
paign efforts and work cohesively to 
combat human trafficking. 

Empowering State and local law en-
forcement to recognize potential 
human trafficking is the first step in 
helping them assist these victims, 
many of whom have been told that 
they have broken the law and can’t 
seek police assistance by their traf-
fickers. H.R. 2795 does this and helps 
disrupt these criminal networks, which 
is an important component in disman-
tling criminals and the terrorists fi-
nancing their acts around the world. 

I want to thank Representative 
MEIJER for his leadership, and Chair-
man THOMPSON for moving this legisla-
tion out of committee, and I urge my 
colleagues to support this important 
bill to further secure the homeland. 

Madam Speaker, I reserve the bal-
ance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
have no more speakers, and I am pre-
pared to close after the gentleman 
from Mississippi closes. I reserve the 
balance of my time. 

Mr. GUEST. Madam Speaker, I yield 
2 minutes to the gentleman from 
Michigan (Mr. MEIJER). 

Mr. MEIJER. Madam Speaker, I rise 
in support of H.R. 2795, the DHS Blue 
Campaign Enhancement Act. This bill, 
which I am proud to have introduced 
with my colleague, the chairman of the 
Homeland Security Subcommittee on 
Oversight, Management, and Account-
ability, Representative CORREA, has 

one very specific goal, to combat 
human trafficking. 

According to the Department of 
State’s Trafficking in Persons Report, 
every year, around the world tens of 
thousands of men, women, and children 
are trafficked, including far too many 
right here in the United States. Human 
traffickers use fraud and coercion to 
compel people into situations of forced 
labor or sexual exploitation. False 
promises of well-paying jobs, romantic 
relationships, and violence are all 
methods used by human traffickers. 
Victims can be any age, race, gender, 
or nationality and from any socio-
economic background. 

To curb this horrific practice, we 
must use a multipronged approach, and 
a critical component to this strategy is 
ensuring that law enforcement per-
sonnel and employees in customer-fac-
ing industries are trained to identify a 
potential victim of human trafficking 
by recognizing key indicators and tak-
ing appropriate action. 

DHS started the Blue Campaign in 
2010 to do just that; to unify and co-
ordinate Department efforts to address 
human trafficking. The Blue Campaign 
enables and empowers the DHS work-
force and the industries they work 
with—including airlines and the pub-
lic—to recognize the indicators of 
human trafficking and take steps to 
alert the appropriate authorities. 

My bill, the DHS Blue Campaign En-
hancement Act, bolsters these efforts 
by creating an advisory board to in-
form and coordinate training among 
the DHS components to increase the ef-
ficiency and effectiveness of the train-
ing that DHS provides for its per-
sonnel, its industries, and State and 
local law enforcement partners. 

This legislation also increases the 
online trainings that DHS will provide, 
enabling the Department to reach a 
broader audience more quickly. 

I would like to thank my good friend 
from California (Mr. CORREA) for join-
ing me in this effort and supporting 
this important piece of legislation. 

Madam Speaker, I urge my col-
leagues to approve this bill and help 
DHS do its part to combat human traf-
ficking. 

Mr. GUEST. Madam Speaker, I have 
no further speakers, and I urge Mem-
bers to support this bill. 

Madam Speaker, I yield back the bal-
ance of my time. 

Ms. BARRAGÁN. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, DHS is uniquely po-
sitioned to address human trafficking 
through the Blue Campaign. H.R. 2795 
seeks to build upon the success of the 
Blue Campaign, which was first estab-
lished in August 2010, and to bolster 
human trafficking awareness by ensur-
ing that public-facing materials re-
main as current and accessible as pos-
sible. This is a worthwhile endeavor. 

Madam Speaker, I urge passage of 
the bill, and I yield back the balance of 
my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 

the gentlewoman from California (Ms. 
BARRAGÁN) that the House suspend the 
rules and pass the bill, H.R. 2795, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. MOORE of Alabama. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

b 1300 

STATE AND LOCAL CYBER-
SECURITY IMPROVEMENT ACT 

Ms. CLARKE of New York. Madam 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 3138) to amend 
the Homeland Security Act of 2002 to 
authorize a grant program relating to 
the cybersecurity of State and local 
governments, and for other purposes, 
as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3138 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘State and 
Local Cybersecurity Improvement Act’’. 
SEC. 2. STATE AND LOCAL CYBERSECURITY 

GRANT PROGRAM. 
(a) IN GENERAL.—Subtitle A of title XXII of 

the Homeland Security Act of 2002 (6 U.S.C. 
651 et seq.) is amended by adding at the end 
the following new sections: 
‘‘SEC. 2220A. STATE AND LOCAL CYBERSECURITY 

GRANT PROGRAM. 
‘‘(a) DEFINITIONS.—In this section: 
‘‘(1) CYBER THREAT INDICATOR.—The term 

‘cyber threat indicator’ has the meaning 
given the term in section 102 of the Cyberse-
curity Act of 2015 (6 U.S.C. 1501). 

‘‘(2) CYBERSECURITY PLAN.—The term ‘Cy-
bersecurity Plan’ means a plan submitted by 
an eligible entity under subsection (e)(1). 

‘‘(3) ELIGIBLE ENTITY.—The term ‘eligible 
entity’ means— 

‘‘(A) a State; or 
‘‘(B) an Indian tribe that, not later than 

120 days after the date of the enactment of 
this section or not later than 120 days before 
the start of any fiscal year in which a grant 
under this section is awarded— 

‘‘(i) notifies the Secretary that the Indian 
tribe intends to develop a Cybersecurity 
Plan; and 

‘‘(ii) agrees to forfeit any distribution 
under subsection (n)(2). 

‘‘(4) INCIDENT.—The term ‘incident’ has the 
meaning given the term in section 2209. 

‘‘(5) INDIAN TRIBE; TRIBAL ORGANIZATION.— 
The term ‘Indian tribe’ or ‘Tribal organiza-
tion’ has the meaning given that term in sec-
tion 4(e) of the of the Indian Self-Determina-
tion and Education Assistance Act (25 U.S.C. 
5304(e)). 

‘‘(6) INFORMATION SHARING AND ANALYSIS 
ORGANIZATION.—The term ‘information shar-
ing and analysis organization’ has the mean-
ing given the term in section 2222. 

‘‘(7) INFORMATION SYSTEM.—The term ‘in-
formation system’ has the meaning given the 
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term in section 102 of the Cybersecurity Act 
of 2015 (6 U.S.C. 1501). 

‘‘(8) ONLINE SERVICE.—The term ‘online 
service’ means any internet-facing service, 
including a website, email, virtual private 
network, or custom application. 

‘‘(9) RANSOMWARE INCIDENT.—The term 
‘ransomware incident’ means an incident 
that actually or imminently jeopardizes, 
without lawful authority, the integrity, con-
fidentiality, or availability of information 
on an information system, or actually or im-
minently jeopardizes, without lawful author-
ity, an information system for the purpose of 
coercing the information system’s owner, op-
erator, or another person. 

‘‘(10) STATE AND LOCAL CYBERSECURITY 
GRANT PROGRAM.—The term ‘State and Local 
Cybersecurity Grant Program’ means the 
program established under subsection (b). 

‘‘(11) STATE AND LOCAL CYBERSECURITY RE-
SILIENCE COMMITTEE.—The term ‘State and 
Local Cybersecurity Resilience Committee’ 
means the committee established under sub-
section (o)(1). 

‘‘(b) ESTABLISHMENT.— 
‘‘(1) IN GENERAL.—The Secretary, acting 

through the Director, shall establish a pro-
gram, to be known as the ‘the State and 
Local Cybersecurity Grant Program’, to 
award grants to eligible entities to address 
cybersecurity risks and cybersecurity 
threats to information systems of State, 
local, or Tribal organizations. 

‘‘(2) APPLICATION.—An eligible entity seek-
ing a grant under the State and Local Cyber-
security Grant Program shall submit to the 
Secretary an application at such time, in 
such manner, and containing such informa-
tion as the Secretary may require. 

‘‘(c) BASELINE REQUIREMENTS.—An eligible 
entity or multistate group that receives a 
grant under this section shall use the grant 
in compliance with— 

‘‘(1)(A) the Cybersecurity Plan of the eligi-
ble entity or the Cybersecurity Plans of the 
eligible entities that comprise the 
multistate group; and 

‘‘(B) the Homeland Security Strategy to 
Improve the Cybersecurity of State, Local, 
Tribal, and Territorial Governments devel-
oped under section 2210(e)(1); or 

‘‘(2) activities carried out under para-
graphs (3), (4), and (5) of subsection (h). 

‘‘(d) ADMINISTRATION.—The State and Local 
Cybersecurity Grant Program shall be ad-
ministered in the same office of the Depart-
ment that administers grants made under 
sections 2003 and 2004. 

‘‘(e) CYBERSECURITY PLANS.— 
‘‘(1) IN GENERAL.—An eligible entity apply-

ing for a grant under this section shall sub-
mit to the Secretary a Cybersecurity Plan 
for approval. 

‘‘(2) REQUIRED ELEMENTS.—A Cybersecurity 
Plan of an eligible entity shall— 

‘‘(A) incorporate, to the extent practicable, 
any existing plans of the eligible entity to 
protect against cybersecurity risks and cy-
bersecurity threats to information systems 
of State, local, or Tribal organizations; 

‘‘(B) describe, to the extent practicable, 
how the eligible entity will— 

‘‘(i) manage, monitor, and track informa-
tion systems, applications, and user ac-
counts owned or operated by or on behalf of 
the eligible entity or by local or Tribal orga-
nizations within the jurisdiction of the eligi-
ble entity and the information technology 
deployed on those information systems, in-
cluding legacy information systems and in-
formation technology that are no longer sup-
ported by the manufacturer of the systems 
or technology; 

‘‘(ii) monitor, audit, and track activity be-
tween information systems, applications, 
and user accounts owned or operated by or 
on behalf of the eligible entity or by local or 

Tribal organizations within the jurisdiction 
of the eligible entity and between those in-
formation systems and information systems 
not owned or operated by the eligible entity 
or by local or Tribal organizations within 
the jurisdiction of the eligible entity; 

‘‘(iii) enhance the preparation, response, 
and resilience of information systems, appli-
cations, and user accounts owned or operated 
by or on behalf of the eligible entity or local 
or Tribal organizations against cybersecu-
rity risks and cybersecurity threats; 

‘‘(iv) implement a process of continuous 
cybersecurity vulnerability assessments and 
threat mitigation practices prioritized by de-
gree of risk to address cybersecurity risks 
and cybersecurity threats on information 
systems of the eligible entity or local or 
Tribal organizations; 

‘‘(v) ensure that State, local, and Tribal or-
ganizations that own or operate information 
systems that are located within the jurisdic-
tion of the eligible entity— 

‘‘(I) adopt best practices and methodolo-
gies to enhance cybersecurity, such as the 
practices set forth in the cybersecurity 
framework developed by, and the cyber sup-
ply chain risk management best practices 
identified by, the National Institute of 
Standards and Technology; and 

‘‘(II) utilize knowledge bases of adversary 
tools and tactics to assess risk; 

‘‘(vi) promote the delivery of safe, rec-
ognizable, and trustworthy online services 
by State, local, and Tribal organizations, in-
cluding through the use of the .gov internet 
domain; 

‘‘(vii) ensure continuity of operations of 
the eligible entity and local, and Tribal or-
ganizations in the event of a cybersecurity 
incident (including a ransomware incident), 
including by conducting exercises to practice 
responding to such an incident; 

‘‘(viii) use the National Initiative for Cy-
bersecurity Education Cybersecurity Work-
force Framework developed by the National 
Institute of Standards and Technology to 
identify and mitigate any gaps in the cyber-
security workforces of State, local, or Tribal 
organizations, enhance recruitment and re-
tention efforts for such workforces, and bol-
ster the knowledge, skills, and abilities of 
State, local, and Tribal organization per-
sonnel to address cybersecurity risks and cy-
bersecurity threats, such as through cyberse-
curity hygiene training; 

‘‘(ix) ensure continuity of communications 
and data networks within the jurisdiction of 
the eligible entity between the eligible enti-
ty and local and Tribal organizations that 
own or operate information systems within 
the jurisdiction of the eligible entity in the 
event of an incident involving such commu-
nications or data networks within the juris-
diction of the eligible entity; 

‘‘(x) assess and mitigate, to the greatest 
degree possible, cybersecurity risks and cy-
bersecurity threats related to critical infra-
structure and key resources, the degradation 
of which may impact the performance of in-
formation systems within the jurisdiction of 
the eligible entity; 

‘‘(xi) enhance capabilities to share cyber 
threat indicators and related information be-
tween the eligible entity and local and Trib-
al organizations that own or operate infor-
mation systems within the jurisdiction of 
the eligible entity, including by expanding 
existing information sharing agreements 
with the Department; 

‘‘(xii) enhance the capability of the eligible 
entity to share cyber threat indictors and re-
lated information with the Department; 

‘‘(xiii) leverage cybersecurity services of-
fered by the Department; 

‘‘(xiv) develop and coordinate strategies to 
address cybersecurity risks and cybersecu-

rity threats to information systems of the 
eligible entity in consultation with— 

‘‘(I) local and Tribal organizations within 
the jurisdiction of the eligible entity; and 

‘‘(II) as applicable— 
‘‘(aa) States that neighbor the jurisdiction 

of the eligible entity or, as appropriate, 
members of an information sharing and anal-
ysis organization; and 

‘‘(bb) countries that neighbor the jurisdic-
tion of the eligible entity; and 

‘‘(xv) implement an information tech-
nology and operational technology mod-
ernization cybersecurity review process that 
ensures alignment between information 
technology and operational technology cy-
bersecurity objectives; 

‘‘(C) describe, to the extent practicable, 
the individual responsibilities of the eligible 
entity and local and Tribal organizations 
within the jurisdiction of the eligible entity 
in implementing the plan; 

‘‘(D) outline, to the extent practicable, the 
necessary resources and a timeline for imple-
menting the plan; and 

‘‘(E) describe how the eligible entity will 
measure progress towards implementing the 
plan. 

‘‘(3) DISCRETIONARY ELEMENTS.—A Cyberse-
curity Plan of an eligible entity may include 
a description of— 

‘‘(A) cooperative programs developed by 
groups of local and Tribal organizations 
within the jurisdiction of the eligible entity 
to address cybersecurity risks and cyberse-
curity threats; and 

‘‘(B) programs provided by the eligible en-
tity to support local and Tribal organiza-
tions and owners and operators of critical in-
frastructure to address cybersecurity risks 
and cybersecurity threats. 

‘‘(4) MANAGEMENT OF FUNDS.—An eligible 
entity applying for a grant under this sec-
tion shall agree to designate the Chief Infor-
mation Officer, the Chief Information Secu-
rity Officer, or an equivalent official of the 
eligible entity as the primary official for the 
management and allocation of funds awarded 
under this section. 

‘‘(f) MULTISTATE GRANTS.— 
‘‘(1) IN GENERAL.—The Secretary, acting 

through the Director, may award grants 
under this section to a group of two or more 
eligible entities to support multistate efforts 
to address cybersecurity risks and cyberse-
curity threats to information systems within 
the jurisdictions of the eligible entities. 

‘‘(2) SATISFACTION OF OTHER REQUIRE-
MENTS.—In order to be eligible for a 
multistate grant under this subsection, each 
eligible entity that comprises a multistate 
group shall submit to the Secretary— 

‘‘(A) a Cybersecurity Plan for approval in 
accordance with subsection (i); and 

‘‘(B) a plan for establishing a cybersecurity 
planning committee under subsection (g). 

‘‘(3) APPLICATION.— 
‘‘(A) IN GENERAL.—A multistate group ap-

plying for a multistate grant under para-
graph (1) shall submit to the Secretary an 
application at such time, in such manner, 
and containing such information as the Sec-
retary may require. 

‘‘(B) MULTISTATE PROJECT DESCRIPTION.— 
An application of a multistate group under 
subparagraph (A) shall include a plan de-
scribing— 

‘‘(i) the division of responsibilities among 
the eligible entities that comprise the 
multistate group for administering the grant 
for which application is being made; 

‘‘(ii) the distribution of funding from such 
a grant among the eligible entities that com-
prise the multistate group; and 

‘‘(iii) how the eligible entities that com-
prise the multistate group will work to-
gether to implement the Cybersecurity Plan 
of each of those eligible entities. 
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‘‘(g) PLANNING COMMITTEES.— 
‘‘(1) IN GENERAL.—An eligible entity that 

receives a grant under this section shall es-
tablish a cybersecurity planning committee 
to— 

‘‘(A) assist in the development, implemen-
tation, and revision of the Cybersecurity 
Plan of the eligible entity; 

‘‘(B) approve the Cybersecurity Plan of the 
eligible entity; and 

‘‘(C) assist in the determination of effec-
tive funding priorities for a grant under this 
section in accordance with subsection (h). 

‘‘(2) COMPOSITION.—A committee of an eli-
gible entity established under paragraph (1) 
shall— 

‘‘(A) be comprised of representatives from 
the eligible entity and counties, cities, 
towns, Tribes, and public educational and 
health institutions within the jurisdiction of 
the eligible entity; and 

‘‘(B) include, as appropriate, representa-
tives of rural, suburban, and high-population 
jurisdictions. 

‘‘(3) CYBERSECURITY EXPERTISE.—Not less 
than 1⁄2 of the representatives of a committee 
established under paragraph (1) shall have 
professional experience relating to cyberse-
curity or information technology. 

‘‘(4) RULE OF CONSTRUCTION REGARDING EX-
ISTING PLANNING COMMITTEES.—Nothing in 
this subsection may be construed to require 
an eligible entity to establish a cybersecu-
rity planning committee if the eligible enti-
ty has established and uses a multijuris-
dictional planning committee or commission 
that meets, or may be leveraged to meet, the 
requirements of this subsection. 

‘‘(h) USE OF FUNDS.—An eligible entity 
that receives a grant under this section shall 
use the grant to— 

‘‘(1) implement the Cybersecurity Plan of 
the eligible entity; 

‘‘(2) develop or revise the Cybersecurity 
Plan of the eligible entity; or 

‘‘(3) assist with activities that address im-
minent cybersecurity risks or cybersecurity 
threats to the information systems of the el-
igible entity or a local or Tribal organization 
within the jurisdiction of the eligible entity. 

‘‘(i) APPROVAL OF PLANS.— 
‘‘(1) APPROVAL AS CONDITION OF GRANT.—Be-

fore an eligible entity may receive a grant 
under this section, the Secretary, acting 
through the Director, shall review the Cyber-
security Plan, or any revisions thereto, of 
the eligible entity and approve such plan, or 
revised plan, if it satisfies the requirements 
specified in paragraph (2). 

‘‘(2) PLAN REQUIREMENTS.—In approving a 
Cybersecurity Plan of an eligible entity 
under this subsection, the Director shall en-
sure that the Cybersecurity Plan— 

‘‘(A) satisfies the requirements of sub-
section (e)(2); 

‘‘(B) upon the issuance of the Homeland 
Security Strategy to Improve the Cybersecu-
rity of State, Local, Tribal, and Territorial 
Governments authorized pursuant to section 
2210(e), complies, as appropriate, with the 
goals and objectives of the strategy; and 

‘‘(C) has been approved by the cybersecu-
rity planning committee of the eligible enti-
ty established under subsection (g). 

‘‘(3) APPROVAL OF REVISIONS.—The Sec-
retary, acting through the Director, may ap-
prove revisions to a Cybersecurity Plan as 
the Director determines appropriate. 

‘‘(4) EXCEPTION.—Notwithstanding sub-
section (e) and paragraph (1) of this sub-
section, the Secretary may award a grant 
under this section to an eligible entity that 
does not submit a Cybersecurity Plan to the 
Secretary if— 

‘‘(A) the eligible entity certifies to the 
Secretary that— 

‘‘(i) the activities that will be supported by 
the grant are integral to the development of 

the Cybersecurity Plan of the eligible entity; 
and 

‘‘(ii) the eligible entity will submit by Sep-
tember 30, 2023, to the Secretary a Cyberse-
curity Plan for review, and if appropriate, 
approval; or 

‘‘(B) the eligible entity certifies to the Sec-
retary, and the Director confirms, that the 
eligible entity will use funds from the grant 
to assist with the activities described in sub-
section (h)(3). 

‘‘(j) LIMITATIONS ON USES OF FUNDS.— 
‘‘(1) IN GENERAL.—An eligible entity that 

receives a grant under this section may not 
use the grant— 

‘‘(A) to supplant State, local, or Tribal 
funds; 

‘‘(B) for any recipient cost-sharing con-
tribution; 

‘‘(C) to pay a demand for ransom in an at-
tempt to— 

‘‘(i) regain access to information or an in-
formation system of the eligible entity or of 
a local or Tribal organization within the ju-
risdiction of the eligible entity; or 

‘‘(ii) prevent the disclosure of information 
that has been removed without authoriza-
tion from an information system of the eligi-
ble entity or of a local or Tribal organization 
within the jurisdiction of the eligible entity; 

‘‘(D) for recreational or social purposes; or 
‘‘(E) for any purpose that does not address 

cybersecurity risks or cybersecurity threats 
on information systems of the eligible entity 
or of a local or Tribal organization within 
the jurisdiction of the eligible entity. 

‘‘(2) PENALTIES.—In addition to any other 
remedy available, the Secretary may take 
such actions as are necessary to ensure that 
a recipient of a grant under this section uses 
the grant for the purposes for which the 
grant is awarded. 

‘‘(3) RULE OF CONSTRUCTION.—Nothing in 
paragraph (1) may be construed to prohibit 
the use of grant funds provided to a State, 
local, or Tribal organization for otherwise 
permissible uses under this section on the 
basis that a State, local, or Tribal organiza-
tion has previously used State, local, or 
Tribal funds to support the same or similar 
uses. 

‘‘(k) OPPORTUNITY TO AMEND APPLICA-
TIONS.—In considering applications for 
grants under this section, the Secretary 
shall provide applicants with a reasonable 
opportunity to correct defects, if any, in 
such applications before making final 
awards. 

‘‘(l) APPORTIONMENT.—For fiscal year 2022 
and each fiscal year thereafter, the Sec-
retary shall apportion amounts appropriated 
to carry out this section among States as 
follows: 

‘‘(1) BASELINE AMOUNT.—The Secretary 
shall first apportion 0.25 percent of such 
amounts to each of American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, Guam, the U.S. Virgin Islands, and 
0.75 percent of such amounts to each of the 
remaining States. 

‘‘(2) REMAINDER.—The Secretary shall ap-
portion the remainder of such amounts in 
the ratio that— 

‘‘(A) the population of each eligible entity, 
bears to 

‘‘(B) the population of all eligible entities. 
‘‘(3) MINIMUM ALLOCATION TO INDIAN 

TRIBES.— 
‘‘(A) IN GENERAL.—In apportioning 

amounts under this section, the Secretary 
shall ensure that, for each fiscal year, di-
rectly eligible Tribes collectively receive, 
from amounts appropriated under the State 
and Local Cybersecurity Grant Program, not 
less than an amount equal to three percent 
of the total amount appropriated for grants 
under this section. 

‘‘(B) ALLOCATION.—Of the amount reserved 
under subparagraph (A), funds shall be allo-
cated in a manner determined by the Sec-
retary in consultation with Indian tribes. 

‘‘(C) EXCEPTION.—This paragraph shall not 
apply in any fiscal year in which the Sec-
retary— 

‘‘(i) receives fewer than five applications 
from Indian tribes; or 

‘‘(ii) does not approve at least two applica-
tions from Indian tribes. 

‘‘(m) FEDERAL SHARE.— 
‘‘(1) IN GENERAL.—The Federal share of the 

cost of an activity carried out using funds 
made available with a grant under this sec-
tion may not exceed— 

‘‘(A) in the case of a grant to an eligible 
entity— 

‘‘(i) for fiscal year 2022, 90 percent; 
‘‘(ii) for fiscal year 2023, 80 percent; 
‘‘(iii) for fiscal year 2024, 70 percent; 
‘‘(iv) for fiscal year 2025, 60 percent; and 
‘‘(v) for fiscal year 2026 and each subse-

quent fiscal year, 50 percent; and 
‘‘(B) in the case of a grant to a multistate 

group— 
‘‘(i) for fiscal year 2022, 95 percent; 
‘‘(ii) for fiscal year 2023, 85 percent; 
‘‘(iii) for fiscal year 2024, 75 percent; 
‘‘(iv) for fiscal year 2025, 65 percent; and 
‘‘(v) for fiscal year 2026 and each subse-

quent fiscal year, 55 percent. 
‘‘(2) WAIVER.—The Secretary may waive or 

modify the requirements of paragraph (1) for 
an Indian tribe if the Secretary determines 
such a waiver is in the public interest. 

‘‘(n) RESPONSIBILITIES OF GRANTEES.— 
‘‘(1) CERTIFICATION.—Each eligible entity 

or multistate group that receives a grant 
under this section shall certify to the Sec-
retary that the grant will be used— 

‘‘(A) for the purpose for which the grant is 
awarded; and 

‘‘(B) in compliance with, as the case may 
be— 

‘‘(i) the Cybersecurity Plan of the eligible 
entity; 

‘‘(ii) the Cybersecurity Plans of the eligi-
ble entities that comprise the multistate 
group; or 

‘‘(iii) a purpose approved by the Secretary 
under subsection (h) or pursuant to an excep-
tion under subsection (i). 

‘‘(2) AVAILABILITY OF FUNDS TO LOCAL AND 
TRIBAL ORGANIZATIONS.—Not later than 45 
days after the date on which an eligible enti-
ty or multistate group receives a grant 
under this section, the eligible entity or 
multistate group shall, without imposing un-
reasonable or unduly burdensome require-
ments as a condition of receipt, obligate or 
otherwise make available to local and Tribal 
organizations within the jurisdiction of the 
eligible entity or the eligible entities that 
comprise the multistate group, and as appli-
cable, consistent with the Cybersecurity 
Plan of the eligible entity or the Cybersecu-
rity Plans of the eligible entities that com-
prise the multistate group— 

‘‘(A) not less than 80 percent of funds avail-
able under the grant; 

‘‘(B) with the consent of the local and Trib-
al organizations, items, services, capabili-
ties, or activities having a value of not less 
than 80 percent of the amount of the grant; 
or 

‘‘(C) with the consent of the local and Trib-
al organizations, grant funds combined with 
other items, services, capabilities, or activi-
ties having the total value of not less than 80 
percent of the amount of the grant. 

‘‘(3) CERTIFICATIONS REGARDING DISTRIBU-
TION OF GRANT FUNDS TO LOCAL AND TRIBAL 
ORGANIZATIONS.—An eligible entity or 
multistate group shall certify to the Sec-
retary that the eligible entity or multistate 
group has made the distribution to local, 

VerDate Sep 11 2014 04:35 Jul 21, 2021 Jkt 019060 PO 00000 Frm 00019 Fmt 7634 Sfmt 0634 E:\CR\FM\A20JY7.027 H20JYPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 H
O

U
S

E



CONGRESSIONAL RECORD — HOUSEH3692 July 20, 2021 
Tribal, and territorial governments required 
under paragraph (2). 

‘‘(4) EXTENSION OF PERIOD.— 
‘‘(A) IN GENERAL.—An eligible entity or 

multistate group may request in writing 
that the Secretary extend the period of time 
specified in paragraph (2) for an additional 
period of time. 

‘‘(B) APPROVAL.—The Secretary may ap-
prove a request for an extension under sub-
paragraph (A) if the Secretary determines 
the extension is necessary to ensure that the 
obligation and expenditure of grant funds 
align with the purpose of the State and 
Local Cybersecurity Grant Program. 

‘‘(5) EXCEPTION.—Paragraph (2) shall not 
apply to the District of Columbia, the Com-
monwealth of Puerto Rico, American Samoa, 
the Commonwealth of the Northern Mariana 
Islands, Guam, the Virgin Islands, or an In-
dian tribe. 

‘‘(6) DIRECT FUNDING.—If an eligible entity 
does not make a distribution to a local or 
Tribal organization required in accordance 
with paragraph (2), the local or Tribal orga-
nization may petition the Secretary to re-
quest that grant funds be provided directly 
to the local or Tribal organization. 

‘‘(7) PENALTIES.—In addition to other rem-
edies available to the Secretary, the Sec-
retary may terminate or reduce the amount 
of a grant awarded under this section to an 
eligible entity or distribute grant funds pre-
viously awarded to such eligible entity di-
rectly to the appropriate local or Tribal or-
ganization as a replacement grant in an 
amount the Secretary determines appro-
priate if such eligible entity violates a re-
quirement of this subsection. 

‘‘(o) ADVISORY COMMITTEE.— 
‘‘(1) ESTABLISHMENT.—Not later than 120 

days after the date of enactment of this sec-
tion, the Director shall establish a State and 
Local Cybersecurity Resilience Committee 
to provide State, local, and Tribal stake-
holder expertise, situational awareness, and 
recommendations to the Director, as appro-
priate, regarding how to— 

‘‘(A) address cybersecurity risks and cyber-
security threats to information systems of 
State, local, or Tribal organizations; and 

‘‘(B) improve the ability of State, local, 
and Tribal organizations to prevent, protect 
against, respond to, mitigate, and recover 
from such cybersecurity risks and cybersecu-
rity threats. 

‘‘(2) DUTIES.—The committee established 
under paragraph (1) shall— 

‘‘(A) submit to the Director recommenda-
tions that may inform guidance for appli-
cants for grants under this section; 

‘‘(B) upon the request of the Director, pro-
vide to the Director technical assistance to 
inform the review of Cybersecurity Plans 
submitted by applicants for grants under 
this section, and, as appropriate, submit to 
the Director recommendations to improve 
those plans prior to the approval of the plans 
under subsection (i); 

‘‘(C) advise and provide to the Director 
input regarding the Homeland Security 
Strategy to Improve Cybersecurity for State, 
Local, Tribal, and Territorial Governments 
required under section 2210; 

‘‘(D) upon the request of the Director, pro-
vide to the Director recommendations, as ap-
propriate, regarding how to— 

‘‘(i) address cybersecurity risks and cyber-
security threats on information systems of 
State, local, or Tribal organizations; and 

‘‘(ii) improve the cybersecurity resilience 
of State, local, or Tribal organizations; and 

‘‘(E) regularly coordinate with the State, 
Local, Tribal and Territorial Government 
Coordinating Council, within the Critical In-
frastructure Partnership Advisory Council, 
established under section 871. 

‘‘(3) MEMBERSHIP.— 

‘‘(A) NUMBER AND APPOINTMENT.—The State 
and Local Cybersecurity Resilience Com-
mittee established pursuant to paragraph (1) 
shall be composed of 15 members appointed 
by the Director, as follows: 

‘‘(i) Two individuals recommended to the 
Director by the National Governors Associa-
tion. 

‘‘(ii) Two individuals recommended to the 
Director by the National Association of 
State Chief Information Officers. 

‘‘(iii) One individual recommended to the 
Director by the National Guard Bureau. 

‘‘(iv) Two individuals recommended to the 
Director by the National Association of 
Counties. 

‘‘(v) One individual recommended to the 
Director by the National League of Cities. 

‘‘(vi) One individual recommended to the 
Director by the United States Conference of 
Mayors. 

‘‘(vii) One individual recommended to the 
Director by the Multi-State Information 
Sharing and Analysis Center. 

‘‘(viii) One individual recommended to the 
Director by the National Congress of Amer-
ican Indians. 

‘‘(viii) Four individuals who have edu-
cational and professional experience relating 
to cybersecurity work or cybersecurity pol-
icy. 

‘‘(B) TERMS.— 
‘‘(i) IN GENERAL.—Subject to clause (ii), 

each member of the State and Local Cyber-
security Resilience Committee shall be ap-
pointed for a term of two years. 

‘‘(ii) REQUIREMENT.—At least two members 
of the State and Local Cybersecurity Resil-
ience Committee shall also be members of 
the State, Local, Tribal and Territorial Gov-
ernment Coordinating Council, within the 
Critical Infrastructure Partnership Advisory 
Council, established under section 871. 

‘‘(iii) EXCEPTION.—A term of a member of 
the State and Local Cybersecurity Resil-
ience Committee shall be three years if the 
member is appointed initially to the Com-
mittee upon the establishment of the Com-
mittee. 

‘‘(iv) TERM REMAINDERS.—Any member of 
the State and Local Cybersecurity Resil-
ience Committee appointed to fill a vacancy 
occurring before the expiration of the term 
for which the member’s predecessor was ap-
pointed shall be appointed only for the re-
mainder of such term. A member may serve 
after the expiration of such member’s term 
until a successor has taken office. 

‘‘(v) VACANCIES.—A vacancy in the State 
and Local Cybersecurity Resilience Com-
mittee shall be filled in the manner in which 
the original appointment was made. 

‘‘(C) PAY.—Members of the State and Local 
Cybersecurity Resilience Committee shall 
serve without pay. 

‘‘(4) CHAIRPERSON; VICE CHAIRPERSON.—The 
members of the State and Local Cybersecu-
rity Resilience Committee shall select a 
chairperson and vice chairperson from 
among members of the committee. 

‘‘(5) PERMANENT AUTHORITY.—Notwith-
standing section 14 of the Federal Advisory 
Committee Act (5 U.S.C. App.), the State and 
Local Cybersecurity Resilience Committee 
shall be a permanent authority. 

‘‘(p) REPORTS.— 
‘‘(1) ANNUAL REPORTS BY GRANT RECIPI-

ENTS.— 
‘‘(A) IN GENERAL.—Not later than one year 

after an eligible entity or multistate group 
receives funds under this section, the eligible 
entity or multistate group shall submit to 
the Secretary a report on the progress of the 
eligible entity or multistate group in imple-
menting the Cybersecurity Plan of the eligi-
ble entity or Cybersecurity Plans of the eli-
gible entities that comprise the multistate 
group, as the case may be. 

‘‘(B) ABSENCE OF PLAN.—Not later than 180 
days after an eligible entity that does not 
have a Cybersecurity Plan receives funds 
under this section for developing its Cyberse-
curity Plan, the eligible entity shall submit 
to the Secretary a report describing how the 
eligible entity obligated and expended grant 
funds during the fiscal year to— 

‘‘(i) so develop such a Cybersecurity Plan; 
or 

‘‘(ii) assist with the activities described in 
subsection (h)(3). 

‘‘(2) ANNUAL REPORTS TO CONGRESS.—Not 
less frequently than once per year, the Sec-
retary, acting through the Director, shall 
submit to Congress a report on the use of 
grants awarded under this section and any 
progress made toward the following: 

‘‘(A) Achieving the objectives set forth in 
the Homeland Security Strategy to Improve 
the Cybersecurity of State, Local, Tribal, 
and Territorial Governments, upon the date 
on which the strategy is issued under section 
2210. 

‘‘(B) Developing, implementing, or revising 
Cybersecurity Plans. 

‘‘(C) Reducing cybersecurity risks and cy-
bersecurity threats to information systems, 
applications, and user accounts owned or op-
erated by or on behalf of State, local, and 
Tribal organizations as a result of the award 
of such grants. 

‘‘(q) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated for 
grants under this section— 

‘‘(1) for each of fiscal years 2022 through 
2026, $500,000,000; and 

‘‘(2) for each subsequent fiscal year, such 
sums as may be necessary. 
‘‘SEC. 2220B. CYBERSECURITY RESOURCE GUIDE 

DEVELOPMENT FOR STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERN-
MENT OFFICIALS. 

‘‘The Secretary, acting through the Direc-
tor, shall develop, regularly update, and 
maintain a resource guide for use by State, 
local, Tribal, and territorial government of-
ficials, including law enforcement officers, 
to help such officials identify, prepare for, 
detect, protect against, respond to, and re-
cover from cybersecurity risks (as such term 
is defined in section 2209), cybersecurity 
threats, and incidents (as such term is de-
fined in section 2209).’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002, as amended by section 4, 
is further amended by inserting after the 
item relating to section 2220 the following 
new items: 
‘‘Sec. 2220A. State and Local Cybersecurity 

Grant Program. 
‘‘Sec. 2220B. Cybersecurity resource guide 

development for State, local, 
Tribal, and territorial govern-
ment officials.’’. 

SEC. 3. STRATEGY. 
(a) HOMELAND SECURITY STRATEGY TO IM-

PROVE THE CYBERSECURITY OF STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERNMENTS.— 
Section 2210 of the Homeland Security Act of 
2002 (6 U.S.C. 660) is amended by adding at 
the end the following new subsection: 

‘‘(e) HOMELAND SECURITY STRATEGY TO IM-
PROVE THE CYBERSECURITY OF STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERNMENTS.— 

‘‘(1) IN GENERAL.— 
‘‘(A) REQUIREMENT.—Not later than one 

year after the date of the enactment of this 
subsection, the Secretary, acting through 
the Director, shall, in coordination with the 
heads of appropriate Federal agencies, State, 
local, Tribal, and territorial governments, 
the State and Local Cybersecurity Resil-
ience Committee established under section 
2220A, and other stakeholders, as appro-
priate, develop and make publicly available 
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a Homeland Security Strategy to Improve 
the Cybersecurity of State, Local, Tribal, 
and Territorial Governments. 

‘‘(B) RECOMMENDATIONS AND REQUIRE-
MENTS.—The strategy required under sub-
paragraph (A) shall— 

‘‘(i) provide recommendations relating to 
the ways in which the Federal Government 
should support and promote the ability of 
State, local, Tribal, and territorial govern-
ments to identify, mitigate against, protect 
against, detect, respond to, and recover from 
cybersecurity risks (as such term is defined 
in section 2209), cybersecurity threats, and 
incidents (as such term is defined in section 
2209); and 

‘‘(ii) establish baseline requirements for 
cybersecurity plans under this section and 
principles with which such plans shall align. 

‘‘(2) CONTENTS.—The strategy required 
under paragraph (1) shall— 

‘‘(A) identify capability gaps in the ability 
of State, local, Tribal, and territorial gov-
ernments to identify, protect against, detect, 
respond to, and recover from cybersecurity 
risks, cybersecurity threats, incidents, and 
ransomware incidents; 

‘‘(B) identify Federal resources and capa-
bilities that are available or could be made 
available to State, local, Tribal, and terri-
torial governments to help those govern-
ments identify, protect against, detect, re-
spond to, and recover from cybersecurity 
risks, cybersecurity threats, incidents, and 
ransomware incidents; 

‘‘(C) identify and assess the limitations of 
Federal resources and capabilities available 
to State, local, Tribal, and territorial gov-
ernments to help those governments iden-
tify, protect against, detect, respond to, and 
recover from cybersecurity risks, cybersecu-
rity threats, incidents, and ransomware inci-
dents and make recommendations to address 
such limitations; 

‘‘(D) identify opportunities to improve the 
coordination of the Agency with Federal and 
non-Federal entities, such as the Multi-State 
Information Sharing and Analysis Center, to 
improve— 

‘‘(i) incident exercises, information sharing 
and incident notification procedures; 

‘‘(ii) the ability for State, local, Tribal, 
and territorial governments to voluntarily 
adapt and implement guidance in Federal 
binding operational directives; and 

‘‘(iii) opportunities to leverage Federal 
schedules for cybersecurity investments 
under section 502 of title 40, United States 
Code; 

‘‘(E) recommend new initiatives the Fed-
eral Government should undertake to im-
prove the ability of State, local, Tribal, and 
territorial governments to identify, protect 
against, detect, respond to, and recover from 
cybersecurity risks, cybersecurity threats, 
incidents, and ransomware incidents; 

‘‘(F) set short-term and long-term goals 
that will improve the ability of State, local, 
Tribal, and territorial governments to iden-
tify, protect against, detect, respond to, and 
recover from cybersecurity risks, cybersecu-
rity threats, incidents, and ransomware inci-
dents; and 

‘‘(G) set dates, including interim bench-
marks, as appropriate for State, local, Trib-
al, and territorial governments to establish 
baseline capabilities to identify, protect 
against, detect, respond to, and recover from 
cybersecurity risks, cybersecurity threats, 
incidents, and ransomware incidents. 

‘‘(3) CONSIDERATIONS.—In developing the 
strategy required under paragraph (1), the 
Director, in coordination with the heads of 
appropriate Federal agencies, State, local, 
Tribal, and territorial governments, the 
State and Local Cybersecurity Resilience 
Committee established under section 2220A, 

and other stakeholders, as appropriate, shall 
consider— 

‘‘(A) lessons learned from incidents that 
have affected State, local, Tribal, and terri-
torial governments, and exercises with Fed-
eral and non-Federal entities; 

‘‘(B) the impact of incidents that have af-
fected State, local, Tribal, and territorial 
governments, including the resulting costs 
to such governments; 

‘‘(C) the information related to the inter-
est and ability of state and non-state threat 
actors to compromise information systems 
(as such term is defined in section 102 of the 
Cybersecurity Act of 2015 (6 U.S.C. 1501)) 
owned or operated by State, local, Tribal, 
and territorial governments; 

‘‘(D) emerging cybersecurity risks and cy-
bersecurity threats to State, local, Tribal, 
and territorial governments resulting from 
the deployment of new technologies; and 

‘‘(E) recommendations made by the State 
and Local Cybersecurity Resilience Com-
mittee established under section 2220A. 

‘‘(4) EXEMPTION.—Chapter 35 of title 44, 
United States Code (commonly known as the 
‘Paperwork Reduction Act’), shall not apply 
to any action to implement this sub-
section.’’. 

(b) RESPONSIBILITIES OF THE DIRECTOR OF 
THE CYBERSECURITY AND INFRASTRUCTURE SE-
CURITY AGENCY.—Section 2202 of the Home-
land Security Act of 2002 (6 U.S.C. 652) is 
amended— 

(1) by redesignating subsections (d) 
through (i) as subsections (e) through (j), re-
spectively; and 

(2) by inserting after subsection (c) the fol-
lowing new subsection: 

‘‘(d) ADDITIONAL RESPONSIBILITIES.—In ad-
dition to the responsibilities under sub-
section (c), the Director shall— 

‘‘(1) develop program guidance, in con-
sultation with the State and Local Govern-
ment Cybersecurity Resilience Committee 
established under section 2220A, for the 
State and Local Cybersecurity Grant Pro-
gram under such section or any other home-
land security assistance administered by the 
Department to improve cybersecurity; 

‘‘(2) review, in consultation with the State 
and Local Cybersecurity Resilience Com-
mittee, all cybersecurity plans of State, 
local, Tribal, and territorial governments de-
veloped pursuant to any homeland security 
assistance administered by the Department 
to improve cybersecurity; 

‘‘(3) provide expertise and technical assist-
ance to State, local, Tribal, and territorial 
government officials with respect to cyberse-
curity; and 

‘‘(4) provide education, training, and capac-
ity development to enhance the security and 
resilience of cybersecurity and infrastruc-
ture security.’’. 

(c) FEASIBILITY STUDY.—Not later than 270 
days after the date of the enactment of this 
Act, the Director of the Cybersecurity and 
Infrastructure Security of the Department of 
Homeland Security shall conduct a study to 
assess the feasibility of implementing a 
short-term rotational program for the detail 
to the Agency of approved State, local, Trib-
al, and territorial government employees in 
cyber workforce positions. 
SEC. 4. TITLE XXII TECHNICAL AND CLERICAL 

AMENDMENTS. 
(a) TECHNICAL AMENDMENTS.— 
(1) HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 

‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 
TO .GOV INTERNET DOMAIN.’’; 

(B) in the second section 2215 (6 U.S.C. 665b; 
relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 
‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 

(C) in the third section 2215 (6 U.S.C. 665c; 
relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2217. CYBERSECURITY STATE COORDI-

NATOR.’’; 
(D) in the fourth section 2215 (6 U.S.C. 665d; 

relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-

CIES.’’; 
(E) in section 2216 (6 U.S.C. 665e; relating to 

the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 
‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-

MITTEE.’’; and 
(F) in section 2217 (6 U.S.C. 665f; relating to 

Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 

TRAINING PROGRAMS.’’. 
(2) CONSOLIDATED APPROPRIATIONS ACT, 

2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 
‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs.’’. 
The SPEAKER pro tempore (Ms. 

KAPTUR). Pursuant to the rule, the gen-
tlewoman from New York (Ms. CLARKE) 
and the gentleman from Mississippi 
(Mr. GUEST) each will control 20 min-
utes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 
Ms. CLARKE of New York. Madam 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days in which to revise and extend 
their remarks and include extraneous 
material on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, the recent Colonial 
Pipeline, JBS, and Kaseya ransomware 
attacks have brought the Nation’s at-
tention to the tremendous national se-
curity threat posed by ransomware. 

The Colonial Pipeline breach alone 
disrupted the supply of gasoline for a 
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large portion of the Nation and con-
tributed to gas shortages across much 
of the Southeast. It also spurred con-
versations about how much of our Na-
tion’s critical infrastructure is pri-
vately owned and operated. 

Lost on many Americans is how 
much vulnerable critical infrastructure 
is actually in the public sector. Today, 
emergency services, public schools, 
hospitals, and agencies involved in pro-
viding essential services or regulating 
important industries are all housed in 
our State and local governments. In re-
cent years, we have seen communities, 
big and small, that lacked dedicated 
cybersecurity resources fall victim to 
ransomware attacks. 

The types of incidents we have seen 
include a ransomware attack on Balti-
more that cost city taxpayers $18 mil-
lion; a hack on the D.C. police depart-
ment that resulted in leaked sensitive 
personnel files; and a cyberattack 
against a Massachusetts school district 
that forced it to cancel its first day of 
in-person instruction earlier this year. 

In May, my subcommittee held a 
hearing on the ransomware crisis 
where experts shared their views on the 
policy solutions that the Federal Gov-
ernment can consider to address this 
challenge. Our witnesses uniformly 
urged greater investment in preven-
tion, particularly at the State and 
local levels. 

We cannot just focus on responding 
to cyber incidents. We must help our 
communities reduce their vulnerability 
and better mitigate incidents when 
they occur. 

In the long term, front-end cyberse-
curity investments save money, pro-
tect infrastructure, and prevent disrup-
tion to our economy and in our com-
munities. 

That is why I introduced the State 
and Local Cybersecurity Improvement 
Act. It authorizes $500 million annually 
for grants to State, local, territorial, 
and Tribal governments to upgrade 
their cybersecurity. It requires States 
to pay a graduated cost share to 
incentivize them to budget better for 
cybersecurity, and it requires them to 
develop cybersecurity plans so we en-
sure these funds are well-spent. 

My bill also requires DHS to create a 
plan to improve the cybersecurity pos-
ture of State and local governments to 
ensure that States have goals and ob-
jectives to which they align their own 
cybersecurity plans. 

We have spent considerable resources 
enhancing the security of our Federal 
networks, and President Biden’s recent 
executive order, along with invest-
ments included in the American Rescue 
Plan, demonstrate a continued com-
mitment to strengthening Federal cy-
bersecurity. 

These actions are incredibly impor-
tant, but we need to do more to address 
the vulnerabilities at the State and 
local levels, where there has been inad-
equate investment in cybersecurity for 
years. 

It is essential for the Federal Govern-
ment to be a partner in protecting 

State and local digital infrastructure. 
As Congress considers ways to invest in 
our Nation’s infrastructure, State and 
local digital infrastructure must be a 
part of that conversation. 

As we have seen in recent months, 
the gap between the digital world and 
the physical one is smaller than ever. I 
appreciate the bipartisan recognition 
of that and the strong support this in-
vestment in our infrastructure security 
received in the Homeland Security 
Committee. 

In particular, I want to thank Chair-
man THOMPSON, Ranking Member 
KATKO, Ranking Member GARBARINO, 
and Representatives MCCAUL, RUP-
PERSBERGER, KILMER, and SLOTKIN for 
cosponsoring this legislation. 

By passing the State and Local Cy-
bersecurity Improvement Act today, 
we can demonstrate to the American 
people that Congress can work in a bi-
partisan way to make a meaningful dif-
ference in addressing our Nation’s cy-
bersecurity risk. 

Madam Speaker, I urge all of my col-
leagues to support this important bill, 
and I reserve the balance of my time. 

Mr. GUEST. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 3138, the State and Local 
Cybersecurity Improvement Act of 
2021. 

I thank Chairwoman CLARKE, Chair-
man THOMPSON, Ranking Member 
GARBARINO, and my other committee 
colleagues for their leadership on H.R. 
3138. 

Over the past year, we have seen the 
devastating impact a ransomware at-
tack can have on our Nation’s most 
critical infrastructure. But we must 
not forget that no one is immune from 
cyber criminals, including our State 
and local governments. 

I am pleased today that the House is 
taking action to give our State and 
local partners, and CISA, a leg up 
against these cyber criminals. 

This bill will have a tremendous im-
pact on the cybersecurity posture of 
State and local governments by focus-
ing important funding and expertise on 
the front lines, the State and local lev-
els. 

I urge all Members to join me in sup-
porting H.R. 3138, and I reserve the bal-
ance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield 2 minutes to the gen-
tlewoman from Texas (Ms. JACKSON 
LEE). 

Ms. JACKSON LEE. Madam Speaker, 
I thank the gentlewoman from New 
York for her leadership on the Sub-
committee on Cybersecurity, Infra-
structure Protection, and Innovation. 

Madam Speaker, I rise to support the 
State and Local Cybersecurity Im-
provement Act. 

I particularly emphasize the fact 
that we are the United States of Amer-
ica, but the cyberattacks occur in our 
neighborhoods, our hamlets, our cities, 
our counties, and our States. They 
occur right under our noses, and they 

impact our constituents by taking 
their personal records from the Texas 
Medical Center, for example, impacting 
the medical care of people, interfering 
with various diagnostic machines, and 
dealing with the energy infrastructure, 
such as the Colonial Pipeline incident. 
These are happening in our neighbor-
hoods. 

The State and Local Cybersecurity 
Improvement Act will make $500 mil-
lion available in grants from the De-
partment of Homeland Security to 
State, local, and Tribal entities over 
the next 4 years as they address crit-
ical cybersecurity risks facing infor-
mation systems. 

I will soon rise to the floor on legisla-
tion that I have authored, and I will 
make this point, Madam Speaker: It is 
crucial that the other body begins to 
address the legislation that this House 
is able to pass because we are passing 
innovative, corrective, and needed leg-
islation. 

Cyber is not a joke, if I can say that. 
Neither are the attacks on our cyber 
infrastructure. 

However, the Department of Home-
land Security was created in 2002 to 
bring together the expertise of several 
different government entities to pro-
tect against foreign threats. At that 
time, the Nation’s main concern was 
protecting our citizens and residents 
from another large-scale terrorist at-
tack, one that we had never seen be-
fore: attacking tall buildings with air-
planes. We had never seen it. 

But, today, 2021, is not 2001. It is not 
20 years ago, and the landscape of ter-
rorism has changed enormously. With 
rapid advancement in technology and 
malign foreign cyber aggression in na-
tion-states that are not engaged, this 
bill is important. 

Madam Speaker, I ask my colleagues 
to support this bipartisan legislation, 
H.R. 3138, that will provide us a way to 
address this issue. 

Mr. GUEST. Madam Speaker, I urge 
Members to support this bill, and I 
yield back the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield myself the balance of 
my time. 

Madam Speaker, while cybersecurity 
threats are not new, this year has high-
lighted the serious impact cyber inci-
dents can have on our national secu-
rity. 

The United States has as much cy-
bersecurity expertise as any country. 
But without adequate resources, State 
and local governments cannot imple-
ment the policies and practices we 
know will make their digital infra-
structure more secure. 

Enactment of the State and Local 
Cybersecurity Improvement Act will 
ensure that they have the funding, 
planning, and support to adequately in-
vest in securing government networks 
and reducing risk. 

Madam Speaker, I urge my col-
leagues to support H.R. 3138, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
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the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 3138, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. 
Madam Speaker, on that I demand the 
yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

DHS INDUSTRIAL CONTROL SYS-
TEMS CAPABILITIES ENHANCE-
MENT ACT OF 2021 

Ms. CLARKE of New York. Madam 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 1833) to amend 
the Homeland Security Act of 2002 to 
provide for the responsibility of the Cy-
bersecurity and Infrastructure Secu-
rity Agency to maintain capabilities to 
identify threats to industrial control 
systems, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1833 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Indus-
trial Control Systems Capabilities Enhance-
ment Act of 2021’’. 
SEC. 2. CAPABILITIES OF THE CYBERSECURITY 

AND INFRASTRUCTURE SECURITY 
AGENCY TO IDENTIFY THREATS TO 
INDUSTRIAL CONTROL SYSTEMS. 

(a) IN GENERAL.—Section 2209 of the Home-
land Security Act of 2002 (6 U.S.C. 659) is 
amended— 

(1) in subsection (e)(1)— 
(A) in subparagraph (G), by striking ‘‘and’’ 

after the semicolon; 
(B) in subparagraph (H), by inserting 

‘‘and’’ after the semicolon; and 
(C) by adding at the end the following new 

subparagraph: 
‘‘(I) activities of the Center address the se-

curity of both information technology and 
operational technology, including industrial 
control systems;’’; and 

(2) by adding at the end the following new 
subsection: 

‘‘(p) INDUSTRIAL CONTROL SYSTEMS.—The 
Director shall maintain capabilities to iden-
tify and address threats and vulnerabilities 
to products and technologies intended for 
use in the automated control of critical in-
frastructure processes. In carrying out this 
subsection, the Director shall— 

‘‘(1) lead Federal Government efforts, in 
consultation with Sector Risk Management 
Agencies, as appropriate, to identify and 
mitigate cybersecurity threats to industrial 
control systems, including supervisory con-
trol and data acquisition systems; 

‘‘(2) maintain threat hunting and incident 
response capabilities to respond to industrial 
control system cybersecurity risks and inci-
dents; 

‘‘(3) provide cybersecurity technical assist-
ance to industry end-users, product manufac-
turers, Sector Risk Management Agencies, 
other Federal agencies, and other industrial 

control system stakeholders to identify, 
evaluate, assess, and mitigate 
vulnerabilities; 

‘‘(4) collect, coordinate, and provide vul-
nerability information to the industrial con-
trol systems community by, as appropriate, 
working closely with security researchers, 
industry end-users, product manufacturers, 
Sector Risk Management Agencies, other 
Federal agencies, and other industrial con-
trol systems stakeholders; and 

‘‘(5) conduct such other efforts and assist-
ance as the Secretary determines appro-
priate.’’. 

(b) REPORT TO CONGRESS.—Not later than 
180 days after the date of the enactment of 
this Act and every six months thereafter 
during the subsequent 4-year period, the Di-
rector of the Cybersecurity and Infrastruc-
ture Security Agency of the Department of 
Homeland Security shall provide to the Com-
mittee on Homeland Security of the House of 
Representatives and the Committee on 
Homeland Security and Governmental Af-
fairs of the Senate a briefing on the indus-
trial control systems capabilities of the 
Agency under section 2209 of the Homeland 
Security Act of 2002 (6 U.S.C. 659), as amend-
ed by subsection (a). 

(c) GAO REVIEW.—Not later than two years 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall review implementation of the require-
ments of subsections (e)(1)(I) and (p) of sec-
tion 2209 of the Homeland Security Act of 
2002 (6 U.S.C. 659), as amended by subsection 
(a), and submit to the Committee on Home-
land Security in the House of Representa-
tives and the Committee on Homeland Secu-
rity and Government Affairs of the Senate a 
report containing findings and recommenda-
tions relating to such implementation. Such 
report shall include information on the fol-
lowing: 

(1) Any interagency coordination chal-
lenges to the ability of the Director of the 
Cybersecurity and Infrastructure Agency of 
the Department of Homeland Security to 
lead Federal efforts to identify and mitigate 
cybersecurity threats to industrial control 
systems pursuant to subsection (p)(1) of such 
section. 

(2) The degree to which the Agency has 
adequate capacity, expertise, and resources 
to carry out threat hunting and incident re-
sponse capabilities to mitigate cybersecurity 
threats to industrial control systems pursu-
ant to subsection (p)(2) of such section, as 
well as additional resources that would be 
needed to close any operational gaps in such 
capabilities. 

(3) The extent to which industrial control 
system stakeholders sought cybersecurity 
technical assistance from the Agency pursu-
ant to subsection (p)(3) of such section, and 
the utility and effectiveness of such tech-
nical assistance. 

(4) The degree to which the Agency works 
with security researchers and other indus-
trial control systems stakeholders, pursuant 
to subsection (p)(4) of such section, to pro-
vide vulnerability information to the indus-
trial control systems community. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 
Ms. CLARKE of New York. Madam 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days in which to revise and extend 
their remarks and include extraneous 
material on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, I rise in support of 
H.R. 1833, the DHS Industrial Control 
Systems Capabilities Enhancement 
Act. 

This bill seeks to give the Cybersecu-
rity and Infrastructure Security Agen-
cy, or CISA, a stronger hand in secur-
ing industrial control systems and 
would help to clarify its central coordi-
nation role across the Federal Govern-
ment. 

b 1315 
The importance of securing indus-

trial control systems cannot be over-
stated. We rely on these systems to 
provide vital services, like water treat-
ment, energy distribution, and critical 
manufacturing. 

As control systems have grown more 
and more connected to business and IT 
networks that rely on the internet, we 
have seen systems become more vul-
nerable to cyberattacks. 

Industrial control systems have been 
targeted by groups closely aligned with 
nation-states like China and Russia 
who seek to undermine the United 
States and advance their own geo-
political interests. 

We have also seen criminal groups, 
like the perpetrators of the 
ransomware attack on the Colonial 
Pipeline, create great economic disrup-
tion while extorting companies. 

It doesn’t take a criminal master-
mind to infiltrate an industrial envi-
ronment, either. Earlier this year, an 
unsophisticated, unknown perpetrator 
was able to breach a water treatment 
plant in Oldsmar, Florida, and manipu-
late chemical levels in ways that could 
have poisoned nearby residents. 

H.R. 1833 will strengthen CISA’s au-
thority as the lead Federal coordinator 
for securing industrial control systems 
and empower CISA to hunt for threats, 
respond to incidents, and to promote 
strong cybersecurity for critical infra-
structure. 

The Department of Homeland Secu-
rity has been working on control sys-
tem security since 2004. H.R. 1833 rec-
ognizes that role at a pivotal time as 
cyber threats to critical infrastructure 
reach new heights. 

Importantly, this bill also includes a 
GAO review of whether CISA has the 
resources, staffing, and authorities it 
needs to effectively implement these 
provisions. Such oversight will be key, 
given that these systems are complex, 
diverse, and there are a limited number 
of skilled cyber experts capable of se-
curing them. 

Madam Speaker, I urge my col-
leagues to support H.R. 1833, and I re-
serve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

I want to thank my colleague from 
New York for supporting my bill, H.R. 
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1833, the DHS Industrial Control Sys-
tems Capabilities Enhancement Act of 
2021. 

As I have said from day one as rank-
ing member of this committee, we need 
to continue to bolster cybersecurity 
capabilities at CISA to defend our Fed-
eral networks and the Nation’s critical 
infrastructure from cyber threats. 

The volume of cyberattacks and 
ransomware attacks in 2021 alone 
shows that no one is immune from na-
tion-state cyber actors or cyber crimi-
nals. Cyber threats, particularly 
ransomware, are the preeminent na-
tional security threat facing our Na-
tion today. From Colonial Pipeline to a 
local water facility in Florida, we have 
witnessed the real-world consequences 
cyberattacks can have on our critical 
infrastructure. 

In the cyberattack against a water 
treatment plant in Florida, hackers 
were able to gain access to industrial 
control systems, or ICS for short, and 
attempted to alter the mixture of 
water chemicals to what could have 
been catastrophic fatal levels. 

Cyber incidents are very rarely sec-
tor specific. CISA is a central agency 
that can quickly connect the dots when 
a malicious cyber campaign spans mul-
tiple sectors. It is vital that we con-
tinue to enhance its visibility across 
the critical infrastructure ecosystem. 

This bill requires the CISA director 
to maintain capabilities to detect and 
mitigate threats and vulnerabilities af-
fecting automated control of critical 
infrastructure, particularly industrial 
control systems. 

This includes maintaining cross-sec-
tor incident response capabilities to re-
spond to cybersecurity incidents and 
providing cybersecurity technical as-
sistance to stakeholders. 

We must continue to solidify CISA’s 
lead role in protecting our Nation’s 
critical infrastructure from cyber 
threats, particularly the industrial 
control systems that underpin vital 
components of our daily lives. 

This bill is one step in the commit-
tee’s continued efforts to build up 
CISA’s authorities and resources to ef-
fectively carry out its mission, and it 
is a resounding statement to have such 
heavy-hitting, bipartisan support. 

Madam Speaker, I urge all Members 
to join me in supporting H.R. 1833, and 
I reserve the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I have no further speakers, 
and I am prepared to close after the 
gentleman from New York closes. I re-
serve the balance of my time. 

Mr. KATKO. Madam Speaker, I have 
no further speakers. I urge Members to 
support this bill. I yield back the bal-
ance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield myself the balance of 
my time to close. 

I would like to start by thanking the 
gentleman from New York for his out-
standing leadership in this regard. 

Industrial control systems are a rich 
target for cyber adversaries looking to 

disrupt, extort, and simply wreak 
havoc. These systems underpin the 
functions and services we rely on for 
our day-to-day lives, and the threats 
they face have never been higher. 

Successful disruption of one of these 
systems could have dire consequences 
for public health and safety, public 
confidence, and even the national and 
economic security of the United 
States. 

CISA is well-positioned to help own-
ers and operators better understand 
risks to operational technology and 
work with them to close security gaps. 

I again want to congratulate the gen-
tleman from New York (Mr. KATKO), 
my committee colleague and ranking 
member, on authoring this bill to cod-
ify the role that CISA plays in leading 
Federal efforts to secure industrial 
control systems. 

Enactment of H.R. 1833 will help to 
raise our cybersecurity posture across 
the board. 

Madam Speaker, I yield back the bal-
ance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 1833, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. 
Madam Speaker, on that I demand the 
yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

CYBERSECURITY VULNERABILITY 
REMEDIATION ACT 

Ms. CLARKE of New York. Madam 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 2980) to amend 
the Homeland Security Act of 2002 to 
provide for the remediation of cyberse-
curity vulnerabilities, and for other 
purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2980 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cybersecu-
rity Vulnerability Remediation Act’’. 
SEC. 2. CYBERSECURITY VULNERABILITIES. 

Section 2209 of the Homeland Security Act 
of 2002 (6 U.S.C. 659) is amended— 

(1) in subsection (a)— 
(A) in paragraph (5), by striking ‘‘and’’ 

after the semicolon at the end; 
(B) by redesignating paragraph (6) as para-

graph (7); and 
(C) by inserting after paragraph (5) the fol-

lowing new paragraph: 
‘‘(6) the term ‘cybersecurity vulnerability’ 

has the meaning given the term ‘security 
vulnerability’ in section 102 of the Cyberse-

curity Information Sharing Act of 2015 (6 
U.S.C. 1501); and’’. 

(2) in subsection (c)— 
(A) in paragraph (5)— 
(i) in subparagraph (A), by striking ‘‘and’’ 

after the semicolon at the end; 
(ii) by redesignating subparagraph (B) as 

subparagraph (C); 
(iii) by inserting after subparagraph (A) 

the following new subparagraph: 
‘‘(B) sharing mitigation protocols to 

counter cybersecurity vulnerabilities pursu-
ant to subsection (n); and’’; and 

(iv) in subparagraph (C), as so redesig-
nated, by inserting ‘‘and mitigation proto-
cols to counter cybersecurity vulnerabilities 
in accordance with subparagraph (B)’’ before 
‘‘with Federal’’; 

(B) in paragraph (7)(C), by striking ‘‘shar-
ing’’ and inserting ‘‘share’’; and 

(C) in paragraph (9), by inserting ‘‘mitiga-
tion protocols to counter cybersecurity 
vulnerabilities,’’ after ‘‘measures,’’; 

(3) in subsection (e)(1)(G), by striking the 
semicolon after ‘‘and’’ at the end; 

(4) by redesignating subsection (o) as sub-
section (p); and 

(5) by inserting after subsection (n) fol-
lowing new subsection: 

‘‘(o) PROTOCOLS TO COUNTER CERTAIN CY-
BERSECURITY VULNERABILITIES.—The Direc-
tor may, as appropriate, identify, develop, 
and disseminate actionable protocols to 
mitigate cybersecurity vulnerabilities to in-
formation systems and industrial control 
systems, including in circumstances in 
which such vulnerabilities exist because 
software or hardware is no longer supported 
by a vendor.’’. 
SEC. 3. REPORT ON CYBERSECURITY 

VULNERABILITIES. 
(a) REPORT.—Not later than one year after 

the date of the enactment of this Act, the 
Director of the Cybersecurity and Infrastruc-
ture Security Agency of the Department of 
Homeland Security shall submit to the Com-
mittee on Homeland Security of the House of 
Representatives and the Committee on 
Homeland Security and Governmental Af-
fairs of the Senate a report on how the Agen-
cy carries out subsection (n) of section 2209 
of the Homeland Security Act of 2002 to co-
ordinate vulnerability disclosures, including 
disclosures of cybersecurity vulnerabilities 
(as such term is defined in such section), and 
subsection (o) of such section (as added by 
section 2) to disseminate actionable proto-
cols to mitigate cybersecurity 
vulnerabilities to information systems and 
industrial control systems, that includes the 
following: 

(1) A description of the policies and proce-
dures relating to the coordination of vulner-
ability disclosures. 

(2) A description of the levels of activity in 
furtherance of such subsections (n) and (o) of 
such section 2209. 

(3) Any plans to make further improve-
ments to how information provided pursuant 
to such subsections can be shared (as such 
term is defined in such section 2209) between 
the Department and industry and other 
stakeholders. 

(4) Any available information on the de-
gree to which such information was acted 
upon by industry and other stakeholders. 

(5) A description of how privacy and civil 
liberties are preserved in the collection, re-
tention, use, and sharing of vulnerability 
disclosures. 

(b) FORM.—The report required under sub-
section (b) shall be submitted in unclassified 
form but may contain a classified annex. 
SEC. 4. COMPETITION RELATING TO CYBERSECU-

RITY VULNERABILITIES. 
The Under Secretary for Science and Tech-

nology of the Department of Homeland Secu-
rity, in consultation with the Director of the 
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Cybersecurity and Infrastructure Security 
Agency of the Department, may establish an 
incentive-based program that allows indus-
try, individuals, academia, and others to 
compete in identifying remediation solutions 
for cybersecurity vulnerabilities (as such 
term is defined in section 2209 of the Home-
land Security Act of 2002, as amended by sec-
tion 2) to information systems (as such term 
is defined in such section 2209) and industrial 
control systems, including supervisory con-
trol and data acquisition systems. 
SEC. 5. TITLE XXII TECHNICAL AND CLERICAL 

AMENDMENTS. 
(a) TECHNICAL AMENDMENTS.— 
(1) HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 
‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 

TO .GOV INTERNET DOMAIN.’’; 
(B) in the second section 2215 (6 U.S.C. 665b; 

relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 
‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 

(C) in the third section 2215 (6 U.S.C. 665c; 
relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2217. CYBERSECURITY STATE COORDI-

NATOR.’’; 
(D) in the fourth section 2215 (6 U.S.C. 665d; 

relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-

CIES.’’; 
(E) in section 2216 (6 U.S.C. 665e; relating to 

the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 
‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-

MITTEE.’’; and 
(F) in section 2217 (6 U.S.C. 665f; relating to 

Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 

TRAINING PROGRAMS.’’. 
(2) CONSOLIDATED APPROPRIATIONS ACT, 

2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 
‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 
Ms. CLARKE of New York. Madam 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and to include extraneous mate-
rial on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, 5 years ago a Gov-
ernment Accountability Office survey 
found that 12 out of 12 Federal agencies 
used obsolete information technology. 
In other words, 12 out of 12 Federal 
agencies were using software or hard-
ware for which vendors no longer pro-
vided support, updates, or patches. 

The Federal Government is hardly 
alone. It has been widely reported that 
State and local governments and crit-
ical infrastructure owners and opera-
tors across the country rely on legacy 
technology. 

We have seen malicious cyber actors 
wreak havoc by exploiting known vul-
nerabilities. 

H.R. 2980 would authorize CISA to de-
velop and distribute playbooks to pro-
vide procedures and mitigation strate-
gies for the most critical, known vul-
nerabilities, especially those affecting 
software or hardware that is no longer 
supported by a vendor. The playbooks 
would be available to Federal agencies, 
industry, and other stakeholders. 

The bill, as introduced by the gentle-
woman from Texas (Ms. JACKSON LEE), 
also authorizes the Department of 
Homeland Security Science and Tech-
nology Directorate, in consultation 
with CISA, to establish a competition 
program for industry, individuals, aca-
demia, and others to provide remedi-
ation solutions for cybersecurity vul-
nerabilities that are no longer sup-
ported. 

Importantly, in response to recent 
cyberattacks, H.R. 2980 prioritizes ef-
forts to address vulnerabilities of in-
dustrial control systems of critical in-
frastructure that may be targeted, like 
water systems and pipelines. 

H.R. 2980 is no substitute for invest-
ing in new technology, but it will pro-
vide important support to government 
and private sector entities that cannot 
replace legacy technology or rapidly 
patch known vulnerabilities because of 
resource limitations or other system 
complications. 

Madam Speaker, I urge all of my col-
leagues to support H.R. 2980, and I re-
serve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 2980, the Cybersecurity 
Vulnerability Remediation Act. I 
would like to thank the gentlewoman 
from Texas (Ms. JACKSON LEE), my 
friend, for being a staunch advocate of 
CISA and these important cybersecu-
rity issues. I look forward to con-

tinuing to work with her and my other 
colleagues on the preeminent national 
security threat facing our Nation 
today. 

Madam Speaker, I urge Members to 
join me in supporting H.R. 2980, and I 
reserve the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield 5 minutes to the gen-
tlewoman from Texas (Ms. JACKSON 
LEE). 

Ms. JACKSON LEE. Madam Speaker, 
I thank the gentlewoman from New 
York for her leadership, and I thank 
the ranking member of the full com-
mittee and the chair of the full com-
mittee for bringing these matters to 
the attention of the Nation. 

Madam Speaker, I rise in support of 
my bill, H.R. 2980, the Cybersecurity 
Vulnerability Remediation Act, which 
authorizes the Department of Home-
land Security to take actions to 
counter cybersecurity vulnerabilities 
in our Nation’s critical infrastructure. 

Interestingly enough, when we intro-
duced this bill some years ago, we 
called it the zero-day bill, which was to 
presuppose what would happen when 
everything collapsed. When we intro-
duced it, it was before the Colonial 
Pipeline, it was before the Solaris at-
tack, it was before knowing about the 
gangs in Russia, cyber gangs that pro-
liferate before the activity of China. 

I thank Chairman THOMPSON and 
Ranking Member KATKO for their lead-
ership in putting the security of our 
Nation’s cyber access first, whether 
they are computing resources used in 
voting technology or industrial control 
systems that support delivery of elec-
tricity, oil, and gas, or management of 
transportation systems that are vital 
to our Nation’s economic health. 

The Cybersecurity Vulnerability Re-
mediation Act was introduced, as I 
said, and passed the House during the 
115th and 116th Congresses and has 
been updated again in the 117th Con-
gress to meet the ever-evolving nature 
of cyber threats faced by Federal and 
private sector information systems and 
our Nation’s critical infrastructure. 

As I said before, it will be very im-
portant that the other body seriously 
considers the cyber threats against 
this Nation. This bill goes significantly 
further than the first cybersecurity 
vulnerability act that I introduced in 
the 115th Congress to address the in-
stance of zero-day events that can lead 
to catastrophic cybersecurity failures 
of information and computing systems. 

It is estimated that 85 percent of 
critical infrastructure is owned by the 
private sector, and for far too long this 
fact has hampered efforts to establish 
stronger requirements for cybersecu-
rity by owners and operators. 

Private sector critical infrastructure 
failure due to a cyberattack is no 
longer a private matter when it can 
have massive impacts on the public, 
such as disruption of gasoline flowing 
to filling stations, which we saw re-
cently. 

My bill, the Cybersecurity Vulner-
ability Remediation Act, will expand 
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the definition of security vulnerability 
to include cybersecurity vulnerability; 
add sharing mitigation protocols to 
counter cybersecurity vulnerabilities; 
establish protocols to counter cyberse-
curity vulnerabilities involving infor-
mation system and industrial control 
systems, which will include vulnerabil-
ities related to software or hardware 
that is no longer supported by a ven-
dor; direct the undersecretary for DHS 
Office of Science and Technology to 
stand up a competition to find solu-
tions to known cybersecurity vulnera-
bilities; provide greater transparency 
on how the Department of Homeland 
Security CISA is coordinating cyberse-
curity vulnerability disclosures 
through the sharing of actionable pro-
tocols to mitigate cybersecurity vul-
nerabilities with information systems 
and industrial control systems owners 
and operators. 

b 1330 
H.R. 2980 bolsters the efforts to en-

gage critical infrastructure owners and 
operators in communicating cybersecu-
rity threats and lays the foundation for 
greater transparency on the real 
threats posed by cyberterrorists to pri-
vate and government sector critical in-
frastructure and information systems, 
which impact the people of this Nation. 

This legislation allows the science 
and technology director, in consulta-
tion with CISA, to establish an incen-
tive-based program that allows indus-
try, individuals, academia, and others 
to compete in identifying remediation 
solutions for cybersecurity vulnerabili-
ties to information systems and indus-
trial control systems, including super-
visory control and data acquisition 
systems. 

This bill, when it becomes law, will 
put our Nation’s best minds to work on 
closing the vulnerabilities that cyber 
thieves and terrorists use to access, 
disrupt, corrupt, or take control of 
critical infrastructure information sys-
tems. 

In addition to these changes, the bill 
requires a report to Congress that may 
contain a classified annex. 

The report will provide information 
on how DHS coordinates cybersecurity 
vulnerability disclosures and dissemi-
nates actionable protocols to mitigate 
cybersecurity vulnerabilities involving 
information systems and industrial 
systems. 

Congress needs to know how preva-
lent and persistent cybersecurity 
threats targeting critical infrastruc-
ture and information systems might 
be, especially if those threats result in 
a payment of ransom. They need to 
know about a payment of ransom. 

Paying a ransom for ransomware 
emboldens and encourages bad cyber 
actors and places everyone at greater 
risk for the financial and societal costs 
of increases in threats as others seek 
payouts. 

The SPEAKER pro tempore. The 
time of the gentlewoman has expired. 

Ms. CLARKE of New York. Madam 
Speaker, I yield the gentlewoman an 
additional 1 minute. 

Ms. JACKSON LEE. Madam Speaker, 
as long as there is silence about 
cyberattacks like ransomware, the 
criminals and terrorists will remain 
out of reach and continue to feel safe 
and emboldened in carrying out these 
attacks, often from the soil of our en-
emies or peer competitors. 

I applaud and thank the Biden ad-
ministration for its quick action in re-
sponding to the attack against Colo-
nial Pipeline, but it did shut down the 
whole East Coast, and he did it by an 
executive order. 

Today, our Nation is in a cybersecu-
rity crisis. The attacks against Fed-
eral, State, local, territorial, and Trib-
al Governments, as well as threats 
posed to private information systems 
and critical information systems make 
this bill necessary. 

So I am hoping, along with those who 
have been attacked, like the Metropoli-
tan Police Department, the medical 
system in Houston—the gang known as 
the Babuk group released thousands of 
Metropolitan Police sensitive docu-
ments, and it goes on and on. 

Madam Speaker, I include in the 
RECORD four articles regarding this 
issue. 

[From the Forbes Magazine, July 20, 2021] 
TURNING UP THE HEAT: A RANSOMWARE AT-

TACK ON CRITICAL INFRASTRUCTURE IS A 
NIGHTMARE SCENARIO 

(By Richard Tracy, Forbes Councils Member) 
Ransomware attacks in 2020 were up more 

than 150% compared to the previous year, 
while ransomware payments were up over 
300%. 

Over the past six months, we’ve seen a 
number of ransomware attacks against crit-
ical infrastructure—from a water treatment 
facility to a gas pipeline and multiple food 
distribution companies—all of which present 
clear and present danger to society. The im-
pact was so dire—with recent research find-
ing over seven ransomware attacks per 
hour—that the Department of Justice ele-
vated ransomware attacks to a similar pri-
ority as terrorism. 

The recent Colonial Pipeline hack, in par-
ticular, appears to have struck a nerve, as 
there is finally discussion about cybersecu-
rity standards for the pipeline industry. 
That would be a good start and one that is 
long overdue considering the importance of 
fuel distribution for our economy and overall 
way of life. 

However, the oil and gas industry is just 
one element in a single critical infrastruc-
ture sector—the energy sector. DHS has de-
fined sixteen critical infrastructure sectors, 
and each is deemed critical for the proper 
functioning of our society. Due to the con-
nected nature of everything these days, each 
sector is a potential cyber target. Disruption 
to any critical infrastructure segment has 
potentially dire economic, safety and na-
tional security consequences. As such, it 
only makes sense to address cybersecurity 
risk management for all sectors, not just oil 
and gas. 

The threat goes beyond the pipeline. 
To better understand the need to focus on 

all critical infrastructure, let’s look at the 
power grid. Imagine a ransomware attack 
against the power grid that services highly 
populated areas in the desert southwest. 
Now, imagine this attack takes place during 
the hottest part of the summer. 

Think about the heat-related deaths that 
would likely occur and the impact on med-

ical supplies that require refrigeration. Yes, 
there are generator backups in hospitals 
where supplies are stored, but we already 
know from the pipeline hack that the fuel 
needed to run these generators can be dis-
rupted too. It’s also important to note that 
hospitals, also considered critical infrastruc-
ture, have also suffered from ransomware at-
tacks. In fact, hospitals have had an even 
bigger target on their backs in recent 
months. The connected nature of our critical 
infrastructure compounds the problem and 
potential impacts. 

To further illustrate how important the 
power grid is to our citizens, Protect Our 
Power, an independent, non-profit advocacy 
and educational organization focused solely 
on driving increased resilience of the U.S. 
electric grid to attacks, recently conducted 
a public opinion poll of 1,095 Americans. 
Most notably, the study found: 

86 percent of Americans are concerned that 
the grid is vulnerable to a serious 
cyberattack. 

70 percent say they would feel unsafe in 
the event of an extended power outage of two 
weeks or more. 

66 percent believe their quality of life will 
suffer from an outage lasting more than 
seven days. 

64 percent say they are unprepared for an 
extended power outage that will last more 
than two weeks. 

70 percent say the infrastructure bill 
should include funding to address this impor-
tant issue. 

Only 16 percent believe the federal govern-
ment is doing all it can to prevent an attack 
on the grid. 

As most Americans agree, the federal gov-
ernment can and should do more to help se-
cure all of our critical infrastructures. 

Recent ransomware attacks against crit-
ical infrastructure help us understand stand-
ards and practices that would have helped. 
For example, multi-factor authentication 
(MFA), a widely recognized best practice, 
may have prevented the Colonial Pipeline 
hack. According to GAO, greater and more 
consistent adoption of the NIST CSF, which 
was specifically developed to help critical in-
frastructure manage cyber risk, would ben-
efit cyber risk management efforts across all 
critical infrastructure sectors. 

In summary, we need to secure all critical 
infrastructure sectors. The power grid exam-
ple used here illustrates how dire the con-
sequences could be. It’s time to move. Sum-
mer is upon us, and the desert southwest is 
getting hot. 

[From the New York Times, July 19, 2021] 
U.S. FORMALLY ACCUSES CHINA OF HACKING 

MICROSOFT 
(By Zolan Kanno-Youngs, David E. Sanger) 
WASHINGTON.—The Biden administration 

on Monday formally accused the Chinese 
government of breaching Microsoft email 
systems used by many of the world’s largest 
companies, governments and military con-
tractors, as the United States joined a broad 
group of allies, including all NATO members, 
to condemn Beijing for cyberattacks around 
the world. 

The United States accused China for the 
first time of paying criminal groups to con-
duct large-scale hackings, including 
ransomware attacks to extort companies for 
millions of dollars, according to a statement 
from the White House. Microsoft had pointed 
to hackers linked to the Chinese Ministry of 
State Security for exploiting holes in the 
company’s email systems in March; the U.S. 
announcement on Monday morning was the 
first suggestion that the Chinese government 
hired criminal groups to hack tens of thou-
sands of computers and networks around the 
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world for ‘‘significant remediation costs for 
its mostly private sector victims,’’ according 
to the White House. 

Secretary of State Antony J. Blinken said 
in a statement on Monday that China’s Min-
istry of State Security ‘‘has fostered an eco-
system of criminal contract hackers who 
carry out both state-sponsored activities and 
cybercrime for their own financial gain.’’ 

‘‘These contract hackers cost governments 
and businesses billions of dollars in stolen 
intellectual property, ransom payments, and 
cybersecurity mitigation efforts, all while 
the MSS had them on its payroll,’’ Mr. 
Blinken said. 

Condemnation from NATO and the Euro-
pean Union is unusual, because most of their 
member countries have been deeply reluc-
tant to publicly criticize China, a major 
trading partner. But even Germany, whose 
companies were hit hard by the hacking of 
Microsoft Exchange—email systems that 
companies maintain on their own, rather 
than putting them in the cloud—cited the 
Chinese government for its work. 

‘‘We call on all states, including China, to 
uphold their international commitments and 
obligations and to act responsibly in the 
international system, including in cyber-
space,’’ according to a statement from 
NATO. 

Despite the broadside, the announcement 
lacked sanctions similar to ones that the 
White House imposed on Russia in April, 
when it blamed the country for the extensive 
SolarWinds attack that affected U.S. govern-
ment agencies and more than 100 companies. 
(The Justice Department on Friday did 
unseal an indictment from May charging for 
Chinese residents with a campaign to hack 
computer systems of dozens of companies, 
universities and government entities in the 
United States between 2011 and 2018. The 
hackers developed front companies to hide 
any role the Chinese government had in 
backing the operation, according to the Jus-
tice Department.) 

By imposing sanctions on Russia and orga-
nizing allies to condemn China, the Biden ad-
ministration has delved deeper into a digital 
Cold War with its two main geopolitical ad-
versaries than at any time in modern his-
tory. 

While there is nothing new about digital 
espionage from Russia and China—and ef-
forts by Washington to block it—the Biden 
administration has been surprisingly aggres-
sive in calling out both countries and orga-
nizing a coordinated response. 

But so far, it has not yet found the right 
mix of defensive and offensive actions to cre-
ate effective deterrence, most outside ex-
perts say. And the Russians and the Chinese 
have grown bolder. The SolarWinds attack, 
one of the most sophisticated ever detected 
in the United States, was an effort by Rus-
sia’s lead intelligence service to alter code in 
widely used network-management software 
to gain access to more than 18,000 businesses, 
federal agencies and think tanks. 

China’s effort was not as sophisticated, but 
it took advantage of a vulnerability that 
Microsoft had not discovered and used it to 
conduct espionage and undercut confidence 
in the security of systems that companies 
use for their primary communications. It 
took the Biden administration months to de-
velop what officials say is ‘‘high confidence’’ 
that the hacking of the Microsoft email sys-
tem was done at the behest of the Ministry 
of State Security, the senior administration 
official said, and abetted by private actors 
who had been hired by Chinese intelligence. 

The last time China was caught in such 
broad-scale surveillance was in 2014, when it 
stole more than 22 million security-clear-
ance files from the Office of Personnel Man-
agement, allowing a deep understanding of 

the lives of Americans who are cleared to 
keep the nation’s secrets. 

President Biden has promised to fortify the 
government, making cybersecurity a focus of 
his summit meeting in Geneva with Presi-
dent Vladimir V. Putin of Russia last month. 
But his administration has faced questions 
about how it will also address the growing 
threat from China, particularly after the 
public exposure of the Microsoft hacking. 

Speaking to reporters on Sunday, the sen-
ior administration official acknowledged 
that the public condemnation of China would 
only do so much to prevent future attacks. 

‘‘No one action can change China’s behav-
ior in cyberspace,’’ the official said. ‘‘And 
neither could just one country acting on its 
own.’’ 

But the decision not to impose sanctions 
on China was also telling: It was a step many 
allies would not agree to take. 

Instead, the Biden administration settled 
on corralling enough allies to join the public 
denunciation of China to maximize pressure 
on Beijing to curtail the cyberattacks, the 
official said. 

The joint statement criticizing China, to 
be issued by the United States, Australia, 
Britain, Canada, the European Union, Japan 
and New Zealand, is unusually broad. It is 
also the first such statement from NATO 
publicly targeting Beijing for cybercrimes. 

The European Union condemned on Mon-
day ‘‘malicious cyberactivities’’ undertaken 
from the Chinese territory but stopped short 
of denouncing the responsibility of the Chi-
nese government. 

‘‘This irresponsible and harmful behavior 
resulted in security risks and significant 
economic our loss for government institu-
tions and private companies, and has shown 
significant spillover and systemic effects for 
our security, economy and society at large,’’ 
Josep Borrell Fontelles, the E.U.’s foreign 
policy chief, said in a statement. ‘‘These ac-
tivities can be linked to the hacker groups,’’ 
the statement added. 

Mr. Borrell called on Chinese authorities 
not to allow ‘‘its territory to be used’’ for 
such activities, and to ‘‘take all appropriate 
measures and reasonably available and fea-
sible steps to detect, investigate and address 
the situation.’’ 

The National Security Agency, F.B.I. and 
Cybersecurity and Infrastructure Security 
Agency also issued an advisory on Monday 
warning that Chinese hacking presented a 
‘‘major threat’’ to the United States and its 
allies. China’s targets include ‘‘political, 
economic, military, and educational institu-
tions, as well as critical infrastructure.’’ 

Criminal groups hired by the government 
aim to steal sensitive data, critical tech-
nologies and intellectual properties, accord-
ing to the advisory. 

The F.B.I. took an unusual step in the 
Microsoft hacking: In addition to inves-
tigating the attacks, the agency obtained a 
court order that allowed it to go into 
unpatched corporate systems and remove 
elements of code left by the Chinese hackers 
that could allow follow-up attacks. It was 
the first time that the F.B.I. acted to reme-
diate an attack as well as investigate its per-
petrators. 

[From the New York Times, Updated June 8, 
2021] 

PIPELINE ATTACK YIELDS URGENT LESSONS 
ABOUT U.S. CYBERSECURITY 

(By David E. Sanger, Nicole Perlroth) 
For years, government officials and indus-

try executives have run elaborate simula-
tions of a targeted cyberattack on the power 
grid or gas pipelines in the United States, 
imagining how the country would respond. 

But when the real, this-is-not-a-drill mo-
ment arrived, it didn’t look anything like 
the war games. 

The attacker was not a terror group or a 
hostile state like Russia, China or Iran, as 
had been assumed in the simulations. It was 
a criminal extortion ring. The goal was not 
to disrupt the economy by taking a pipeline 
offline but to hold corporate data for ran-
som. 

The most visible effects—long lines of 
nervous motorists at gas stations—stemmed 
not from a government response but from a 
decision by the victim, Colonial Pipeline, 
which controls nearly half the gasoline, jet 
fuel and diesel flowing along the East Coast, 
to turn off the spigot. It did so out of con-
cern that the malware that had infected its 
back-office functions could make it difficult 
to bill for fuel delivered along the pipeline or 
even spread into the pipeline’s operating sys-
tem. 

What happened next was a vivid example of 
the difference between tabletop simulations 
and the cascade of consequences that can fol-
low even a relatively unsophisticated attack. 
The aftereffects of the episode are still play-
ing out, but some of the lessons are already 
clear, and demonstrate how far the govern-
ment and private industry have to go in pre-
venting and dealing with cyberattacks and 
in creating rapid backup systems for when 
critical infrastructure goes down. 

In this case, the long-held belief that the 
pipeline’s operations were totally isolated 
from the data systems that were locked up 
by DarkSide, a ransomware gang believed to 
be operating out of Russia, turned out to be 
false. And the company’s decision to turn off 
the pipeline touched off a series of dominoes 
including panic buying at the pumps and a 
quiet fear inside the government that the 
damage could spread quickly. 

A confidential assessment prepared by the 
Energy and Homeland Security Departments 
found that the country could only afford an-
other three to five days with the Colonial 
pipeline shut down before buses and other 
mass transit would have to limit operations 
because of a lack of diesel fuel. Chemical fac-
tories and refinery operations would also 
shut down because there would be no way to 
distribute what they produced, the report 
said. 

And while President Biden’s aides an-
nounced efforts to find alternative ways to 
haul gasoline and jet fuel up the East Coast, 
none were immediately in place. There was a 
shortage of truck drivers, and of tanker cars 
for trains. 

‘‘Every fragility was exposed,’’ Dmitri 
Alperovitch, a co-founder of CrowdStrike, a 
cybersecurity firm, and now chairman of the 
think tank Silverado Policy Accelerator. 
‘‘We learned a lot about what could go 
wrong. Unfortunately, so did our adver-
saries.’’ 

The list of lessons is long. Colonial, a pri-
vate company, may have thought it had an 
impermeable wall of protections, but it was 
easily breached. Even after it paid the extor-
tionists nearly $5 million in digital currency 
to recover its data, the company found that 
the process of decrypting its data and turn-
ing the pipeline back on again was agoniz-
ingly slow, meaning it will still be days be-
fore the East Coast gets back to normal. 

‘‘This is not like flicking on a light 
switch,’’ Mr. Biden said Thursday, noting 
that the 5,500-mile pipeline had never before 
been shut down. 

For the administration, the event proved a 
perilous week in crisis management. Mr. 
Biden told aides, one recalled, that nothing 
could wreak political damage faster than tel-
evision images of gas lines and rising prices, 
with the inevitable comparison to Jimmy 
Carter’s worse moments as president. 

Mr. Biden feared that, unless the pipeline 
resumed operations, panic receded and price 
gouging was nipped in the bud, the situation 

VerDate Sep 11 2014 06:56 Jul 21, 2021 Jkt 019060 PO 00000 Frm 00027 Fmt 7634 Sfmt 0634 E:\CR\FM\A20JY7.012 H20JYPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 H
O

U
S

E

--



CONGRESSIONAL RECORD — HOUSEH3700 July 20, 2021 
would feed concerns that the economic re-
covery is still fragile and that inflation is 
rising. 

Beyond the flurry of actions to get oil 
moving on trucks, trains and ships, Mr. 
Biden published a long-gestating executive 
order that, for the first time, seeks to man-
date changes in cybersecurity. 

And he suggested that he was willing to 
take steps that the Obama administration 
hesitated to take during the 2016 election 
hacks—direct action to strike back at the 
attackers. 

‘‘We’re also going to pursue a measure to 
disrupt their ability to operate,’’ Mr. Biden 
said, a line that seemed to hint that United 
States Cyber Command, the military’s 
cyberwarfare force, was being authorized to 
kick DarkSide off line, much as it did to an-
other ransomware group in the fall ahead of 
the presidential election. 

Hours later, the group’s internet sites went 
dark. By early Friday, DarkSide, and several 
other ransomware groups, including Babuk, 
which has hacked Washington D.C.’s police 
department, announced they were getting 
out of the game. 

DarkSide alluded to disruptive action by 
an unspecified law enforcement agency, 
though it was not clear if that was the result 
of U.S. action or pressure from Russia ahead 
of Mr. Biden’s expected summit with Presi-
dent Vladimir V. Putin. And going quiet 
might simply have reflected a decision by 
the ransomware gang to frustrate retaliation 
efforts by shutting down its operations, per-
haps temporarily. 

The Pentagon’s Cyber Command referred 
questions to the National Security Council, 
which declined to comment. 

The episode underscored the emergence of 
a new ‘‘blended threat,’’ one that may come 
from cybercriminals, but is often tolerated, 
and sometimes encouraged, by a nation that 
sees the attacks as serving its interests. 
That is why Mr. Biden singled out Russia— 
not as the culprit, but as the nation that 
harbors more ransomware groups than any 
other country. 

‘‘We do not believe the Russian govern-
ment was involved in this attack, but we do 
have strong reason to believe the criminals 
who did this attack are living in Russia,’’ 
Mr. Biden said. ‘‘We have been in direct com-
munication with Moscow about the impera-
tive for responsible countries to take action 
against these ransomware networks.’’ 

With DarkSide’s systems down, it is un-
clear how Mr. Biden’s administration would 
retaliate further, beyond possible indict-
ments and sanctions, which have not de-
terred Russian cybercriminals before. Strik-
ing back with a cyberattack also carries its 
own risks of escalation. 

The administration also has to reckon 
with the fact that so much of America’s crit-
ical infrastructure is owned and operated by 
the private sector and remains ripe for at-
tack. 

‘‘This attack has exposed just how poor our 
resilience is,’’ said Kiersten E. Todt, the 
managing director of the nonprofit Cyber 
Readiness Institute. ‘‘We are overthinking 
the threat, when we’re still not doing the 
bare basics to secure our critical infrastruc-
ture.’’ 

The good news, some officials said, was 
that Americans got a wake-up call. Congress 
came face-to-face with the reality that the 
federal government lacks the authority to 
require the companies that control more 
than 80 percent of the nation’s critical infra-
structure adopt minimal levels of cybersecu-
rity. 

The bad news, they said, was that Amer-
ican adversaries—not only superpowers but 
terrorists and cybercriminals—learned just 
how little it takes to incite chaos across a 

large part of the country, even if they do not 
break into the core of the electric grid, or 
the operational control systems that move 
gasoline, water and propane around the 
country. 

Something as basic as a well-designed 
ransomware attack may easily do the trick, 
while offering plausible deniability to states 
like Russia, China and Iran that often tap 
outsiders for sensitive cyberoperations. 

It remains a mystery how DarkSide first 
broke into Colonial’s business network. The 
privately held company has said virtually 
nothing about how the attack unfolded, at 
least in public. It waited four days before 
having any substantive discussions with the 
administration, an eternity during a 
cyberattack. 

Cybersecurity experts also note that Colo-
nial Pipeline would never have had to shut 
down its pipeline if it had more confidence in 
the separation between its business network 
and pipeline operations. 

‘‘There should absolutely be separation be-
tween data management and the actual oper-
ational technology,’’ Ms. Todt said. ‘‘Not 
doing the basics is frankly inexcusable for a 
company that carries 45 percent of gas to the 
East Coast.’’ 

Other pipeline operators in the United 
States deploy advanced firewalls between 
their data and their operations that only 
allow data to flow one direction, out of the 
pipeline, and would prevent a ransomware 
attack from spreading in. 

Colonial Pipeline has not said whether it 
deployed that level of security on its pipe-
line. Industry analysts say many critical in-
frastructure operators say installing such 
unidirectional gateways along a 5,500-mile 
pipeline can be complicated or prohibitively 
expensive. Others say the cost to deploy 
those safeguards are still cheaper than the 
losses from potential downtime. 

Deterring ransomware criminals, which 
have been growing in number and brazenness 
over the past few years, will certainly be 
more difficult than deterring nations. But 
this week made the urgency clear. 

‘‘It’s all fun and games when we are steal-
ing each other’s money,’’ said Sue Gordon, a 
former principal deputy director of national 
intelligence, and a longtime C.I.A. analyst 
with a specialty in cyber issues, said at a 
conference held by The Cipher Brief, an on-
line intelligence newsletter. ‘‘When we are 
messing with a society’s ability to operate, 
we can’t tolerate it.’’ 

[From MeriTalk: Improving the Outcomes of 
Government IT, May 20, 2021] 

HOUSE HOMELAND SECURITY COMMITTEE 
ADVANCES SLATE OF CYBERSECURITY BILLS 

(By Lamar Johnson) 
The House Homeland Security Committee 

voted May 18 to advance five bills that would 
look to improve the nation’s cybersecurity 
in several areas, including protecting pipe-
line infrastructure, testing cybersecurity 
readiness, and improving state and local cy-
bersecurity, among others. 

The bills to advance out of committee in-
cluded the Pipeline Security Act, the CISA 
(Cybersecurity and Infrastructure Security 
Agency) Cyber Exercise Act, and the State 
and Local Cybersecurity Improvement Act. 
Also advanced out of committee were the Cy-
bersecurity Vulnerability Remediation Act, 
introduced by Rep. Sheila Jackson Lee, D- 
Tex., and the Domains Critical to Homeland 
Security Act, introduced by Rep. John 
Katko, R-N.Y., the ranking member on the 
committee. 

‘‘Since the beginning of this Congress, this 
Committee has engaged in extensive over-
sight of these events and how the Federal 
government partners with others to defend 

our networks,’’ Chairman Bennie Thompson, 
D-Miss., said in a release. ‘‘The legislation 
we reported today was the result of this 
oversight. I am pleased that they received 
broad bipartisan support and hope they are 
considered on the House floor in short 
order.’’ 

The Pipeline Security Act was reintro-
duced by Rep. Emmanuel Cleaver, D-Mo. just 
a day before advancing out of committee, 
with the Colonial Pipeline ransomware at-
tack still top of mind. If passed, it will cod-
ify CISA and the Transportation Security 
Agency’s responsibilities in protecting pipe-
lines from cyberattacks and terrorist at-
tacks. 

‘‘The Colonial Pipeline ransom ware at-
tack that shut down one [of] our nation’s 
largest pipelines and triggered fuel shortages 
across the northeast has brought new ur-
gency to our work to protect the country’s 
critical infrastructure. This attack also fol-
lows a string of disturbing cyberattacks 
against government entities and the private 
sector,’’ Thompson said. 

The CISA Cyber Exercise Act would au-
thorize and require CISA to establish a Na-
tional Cyber Exercise Program responsible 
for testing the nation’s cyber readiness. The 
bill was introduced by Elissa Slotkin, D- 
Mich., and would direct the agency to create 
a set of exercises that states, local govern-
ments, and private sector businesses could 
use to test their cyber readiness. 

State and local governments get a win 
with the advancement of the State and Local 
Cybersecurity Improvement Act. The bill 
was reintroduced by Rep. Yvette Clarke, D- 
N.Y., on May 12, and a similar version passed 
in the House in the last Congress. The bill 
would direct the Department of Homeland 
Security (DHS) to create a $500 million-per- 
year grant program to incentivize state and 
local governments to work to improve their 
cybersecurity. 

The committee also advanced two bills 
aimed at protecting critical infrastructure 
and the supply chain after a recent spate of 
cyberattacks exposed vulnerabilities in the 
cybersecurity of each. 

Rep. Lee’s Cybersecurity Vulnerability Re-
mediation Act would authorize CISA to work 
with the owners and operators of critical in-
frastructure on mitigation strategies around 
known and critical vulnerabilities. Rep. 
Katko’s Domains Critical to Homeland Secu-
rity Act would direct DHS to do research and 
development around supply chain risks in 
domains that are critical to the nation’s 
economy. It would then be required to sub-
mit that report to Congress. 

The next step for all these bills is a vote on 
the full House floor. 

Ms. JACKSON LEE. Madam Speaker, 
I ask my colleagues to support this leg-
islation because there is a known list 
of these attacks from the ISS World to 
the $50 million paid. I ask my col-
leagues to support this legislation, and 
I ask my friends in the other body, to 
pass this legislation so it becomes law. 

Madam Speaker, I rise in support of H.R. 
2980, ‘‘The Cybersecurity Vulnerability Reme-
diation Act,’’ which authorizes the Department 
of Homeland Security to take actions to 
counter cybersecurity vulnerabilities in our na-
tion’s critical infrastructure. 

I thank Chairman THOMPSON and Ranking 
Member KATKO for their leadership in putting 
the security of our nation’s cyber assets first, 
whether they are computing resources used in 
voting technology or industrial control systems 
that support the delivery of electricity, oil and 
gas, or management of transportation systems 
that are vital to our nation’s economic health. 
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The Cybersecurity Vulnerability Remediation 

Act was introduced and passed the House 
during the 115th and 116th Congresses and 
has been updated again in the 117th Con-
gress to meet the ever-evolving nature of 
cyber threats faced by federal and private sec-
tor information systems and our nation’s crit-
ical infrastructure. 

This bill goes significantly further than the 
first Cybersecurity Vulnerability bill that I intro-
duced in the 115th Congress, to address the 
instance of Zero Day Events that can lead to 
catastrophic cybersecurity failures of informa-
tion and computing systems. 

It is estimated that eighty-five percent of crit-
ical infrastructure is owned by the private sec-
tor and for far too long this fact has hampered 
efforts to establish stronger requirements for 
cybersecurity by owners and operators. 

Private sector critical infrastructure failure 
due to a cyberattack is no longer a private 
matter when it can have massive impacts on 
the public such as the disruption of gasoline 
flowing to filling stations. 

The Jackson Lee Cybersecurity Vulnerability 
Remediation Act will: 

Expand the definition of security vulnerability 
to include cybersecurity vulnerability; 

Adds sharing mitigation protocols to counter 
cybersecurity vulnerabilities; 

Establish protocols to counter cybersecurity 
vulnerabilities involving information systems 
and industrial control systems, which will in-
clude vulnerabilities related to software, or 
hardware that is no longer supported by a 
vendor; 

Direct the Under Secretary for the DHS Of-
fice of Science and Technology to standup a 
competition to find solutions to known cyber-
security vulnerabilities; and 

Provide greater transparency on how the 
Department of Homeland Security’s Cyberse-
curity and Information Security Agency (CISA) 
is coordinating cybersecurity vulnerability dis-
closures through the sharing of actionable pro-
tocols to mitigate cybersecurity vulnerabilities 
with information systems and industrial control 
systems owners and operators. 

H.R. 2890 bolsters the efforts to engage 
critical infrastructure owners and operators in 
communicating cybersecurity threats; and lays 
the foundation for greater transparency on the 
real threats posed by cyberterrorist to private 
and government sector critical infrastructure 
and information systems. 

The legislation allows the Science the Tech-
nology Directorate in consultation with CISA to 
establish an incentive based program that al-
lows industry, individuals, academia, and oth-
ers to compete in identifying remediation solu-
tions for cybersecurity vulnerabilities to infor-
mation systems and industrial control systems 
including supervisory control and data acquisi-
tion systems. 

This bill when it becomes law would put our 
nation’s best minds to work on closing the 
vulnerabilities that cyber-thieves and terrorists 
to use them to access, disrupt, corrupt, or take 
control of critical infrastructure and information 
systems. 

In addition to these changes, the bill re-
quires a report to Congress that may contain 
a classified annex. 

The report will provide information on how 
DHS: 

Coordinates cybersecurity vulnerability dis-
closures; and 

Disseminates actionable protocols to miti-
gate cybersecurity vulnerabilities involving in-
formation system and industrial systems. 

Congress needs to know how prevalent and 
persistent cybersecurity threats targeting crit-
ical infrastructure and information systems 
might be, especially if those threats result in a 
payment of ransom. 

Paying a ransom for ransomware 
emboldens and encourages bad cyber actors 
and places everyone at greater risk for the fi-
nancial and societal costs of increases in 
threats as other seek payouts. 

As long as there is silence about cyber-at-
tacks like ransomware the criminals and ter-
rorists will remain out of reach and continue to 
feel safe in carrying out these attacks often 
from the soil of our enemies or peer competi-
tors. 

A company cannot stand up to Russia or 
China, but the United States can and has 
done so to protect our national interest. 

I applaud and thank the Biden Administra-
tion for its quick action to respond to the at-
tack against Colonial Pipeline in issuing a new 
Executive Order. 

Today, our nation is in a cybersecurity cri-
sis. 

My concern regarding the security of infor-
mation networks began in 2015 when the Of-
fice of Personnel Management’s data breach 
resulted in the theft of millions of sensitive per-
sonnel records on federal employees. 

The attacks against federal, state, local, ter-
ritorial, and tribal governments, as well as 
threats posed to private information systems, 
and critical infrastructure systems makes this 
bill necessary. 

On May 13, 2021 it was reported that the 
DC Metropolitan Police Department had expe-
rienced the worst reported cyberattack against 
a police department in the United States. 

The gang, known as the Babuk group, re-
leased thousands of the Metropolitan Police 
Department’s sensitive documents on the dark 
web because the department would not pay. 

Cyberthreats are not limited to information 
related to government employees. 

In February 2021, a cyberattack on an 
Oldsmar, Florida water treatment facility in-
volved increasing the levels of sodium hydrox-
ide from 100 parts per million to 11,100 parts 
per million in drinking water. 

However, the levels of this chemical in the 
water produced by Oldsmar, Florida was in-
creased to levels that would cause harm to 
people if they drank or used it. 

This is just one example of how terrorists 
can attack critical infrastructure and cause 
threats to health, safety and life. 

Cyber terrorists and cyber criminals are also 
motivated to attack information networks in ex-
change for money. 

The sources of revenue from cyberattacks 
has moved from demands of payment for 
thieves not to release information—to the sale 
of stolen information on the dark web and now 
to a sophisticated denial of service attack in 
the form of ransomware that locks a system 
using encryption until the victim pays. 

A list of known ransomware attacks in 2020 
that are suspected of paying ransoms, in-
cluded: 

ISS World (Denmark) paid an estimated 
cost: $74 million; 

Cognizant (US) paid an estimated $50 mil-
lion; 

Sopra Steria (French) paid estimated $50 
million; 

Redcar and Cleveland Council (UK) paid an 
estimated $14 million; and 

University of California San Francisco (US) 
paid an estimated $1.14 million. 

There are likely many other attacks that are 
not publicly known and this must change if we 
are to defeat this threat. 

Ransomware is becoming the tool of choice 
for those seeking a payout because it can be 
carried out against anyone or any entity by 
perpetrators who are far from U.S. shores. 

The Colonial Pipeline incident is just one in 
a long line of successful attacks or infiltrations 
carried out against domestic information sys-
tems and critical infrastructure with increasing 
consequences for the life, health, safety, and 
economic security of our citizens. 

CEO Joseph Blount testified before the U.S. 
Senate that the attack occurred using a legacy 
Virtual Private Network (VPN) system that did 
not have multifactor authentication. 

In other words, hackers were able to gain 
access to this critical infrastructure as a result 
of a single compromised password. 

There would be no need for the Cybersecu-
rity Vulnerability Remediation Act if owners 
and operators were succeeding in meeting the 
cybersecurity needs of critical infrastructure. 

I know that there is more that should and 
ought to be done to address the issue of 
cybercrime and I will be pursuing this avenue 
under the jurisdiction of the House Judiciary 
Committee, as the chair of the Subcommittee 
on Crime, Terrorism and Homeland Security. 

Madam Speaker, I ask that my colleagues 
vote in support of H.R. 2890. 

Mr. KATKO. Madam Speaker, I have 
no further speakers, and I urge Mem-
bers to support this bill. I yield back 
the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield myself the balance of 
my time. 

Madam Speaker, our adversaries are 
showing no signs of slowing their ef-
forts to undermine U.S. interests in 
cyberspace. 

Most often, hackers exploit known 
vulnerabilities. The Federal Govern-
ment can and should support efforts to 
address and mitigate known vulnera-
bilities. 

H.R. 2980 would do just that. 
I thank the gentlewoman from Texas 

for her foresight, and I urge my col-
leagues to support the bill. 

Madam Speaker, I yield back the bal-
ance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 2980, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. 
Madam Speaker, on that I demand the 
yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

CISA CYBER EXERCISE ACT 
Ms. CLARKE of New York. Madam 

Speaker, I move to suspend the rules 
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and pass the bill (H.R. 3223) to amend 
the Homeland Security Act of 2002 to 
establish in the Cybersecurity and In-
frastructure Security Agency the Na-
tional Cyber Exercise Program, and for 
other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3223 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘CISA Cyber 
Exercise Act’’. 
SEC. 2. NATIONAL CYBER EXERCISE PROGRAM. 

(a)IN GENERAL.—Subtitle A of title XXII of 
the Homeland Security Act of 2002 (6 U.S.C. 
651 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 2220A. NATIONAL CYBER EXERCISE PRO-

GRAM. 
‘‘(a)ESTABLISHMENT OF PROGRAM.— 
‘‘(1)IN GENERAL.—There is established in 

the Agency the National Cyber Exercise Pro-
gram (referred to in this section as the ‘Ex-
ercise Program’) to evaluate the National 
Cyber Incident Response Plan, and other re-
lated plans and strategies. 

‘‘(2)REQUIREMENTS.— 
‘‘(A)IN GENERAL.—The Exercise Program 

shall be— 
‘‘(i) based on current risk assessments, in-

cluding credible threats, vulnerabilities, and 
consequences; 

‘‘(ii) designed, to the extent practicable, to 
simulate the partial or complete incapacita-
tion of a government or critical infrastruc-
ture network resulting from a cyber inci-
dent; 

‘‘(iii) designed to provide for the system-
atic evaluation of cyber readiness and en-
hance operational understanding of the 
cyber incident response system and relevant 
information sharing agreements; and 

‘‘(iv) designed to promptly develop after- 
action reports and plans that can quickly in-
corporate lessons learned into future oper-
ations. 

‘‘(B)MODEL EXERCISE SELECTION.—The Ex-
ercise Program shall— 

‘‘(i) include a selection of model exercises 
that government and private entities can 
readily adapt for use; and— 

‘‘(ii) aid such governments and private en-
tities with the design, implementation, and 
evaluation of exercises that— 

‘‘(I) conform to the requirements described 
in subparagraph (A); 

‘‘(II) are consistent with any applicable na-
tional, State, local, or Tribal strategy or 
plan; and 

‘‘(III) provide for systematic evaluation of 
readiness. 

‘‘(3)CONSULTATION.—In carrying out the Ex-
ercise Program, the Director may consult 
with appropriate representatives from Sec-
tor Risk Management Agencies, cybersecu-
rity research stakeholders, and Sector Co-
ordinating Councils. 

‘‘(b)DEFINITIONS.—In this section: 
‘‘(1)STATE.—The term ‘State’ means any 

State of the United States, the District of 
Columbia, the Commonwealth of Puerto 
Rico, the Northern Mariana Islands, the 
United States Virgin Islands, Guam, Amer-
ican Samoa, and any other territory or pos-
session of the United States. 

‘‘(2)PRIVATE ENTITY.—The term ‘private en-
tity’ has the meaning given such term in sec-
tion 102 of the Cybersecurity Information 
Sharing Act of 2015 (6 U.S.C. 1501).’’. 

(b)TECHNICAL AMENDMENTS.— 
(1)HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 
‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 

TO .GOV INTERNET DOMAIN.’’; 
(B) in the second section 2215 (6 U.S.C. 665b; 

relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 
‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 

(C) in the third section 2215 (6 U.S.C. 665c; 
relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2217. CYBERSECURITY STATE COORDI-

NATOR.’’; 
(D) in the fourth section 2215 (6 U.S.C. 665d; 

relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-

CIES.’’; 
(E) in section 2216 (6 U.S.C. 665e; relating to 

the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 
‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-

MITTEE.’’; 
and 

(F) in section 2217 (6 U.S.C. 665f; relating to 
Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 

TRAINING PROGRAMS.’’. 
(2)CONSOLIDATED APPROPRIATIONS ACT, 

2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(c)CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 

‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs. 
‘‘Sec. 2220A. National Cyber Exercise Pro-

gram.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 

Ms. CLARKE of New York. Madam 
Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and to include extraneous mate-
rial on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, as Americans pre-
pared for their 4th of July holiday 
weekends, a Russian-based cybercrime 
crime group launched a ransomware at-
tack that would affect up to 1,500 
small- and medium-sized businesses 
and local governments. 

The Kaseya ransomware attacks fol-
lowed a series of cyberattacks, includ-
ing one that resulted in the shutdown 
of 5,500 miles of pipeline on the East 
Coast. 

The unfortunate reality is that the 
rate and ferocity of cyberattacks show 
no signs of ebbing. 

State actors and cybercriminals 
alike use cyber tools to advance their 
goals, regardless of whether they are 
driven by geopolitical considerations 
or profiteering. 

Together, the Federal Government 
and its State, local, and private sector 
partners must do everything in their 
power to defend our networks while de-
terring and raising the cost of 
cyberattacks. 

At the same time, we must have test-
ed, exercised cyber-incident response 
plans in place in the event a malicious 
hacker successfully gains access to a 
victim network. 

Last year’s National Defense Author-
ization Act included language directing 
DHS, in coordination with interagency 
partners, to conduct four exercises over 
the next 12 years to test the resiliency, 
response, and recovery of the U.S. to a 
significant cyber incident impacting 
critical infrastructure. 

Such exercises are critical to under-
standing our national resilience to 
cyberattacks and where we need to in-
vest in improving capability. 

H.R. 3223 would complement the cap-
stone exercise program authorized last 
year. 

It directs the Cybersecurity and In-
frastructure Security Agency, or CISA, 
together with sector risk management 
agencies, to develop an exercise pro-
gram that is designed to more regu-
larly test and assess systemic pre-
paredness and resilience to 
cyberattacks against critical infra-
structure. 

The authorization includes require-
ments for the development of model ex-
ercises that State and local govern-
ments or private sector entities could 
readily adapt. 

Our collective resilience to 
cyberattacks demands that we regu-
larly assess and improve our ability to 
respond to cyberattacks. 

The exercise program authorized by 
H.R. 3223 will help State and local gov-
ernments and private sector critical in-
frastructure entities to do just that. 

So I urge my colleagues to support 
H.R. 3223, and I reserve the balance of 
my time 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

I rise today in support of H.R. 3223, 
the CISA Cyber Exercise Act. I thank 
my friend and colleague, Ms. SLOTKIN, 
for her leadership on this bill, which 
establishes a cyber exercise program 
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within CISA to elevate the National 
Cyber Incident Response Plan. 

As cyberattacks affecting our Na-
tion’s critical infrastructure continue 
to rise, it is imperative that State and 
local governments and the private sec-
tor leverage the free services CISA of-
fers to help prevent and mitigate the 
scourge of ransomware and other 
cyberattacks facing our Nation. 

I am pleased that this legislation will 
authorize another vital tool in CISA’s 
arsenal. 

I urge Members to join me in sup-
porting H.R. 3223, and I reserve the bal-
ance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield 2 minutes to the gen-
tlewoman from Michigan (Ms. 
SLOTKIN). 

Ms. SLOTKIN. Madam Speaker, I rise 
to urge my colleagues to support the 
CISA Cyber Exercise Act, a bipartisan 
bill to strengthen our preparation for 
cyber threats, which I introduced fol-
lowing the ransomware attacks on the 
Colonial Pipeline. 

Last month, I happened to have the 
Secretary of Agriculture, Mr. Vilsack 
join me in Ingham County in my dis-
trict to talk to farmers about pro-
tecting family farms, a very important 
topic in a rural community like mine. 
And when we went to open Q and A 
what I think shocked everybody was 
that the first man to stand up, the first 
farmer that stood up in his John Deere 
hat and his overalls wanted to know 
about cybersecurity. That was the first 
thing on his mind. 

I never imagined that, as a Member 
of Congress, I would find myself stand-
ing in a barn talking with local farm-
ers about ransomware, cyberattacks, 
and how we are going to protect our-
selves but, in fact, I have been having 
that conversation over and over again 
in my community. And that is because 
the last few months have made clear to 
all Americans that cybersecurity is not 
just a tech issue, it has gone main-
stream. It is at the very heart of pro-
tecting our critical infrastructure, en-
ergy, food, water, and healthcare that 
drives our daily lives, and it affects 
every single one of us. That is why just 
a week after a ransomware attack 
struck the world’s largest meat proc-
essor, these Ingham County farmers 
wanted to know how cyberattacks 
would affect their family farms, their 
livelihood. 

What would happen if we were struck 
by ransomware in Michigan? Who could 
they turn to to call for help? And above 
all, what is our government doing to 
protect citizens who are on the front 
lines of this threat? 

I introduced the CISA Cyber Exercise 
Act to help answer exactly those ques-
tions. 

This bill will make sure that our gov-
ernment is preparing for the full range 
of cyber threats and that we are giving 
our communities and businesses the 
tools they need to be secure and resil-
ient. 

It strengthens CISA, which is lit-
erally America’s 911 call for cybersecu-

rity, by formally establishing a Na-
tional Cyber Exercise Program to test 
our Nation’s response plans for major 
cyberattacks. 

It also directs CISA to build and ex-
pand a set of model cyber exercises 
that can be used by our State and local 
governments. 

By passing this legislation today, we 
are helping to ensure our Nation and 
our communities are protected. 

Mr. KATKO. Madam Speaker, I have 
no further speakers, and I urge Mem-
bers to support this fine bill. I yield 
back the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield myself the balance of 
my time. 

Madam Speaker, the country is expe-
riencing an unprecedented number of 
significant cyberattacks. 

From hospitals to schools to pipe-
lines and a meat processing plant, 
nothing is immune. 

The key to ensuring we are resilient 
to cyberattacks is to ensure that we 
have trained and tested cyber incident 
response plans. 

H.R. 3223, the CISA Cyber Exercise 
Act, is critical in that effort. 

I urge my colleagues to support H.R. 
3223, and I yield back the balance of my 
time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 3223. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. 
Madam Speaker, on that I demand the 
yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

DOMAINS CRITICAL TO HOMELAND 
SECURITY ACT 

Ms. CLARKE of New York. Madam 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 3264) to amend 
the Homeland Security Act of 2002 to 
require research and development to 
identify and evaluate the extent to 
which critical domain risks within the 
United States supply chain pose a sub-
stantial threat to homeland security, 
and for other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3264 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Domains 
Critical to Homeland Security Act’’. 
SEC. 2. CRITICAL DOMAIN RESEARCH AND DE-

VELOPMENT. 
(a) IN GENERAL.—Subtitle H of title VIII of 

the Homeland Security Act of 2002 (6 U.S.C. 

451 et seq.) is amended by adding at the end 
the following new section: 

‘‘SEC. 890B. HOMELAND SECURITY CRITICAL DO-
MAIN RESEARCH AND DEVELOP-
MENT. 

‘‘(a) IN GENERAL.— 
‘‘(1) RESEARCH AND DEVELOPMENT.—The 

Secretary is authorized to conduct research 
and development to— 

‘‘(A) identify United States critical do-
mains for economic security and homeland 
security; and 

‘‘(B) evaluate the extent to which disrup-
tion, corruption, exploitation, or dysfunction 
of any of such domain poses a substantial 
threat to homeland security. 

‘‘(2) REQUIREMENTS.— 
‘‘(A) RISK ANALYSIS OF CRITICAL DOMAINS.— 

The research under paragraph (1) shall in-
clude a risk analysis of each identified 
United States critical domain for economic 
security to determine the degree to which 
there exists a present or future threat to 
homeland security in the event of disruption, 
corruption, exploitation, or dysfunction to 
such domain. Such research shall consider, 
to the extent possible, the following: 

‘‘(i) The vulnerability and resilience of rel-
evant supply chains. 

‘‘(ii) Foreign production, processing, and 
manufacturing methods. 

‘‘(iii) Influence of malign economic actors. 
‘‘(iv) Asset ownership. 
‘‘(v) Relationships within the supply 

chains of such domains. 
‘‘(vi) The degree to which the conditions 

referred to in clauses (i) through (v) would 
place such a domain at risk of disruption, 
corruption, exploitation, or dysfunction. 

‘‘(B) ADDITIONAL RESEARCH INTO HIGH-RISK 
CRITICAL DOMAINS.—Based on the identifica-
tion and risk analysis of United States crit-
ical domains for economic security pursuant 
to paragraph (1) and subparagraph (A) of this 
paragraph, respectively, the Secretary may 
conduct additional research into those crit-
ical domains, or specific elements thereof, 
with respect to which there exists the high-
est degree of a present or future threat to 
homeland security in the event of disruption, 
corruption, exploitation, or dysfunction to 
such a domain. For each such high-risk do-
main, or element thereof, such research 
shall— 

‘‘(i) describe the underlying infrastructure 
and processes; 

‘‘(ii) analyze present and projected per-
formance of industries that comprise or sup-
port such domain; 

‘‘(iii) examine the extent to which the sup-
ply chain of a product or service necessary to 
such domain is concentrated, either through 
a small number of sources, or if multiple 
sources are concentrated in one geographic 
area; 

‘‘(iv) examine the extent to which the de-
mand for supplies of goods and services of 
such industries can be fulfilled by present 
and projected performance of other indus-
tries, identify strategies, plans, and poten-
tial barriers to expand the supplier indus-
trial base, and identify the barriers to the 
participation of such other industries; 

‘‘(v) consider each such domain’s perform-
ance capacities in stable economic environ-
ments, adversarial supply conditions, and 
under crisis economic constraints; 

‘‘(vi) identify and define needs and require-
ments to establish supply resiliency within 
each such domain; and 

‘‘(vii) consider the effects of sector consoli-
dation, including foreign consolidation, ei-
ther through mergers or acquisitions, or due 
to recent geographic realignment, on such 
industries’ performances. 

‘‘(3) CONSULTATION.—In conducting the re-
search under paragraph (1) and subparagraph 
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(B) of paragraph (2), the Secretary may con-
sult with appropriate Federal agencies, State 
agencies, and private sector stakeholders. 

‘‘(4) PUBLICATION.—Beginning one year 
after the date of the enactment of this sec-
tion, the Secretary shall publish a report 
containing information relating to the re-
search under paragraph (1) and subparagraph 
(B) of paragraph (2), including findings, evi-
dence, analysis, and recommendations. Such 
report shall be updated annually through 
2026. 

‘‘(b) SUBMISSION TO CONGRESS.—Not later 
than 90 days after the publication of each re-
port required under paragraph (4) of sub-
section (a), the Secretary shall transmit to 
the Committee on Homeland Security of the 
House of Representatives and the Committee 
on Homeland Security and Governmental Af-
fairs of the Senate each such report, to-
gether with a description of actions the Sec-
retary, in consultation with appropriate Fed-
eral agencies, will undertake or has under-
taken in response to each such report. 

‘‘(c) DEFINITIONS.—In this section: 
‘‘(1) UNITED STATES CRITICAL DOMAINS FOR 

ECONOMIC SECURITY.—The term ‘United 
States critical domains for economic secu-
rity’ means the critical infrastructure and 
other associated industries, technologies, 
and intellectual property, or any combina-
tion thereof, that are essential to the eco-
nomic security of the United States. 

‘‘(2) ECONOMIC SECURITY.—The term ‘eco-
nomic security’ means the condition of hav-
ing secure and resilient domestic production 
capacity, combined with reliable access to 
the global resources necessary to maintain 
an acceptable standard of living and to pro-
tect core national values. 

‘‘(d) AUTHORIZATION OF APPROPRIATIONS.— 
There is authorized to be appropriated 
$1,000,000 for each of fiscal years 2022 through 
2026 to carry out this section.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 890A the 
following new item: 
‘‘Sec. 890B. Homeland security critical do-

main research and develop-
ment.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 
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GENERAL LEAVE 
Ms. CLARKE of New York. Madam 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and include extraneous material 
on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, I rise today to sup-
port H.R. 3264, the Domains Critical to 
Homeland Security Act. America’s 
economy depends on diverse and resil-
ient supply chains that ensure an unin-
terrupted flow of goods and services to 
the Nation. 

Disruptions, whether caused by nat-
ural disasters or manmade events, can 

reduce the availability and integrity of 
critical supplies. This has significant 
Homeland Security implications. 

For example, the COVID–19 pandemic 
revealed vulnerabilities in the Nation’s 
medical supply chains, which caused 
persistent shortages for personal pro-
tective equipment and testing supplies; 
most of which is manufactured over-
seas. And the recent ransomware at-
tack on Colonial Pipeline showed how a 
brief shutdown of a major gas pipeline 
can drive up prices and lead to gas 
shortages. 

H.R. 3264 would authorize DHS to 
conduct research and development into 
supply chain risks for critical domains 
of the U.S. economy. The research 
would include a risk analysis for each 
critical domain to identify weaknesses 
that pose a substantial homeland secu-
rity threat. 

The bill would also require DHS to 
report on the results of its research an-
nually through fiscal year 2026. This re-
port will allow the public and private 
sectors to take meaningful action to 
mitigate risk and to ensure the long- 
term economic security of the United 
States. 

Madam Speaker, I urge my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

Madam Speaker, I thank my col-
league from New York for her words in 
support of H.R. 3264, a bill I introduced 
called the Domains Critical to Home-
land Security Act. We are now a year 
and a half into the COVID pandemic 
and, as a country, have yet to make 
substantial progress in making our 
supply chains more secure and resil-
ient. 

America’s economic and homeland 
security depends on the flow of goods, 
services, information, and technology 
across our physical and virtual borders. 
And as we all know, COVID–19 exposed 
many risks and flaws to our critical 
supply chains; flaws that we now must 
address. 

Over the past year and a half, we 
painfully discovered that China was a 
world leader in the production of per-
sonal protective equipment. And de-
spite being the epicenter of the pan-
demic, China was in a privileged posi-
tion, blocking the rest of the world’s 
access to PPE at a time of maximum 
need. 

China selfishly was able to plan 
ahead with its asymmetrical knowl-
edge of what would be needed, choosing 
to put the U.S. and the rest of the 
world at risk. It has become clear that 
the United States is overly reliant on 
many important goods from China, 
such as semiconductors, rare earth 
minerals used in electronics, and ac-
tive ingredients in pharmaceuticals, all 
of which could put Americans’ security 
and resilience at risk. It has become 
clear that many future supply chain 
vulnerabilities are likely unknown to 
us, even now. 

With COVID, we learned these les-
sons the hard way. Now is the time to 

act by proactively identifying these 
risks. We can’t allow ourselves to be 
behind the curve in the next national 
or global disaster. We need to take ac-
tion and get ahead of the curve and do 
our best to serve our country. That 
means we need to stop talking about it 
and finally put pen to paper. 

To do this—to keep our supply chain 
secure—and to prevent similar disrup-
tions from crippling our economy and 
jeopardizing our resiliency posture, 
Homeland Security needs to identify 
and analyze weak links in the U.S. 
global supply chains and work to 
prioritize where efforts need to be fo-
cused to strengthen those most critical 
to our homeland. 

My bill requires Homeland Security 
to do just that; to look at critical sup-
ply chains, identify weaknesses, and 
prioritize vulnerabilities in a way that 
allows for meaningful action in years 
ahead to address them. This is really 
just commonsense legislation. It is 
about being prepared. 

Requiring Homeland Security to re-
port on these vulnerabilities to our 
economic security annually to Con-
gress and the public will allow for the 
first time a unifying document that ac-
counts for the security implications of 
current and future economic decisions, 
and enable a prioritized policy response 
to spur action. 

It is crucial that Homeland Security 
lean into its unique position as the 
only executive department that deals 
with both the national security and 
economic prosperity of the Nation, and 
lead the United States Government as 
a preeminent economic security agen-
cy in the decades to come. 

This is a natural maturation of 
Homeland Security’s unique vantage 
point sitting on top of 16 critical infra-
structure sectors where it stitches to-
gether a holistic national risk picture. 

We can no longer take for granted 
the resiliency of our economy. We need 
to work to ensure that all modes of 
travel are safe, to facilitate trade 
through our ports of entry, and to keep 
our networks free from cyberattacks. 

Madam Speaker, I thank my friend, 
Chairman THOMPSON, for being an 
original cosponsor, as well as all my 
committee colleagues for unanimously 
supporting this bipartisan legislation 
in committee. Economic security is 
homeland security, and I urge my col-
leagues to support this bill. 

Madam Speaker, I reserve the bal-
ance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I have no more speakers, and 
I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I have 
no further speakers. I urge Members to 
support this bill, and I yield back the 
balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield myself the balance of 
my time. 

Madam Speaker, I urge passage of 
H.R. 3264 to improve America’s eco-
nomic and homeland security, and I 
thank the gentleman from New York 
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for his forward-leaning legislation in 
introducing this bill. 

Madam Speaker, I yield back the bal-
ance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 3264. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. 
Madam Speaker, on that I demand the 
yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

SUPPORTING RESEARCH AND DE-
VELOPMENT FOR FIRST RE-
SPONDERS ACT 

Ms. CLARKE of New York. Madam 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 1850) to amend 
the Homeland Security Act of 2002 re-
lating to the National Urban Security 
Technology Laboratory, and for other 
purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 1850 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Supporting 
Research and Development for First Re-
sponders Act’’. 
SEC. 2. NATIONAL URBAN SECURITY TECH-

NOLOGY LABORATORY. 
(a) IN GENERAL.—Title III of the Homeland 

Security Act of 2002 (6 U.S.C. 181 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 322. NATIONAL URBAN SECURITY TECH-

NOLOGY LABORATORY. 
‘‘(a) IN GENERAL.—The Secretary, acting 

through the Under Secretary for Science and 
Technology, shall designate the laboratory 
described in subsection (b) as an additional 
laboratory pursuant to the authority under 
section 308(c)(2). Such laboratory shall be 
used to test and evaluate emerging tech-
nologies and conduct research and develop-
ment to assist emergency response providers 
in preparing for, and protecting against, 
threats of terrorism. 

‘‘(b) LABORATORY DESCRIBED.—The labora-
tory described in this subsection is the lab-
oratory— 

‘‘(1) known, as of the date of the enactment 
of this section, as the National Urban Secu-
rity Technology Laboratory; and 

‘‘(2) transferred to the Department pursu-
ant to section 303(1)(E). 

‘‘(c) LABORATORY ACTIVITIES.—The Na-
tional Urban Security Technology Labora-
tory shall— 

‘‘(1) conduct tests, evaluations, and assess-
ments of current and emerging technologies, 
including, as appropriate, the cybersecurity 
of such technologies that can connect to the 
internet, for emergency response providers; 

‘‘(2) act as a technical advisor to emer-
gency response providers; and 

‘‘(3) carry out other such activities as the 
Secretary determines appropriate. 

‘‘(d) RULE OF CONSTRUCTION.—Nothing in 
this section may be construed as affecting in 
any manner the authorities or responsibil-
ities of the Countering Weapons of Mass De-
struction Office of the Department.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 321 the fol-
lowing new item: 
‘‘Sec. 322. National Urban Security Tech-

nology Laboratory.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 
Ms. CLARKE of New York. Madam 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and to include extraneous mate-
rial on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Madam 

Speaker, I yield myself such time as I 
may consume. 

Madam Speaker, I rise today in sup-
port of H.R. 1850, the Supporting Re-
search and Development for First Re-
sponders Act. 

First responders across the Nation 
are facing unprecedented challenges. 
Over the past year, the unrelenting de-
mands of COVID–19 have placed great 
strain on our hometown heroes. In the 
West, first responders have had the 
added challenge of battling devastating 
wildfires; and in the East, they are in 
the midst of a dangerous hurricane sea-
son. 

Compounding these challenges is a 
terrorism threat landscape that, ac-
cording to the Department of Home-
land Security, has ‘‘evolved signifi-
cantly and become increasingly com-
plex and volatile in 2021.’’ 

Given the complexity of the chal-
lenges our men and women on the front 
lines face, it is critical that they have 
the most reliable and effective tech-
nology and equipment to respond. 
When it comes to delivering innovative 
technological solutions, the first re-
sponder community looks to the Na-
tional Urban Security Technology Lab-
oratory in New York City. 

NUSTL, as it has come to be known, 
serves a unique mission in the Federal 
Government. It is the only Federal lab 
that is solely dedicated to researching 
and developing technology to help first 
responders safely and effectively re-
spond to emergencies that range from 
natural disasters and industrial inci-
dents to active shooters and terrorist 
attacks. 

New innovative emergency response 
technologies are constantly being de-
ployed, but to keep our first responders 
safe, they must first be tried and test-
ed. 

Enactment of H.R. 1850 would ensure 
that NUSTL can continue to carry out 

this vital role in Homeland Security. 
Specifically, it would ensure that 
NUSTL could continue to conduct sim-
ulated scenarios with first responders 
to test new emergency systems, sup-
port research for innovative tech-
nology, and assist first responders in 
evaluating new tools. 

In recent years, despite NUSTL’s rec-
ognized value to the Nation, we saw 
the Trump administration repeatedly 
propose shuttering it. Thankfully, Con-
gress rejected those shortsighted pro-
posals and redoubled its support for 
this vital institution. 

Looking ahead, we must not only 
permanently authorize NUSTL by en-
acting H.R. 1850, but we must also con-
tinue to prioritize funding for the lab 
so it can continue its critical work. 

Once again, I urge my colleagues to 
join me in supporting this bill, and I 
reserve the balance of my time. 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON SCIENCE, SPACE, AND 

TECHNOLOGY, 
Washington, DC, July 8, 2021. 

Hon. BENNIE G. THOMPSON, 
Chairman, Committee on Homeland Security, 
Washington, DC. 

DEAR CHAIRMAN THOMPSON: I am writing to 
address the jurisdictional interests of the 
Committee on Science, Space, and Tech-
nology (‘‘Science Committee’’) in H.R. 1850, 
the ‘‘Supporting Research and Development 
for First Responders Act.’’ 

While the Science Committee has claimed 
jurisdiction over versions of this bill intro-
duced in previous Congresses, I recognize and 
appreciate your desire to bring this legisla-
tion before the House in an expeditious man-
ner, and, accordingly agree not to insist on a 
sequential referral. This is, of course, condi-
tional on our mutual understanding that 
nothing in this legislation or my decision to 
forgo sequential referral waives, reduces, or 
otherwise affects the jurisdiction of the 
Science Committee, and that a copy of this 
letter and your response will be included in 
the bill report to be filed by the Committee 
on Homeland Security and included in the 
Congressional Record when the bill is consid-
ered on the House Floor. 

Finally, I ask that you support the ap-
pointment of Science Committee conferees 
during any House-Senate conference con-
vened on this, or similar legislation. Thank 
you for your attention on this matter. 

Sincerely, 
EDDIE BERNICE JOHNSON, 

Chairwoman. 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON HOMELAND SECURITY, 

Washington, DC, July 8, 2021. 
Hon. EDDIE BERNICE JOHNSON, 
Chairwoman, Committee on Science, Space, and 

Technology, House of Representatives, 
Washington, DC. 

DEAR CHAIRWOMAN JOHNSON: Thank you for 
your letter regarding H.R. 1850, the ‘‘Sup-
porting Research and Development for First 
Responders Act.’’ I recognize that the Com-
mittee on Science, Space, and Technology 
has a jurisdictional interest in H.R. 1850, and 
I appreciate your effort to allow this bill to 
be considered on the House floor. 

I concur with you that forgoing action on 
the bill does not in any way prejudice the 
Committee on Science, Space, and Tech-
nology with respect to its jurisdictional pre-
rogatives on this bill or similar legislation 
in the future, and I would support your effort 
to seek appointment of an appropriate num-
ber of conferees to any House-Senate con-
ference involving this legislation. 
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I will include our letters on H.R. 1850 in the 

Congressional Record during floor consider-
ation of this bill. I look forward to working 
with you on this legislation and other mat-
ters of great importance to this Nation. 

Sincerely, 
BENNIE G. THOMPSON, 

Chairman, Committee on Homeland Security. 
Mr. KATKO. Madam Speaker, I yield 

myself such time as I may consume. 
Madam Speaker, I rise in support of 

H.R. 1850, the Supporting Research and 
Development for First Responders Act. 
H.R. 1850 authorizes the National 
Urban Security Technology Laboratory 
within the Department of Homeland 
Security’s Science and Technology di-
rectorate. 

This important lab tests and evalu-
ates emerging technologies and con-
ducts research and development to as-
sist emergency response providers in 
preparing for and protecting against 
Homeland Security threats. 

The lab also works to enhance first 
responder capabilities by partnering 
with stakeholders to develop viable so-
lutions to radiological and nuclear 
threats and by acting as a technical ad-
viser to the first responder community. 

The National Urban Security Tech-
nology Laboratory has assisted in 
training thousands of State and local 
first responders during more than 130 
training events with State and local 
agencies throughout the New York 
City metropolitan area. With New 
York still serving as a top target for 
terrorist and other security threats, 
now is the time to support our front 
line emergency response providers. 

Madam Speaker, I commend my fel-
low New York colleagues, Representa-
tives RICE and GARBARINO, for leading 
on this issue. 

Madam Speaker, I urge all Members 
to join me in supporting H.R. 1850, and 
I reserve the balance of my time. 

Ms. CLARKE of New York. Madam 
Speaker, I yield 2 minutes to the gen-
tlewoman from New York (Miss RICE). 

Miss RICE of New York. Madam 
Speaker, I rise in support of my legisla-
tion, H.R. 1850, the Supporting Re-
search and Development for First Re-
sponders Act. 

This bipartisan bill would perma-
nently authorize the New York City- 
based National Urban Security Tech-
nology Laboratory, which has been 
commonly referred to as NUSTL. 

b 1400 

NUSTL’s mission is to develop and 
test new tools for our first responders 
to utilize in response to terrorist at-
tacks, natural disasters, accidents, and 
other large-scale events. 

There is no other lab in the country 
doing this critical counterterrorism 
and emergency response work, and it is 
more important now than ever before. 

From the rise in domestic extremism 
to stronger and more frequent storms 
as a result of climate change, the 
threats facing our Nation are pressing. 
We must make sure our first respond-
ers are best equipped to handle any po-
tential emergency, and providing sup-

port for NUSTL will help us accom-
plish that goal. 

Madam Speaker, I would like to 
thank Congressman GARBARINO, my 
colleague on Long Island, for co-lead-
ing this legislation with me, and I 
would also like to thank Chairman 
THOMPSON and Ranking Member KATKO 
for their help in getting it on the floor. 

I urge all of my colleagues to support 
this bill. 

Mr. KATKO. Mr. Speaker, I want to 
adopt a comment of my colleague from 
New York (Ms. CLARKE) about the 
great State of New York. 

Mr. Speaker, I have no further speak-
ers. I urge Members to support this 
bill, and I yield back the balance of my 
time. 

Ms. CLARKE of New York. Mr. 
Speaker, I yield myself the balance of 
my time. 

Mr. Speaker, H.R. 1850 is a bill to 
protect our protectors. At the very 
least, those on the front lines deserve 
to go to work with the certainty that 
their equipment will work when they 
need it the most. They should not have 
to ask themselves: Will it function 
under pressure? Can it take the heat? 

We owe it to the nearly 2 million 
Americans who put their lives on the 
line to protect us to ensure that 
NUSTL is operational and resourced to 
test their equipment. 

This fall, we will be observing the 
20th anniversary of the September 11 
terrorist attacks that shook this Na-
tion to its core. The 9/11 attack was not 
only the single deadliest terrorist at-
tack in human history, but it was the 
deadliest incident ever for firefighters 
and law enforcement officers in the 
United States. 

Mr. Speaker, 343 New York City fire-
fighters, 23 NYPD officers, and 37 Port 
Authority officers died that day. By 
enacting H.R. 1850, we can ensure that 
as threats continue to grow and 
change, NUSTL will be there to provide 
critical technical support to our first 
responder community. 

Mr. Speaker, I thank the gentle-
woman from New York (Miss RICE) for 
this legislation, and I ask that my col-
leagues support this bipartisan legisla-
tion. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore (Mr. 
MCNERNEY). The question is on the mo-
tion offered by the gentlewoman from 
New York (Ms. CLARKE) that the House 
suspend the rules and pass the bill, 
H.R. 1850. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. Mr. 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

DHS MEDICAL COUNTERMEASURES 
ACT 

Ms. CLARKE of New York. Mr. 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 3263) to amend 
the Homeland Security Act of 2002 to 
establish in the Department of Home-
land Security a medical counter-
measures program, and for other pur-
poses. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3263 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Med-
ical Countermeasures Act’’. 
SEC. 2. MEDICAL COUNTERMEASURES PROGRAM. 

(a) IN GENERAL.—Subtitle C of title XIX of 
the Homeland Security Act of 2002 (6 U.S.C. 
311 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 1932. MEDICAL COUNTERMEASURES. 

‘‘(a) IN GENERAL.—The Secretary shall es-
tablish a medical countermeasures program 
to facilitate personnel readiness, and protec-
tion for the Department’s employees and 
working animals in the event of a chemical, 
biological, radiological, nuclear, or explo-
sives attack, naturally occurring disease 
outbreak, or pandemic, and to support De-
partment mission continuity. 

‘‘(b) OVERSIGHT.—The Chief Medical Officer 
of the Department shall provide pro-
grammatic oversight of the medical counter-
measures program established pursuant to 
subsection (a), and shall— 

‘‘(1) develop Department-wide standards 
for medical countermeasure storage, secu-
rity, dispensing, and documentation; 

‘‘(2) maintain a stockpile of medical coun-
termeasures, including antibiotics, 
antivirals, and radiological counter-
measures, as appropriate; 

‘‘(3) preposition appropriate medical coun-
termeasures in strategic locations nation-
wide, based on threat and employee density, 
in accordance with applicable Federal stat-
utes and regulations; 

‘‘(4) provide oversight and guidance regard-
ing the dispensing of stockpiled medical 
countermeasures; 

‘‘(5) ensure rapid deployment and dis-
pensing of medical countermeasures in a 
chemical, biological, radiological, nuclear, 
or explosives attack, naturally occurring 
disease outbreak, or pandemic; 

‘‘(6) provide training to Department em-
ployees on medical countermeasure dis-
pensing; and 

‘‘(7) support dispensing exercises. 
‘‘(c) MEDICAL COUNTERMEASURES WORKING 

GROUP.—The Chief Medical Officer shall es-
tablish a medical countermeasures working 
group comprised of representatives from ap-
propriate components and offices of the De-
partment to ensure that medical counter-
measures standards are maintained and guid-
ance is consistent. 

‘‘(d) MEDICAL COUNTERMEASURES MANAGE-
MENT.—Not later than 120 days after the date 
of the enactment of this section, the Chief 
Medical Officer shall develop and submit to 
the Secretary an integrated logistics support 
plan for medical countermeasures, includ-
ing— 

‘‘(1) a methodology for determining the 
ideal types and quantities of medical coun-
termeasures to stockpile and how frequently 
such methodology shall be reevaluated; 

‘‘(2) a replenishment plan; and 
‘‘(3) inventory tracking, reporting, and rec-

onciliation procedures for existing stockpiles 
and new medical countermeasure purchases. 
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‘‘(e) STOCKPILE ELEMENTS.—In determining 

the types and quantities of medical counter-
measures to stockpile under subsection (d), 
the Chief Medical Officer shall utilize, if 
available— 

‘‘(1) Department chemical, biological, radi-
ological, and nuclear risk assessments; and 

‘‘(2) Centers for Disease Control and Pre-
vention guidance on medical counter-
measures. 

‘‘(f) REPORT.—Not later than 180 days after 
the date of the enactment of this section, the 
Secretary shall submit to the Committee on 
Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of 
the Senate the plan developed in accordance 
with subsection (d) and brief such Commit-
tees regarding implementing the require-
ments of this section. 

‘‘(g) DEFINITION.—In this section, the term 
‘medical countermeasures’ means anti-
biotics, antivirals, radiological counter-
measures, and other countermeasures that 
may be deployed to protect the Department’s 
employees and working animals in the event 
of a chemical, biological, radiological, nu-
clear, or explosives attack, naturally occur-
ring disease outbreak, or pandemic.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by adding after 
the item relating to section 1931 the fol-
lowing new item: 
‘‘Sec. 1932. Medical countermeasures.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
New York (Ms. CLARKE) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from New York. 

GENERAL LEAVE 
Ms. CLARKE of New York. Mr. 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and include extraneous material 
on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from New York? 

There was no objection. 
Ms. CLARKE of New York. Mr. 

Speaker, I yield myself such time as I 
may consume. 

Mr. Speaker, I rise today in strong 
support of H.R. 3263, the DHS Medical 
Countermeasures Act. 

Mr. Speaker, H.R. 3263 seeks to estab-
lish a medical countermeasures pro-
gram to facilitate the readiness and 
protection of personnel and working 
animals in the event of a chemical, bio-
logical, radiological, nuclear, or explo-
sives attack; disease outbreak; or pan-
demic. 

H.R. 3263 requires DHS’ chief medical 
officer, or CMO, to provide pro-
grammatic oversight of the medical 
countermeasures program and estab-
lish a medical countermeasures work-
ing group comprised of relevant DHS 
components. 

Additionally, the bill requires the 
CMO to utilize DHS chemical, biologi-
cal, radiological, and nuclear risk as-
sessments, and CDC guidance, to deter-
mine the types and quantities of med-
ical countermeasures to stockpile. 

H.R. 3263, first introduced in the 
114th Congress, was developed due to 

concerns about the possibility of a se-
vere pandemic that could cause ill-
nesses and fatalities and destabilize the 
operations of DHS. The COVID–19 pan-
demic has brought these concerns to 
the forefront. 

DHS is responsible for protecting our 
homeland, but the Department can 
only do that if it has a safe workforce. 
Many of the more than 240,000 employ-
ees are out on the front lines due to the 
nature of their responsibilities. 

Furthermore, critical supply short-
ages of personal protective equipment 
earlier in the pandemic, which affected 
the Federal Government and State and 
local governments, also severely im-
pacted DHS operations. 

H.R. 3263 is informed by an August 
2014 DHS inspector general report. It is 
also informed by testimony provided 
during multiple House Homeland Secu-
rity Committee hearings. 

Enactment of this bill will improve 
DHS’ ability to protect the well-being 
of DHS personnel so they can fulfill 
their mission: protecting our home-
land. 

Mr. Speaker, I urge all of my col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. KATKO. Mr. Speaker, I yield my-
self such time as I may consume. 

Mr. Speaker, I rise today in support 
of H.R. 3263, the DHS Medical Counter-
measures Act offered by my colleague 
and friend, Representative MILLER- 
MEEKS. 

This bill establishes a critical med-
ical countermeasures program within 
the Department of Homeland Security 
to protect the workforce from chem-
ical, biological, radiological, and other 
public health threats. 

The COVID–19 pandemic has shown 
us the importance of preparation and 
risk mitigation in the face of the un-
known. At the Department of Home-
land Security, where many components 
have high-risk, public-facing oper-
ations, a medical countermeasures pro-
gram and stockpile are crucial for en-
suring mission continuity. 

Like the rest of the country, the De-
partment struggled to maintain suffi-
cient supplies throughout the pan-
demic. That, combined with the reli-
ance on foreign-made personal protec-
tive equipment and other medical sup-
plies, highlights the need for this im-
portant legislation. 

This bill requires the Homeland Se-
curity chief medical officer to main-
tain a medical countermeasures stock-
pile and develop standards for its stor-
age, security, and maintenance. 

Mr. Speaker, I commend Representa-
tive MILLER-MEEKS for her leadership 
on this timely bill. I urge all Members 
to join me in supporting H.R. 3263, and 
I reserve the balance of my time. 

Ms. CLARKE of New York. Mr. 
Speaker, I have no more speakers, and 
I am prepared to close after the gen-
tleman from New York closes. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. KATKO. Mr. Speaker, I yield 3 
minutes to the gentlewoman from Iowa 
(Mrs. MILLER-MEEKS). 

Mrs. MILLER-MEEKS. Mr. Speaker, 
I rise today in strong support of my 
bill, H.R. 3263, the DHS Medical Coun-
termeasures Act. 

The COVID–19 pandemic has wreaked 
havoc all over the world, causing 
countless deaths, both from COVID and 
from unexpected causes unrelated to 
COVID, businesses shuttering, job loss, 
and our everyday way of life almost 
coming to a halt. While I am pleased 
that the United States is heading back 
to normalcy with three excellent and 
widely available vaccines, we cannot 
forget the great struggles that we en-
countered just last year. 

Every day, countless Americans put 
their lives on the line for others, in-
cluding the men and women in the De-
partment of Homeland Security. 
Throughout the pandemic, the agencies 
and officers at CBP continued to pro-
tect our borders; TSA officers secured 
our transportation system; and rep-
resentatives from FEMA, who took a 
lead role in the government’s response 
to the pandemic, still had to deploy 
when disaster struck in other areas. 

My bill, the DHS Medical Counter-
measures Act, supports the DHS work-
force and Department mission con-
tinuity by requiring the Secretary to 
establish a medical countermeasures 
program to protect employees and 
working animals in the event of a 
chemical, biological, radiological, nu-
clear, or explosives attack; naturally 
occurring disease outbreak; or pan-
demic. 

This legislation requires the chief 
medical officer of the Department to 
maintain a stockpile of medical coun-
termeasures and to develop Depart-
ment-wide standards for storage, secu-
rity, placement, dispensing, supply di-
versity, and documentation of counter-
measures. 

This bill requires the establishment 
of a medical countermeasures working 
group comprised of representatives 
from relevant Department components 
and offices to ensure medical counter-
measure standards are maintained and 
guidance is consistent. 

Finally, the bill requires the chief 
medical officer to develop an inte-
grated logistics support plan for med-
ical countermeasures that includes a 
methodology for determining types and 
quantities of countermeasures, inven-
tory tracking, and a replenishment 
plan for existing stockpiles. 

Mr. Speaker, as a doctor, former di-
rector of the Iowa Department of Pub-
lic Health, and military veteran, I can 
assure you I know full well the neces-
sity of medical countermeasures for 
treatment, diagnosis, and maintaining 
the safety of our community. 

The Department of Homeland Secu-
rity has over 240,000 employees tasked 
with jobs ranging from border and 
aviation security to emergency re-
sponse and cybersecurity, with one 
common goal: keeping America safe. It 
is imperative that materials and proc-
esses are put in place to protect the 
safety and welfare of employees and to 
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ensure effective pandemic and disaster 
planning and response for mission con-
tinuity. 

Mr. Speaker, I urge all Members to 
join me in supporting this common-
sense bill, H.R. 3263. 

Mr. KATKO. Mr. Speaker, I have no 
further speakers, and I urge Members 
to support this bill. 

Mr. Speaker, I yield back the balance 
of my time. 

Ms. CLARKE of New York. Mr. 
Speaker, I yield myself the balance of 
my time. 

Mr. Speaker, H.R. 3263 is a measure 
that this country needs. 

I believe all of us in this body can 
agree that protecting the health and 
safety of DHS personnel is critical to 
homeland security, and to that end, we 
must pass this bill. 

Enactment of H.R. 3263 would 
strengthen medical countermeasure 
protocols within the Department and 
help DHS prepare for and respond to 
homeland threats. 

Mr. Speaker, I urge all of my col-
leagues to support H.R. 3263, and I yield 
back the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from New York (Ms. 
CLARKE) that the House suspend the 
rules and pass the bill, H.R. 3263. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. BISHOP of North Carolina. Mr. 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 
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PROVIDING FOR CONSIDERATION 
OF H.R. 2467, PFAS ACTION ACT 
OF 2021; PROVIDING FOR CONSID-
ERATION OF H.R. 2668, CON-
SUMER PROTECTION AND RE-
COVERY ACT; AND PROVIDING 
FOR CONSIDERATION OF H.R. 
3985, AVERTING LOSS OF LIFE 
AND INJURY BY EXPEDITING 
SIVS ACT OF 2021 

Ms. ROSS. Mr. Speaker, by direction 
of the Committee on Rules, I call up 
House Resolution 535 and ask for its 
immediate consideration. 

The Clerk read the resolution, as fol-
lows: 

H. RES. 535 

Resolved, That upon adoption of this reso-
lution it shall be in order to consider in the 
House the bill (H.R. 2467) to require the Ad-
ministrator of the Environmental Protection 
Agency to designate per- and polyfluoroalkyl 
substances as hazardous substances under 
the Comprehensive Environmental Response, 
Compensation, and Liability Act of 1980. All 
points of order against consideration of the 
bill are waived. An amendment in the nature 
of a substitute consisting of the text of Rules 

Committee Print 117–10, modified by the 
amendment printed in part A of the report of 
the Committee on Rules accompanying this 
resolution, shall be considered as adopted. 
The bill, as amended, shall be considered as 
read. All points of order against provisions 
in the bill, as amended, are waived. The pre-
vious question shall be considered as ordered 
on the bill, as amended, and on any further 
amendment thereto, to final passage without 
intervening motion except: (1) one hour of 
debate equally divided and controlled by the 
chair and ranking minority member of the 
Committee on Energy and Commerce or 
their respective designees; (2) the further 
amendments described in section 2 of this 
resolution; (3) the amendments en bloc de-
scribed in section 3 of this resolution; and (4) 
one motion to recommit. 

SEC. 2. After debate pursuant to the first 
section of this resolution, each further 
amendment printed in part B of the report of 
the Committee on Rules not earlier consid-
ered as part of amendments en bloc pursuant 
to section 3 of this resolution shall be con-
sidered only in the order printed in the re-
port, may be offered only by a Member des-
ignated in the report, shall be considered as 
read, shall be debatable for the time speci-
fied in the report equally divided and con-
trolled by the proponent and an opponent, 
may be withdrawn by the proponent at any 
time before the question is put thereon, shall 
not be subject to amendment, and shall not 
be subject to a demand for division of the 
question. 

SEC. 3. It shall be in order at any time 
after debate pursuant to the first section of 
this resolution for the chair of the Com-
mittee on Energy and Commerce or his des-
ignee to offer amendments en bloc consisting 
of further amendments printed in part B of 
the report of the Committee on Rules accom-
panying this resolution not earlier disposed 
of. Amendments en bloc offered pursuant to 
this section shall be considered as read, shall 
be debatable for 20 minutes equally divided 
and controlled by the chair and ranking mi-
nority member of the Committee on Energy 
and Commerce or their respective designees, 
shall not be subject to amendment, and shall 
not be subject to a demand for division of the 
question. 

SEC. 4. All points of order against the fur-
ther amendments printed in part B of the re-
port of the Committee on Rules or amend-
ments en bloc described in section 3 of this 
resolution are waived. 

SEC. 5. Upon adoption of this resolution it 
shall be in order to consider in the House the 
bill (H.R. 2668) to amend the Federal Trade 
Commission Act to affirmatively confirm 
the authority of the Federal Trade Commis-
sion to seek permanent injunctions and 
other equitable relief for violations of any 
provision of law enforced by the Commission. 
All points of order against consideration of 
the bill are waived. In lieu of the amendment 
in the nature of a substitute recommended 
by the Committee on Energy and Commerce 
now printed in the bill, an amendment in the 
nature of a substitute consisting of the text 
of Rules Committee Print 117–11 shall be con-
sidered as adopted. The bill, as amended, 
shall be considered as read. All points of 
order against provisions in the bill, as 
amended, are waived. The previous question 
shall be considered as ordered on the bill, as 
amended, and on any further amendment 
thereto, to final passage without intervening 
motion except: (1) one hour of debate equally 
divided and controlled by the chair and rank-
ing minority member of the Committee on 
Energy and Commerce or their respective 
designees; and (2) one motion to recommit. 

SEC. 6. Upon adoption of this resolution it 
shall be in order to consider in the House the 
bill (H.R. 3985) to amend the Afghan Allies 

Protection Act of 2009 to expedite the special 
immigrant visa process for certain Afghan 
allies, and for other purposes. All points of 
order against consideration of the bill are 
waived. The amendment printed in part C of 
the report of the Committee on Rules accom-
panying this resolution shall be considered 
as adopted. The bill, as amended, shall be 
considered as read. All points of order 
against provisions in the bill, as amended, 
are waived. The previous question shall be 
considered as ordered on the bill, as amend-
ed, and on any further amendment thereto, 
to final passage without intervening motion 
except: (1) one hour of debate equally divided 
and controlled by the chair and ranking mi-
nority member of the Committee on the Ju-
diciary or their respective designees; and (2) 
one motion to recommit. 

SEC. 7. (a) At any time through the legisla-
tive day of Thursday, July 22, 2021, the 
Speaker may entertain motions offered by 
the Majority Leader or a designee that the 
House suspend the rules as though under 
clause 1 of rule XV with respect to multiple 
measures described in subsection (b), and the 
Chair shall put the question on any such mo-
tion without debate or intervening motion. 

(b) A measure referred to in subsection (a) 
includes any measure that was the object of 
a motion to suspend the rules on the legisla-
tive day of July 19, 2021, or July 20, 2021, in 
the form as so offered, on which the yeas and 
nays were ordered and further proceedings 
postponed pursuant to clause 8 of rule XX. 

(c) Upon the offering of a motion pursuant 
to subsection (a) concerning multiple meas-
ures, the ordering of the yeas and nays on 
postponed motions to suspend the rules with 
respect to such measures is vacated to the 
end that all such motions are considered as 
withdrawn. 

The SPEAKER pro tempore. The gen-
tlewoman from North Carolina is rec-
ognized for 1 hour. 

Ms. ROSS. Mr. Speaker, for the pur-
pose of debate only, I yield the cus-
tomary 30 minutes to the gentleman 
from Texas (Mr. BURGESS), pending 
which I yield myself such time as I 
may consume. During consideration of 
this resolution, all time yielded is for 
the purpose of debate only. 

GENERAL LEAVE 

Ms. ROSS. Mr. Speaker, I ask unani-
mous consent that all Members be 
given 5 legislative days to revise and 
extend their remarks. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from North Carolina? 

There was no objection. 
Ms. ROSS. Mr. Speaker, on Monday, 

the Rules Committee met and reported 
a rule, House Resolution 535, providing 
for considering of three measures. 
First, H.R. 2467, the PFAS Action Act, 
under a structured rule. The rule self- 
executes a manager’s amendment from 
Chairman PALLONE, provides for 1 hour 
of general debate equally divided and 
controlled by the chair and ranking 
minority member of the Committee on 
Energy and Commerce or their des-
ignees, makes in order 10 amendments, 
provides en bloc authority, and pro-
vides one motion to recommit. 

The rule also provides for consider-
ation of H.R. 2668, the Consumer Pro-
tection and Recovery Act, under a 
closed rule. The rule provides for 1 
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hour of general debate on the bill 
equally divided and controlled by the 
chair and ranking minority member of 
the Committee on Energy and Com-
merce or their designees and provides 
one motion to recommit. 

The rule further provides for consid-
eration of H.R. 3985, the ALLIES Act of 
2021, under a closed rule. The rule self- 
executes a manager’s amendment from 
Chairman NADLER, provides for 1 hour 
of general debate on the bill equally di-
vided and controlled by the chair and 
ranking minority member of the Com-
mittee on the Judiciary or their des-
ignees, and provides one motion to re-
commit. 

Finally, the rule provides the major-
ity leader or his designee the ability to 
en bloc requested roll call votes on sus-
pension bills considered on July 19 and 
July 20, 2021. This authority lasts 
through July 22. 

Mr. Speaker, I rise today in support 
of the three bills in this rule: H.R. 2467, 
the PFAS Action Act of 2021; H.R. 2668, 
the Consumer Protection and Recovery 
Act; and H.R. 3985, the ALLIES Act of 
2021. 

H.R. 2467 will require comprehensive 
regulation of PFAS under our Nation’s 
landmark environmental laws. 

PFAS compounds—dangerous, man-
made chemicals which do not break 
down easily and are known as forever 
chemicals—have contaminated our 
water, soil, and air for decades. The 
CDC estimates that nearly every Amer-
ican has been exposed to them, espe-
cially our brave firefighters, service-
members, and their families. 

In my home State of North Carolina, 
we know this issue too well. Chemical 
companies have polluted the Cape Fear 
River with PFAS for years. Tests of 
drinking water systems in my district, 
including in Raleigh and Cary, have de-
tected PFAS. 

This bill would accomplish multiple 
goals, including directing the EPA to 
establish standards to protect our 
drinking water from contamination 
and authorizing grants to drinking 
water utilities treating PFAS contami-
nation. 

Some utilities are already investing 
millions of dollars to upgrade their 
water treatment technology. I was 
proud to offer a bipartisan amendment 
with Congressman ROUZER to clarify 
the requirements for this grant pro-
gram, helping to ensure that commu-
nities that are already investing 
money to address this problem can still 
benefit from the funding included in 
this bill. 

H.R. 2467 is a strong step forward to 
protect the health of our water, air, 
soil, and our people. I am thrilled that 
we are bringing this bipartisan legisla-
tion to the House floor. 

I also rise in support of H.R. 2668. For 
over 100 years, the FTC has been 
tasked with protecting consumers from 
fraud and deception in the market-
place. Until the Supreme Court’s re-
cent ruling, the FTC used a provision 
of the FTC Act to recover and return 

billions of dollars to victims of fraud. 
Senior citizens, military families, and 
immigrants are particularly vulnerable 
to scammers and deceptive business 
practices. 

H.R. 2668 will ensure that the FTC 
has the tools it needs to protect hard-
working families and small businesses 
and to make victims of fraud whole. 

Lastly, I rise in support of H.R. 3985. 
I come from a military State, and I am 
proud to advocate on behalf of all those 
who have risked their lives to protect 
our country. As we draw down our 
forces in Afghanistan, the very least 
we can do for our Afghan allies—in-
cluding interpreters, contractors, and 
security personnel—is to protect them 
from the Taliban and provide them 
with the opportunity to rebuild their 
lives in safety here in the United 
States. 

North Carolina is fortunate to be 
home to many courageous Afghans who 
relocated to the United States through 
the Afghan Special Immigration Visa 
program, and I know that my commu-
nity will benefit from allowing more of 
these heroes to take refuge in our 
State. 

By increasing the Afghan Special Im-
migration Visa cap and easing require-
ments for applicants, this bill will en-
sure that our Nation keeps its promises 
to those allies who stood shoulder to 
shoulder with American forces on the 
battlefield. 

Mr. Speaker, it is time to pass all 
three of these bills, and I reserve the 
balance of my time. 

Mr. BURGESS. Mr. Speaker, I thank 
the gentlewoman from North Carolina 
for yielding me the customary 30 min-
utes, and I yield myself such time as I 
may consume. 

Mr. Speaker, today’s rule provides 
for consideration of a bill to designate 
perfluorooctanoic acid, also known as 
PFOA, and perfluorooctanesulfonic 
acid, also known as PFOS, as haz-
ardous substances under the Com-
prehensive Environmental Response, 
Compensation, and Liability Act, out-
side the regular rulemaking process. 
This rule also includes a bill to over-
turn a recent Supreme Court decision 
on the Federal Trade Commission’s au-
thority to seek monetary relief for con-
sumers, and a bill to ease restrictions 
and increase the cap on Special Immi-
grant Visas for Afghans. 

H.R. 2467, the PFAS Action Act, has 
a laudable goal to address the negative 
impacts of PFOA and PFAS. These are 
manmade chemicals and have proven 
useful but potentially harmful. While 
they are often used in products 
throughout our world, there is evidence 
that certain types of PFAS lead to neg-
ative health consequences. Although 
there is bipartisan agreement that 
Congress needs to address PFAS con-
tamination, this bill does not achieve 
that goal. 

The PFAS Action Act would require 
the Environmental Protection Agency 
to designate PFAS and PFOA as haz-
ardous substances under the Com-

prehensive Environmental Response, 
Compensation, and Liability Act of 
1980, known as CERCLA, within 1 year 
of the bill’s passage and then to con-
sider designating the remaining 9,000- 
plus PFAS chemicals as hazardous sub-
stances within 5 years. 

The reality is just over 800 com-
pounds have been categorized as haz-
ardous substances since the passage of 
CERCLA in 1980. Now, we are going to 
add over 9,000 chemicals in just 5 years, 
and I submit it will be nearly impos-
sible for the Environmental Protection 
Agency to implement this. 

The agency is actively engaged in in-
vestigating the prevalence of PFAS 
chemicals and has undertaken 
rulemakings to address some of the 
provisions in this bill, so undercutting 
this process by establishing unrealistic 
requirements on a shortened timeline 
sets the Environmental Protection 
Agency up for failure. 

CERCLA is an incredibly complex 
body of law that triggers significant li-
ability if a cleanup is necessary. Cre-
ating a blanket designation of all of 
the 9,252 PFAS chemicals would create 
a massive problem for consumers who 
live with FDA-approved PFAS devices. 
For example, 40 million Americans are 
currently living with a PFAS-based 
heart stent. 

Are they to be designated as Super-
fund sites or to have those stents re-
moved? 

b 1430 

A blanket CERCLA designation 
would also hinder innovation in new 
products. The coronavirus pandemic 
has revealed the vulnerabilities in our 
supply chain. It doesn’t seem like the 
correct time to limit the materials 
available for innovation when the des-
ignation as hazardous, for largely use-
ful compounds, is based on rushed 
science. 

This bill also requires the EPA to 
issue a rule on toxicity testing for 
PFAS, a rule on PFAS contamination 
of drinking water, and a rule to des-
ignate all PFAS chemicals as haz-
ardous air pollutants under the Clean 
Air Act. 

Furthermore, this legislation re-
quires the Environmental Protection 
Agency to establish grants for commu-
nities to implement PFAS water treat-
ment technologies. 

Republicans offered amendments in 
the Energy and Commerce Committee 
and at the Rules Committee that were 
rejected for various procedural reasons. 
The Rules Committee did not receive a 
score from the Congressional Budget 
Office for this bill until an hour before 
our Rules meeting yesterday, and the 
CBO score was indeterminate. 

The administration of this bill would 
cost the Federal Government $280 mil-
lion over 10 years. It is impossible to 
know how this impacts Federal spend-
ing over the next 10 years. No one 
knows how much PFAS contamination 
exists, so no one knows how much li-
ability this bill creates for taxpayers. 
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Because the amendments offered by 

Republicans were based on the under-
lying bill, the amendments were also 
problematic from a budget perspective. 
There is no reason to limit consider-
ation of these amendments that affect 
consumer safety based on the inability 
to achieve a budget score because the 
underlying bill is budgetarily suspect. 

Ultimately, this bill ignores the soci-
etal good that some fluorinated com-
pounds demand. PFAS are in medical 
devices that save lives. They are used 
in firefighting foams to put out the 
worst of blazes, including jet fuel fires. 
They are in advanced energy products 
like solar panels and pipelines. They 
are even in piano keys and dental floss. 
These compounds are risky if used im-
properly or irresponsibly, but they are 
essential when used correctly. 

Our second bill, the Consumer Pro-
tection and Recovery Act seeks to 
overturn the Supreme Court’s decision 
in the case of AMG Capital v. Federal 
Trade Commission. In this decision, 
the Supreme Court ruled unanimously 
that section 13(b) of the Federal Trade 
Commission Act does not grant the 
Federal Trade Commission the author-
ity to seek monetary relief as an equi-
table remedy when engaging in en-
forcement actions. 

Unfortunately, this bill was rushed 
through the Energy and Commerce 
Committee without addressing any of 
the Republican concerns. First, this 
bill reinstates the Federal Trade Com-
mission’s authority to seek monetary 
relief under section 13(b) and expands 
the scope to apply broadly to all FTC 
enforcement authority. This will likely 
make monetary relief the go-to remedy 
for every alleged FTC violation. 

The Federal Trade Commission al-
ready has authority to seek monetary 
relief for fraudulent and dishonest con-
duct under section 19 of the Federal 
Trade Commission Act. 

Second, this bill includes a statute of 
limitations of 10 years, but a 5-year 
statute of limitations is in line with 
the rest of the Federal Trade Commis-
sion Act, and, in fact, would be more 
appropriate. It does not make sense for 
courts to go back for a full decade to 
calculate monetary relief. 

During the Rules meeting yesterday, 
Ranking Member BILIRAKIS offered an 
amendment that would have addressed 
these two issues. Unfortunately, com-
mittee Democrats would not even 
allow a debate on these amendments on 
the floor of this House. 

Additionally, the expanded scope of 
the bill would give the Federal Trade 
Commission new authority to seek 
monetary relief in antitrust cases. This 
remedy is currently not needed, be-
cause antitrust cases can be brought 
through private rights of action or, in 
fact, treble damages, a tripling of the 
compensatory damages, can be award-
ed. 

This bill is a missed opportunity to 
develop Federal privacy legislation 
that is needed to overcome a patch-
work of State laws. A key part of pro-

tecting consumers is ensuring that the 
Federal Trade Commission has the 
tools to enforce a Federal privacy 
standard. It is disappointing that the 
Democrats refused to work with Re-
publicans to make this bill actually 
useful and effective for real consumers. 

Republicans support ensuring that 
the Federal Trade Commission has the 
necessary tools to protect consumers 
from bad actors. But it also recognizes 
that guardrails are necessary to pre-
vent the Federal Trade Commission 
from exceeding its authority. 

The final bill, the ALLIES Act, ex-
pands the number of special immigrant 
visas by 8,000 and eases requirements 
for Afghan requirements. To qualify, 
an individual must have been employed 
in Afghanistan by or on behalf of the 
United States Government, the Inter-
national Security Assistance Force, or 
the Resolute Support Mission. 

This bill removes the current re-
quirement that the International Secu-
rity Assistance Force or Resolute Sup-
port employees had been engaged in 
sensitive and trusted positions. This 
will make it easier for Afghans who 
served alongside our Armed Forces to 
qualify. 

Americans first entered Afghanistan 
in October 2001. Most of us were not in 
Congress in October of 2001. And this, 
of course, followed the terrorist at-
tacks on September 11 of that year. 
Once the Taliban was defeated and 
Osama bin Laden was caught, the 
United States worked to establish a le-
gitimate and strong central govern-
ment in Afghanistan. Now, after 20 
years, Americans are ready for their 
brave sons and daughters to come 
home. 

Despite our efforts and bloodshed, Af-
ghanistan remains plagued by a resur-
gent Taliban, by dangerous militias, 
and by a weak central government. The 
Pentagon recently stated that, for all 
intents and purposes, the United States 
withdrawal is, in fact, already com-
plete. Unfortunately, many Afghans 
who served alongside our Armed Forces 
and security personnel remain in Af-
ghanistan under serious threat due to 
their employment by or on behalf of 
the United States’ missions. 

We must ensure that we are not put-
ting Americans at risk by not properly 
vetting applicants as they are brought 
to this country, but we also must do 
right by those Afghans who risked 
their lives to aid Americans through-
out the last 20 years. 

Mr. Speaker, it will come as no sur-
prise to you that I am going to urge op-
position to the rule, and I reserve the 
balance of my time. 

Ms. ROSS. Mr. Speaker, I yield 3 
minutes to the gentlewoman from 
Pennsylvania (Ms. DEAN). 

Ms. DEAN. Mr. Speaker, I thank the 
gentlewoman for yielding. 

Mr. Speaker, I rise in support of the 
rule. PFAS water contamination is 
personal for all of us. Nearly all of us 
have been contaminated without our 
consent, without our knowledge. We all 

have PFAS in our blood, the forever 
chemical. High levels of this toxin have 
dangerous and damaging health effects. 
The EPA’s website describes the ef-
fects: ‘‘low infant birth weights, effects 
on the immune system, cancer . . . and 
thyroid hormone disruption.’’ 

And manufacturers knew. They knew 
the dangers of PFAS my entire life. It 
wasn’t until the turn of this century 
and the heroic work of Attorney Rob 
Bilott that they were forced to admit 
what they knew. They knew that PFAS 
was toxic in the 1960s. They knew it 
was building up in our bodies, in our 
blood, by the 1970s. They knew it was 
contaminating our water by the 1980s. 
They knew that it was poisoning our 
own workers by the 1990s. But they hid 
the truth from their own workers, from 
their neighbors, from you and me. 

We have a responsibility to protect 
everyone from PFAS contamination 
and the PFAS Action Act is a step in 
the right direction in ensuring every-
one has clean water. The PFAS Action 
Act would: require the EPA to estab-
lish a national drinking water stand-
ard; designate PFOA and PFOS chemi-
cals as hazardous substances; require 
EPA to regulate PFAS discharge; and 
provide $200 million annually for 
wastewater treatment; place a morato-
rium on the introduction of new PFAS; 
and require comprehensive PFAS 
health testing. 

All of this would set a standard and 
provide protections. I am grateful to 
see a requirement for EPA to develop 
necessary rules for safe disposal of 
PFAS. That is included in this legisla-
tion. 

We cannot continue to allow manu-
facturers to recklessly poison our com-
munities. As we move forward, remem-
ber, it is our responsibility as legisla-
tors to educate, litigate, legislate, and 
finally hold polluters accountable. 

I thank Representative DINGELL for 
her tenacity in drafting and passing 
this legislation, and I urge my col-
leagues to support this rule and the un-
derlying bill as well as the other two 
bills in the rule. 

Mr. BURGESS. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, if we defeat the pre-
vious question, I will offer an amend-
ment to the rule to immediately con-
sider S. 1867, the COVID–19 Origin Act, 
introduced by Senator HAWLEY. It has 
been 55 days since the Senate passed 
this critical bill without a single dis-
senting vote. 

Declassifying intelligence sur-
rounding the origin of COVID–19 is im-
perative and key to the House Repub-
lican plan to hold China accountable 
for the pandemic. 

Mr. Speaker, I ask unanimous con-
sent to insert the text of my amend-
ment into the RECORD, along with ex-
traneous material, immediately prior 
to the vote on the previous question. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
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Mr. BURGESS. Mr. Speaker, to fur-

ther explain the amendment, I yield 5 
minutes to the gentleman from Ohio 
(Mr. WENSTRUP), a valuable member of 
the Doctors Caucus. 

Mr. WENSTRUP. Mr. Speaker, I 
thank the gentleman for yielding. 

Mr. Speaker, I urge defeat of the pre-
vious question so we can immediately 
consider S. 1867, the COVID–19 Origin 
Act of 2021. 

The coronavirus pandemic has been 
marred by fear, confusion, and mis-
trust, and it appears very possible that 
this virus was genetically engineered 
through gain-of-function research in a 
lab at the Wuhan Institute of Virology, 
making the virus more contagious to 
human beings. 

It is absolutely true that there has 
been political engineering, including 
even speaking on the facts of its origin 
and its initial spread. I am sure each 
and every one of us has talked to con-
stituents who have said they just don’t 
know what to believe is true when it 
comes to COVID. Well, we are in a posi-
tion today to help, to provide some 
transparency and accountability. The 
best disinfectant is sunlight and that is 
what we can provide today. 

I could stand up here for hours walk-
ing through the specific details of the 
report that I helped conduct with some 
of my colleagues on the Intelligence 
Committee, or by rehashing the find-
ings from the hearings that our Repub-
lican colleagues on the Select Com-
mittee conducted, but I only have a few 
minutes, so here are a few key facts 
and pieces of information that our bill 
establishes. 

Right now, what we do know is that, 
according to the Department of State, 
we have ‘‘reason to believe that several 
researchers in the Wuhan Institute of 
Virology became sick in the autumn of 
2019 . . . with symptoms consistent 
with both COVID–19 and common sea-
sonal illnesses.’’ 

We also know Wuhan researchers, in-
cluding Dr. Shi Zheng-Li, also known 
colloquially as the ‘‘bat lady,’’ con-
ducted experiments involving a par-
ticular bat virus which showed an in-
credibly similar genetic makeup to 
SARS-CoV–2, the virus that causes 
COVID–19. 

We also know from publications that 
Dr. Shi was conducting dangerous gain- 
of-function research. 

Further, we know that the Wuhan In-
stitute, which presents itself as a civil-
ian institution, has received U.S. tax-
payer dollars through grants to the 
EcoHealth Alliance. The lab has col-
laborated on projects for China’s mili-
tary. 

Finally, there is no animal inter-
mediary found. As scientists have stat-
ed, COVID–19 in its present form would 
have taken years to develop naturally 
in its infectious state, yet it did not. 
Rather, it was seemingly immediate. 

When I was on the Cincinnati Board 
of Health, we investigated health 
issues, and we provided our findings to 
the public. We never saw anything like 

this pandemic, but we played a key 
role in keeping our community healthy 
by preventing smaller outbreaks from 
happening again. 

That is why, given these facts, the 
bill calls for three things. The bill first 
establishes that we must identify the 
precise origins of COVID–19 because it 
is critical for preventing a similar pan-
demic in the future. 

Earlier this year, CDC Director Rob-
ert Redfield stated, ‘‘the most likely 
etiology of this pathogen in Wuhan was 
from a laboratory.’’ 

Even Director-General Tedros of the 
World Health Organization acknowl-
edges that COVID–19 may have origi-
nated in a lab and thought it was worth 
investigating. 

Second, given these scientific opin-
ions and a whole slew of evidence, in-
cluding what I noted earlier, the bill 
establishes that we have reason to be-
lieve that the COVID–19 pandemic may 
have originated in the Wuhan Institute 
of Virology in their lab. 

Finally—and this goes back to my 
original point about transparency—the 
bill requires the Director of National 
Intelligence to declassify as much evi-
dence as possible that they can of what 
they know about the origin of COVID– 
19; what activity the Wuhan lab was 
conducting; and what we know about 
the researchers who reportedly fell ill 
back in 2019. 

The bill is about accountability for 
Americans who want to know, who de-
serve to know what caused this hor-
rible scourge that took the lives of so 
many of our families and loved ones; 
that destroyed our businesses and live-
lihoods; that robbed them of years of 
their lives. Actually, the whole world 
wants to know. 

b 1445 

It is critical to inform Congress so we 
can better prepare to stave off the next 
pandemic. I know some of my col-
leagues on the other side of the aisle 
have recently asked our leaders to es-
tablish a committee to do just that. I 
think it is a laudable goal, and this bill 
would help those efforts. 

I can’t stress enough that this bill is 
not controversial by any means. In 
fact, it passed the Senate in May with 
unanimous consent. Not one Senator 
objected, not Senators CRUZ or RAND 
PAUL, not BERNIE SANDERS or ELIZA-
BETH WARREN. If those four Senators 
can get on board with this bill, should 
not we be able to do the same? 

Mr. Speaker, I urge defeat of the pre-
vious question and for immediate con-
sideration of S. 1867. It is for trans-
parency. It is for accountability. It is 
for truth. It is for doing the right thing 
on behalf of humankind. 

Ms. ROSS. Mr. Speaker, I yield 3 
minutes to the gentlewoman from 
Pennsylvania (Ms. SCANLON), a distin-
guished member of the Rules Com-
mittee. 

Ms. SCANLON. Mr. Speaker, I rise in 
strong support of the rule under con-
sideration today. 

Well before coming to Congress, I 
provided legal services for Iraqis and 
Afghans who had put their lives at risk 
as drivers, translators, and contractors 
to help our military abroad. They need-
ed help to obtain the Special Immi-
grant Visas they were promised in re-
turn. 

From that experience, I know first-
hand that the process is rigorous and 
time-consuming. Even before the pan-
demic, it could take years for these 
critical allies to receive the special 
visas they were promised. During that 
time, they and their families faced con-
tinual threats of injury and death. 
Many died, had to go into hiding, or 
had their relatives killed because they 
had assisted U.S. forces. 

As the U.S. leaves Afghanistan after 
almost two decades of unending war, 
we need to streamline the SIV process 
so that we can make good on America’s 
promise to our Afghan allies who 
risked their lives to protect our troops. 

The ALLIES Act would ensure that 
the U.S. keeps its promise to protect 
those allies who worked with U.S. 
troops in Afghanistan. We must pass 
this bill quickly so that no one is left 
behind. 

Mr. Speaker, I also want to state my 
support for the other two bills in to-
day’s rule. 

My region knows just how pervasive 
and dangerous the PFAS chemicals 
are. Pennsylvania has multiple PFAS- 
contaminated sites, and my district is 
downstream from a couple of them. 

Uncontaminated drinking water 
should not be a debatable topic. For 
the health and safety our families, 
friends, and neighborhoods, we need to 
properly regulate and remediate PFAS 
chemicals, and this bill would do just 
that. 

Finally, we need to pass the Con-
sumer Protection and Recovery Act to 
restore the ability of the FTC to pro-
tect consumers by forcing bad actors to 
return funds to consumers who have 
been defrauded, in the wake of a Su-
preme Court decision that took away 
that power from the FTC. 

It is estimated that Pennsylvania 
seniors lose about $1.2 billion a year to 
scammers. Forcing reimbursements 
has been a key tool in the FTC toolbox 
for almost 40 years, and it is probably 
the most important tool for the indi-
vidual consumer. This bill will make 
clear Congress’ intent to restore that 
power to the FTC. 

Mr. Speaker, I strongly support this 
rule and its underlying legislation, and 
I call on all my colleagues to do the 
same. 

Mr. BURGESS. Mr. Speaker, again, I 
am going to urge defeat of the previous 
question and consideration of the 
amendment as previously discussed by 
Dr. WENSTRUP. 

Mr. Speaker, I yield 5 minutes to the 
gentleman from Illinois (Mr. LAHOOD) 
to further explain the amendment. 

Mr. LAHOOD. Mr. Speaker, I thank 
Dr. BURGESS for yielding and Dr. 
WENSTRUP for leading this effort. 
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If the previous question is defeated, 

we will amend the rule to immediately 
consider S. 1867, the COVID–19 Origin 
Act of 2021. This legislation, which 
passed the Senate by unanimous con-
sent, is simple. If passed, the bill would 
require the Biden administration’s Di-
rector of National Intelligence to de-
classify intelligence information re-
lated to any potential links between 
the Wuhan Institute of Virology, also 
known as the Wuhan lab, and the ori-
gins of COVID–19 in order to better pre-
pare for and avoid future pandemics. 

Let’s remember the devastating ef-
fect that this pandemic has had in this 
country with over 600,000 deaths and 4 
million deaths worldwide. 

In May, Republicans on the House In-
telligence Committee released an in-
terim report outlining the growing evi-
dence of a possible lab leak of the 
COVID–19 virus. 

Here are the facts. Number one, we 
know, based on numerous reports, that 
the researchers at the Wuhan lab fell 
sick with COVID-related symptoms in 
the fall of 2019. Number two, we also 
know that there was active engage-
ment by the Chinese military at the 
Wuhan lab. And, number three, we 
know that the Chinese Government has 
continued to hinder efforts for data 
collection and transparency in this in-
vestigation. Essentially, Mr. Speaker, 
they have been nontransparent and 
noncooperative. 

The bottom line is, the American 
people deserve a full accounting of the 
origins of the COVID–19 pandemic, 
which has resulted in shutting down 
our economy, massive deaths across 
the world, and millions out of work. 

Mr. Speaker, how can we prevent a 
future pandemic if we don’t know the 
genesis of this one? 

This vote today will help answer 
those questions and get to the origins 
of the pandemic. I am proud to join my 
friend, Congressman WENSTRUP, in this 
effort for transparency, and I urge my 
colleagues to defeat the previous ques-
tion. 

Ms. ROSS. Mr. Speaker, I yield 2 
minutes to the gentleman from New 
York (Mr. MORELLE), another distin-
guished member of the Rules Com-
mittee. 

Mr. MORELLE. Mr. Speaker, I thank 
my distinguished colleague and friend, 
my colleague from the Rules Com-
mittee, the gentlewoman from North 
Carolina (Ms. ROSS). 

Mr. Speaker, today, I rise in support 
of the rule in favor of the ALLIES Act. 

This bill would protect our Afghan 
partners who risked their lives as 
translators and navigators to U.S. 
military personnel by expediting the 
Afghan Special Immigrant Visa process 
and approving an additional 8,000 visas 
so that they can come to America as 
soon as possible. 

The withdrawal of U.S. troops from 
Afghanistan has placed thousands of 
these allies and their families at risk 
of retribution. 

If not for the contributions of these 
Afghan partners, the United States 

military losses could have been greater 
than already endured during this pro-
longed conflict. 

For 20 years, their courage and sac-
rifice protected our troops, and they 
were an invaluable asset to our forces 
in Afghanistan. We have a duty to en-
sure both they and their families are 
safe from retaliation from the Taliban 
and other terrorist organizations. 

In my district of Rochester, New 
York, my office hears multiple times 
per week from SIV advocates, like 
Keeping Our Promise and the Associa-
tion of Wartime Allies. The stories 
they share are heartbreaking: brave 
men and women stuck in bureaucratic 
limbo, waiting for the visas they were 
promised so they can start a new life in 
America. 

We need to pass this bill and honor 
the promise we made to our allies. If 
we leave these people behind, who will 
ever be willing to assist U.S. forces 
around the world, knowing that we 
lacked the moral resolve to protect our 
allies? 

That is not what we stand for. The 
United States leads from the front. 
Now is the time to take charge of the 
situation and ensure we keep our prom-
ise and leave no one behind. 

Mr. Speaker, I urge my colleagues to 
support the rule and pass H.R. 3985. 

Mr. BURGESS. Mr. Speaker, I yield 3 
minutes to the gentlewoman from Ari-
zona (Mrs. LESKO), a former member of 
the Rules Committee and a valuable 
member of the Energy and Commerce 
Committee. 

Mrs. LESKO. Mr. Speaker, I rise in 
opposition to the rule. Although there 
are parts of the rule that I agree with, 
I am going to talk today about the 
PFAS Action Act and why I think it is 
a problem. 

Republicans and Democrats alike are 
concerned about our water quality. Of 
course, we want to make sure that we 
have good-quality drinking water. 

Unfortunately, the PFAS Action Act 
goes too far. It classifies over 9,000 
chemicals as hazardous. This is a huge 
problem because there are a lot of ma-
terials that are made with PFAS 
chemicals that aren’t harmful to hu-
mans. 

In one case in point, in my district, 
there is a company called W. L. Gore. 
Most of you know about it because 
they make GORE-TEX, but they also 
make medical devices. They have 2,000 
employees in Flagstaff, Arizona, and 
they have 1,000 employees in my dis-
trict. They make heart stents. 

I went on a tour of their company. 
They make all kinds of medical devices 
that are implanted in human beings 
that we rely on to save lives. Yet, 
those medical devices have a form of 
PFAS in them. If this legislation is 
passed, you are basically going to 
cause them to be called hazardous ma-
terials, and we won’t be able to im-
plant these in people. 

This is a huge problem, and I think 
that my Democratic friends just need 
to think this through a little bit more. 

All of us want clean drinking water. 
But there are so many different uses of 
these PFAS chemicals, over 9,000 of 
them, and some of them are for really 
good uses, like these medical devices, 
the heart stents. 

That is why I oppose this rule. I ask 
my Democrat colleagues to reconsider. 
We had an amendment in the Energy 
and Commerce Committee that was re-
jected by the Democrats, although one 
of the members said they would like to 
revisit and fix it. 

Ms. ROSS. Mr. Speaker, I yield 21⁄2 
minutes to the gentlewoman from 
Texas (Ms. JACKSON LEE). 

Ms. JACKSON LEE. Mr. Speaker, I 
congratulate the gentlewoman from 
North Carolina as she manages this 
rule and does it in an excellent man-
ner. 

Mr. Speaker, I rise to support the un-
derlying rule and to mention that H.R. 
2467, known as the PFAS Action Act, is 
an important step in the right direc-
tion in providing safe and proper use of 
these chemicals. 

As well, I rise in support of H.R. 2668, 
which is dealing with reinforcing the 
authority of the Federal Trade Com-
mission. 

Likewise, I rise in support of H.R. 
3985, and I thank JASON CROW for his 
leadership. That is, of course, expand-
ing the Afghan Allies Protection Act of 
2009 to expedite the Special Immigrant 
Visa process for certain Afghan allies, 
and for other purposes. 

Mr. Speaker, we could not be making 
a more important statement and doing 
a more important act. We are making a 
statement that says that we do not for-
get our friends, our allies. 

As a Member of the United States 
Congress since before 9/11, and having 
interacted with the Afghanistan Gov-
ernment during the early years, the 
creation of that government in Kabul, 
going to Kabul and talking to the be-
ginning, the embryonic parliamentar-
ians, where there were any number of 
women there in those early years after 
the war as they began to set up their 
government, being a part of looking at 
their constitution and having input 
into its democratic ideals, I know what 
can happen when America leaves. 

What happened when America left 
after the Iraq war? Schools with girls 
were burned. Parliamentarians that 
were women lost their lives. 

This is a dangerous condition, sadly. 
Those allies who provided us services, 
who were translators, who provided the 
civilian services, they are in danger. 

This is the right direction. I thank 
the administration for working with us 
and working with Mr. CROW. I am a co-
sponsor of this legislation. It is time to 
move this now. I really hope the other 
body seriously takes into account that 
we are saving lives. 

As the co-chair of the Afghan Caucus, 
I think it is crucial for us to save lives. 
This is an important initiative. We 
need to do more. I think there are 8,000 
visas. We need to do more, but this is 
an excellent step. I really support the 
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efforts of Mr. CROW and thank him for 
his leadership. 

We are going to be monitoring this. 
We must monitor what the Taliban is 
doing, and we must make sure that 
lives are saved. 

b 1500 

Mr. BURGESS. Mr. Speaker, may I 
inquire as to how many additional 
speakers the gentlewoman from North 
Carolina has. 

Ms. ROSS. Mr. Speaker, I have no ad-
ditional speakers. 

Mr. BURGESS. Mr. Speaker, I yield 
myself the balance of my time. 

Mr. Speaker, Republicans agree that 
PFAS contamination must be ad-
dressed, and it must be addressed 
quickly. But requiring a blanket 
CERCLA designation for a family of 
over 9,000 compounds is not only unten-
able; it circumvents the science and 
the ongoing work at the Environ-
mental Protection Agency. 

I do want to point out that yesterday 
I had posed a question in the Rules 
Committee if there had been a hearing 
in the Energy and Commerce Com-
mittee. I was assured that there had 
been. But, in fact, those hearings oc-
curred in the previous Congress. 

There was a reference to PFAS in the 
budgetary hearing for the Environ-
mental Protection Agency, and there 
was likewise a tangential reference in 
a reauthorization of a water bill, but 
for an issue that is this involved, it 
seems that this required its own sepa-
rate hearing within the committee. 

The Chair, who is on the Energy and 
Commerce Committee, knows that 
sometimes these things run together. 
We have worked on this problem for so 
many Congresses that I asked the ques-
tion simply because I couldn’t remem-
ber if there had been an actual hearing 
on this bill in this Congress. But, in 
fact, there has not, and I just want the 
RECORD to accurately reflect that. 

The reason that that is important is 
there are many Members in this Con-
gress who were not Members of the pre-
vious Congress, and we are asking 
them to take a vote today on a terribly 
important piece of legislation. We need 
to provide our colleagues with all the 
facts, and the way we do that in reg-
ular order is through the regular hear-
ing process in an authorizing com-
mittee, like the Energy and Commerce 
Committee. 

Unfortunately, in spite of the assur-
ances from the chair of the Rules Com-
mittee, that has not happened with 
this bill. 

Another thing really was concerning 
to me yesterday in the Rules Com-
mittee. I had two amendments. I was 
told: Oh, we can’t do those because we 
don’t really know the budgetary im-
pacts of that. 

My gosh, you don’t know the budg-
etary impacts of the entire bill. 

We got a CBO score right at the hear-
ing time yesterday, and the CBO score 
says $280 million of direct expenses 
over the next 10 years. But it has no 

idea of the downstream effects of pass-
ing this legislation or what the result-
ing expenditures would be for Federal 
and State governments. We have no 
earthly idea what the actual cost of 
this is. 

I would just simply submit, to reject 
amendments brought in good faith by 
Republicans because you don’t have all 
the budgetary information at hand 
when the Congressional Budget Office 
really cannot provide us the proper 
budgetary direction on the underlying 
bill, you begin to see the discrepancy 
and why that yields so much frustra-
tion. 

As a result, no Republican amend-
ments to try to improve the bill were 
considered because of the indetermi-
nate budgetary effects. It seems to me 
that a bill focused on consumer safety 
should not be limited by procedural 
issues. 

Those very same procedural issues, 
Mr. Speaker, can be waived by the 
Committee on Rules. That is what we 
do. We waive things all the time. But 
in this case, we couldn’t find the addi-
tional energy to be able to do that. 

Additionally, the rushed bill to over-
turn the Supreme Court’s decision on 
the Federal Trade Commission’s sec-
tion 13(b) authority to seek monetary 
relief will only make monetary relief 
the go-to remedy for every FTC viola-
tion, with no guardrails. 

Creating new agency authority that 
affects consumers should not be under-
taken so lightly and should not be 
rushed through committee without full 
consideration of the issue. This bill 
does nothing to advance Federal pri-
vacy standards that are needed to over-
come the patchwork of State laws and 
increase our ability to negotiate a new 
data-sharing agreement with the Euro-
pean Union. 

Again, I would just stress that an 
amendment offered by Mr. BILIRAKIS in 
committee—and I offered it again yes-
terday in the Rules Committee—to try 
to make this a more bipartisan and 
reasonable approach was rejected on 
party lines. That is not the way that 
we should be governing. 

Finally, the ALLIES Act will in-
crease the ability of certain Afghans to 
obtain Special Immigrant Visas. These 
Afghans worked alongside our troops 
for years to make their country a bet-
ter place, often at significant risk to 
their own lives and their families’ 
lives. We must ensure that they are 
properly and thoroughly vetted so that 
the Taliban and jihadist militias can-
not exploit our generosity. We must 
also not leave behind those who risked 
their lives to aid our Armed Forces. 

Mr. Speaker, I urge a ‘‘no’’ vote on 
the previous question, and I urge a 
‘‘no’’ vote on the rule. I yield back the 
balance of my time. 

Ms. ROSS. Mr. Speaker, I yield my-
self such time as I may consume. 

It is long overdue for Congress to 
take comprehensive action to address 
the PFAS contamination of our envi-
ronment and its health impacts on 

Americans. I have seen this in North 
Carolina. 

Industry has known of the danger of 
PFAS contamination for decades, yet 
we still lack significant Federal pro-
tections. 

We cannot continue to let these man-
made chemicals endanger the health of 
our people and our planet. 

H.R. 2467 will protect Americans and 
our environment by setting standards 
for our drinking water, instituting 
comprehensive PFAS testing require-
ments, providing grants to utilities 
that are treating contamination, and 
so much more. 

I also support H.R. 2668 to solidify 
the FTC’s ability to retrieve money for 
victims of frauds and scams. We cannot 
allow American consumers and busi-
nesses to fall victim to fraud without 
holding scammers and bad actors fi-
nancially accountable. This emergency 
legislation will help make Americans 
who have fallen victim to fraud whole. 

Lastly, I support H.R. 3985 to keep 
our Nation’s promises to our Afghan 
allies and protect those who helped 
protect us. We owe it to those who put 
their lives on the line for our Armed 
Forces. We also owe it to our service-
members, who will continue to rely in 
the future on allied interpreters, con-
tractors, and security personnel in for-
eign lands. 

Mr. Speaker, I urge a ‘‘yes’’ vote on 
the rule and the previous question. 

Ms. JACKSON LEE. Mr. Speaker, I rise 
today in support of the rule governing debate 
of H.R. 2668, the ‘‘Consumer Protection and 
Recovery Act’’, which will ensure that the Fed-
eral Trade Commission (FTC) can protect 
American consumers and put money back in 
the pockets of consumers who have been the 
victims of fraud and other scams by amending 
the Federal Trade Commission Act (FTC Act) 
to explicitly provide the FTC the ability to ob-
tain both injunctive and monetary equitable re-
lief for all violations of the laws it enforces. 

Specifically, this bill would: 
Add a new subsection (e) to section 13 of 

the FTC Act that specifies types of equitable 
relief the FTC may pursue: restitution for 
losses, contract reformation and recission, 
money refunds, and the return of property; 

Provide the FTC disgorgement authority to 
seek court orders requiring bad actors repay 
unjust gains acquired in violation of the law. 

Clarify that the FTC may seek temporary re-
straining orders and preliminary injunctions 
without bond and that any relief sought under 
section 13(b) may be for past violations in ad-
dition to ongoing and imminent violations. 

As the Nation’s premier consumer protection 
agency, the FTC is directed to enforce numer-
ous statutes: the core of which is section 5 of 
the FTC Act mandating the agency to prevent 
unfair or deceptive acts or practices and unfair 
methods of competition. 

Section 13(b) of the FTC Act authorizes the 
FTC to bring suit in federal courts seeking re-
lief for consumers and is a critical enforcement 
tool the FTC uses to combat fraud and scams 
under section 5. 

In 2020 alone, the FTC returned more than 
$482 million to over 1.6 million consumer vic-
tims of fraud or illegal business practices. 

The FTC’s restitution authority under section 
13(b) was settled law for over 40 years, but 
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beginning in 2017, the Seventh Circuit Court 
of Appeals reversed its own precedent to 
overturn FTC authority under section 13(b) to 
obtain monetary relief and the Third Circuit 
soon followed. 

Because of these decisions, close to 48 mil-
lion Americans in six states became unable to 
obtain monetary redress under 13(b). 

Then, on April 22, 2021, the Supreme Court 
held in AMG Capital Management v. FTC that 
section 13(b) does not allow the FTC to seek 
monetary relief or require bad actors to return 
money earned through illegal activity. 

According to Acting Chairwoman Slaughter, 
the Supreme Court decision ‘‘deprived the 
FTC of the strongest tool [the FTC] had to 
help consumers.’’ 

Mr. Speaker, all five FTC Commissioners 
have repeatedly urged Congress to take quick 
action to pass legislation reaffirming FTC au-
thority under section 13(b). 

H.R. 2668 does exactly that, by restoring 
nearly forty years of precedent and giving the 
FTC the ability to protect Americans from 
scams and unethical business practices. 

Americans need this protection, because 
every day, and far too often, individuals in 
Texas and across the country fall victim to fi-
nancial scammers. 

The COVID–19 pandemic has given rise to 
an increase of scams and fraud that prey on 
consumers’ fears and financial insecurities, 
and inaction on this issue is not an option as 
it will only embolden bad actors. 

H.R. 2668 will ensure that the FTC main-
tains its ability to return money to the victims 
of scams. 

Seniors especially need this protection, be-
cause they have worked their entire lives with 
the promise of a safe and secure retirement, 
but scammers and unscrupulous businesses 
are taking advantage of uncertainty sur-
rounding the pandemic and working overtime 
to target them. 

Retirement accounts are not the only dam-
age these scams cause—they damage the 
independence and trust of a vulnerable com-
munity. 

During the COVID–19 pandemic, we have 
seen instances of fraud rise in unprecedented 
numbers, as scammers attempt to take advan-
tage of senior citizens and deprive them of 
their hard-earned savings. 

Bad actors preying on older Americans is, 
unfortunately, nothing new, but in the midst of 
a global pandemic impacting Americans’ lives 
and livelihoods, cracking down on those 
scams must be a priority. 

One such scam was thwarted by Houston 
police and the Harris County District Attorney, 
who made an arrest in February in an inter-
national cyber-scam that bilked unsuspecting, 
mostly elderly victims out of more than $1 mil-
lion. 

One victim of the scam, Asuncion Peppers, 
74, a retired medical technician knows that 
first hand; She was bilked out of her life sav-
ings. 

Hackers contacted Ms. Peppers on 
Facebook, pretending to be one of her 
Facebook friends. 

She was told she was eligible for a govern-
ment grant of almost one million dollars and 
all she had to do was send a check to pay 
taxes. 

Investigators believes the scammers were 
operating from Nigeria, defrauding senior citi-
zens in the U.S. and around the world. 

Before Ms. Peppers realized she was being 
conned, she sent checks totaling $87,000 
hard-earned money. 

She said that she worked three jobs to build 
her life savings. 

Ms. Peppers and her husband are just two 
of 38 victims bilked out of more than $1.3 mil-
lion before the fraud was discovered. 

This story is not an isolated incident: al-
though 1 in 20 seniors in the U.S. is a target 
of fraud schemes, the National Adult Protec-
tive Services Association has found that only 
1 in 44 seniors report that they are victims of 
a fraud scheme. 

During these unprecedented times, it is im-
perative that Congress pass legislation that 
protects U.S. consumers and honest busi-
nesses from wrongdoers who steal money 
through fraud and deception. 

Mr. Speaker, we need to strengthen federal 
prevention efforts and ensure leaders in the 
public and private sectors are collaborating on 
effective safeguards. 

This begins with ensuring that the FTC has 
the explicit authority to obtain both injunctive 
and monetary relief for all violations of the 
laws it enforces. 

I urge all members to join me in voting for 
the rule and the underlying legislation, H.R. 
2668, the ‘‘Consumer Protection and Recovery 
Act.’’ 

The material previously referred to 
by Mr. BURGESS is as follows: 

AMENDMENT TO HOUSE RESOLUTION 535 

At the end of the resolution, add the fol-
lowing: 

SEC. 8 Immediately upon adoption of this 
resolution, the House shall proceed to the 
consideration in the House of the bill (S. 
1867) to require the Director of National In-
telligence to declassify information relating 
to the origin of COVID–19, and for other pur-
poses. All points of order against consider-
ation of the bill are waived. The bill shall be 
considered as read. All points of order 
against provisions in the bill are waived. The 
previous question shall be considered as or-
dered on the bill and on any amendment 
thereto to final passage without intervening 
motion except: (1) one hour of debate equally 
divided and controlled by the chair and rank-
ing minority member of the Permanent Se-
lect Committee on Intelligence; and (2) one 
motion to commit. 

SEC. 9 Clause 1(c) of rule XIX shall not 
apply to the consideration of S. 1867. 

Ms. ROSS. Mr. Speaker, I yield back 
the balance of my time, and I move the 
previous question on the resolution. 

The SPEAKER pro tempore. The 
question is on ordering the previous 
question. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. BURGESS. Mr. Speaker, on that 
I demand the yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

The vote was taken by electronic de-
vice, and there were—yeas 216, nays 
207, not voting 7, as follows: 

[Roll No. 210] 

YEAS—216 

Adams 
Aguilar 
Allred 
Auchincloss 
Axne 

Barragán 
Bass 
Beatty 
Bera 
Beyer 

Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bourdeaux 

Bowman 
Boyle, Brendan 

F. 
Brown 
Brownley 
Bush 
Bustos 
Butterfield 
Carbajal 
Cárdenas 
Carson 
Carter (LA) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Cohen 
Connolly 
Cooper 
Correa 
Courtney 
Craig 
Crist 
Cuellar 
Davids (KS) 
Davis, Danny K. 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
Deutch 
Dingell 
Doggett 
Doyle, Michael 

F. 
Escobar 
Eshoo 
Espaillat 
Evans 
Fletcher 
Foster 
Frankel, Lois 
Gallego 
Garamendi 
Garcı́a (IL) 
Garcia (TX) 
Golden 
Gomez 
Gottheimer 
Green, Al (TX) 
Grijalva 
Harder (CA) 
Hayes 
Higgins (NY) 
Himes 
Horsford 
Houlahan 
Hoyer 

Huffman 
Jackson Lee 
Jacobs (CA) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (TX) 
Jones 
Kahele 
Kaptur 
Keating 
Kelly (IL) 
Khanna 
Kildee 
Kilmer 
Kim (NJ) 
Kind 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Lamb 
Langevin 
Larsen (WA) 
Larson (CT) 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 
Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Lowenthal 
Luria 
Lynch 
Malinowski 
Maloney, 

Carolyn B. 
Maloney, Sean 
Manning 
Matsui 
McBath 
McCollum 
McEachin 
McGovern 
McNerney 
Meeks 
Meng 
Mfume 
Moore (WI) 
Morelle 
Moulton 
Mrvan 
Murphy (FL) 
Nadler 
Napolitano 
Neal 
Neguse 
Newman 
Norcross 
O’Halleran 
Ocasio-Cortez 
Omar 
Pallone 
Panetta 
Pappas 
Pascrell 
Payne 

Perlmutter 
Peters 
Phillips 
Pingree 
Pocan 
Porter 
Pressley 
Price (NC) 
Quigley 
Raskin 
Rice (NY) 
Ross 
Roybal-Allard 
Ruiz 
Ruppersberger 
Rush 
Ryan 
Sánchez 
Sarbanes 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
Scott (VA) 
Scott, David 
Sewell 
Sherman 
Sherrill 
Sires 
Slotkin 
Smith (WA) 
Soto 
Spanberger 
Speier 
Stansbury 
Stanton 
Stevens 
Strickland 
Suozzi 
Swalwell 
Takano 
Thompson (CA) 
Thompson (MS) 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Underwood 
Vargas 
Veasey 
Vela 
Velázquez 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Welch 
Wexton 
Wild 
Williams (GA) 
Wilson (FL) 
Yarmuth 

NAYS—207 

Aderholt 
Allen 
Amodei 
Armstrong 
Arrington 
Babin 
Bacon 
Baird 
Balderson 
Banks 
Barr 
Bentz 
Bergman 
Bice (OK) 
Biggs 
Bilirakis 
Bishop (NC) 
Boebert 
Bost 
Brady 
Brooks 
Buchanan 
Buck 
Bucshon 
Budd 
Burchett 
Burgess 
Calvert 

Cammack 
Carl 
Carter (GA) 
Carter (TX) 
Cawthorn 
Chabot 
Cheney 
Cline 
Cloud 
Clyde 
Cole 
Comer 
Crawford 
Crenshaw 
Curtis 
Davidson 
Davis, Rodney 
DesJarlais 
Diaz-Balart 
Donalds 
Duncan 
Dunn 
Emmer 
Estes 
Fallon 
Feenstra 
Ferguson 
Fischbach 

Fitzgerald 
Fitzpatrick 
Fleischmann 
Fortenberry 
Foxx 
Franklin, C. 

Scott 
Fulcher 
Gaetz 
Gallagher 
Garbarino 
Garcia (CA) 
Gibbs 
Gimenez 
Gohmert 
Gonzales, Tony 
Gonzalez (OH) 
Good (VA) 
Gooden (TX) 
Gosar 
Granger 
Graves (LA) 
Graves (MO) 
Green (TN) 
Greene (GA) 
Griffith 
Grothman 
Guest 
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Guthrie 
Hagedorn 
Harris 
Harshbarger 
Hartzler 
Hern 
Herrell 
Herrera Beutler 
Hice (GA) 
Hill 
Hinson 
Hollingsworth 
Hudson 
Huizenga 
Issa 
Jackson 
Jacobs (NY) 
Johnson (LA) 
Johnson (OH) 
Johnson (SD) 
Jordan 
Joyce (OH) 
Joyce (PA) 
Katko 
Keller 
Kelly (MS) 
Kelly (PA) 
Kim (CA) 
Kinzinger 
Kustoff 
LaHood 
Lamborn 
Latta 
LaTurner 
Letlow 
Long 
Loudermilk 
Lucas 
Luetkemeyer 
Mace 
Malliotakis 
Mann 

Massie 
Mast 
McCarthy 
McCaul 
McClain 
McClintock 
McHenry 
McKinley 
Meijer 
Meuser 
Miller (IL) 
Miller (WV) 
Miller-Meeks 
Moolenaar 
Mooney 
Moore (AL) 
Moore (UT) 
Mullin 
Murphy (NC) 
Nehls 
Newhouse 
Norman 
Nunes 
Obernolte 
Owens 
Palazzo 
Palmer 
Pence 
Perry 
Pfluger 
Posey 
Reed 
Reschenthaler 
Rice (SC) 
Rodgers (WA) 
Rogers (AL) 
Rogers (KY) 
Rose 
Rosendale 
Rouzer 
Roy 
Rutherford 

Salazar 
Scalise 
Schweikert 
Sessions 
Simpson 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smucker 
Spartz 
Stauber 
Steel 
Stefanik 
Steil 
Steube 
Stewart 
Taylor 
Tenney 
Thompson (PA) 
Tiffany 
Timmons 
Turner 
Upton 
Valadao 
Van Drew 
Van Duyne 
Wagner 
Walberg 
Walorski 
Waltz 
Weber (TX) 
Webster (FL) 
Wenstrup 
Westerman 
Williams (TX) 
Wilson (SC) 
Wittman 
Womack 
Young 
Zeldin 

NOT VOTING—7 

Costa 
Crow 

Gonzalez, 
Vicente 

Higgins (LA) 

LaMalfa 
Lesko 
Scott, Austin 

b 1537 
Messrs. WESTERMAN and LAHOOD 

changed their vote from ‘‘yea’’ to 
‘‘nay.’’ 

Ms. LOFGREN changed her vote from 
‘‘nay’’ to ‘‘yea.’’ 

So the previous question was ordered. 
The result of the vote was announced 

as above recorded. 
MEMBERS RECORDED PURSUANT TO HOUSE 

RESOLUTION 8, 117TH CONGRESS 

Aderholt 
(Moolenaar) 

Allred (Wexton) 
Auchincloss 

(Moulton) 
Bishop (GA) 

(Butterfield) 
Buchanan 

(LaHood) 
Cárdenas 

(Carbajal) 
DeSaulnier 

(Matsui) 
Escobar (Garcia 

(TX)) 
Fallon (Nehls) 
Frankel, Lois 

(Clark (MA)) 
Fulcher 

(Simpson) 

Garcı́a (IL) 
(Garcia (TX)) 

Granger 
(Calvert) 

Grijalva 
(Stanton) 

Jackson (Nehls) 
Johnson (TX) 

(Jeffries) 
Jones (Williams 

(GA)) 
Kirkpatrick 

(Stanton) 
Lawson (FL) 

(Evans) 
Leger Fernandez 

(Jacobs (CA)) 
McEachin 

(Wexton) 
McHenry (Banks) 

Meng (Jeffries) 
Napolitano 

(Correa) 
Neal (Lynch) 
Nunes (Garcia 

(CA)) 
Payne (Pallone) 
Pfluger (Mann) 
Porter (Wexton) 
Ruiz (Correa) 
Rush 

(Underwood) 
Smucker (Joyce 

(PA)) 
Stewart (Owens) 
Tonko (Pallone) 
Trone (Beyer) 
Wilson (FL) 

(Hayes) 

The SPEAKER pro tempore. The 
question is on the adoption of the reso-
lution. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. BURGESS. Mr. Speaker, on that 
I demand the yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

The vote was taken by electronic de-
vice, and there were—yeas 219, nays 
208, not voting 3, as follows: 

[Roll No. 211] 

YEAS—219 

Adams 
Aguilar 
Allred 
Auchincloss 
Axne 
Barragán 
Bass 
Beatty 
Bera 
Beyer 
Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bourdeaux 
Bowman 
Boyle, Brendan 

F. 
Brown 
Brownley 
Bush 
Bustos 
Butterfield 
Carbajal 
Cárdenas 
Carson 
Carter (LA) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Cohen 
Connolly 
Cooper 
Correa 
Costa 
Courtney 
Craig 
Crist 
Crow 
Cuellar 
Davids (KS) 
Davis, Danny K. 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
Deutch 
Dingell 
Doggett 
Doyle, Michael 

F. 
Escobar 
Eshoo 
Espaillat 
Evans 
Fletcher 
Foster 
Frankel, Lois 
Gallego 
Garamendi 
Garcı́a (IL) 
Garcia (TX) 
Golden 

Gomez 
Gonzalez, 

Vicente 
Gottheimer 
Green, Al (TX) 
Grijalva 
Harder (CA) 
Hayes 
Higgins (NY) 
Himes 
Horsford 
Houlahan 
Hoyer 
Huffman 
Jackson Lee 
Jacobs (CA) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (TX) 
Jones 
Kahele 
Kaptur 
Keating 
Kelly (IL) 
Khanna 
Kildee 
Kilmer 
Kim (NJ) 
Kind 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Lamb 
Langevin 
Larsen (WA) 
Larson (CT) 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 
Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Lowenthal 
Luria 
Lynch 
Malinowski 
Maloney, 

Carolyn B. 
Maloney, Sean 
Manning 
Matsui 
McBath 
McCollum 
McEachin 
McGovern 
McNerney 
Meeks 
Meng 
Mfume 
Moore (WI) 
Morelle 
Moulton 
Mrvan 
Murphy (FL) 
Nadler 
Napolitano 
Neal 
Neguse 
Newman 
Norcross 
O’Halleran 

Ocasio-Cortez 
Omar 
Pallone 
Panetta 
Pappas 
Pascrell 
Payne 
Perlmutter 
Peters 
Phillips 
Pingree 
Pocan 
Porter 
Pressley 
Price (NC) 
Quigley 
Raskin 
Rice (NY) 
Ross 
Roybal-Allard 
Ruiz 
Ruppersberger 
Rush 
Ryan 
Sánchez 
Sarbanes 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
Scott (VA) 
Scott, David 
Sewell 
Sherman 
Sherrill 
Sires 
Slotkin 
Smith (WA) 
Soto 
Spanberger 
Speier 
Stansbury 
Stanton 
Stevens 
Strickland 
Suozzi 
Swalwell 
Takano 
Thompson (CA) 
Thompson (MS) 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Underwood 
Vargas 
Veasey 
Vela 
Velázquez 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Welch 
Wexton 
Wild 
Williams (GA) 
Wilson (FL) 
Yarmuth 

NAYS—208 

Aderholt 
Allen 
Amodei 
Armstrong 
Arrington 
Babin 
Bacon 
Baird 
Balderson 
Banks 
Barr 
Bentz 
Bergman 
Bice (OK) 
Biggs 
Bilirakis 
Bishop (NC) 
Boebert 
Bost 

Brooks 
Buchanan 
Buck 
Bucshon 
Budd 
Burchett 
Burgess 
Calvert 
Cammack 
Carl 
Carter (GA) 
Carter (TX) 
Cawthorn 
Chabot 
Cheney 
Cline 
Cloud 
Clyde 
Cole 

Comer 
Crawford 
Crenshaw 
Curtis 
Davidson 
Davis, Rodney 
DesJarlais 
Diaz-Balart 
Donalds 
Duncan 
Dunn 
Emmer 
Estes 
Fallon 
Feenstra 
Ferguson 
Fischbach 
Fitzgerald 
Fitzpatrick 

Fleischmann 
Fortenberry 
Foxx 
Franklin, C. 

Scott 
Fulcher 
Gaetz 
Gallagher 
Garbarino 
Garcia (CA) 
Gibbs 
Gimenez 
Gohmert 
Gonzales, Tony 
Gonzalez (OH) 
Good (VA) 
Gooden (TX) 
Gosar 
Granger 
Graves (LA) 
Graves (MO) 
Green (TN) 
Greene (GA) 
Griffith 
Grothman 
Guest 
Guthrie 
Hagedorn 
Harris 
Harshbarger 
Hartzler 
Hern 
Herrell 
Herrera Beutler 
Hice (GA) 
Hill 
Hinson 
Hollingsworth 
Hudson 
Huizenga 
Issa 
Jackson 
Jacobs (NY) 
Johnson (LA) 
Johnson (OH) 
Johnson (SD) 
Jordan 
Joyce (OH) 
Joyce (PA) 
Katko 
Keller 

Kelly (MS) 
Kelly (PA) 
Kim (CA) 
Kinzinger 
Kustoff 
LaHood 
LaMalfa 
Lamborn 
Latta 
LaTurner 
Lesko 
Letlow 
Long 
Loudermilk 
Lucas 
Luetkemeyer 
Mace 
Malliotakis 
Mann 
Massie 
Mast 
McCarthy 
McCaul 
McClain 
McClintock 
McHenry 
McKinley 
Meijer 
Meuser 
Miller (IL) 
Miller (WV) 
Miller-Meeks 
Moolenaar 
Mooney 
Moore (AL) 
Moore (UT) 
Mullin 
Murphy (NC) 
Nehls 
Newhouse 
Norman 
Nunes 
Obernolte 
Owens 
Palazzo 
Palmer 
Pence 
Perry 
Pfluger 
Posey 
Reed 

Reschenthaler 
Rice (SC) 
Rodgers (WA) 
Rogers (AL) 
Rogers (KY) 
Rose 
Rosendale 
Rouzer 
Roy 
Rutherford 
Salazar 
Scalise 
Schweikert 
Sessions 
Simpson 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smucker 
Spartz 
Stauber 
Steel 
Stefanik 
Steil 
Steube 
Stewart 
Taylor 
Tenney 
Thompson (PA) 
Tiffany 
Timmons 
Turner 
Upton 
Valadao 
Van Drew 
Van Duyne 
Wagner 
Walberg 
Walorski 
Waltz 
Weber (TX) 
Webster (FL) 
Wenstrup 
Westerman 
Williams (TX) 
Wilson (SC) 
Wittman 
Womack 
Young 
Zeldin 

NOT VOTING—3 

Brady Higgins (LA) Scott, Austin 

b 1600 

So the resolution was agreed to. 
The result of the vote was announced 

as above recorded. 
A motion to reconsider was laid on 

the table. 
MEMBERS RECORDED PURSUANT TO HOUSE 

RESOLUTION 8, 117TH CONGRESS 

Aderholt 
(Moolenaar) 

Buchanan 
(LaHood) 

DeSaulnier 
(Matsui) 

Doyle, Michael 
F. (Cartwright) 

Frankel, Lois 
(Clark (MA)) 

Fulcher 
(Simpson) 

Garcı́a (IL) 
(Garcia (TX)) 

Gottheimer 
(Panetta) 

Granger 
(Calvert) 

Grijalva 
(Stanton) 

Johnson (TX) 
(Jeffries) 

Jones (Williams 
(GA)) 

Kahele (Moulton) 
Kirkpatrick 

(Stanton) 
Lawson (FL) 

(Evans) 

McEachin 
(Wexton) 

Meng (Jeffries) 
Napolitano 

(Correa) 
Payne (Pallone) 
Ruiz (Correa) 
Rush 

(Underwood) 
Stewart (Owens) 
Trone (Beyer) 
Wilson (FL) 

(Hayes) 

f 

MOTION TO SUSPEND THE RULES 
AND PASS CERTAIN BILLS AND 
AGREE TO CERTAIN RESOLU-
TIONS 

Mr. HOYER. Mr. Speaker, pursuant 
to section 7 of House Resolution 535, I 
move to suspend the rules and pass the 
bills: H.R. 678; H.R. 1036; H.R. 1079; H.R. 
1158; H.R. 1250; H.R. 1754; H.R. 1833; H.R. 
1850; H.R. 1871; H.R. 1877; H.R. 1893; H.R. 
1895; H.R. 2118; H.R. 2795; H.R. 2928; H.R. 
2980; H.R. 3003; H.R. 3138; H.R. 3223; H.R. 

VerDate Sep 11 2014 05:06 Jul 21, 2021 Jkt 019060 PO 00000 Frm 00043 Fmt 7634 Sfmt 0634 E:\CR\FM\A20JY7.019 H20JYPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 H
O

U
S

E



CONGRESSIONAL RECORD — HOUSEH3716 July 20, 2021 
3263; and H.R. 3264, and agree to H. Res. 
277; and H. Res. 294. 

The Clerk read the title of the bills 
and the resolutions. 

The text of the bills and the resolu-
tions are as follows: 

PRESERVING HOME AND OFFICE NUMBERS IN 
EMERGENCIES ACT OF 2021 

H.R. 678 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Preserving 
Home and Office Numbers in Emergencies 
Act of 2021’’ or the ‘‘PHONE Act of 2021’’. 
SEC. 2. MORATORIUM ON NUMBER REASSIGN-

MENT AFTER DISASTER DECLARA-
TION. 

(a) IN GENERAL.—Section 251(e) of the Com-
munications Act of 1934 (47 U.S.C. 251(e)) is 
amended by adding at the end the following: 

‘‘(5) MORATORIUM ON NUMBER REASSIGNMENT 
AFTER DISASTER DECLARATION.— 

‘‘(A) IN GENERAL.—In the case of a number 
assigned to a subscriber for the provision of 
fixed wireline voice service at a location in a 
designated area during a covered period— 

‘‘(i) the number may not be reassigned, ex-
cept at the request of the subscriber; and 

‘‘(ii) the assignment of the number may 
not be rescinded or otherwise modified, ex-
cept at the request of the subscriber. 

‘‘(B) EXTENSION AT REQUEST OF SUB-
SCRIBER.—During the covered period, at the 
request of a subscriber described in subpara-
graph (A), the prohibition in subparagraph 
(A) shall be extended for the number for 1 
year after the date on which the covered pe-
riod expires. 

‘‘(C) SUBSCRIBER RIGHT TO CANCEL AND RE-
SUBSCRIBE.— 

‘‘(i) IN GENERAL.—In the case of a number 
described under subparagraph (A) or (B), if 
the subscriber assigned to such number dem-
onstrates to the provider of the service (or, 
under subclause (II), any other provider of 
fixed wireline voice service that serves the 
local area) that the residence where the 
number is located is inaccessible or uninhab-
itable— 

‘‘(I) the provider may not charge the sub-
scriber an early termination or other fee in 
connection with the cancellation of such 
service, if cancelled during the covered pe-
riod or the extension of the period described 
in subparagraph (B); and 

‘‘(II) if the subscriber cancels the service 
during the covered period or the extension of 
the period described in subparagraph (B), the 
provider (or any other provider of fixed 
wireline voice service that serves the local 
area)— 

‘‘(aa) shall permit the subscriber to sub-
scribe or resubscribe, as the case may be, to 
fixed wireline voice service with the number 
at the residence or at a different residence (if 
such number is available in the location of 
such different residence); and 

‘‘(bb) may not charge the subscriber a con-
nection fee or any other fee relating to the 
initiation of fixed wireline voice service. 

‘‘(ii) CANCELLATION WITHOUT DEMONSTRA-
TION OF INACCESSIBILITY OR 
UNINHABITABILITY.—If a subscriber cancels 
the provision of service assigned to a number 
described in subparagraph (A) or (B) and does 
not demonstrate to the provider of such serv-
ice that the residence where the number is 
located is inaccessible or uninhabitable as 
described under clause (i), the number is no 
longer subject to the prohibition under sub-
paragraph (A) or (B). 

‘‘(D) IDENTIFICATION ON COMMISSION 
WEBSITE.—The Commission shall publicly 
identify on the website of the Commission 

each designated area that is in a covered pe-
riod, not later than 15 days after the submis-
sion of a public designation by a State under 
subparagraph (E)(iii) with respect to such 
area. In identifying a designated area under 
subparagraph (E)(iii), a State shall consult 
with providers of fixed wireline voice service 
that serve such area and coordinate with the 
Federal Emergency Management Agency to 
reasonably limit the designated area to areas 
that have sustained covered damage. 

‘‘(E) DEFINITIONS.—In this paragraph: 
‘‘(i) COVERED DAMAGE.—The term ‘covered 

damage’ means, with respect to an area— 
‘‘(I) damage that renders residences in such 

area inaccessible or uninhabitable; or 
‘‘(II) damage that otherwise results in the 

displacement of subscribers from or within 
such area. 

‘‘(ii) COVERED PERIOD.—The term ‘covered 
period’ means a period that— 

‘‘(I) begins on the date of a declaration by 
the President of a major disaster under sec-
tion 401 of the Robert T. Stafford Disaster 
Relief and Emergency Assistance Act (42 
U.S.C. 5170) with respect to a designated 
area; and 

‘‘(II) ends on the date that is 1 year after 
such date. 

‘‘(iii) DESIGNATED AREA.—The term ‘des-
ignated area’ means a geographic area for 
which a State has submitted a public des-
ignation to the Commission, within 15 days 
after a declaration by the President of a 
major disaster under section 401 of the Rob-
ert T. Stafford Disaster Relief and Emer-
gency Assistance Act (42 U.S.C. 5170) with re-
spect to such area, stipulating that the State 
has determined that— 

‘‘(I) covered damage was sustained in such 
area; and 

‘‘(II) the prohibitions described in this 
paragraph are necessary and in the public in-
terest. 

‘‘(iv) VOICE SERVICE.—The term ‘voice serv-
ice’ has the meaning given the term ‘voice 
service’ in section 227(e)(8).’’. 

(b) AMENDMENT OF FCC RULES REQUIRED.— 
Not later than 180 days after the date of the 
enactment of this Act, the Federal Commu-
nications Commission shall amend its rules 
to reflect the requirements of paragraph (5) 
of section 251(e) of the Communications Act 
of 1934 (47 U.S.C. 251(e)), as added by sub-
section (a). 

(c) APPLICABILITY.—Paragraph (5) of sec-
tion 251(e) of the Communications Act of 1934 
(47 U.S.C. 251(e)), as added by subsection (a), 
shall apply with respect to a major disaster 
declared by the President under section 401 
of the Robert T. Stafford Disaster Relief and 
Emergency Assistance Act (42 U.S.C. 5170) 
after the date that is 180 days after the date 
on which the Commission announces that 
the Commission is capable of publicly identi-
fying a designated area on the website of the 
Commission under subparagraph (D) of such 
paragraph (5). 

(d) ORDER OF AMENDMENT EXECUTION.—If 
this Act is enacted before October 17, 2021, 
section 3(a) of the National Suicide Hotline 
Designation Act of 2020 (Public Law 116–172) 
is amended, effective on the date of the en-
actment of this Act, by striking ‘‘adding at 
the end’’ and inserting ‘‘inserting after para-
graph (3)’’, so that the paragraph (4) that is 
to be added by such section to section 251(e) 
of the Communications Act of 1934 (47 U.S.C. 
251(e)) appears after paragraph (3) of such 
section 251(e) and before the paragraph (5) 
added to such section 251(e) by subsection (a) 
of this section. 

BASSAM BARABANDI REWARDS FOR JUSTICE ACT 
H.R. 1036 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 

SECTION 1. SHORT TITLE. 
This Act may be cited as the ‘‘Bassam 

Barabandi Rewards for Justice Act’’. 
SECTION 2. AMENDMENT TO DEPARTMENT OF 

STATE REWARDS PROGRAM. 
Subsection (b) of section 36 of the State 

Department Basic Authorities Act of 1956 (22 
U.S.C. 2708) is amended— 

(1) in paragraph (11), by striking ‘‘or’’ after 
the semicolon at the end; 

(2) in paragraph (12), by striking the period 
at the end and inserting ‘‘; or’’; and 

(3) by adding at the end the following new 
paragraph. 

‘‘(13) the identification or location of an in-
dividual or entity that— 

‘‘(A) knowingly, directly or indirectly, im-
ports, exports, or reexports to, into, or from 
any country any goods, services, or tech-
nology controlled for export by the United 
States because of the use of such goods, serv-
ices, or technology in contravention of a 
United States or United Nations sanction; or 

‘‘(B) knowingly, directly or indirectly, pro-
vides training, advice, or other services or 
assistance, or engages in significant finan-
cial transactions, relating to any such goods, 
services, or technology in contravention of 
such sanction.’’. 

DESERT LOCUST CONTROL ACT 
H.R. 1079 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Desert Lo-
cust Control Act’’. 
SEC. 2. STATEMENT OF POLICY. 

It is the policy of the United States to 
prioritize efforts to control the ongoing 
desert locust outbreak in East Africa and 
other affected regions, mitigate the impacts 
on food security, economic productivity, and 
political stability, improve interagency co-
ordination to prevent future outbreaks, and 
promote resilience in affected countries. 
SEC. 3. FINDINGS. 

Congress finds the following: 
(1) The United States Agency for Inter-

national Development reports that countries 
in East Africa are currently suffering the 
worst desert locust outbreak in decades, 
which will devour crops and pasture and de-
stroy local livelihoods across the region. 

(2) As of December 2020, the Food and Agri-
culture Organization reported that there 
were 42 million people experiencing acute 
food insecurity in East Africa, which num-
bers are projected to increase if the desert 
locust outbreak is not controlled. 

(3) The desert locust outbreak in East Afri-
ca, particularly in Kenya, Ethiopia, and So-
malia, is negatively impacting food security, 
local livelihoods and economic productivity, 
and may threaten political stability in the 
region. 

(4) Proactive investments now to control 
the desert locust outbreak could reduce the 
need for a much larger United States human-
itarian response effort later, as well as sup-
port economic and political stability and 
build resilience in affected countries. 

(5) In order to optimize the United States 
response to the desert locust outbreak, an 
interagency working group should be estab-
lished to develop and implement a com-
prehensive, strategic plan to control the 
desert locust outbreak in East Africa and 
other affected regions, mitigate impacts on 
food security, economic productivity, and 
political stability and prevent future out-
breaks. 
SEC. 4. INTERAGENCY WORKING GROUP. 

(a) ESTABLISHMENT.—The President shall 
establish an interagency working group to 
coordinate the United States response to the 
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ongoing desert locust outbreak in East Afri-
ca and other affected regions, including the 
development of a comprehensive, strategic 
plan to control the outbreak, mitigate the 
impacts on food security, economic produc-
tivity, and political stability, and prevent 
future outbreaks. 

(b) MEMBERSHIP.— 
(1) IN GENERAL.—The interagency working 

group shall be composed of the following: 
(A) Two representatives from the United 

States Agency for International Develop-
ment. 

(B) One representative from each of the 
following: 

(i) The United States Mission to the United 
Nations Agencies for Food and Agriculture. 

(ii) The National Security Council. 
(iii) The Department of State. 
(iv) The Department of Defense. 
(v) The Department of Agriculture. 
(vi) Any other relevant Federal depart-

ment or agency. 
(2) CHAIR.—The President shall designate 

one of the representatives from the United 
States Agency for International Develop-
ment described in paragraph (1)(A) to serve 
as chair of the interagency working group. 

(c) DUTIES.—The interagency working 
group shall— 

(1) assess the scope of the desert locust 
outbreak in East Africa and other affected 
regions, including its impact on food secu-
rity, economic productivity, and political 
stability in affected countries; 

(2) assess the impacts of restrictions relat-
ing to the coronavirus disease 2019 (com-
monly referred to as ‘‘COVID–19’’) pandemic 
on efforts to control the desert locust out-
break and mitigate its impacts and in exac-
erbating food insecurity; 

(3) monitor the effectiveness of ongoing as-
sistance efforts to control the desert locust 
outbreak and mitigate its impacts and iden-
tify gaps and opportunities for additional 
support to such programs; 

(4) review the effectiveness of regional and 
multilateral efforts to control the desert lo-
cust outbreak and the coordination among 
relevant United States Government agen-
cies, regional governments, and inter-
national organizations, including the World 
Food Programme and the United Nations 
Food and Agriculture Organization; and 

(5) not later than 90 days after the estab-
lishment of the interagency working group 
under subsection (a), develop and submit to 
the President and the appropriate congres-
sional committees a comprehensive, stra-
tegic plan to control the desert locust out-
break, including a description of efforts to— 

(A) improve coordination among relevant 
United States Government agencies, re-
gional governments, and international orga-
nizations, including the World Food Pro-
gramme and the United Nations Food and 
Agriculture Organization; 

(B) ensure delivery of necessary assets con-
trol the desert locust outbreak and humani-
tarian and development assistance to address 
and mitigate impacts to food security, eco-
nomic productivity, and political stability; 
and 

(C) to the extent practicable, prevent and 
mitigate future desert locust and other, 
similar destructive insect outbreaks (such as 
Fall Armyworm) in Africa and other parts of 
the world, which require a humanitarian re-
sponse. 

(d) INTERAGENCY WORKING GROUP SUP-
PORT.—The interagency working group shall 
continue to meet not less than semi-annu-
ally to facilitate implementation of the com-
prehensive, strategic plan required by sub-
section (c)(5). 

(e) SUNSET.—This Act shall terminate on 
the date that is 2 years after the date of the 
enactment of this Act, or at such time as 

there is no longer an upsurge in the desert 
locust outbreak in East Africa, whichever 
occurs earlier. 

(g) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this section, the term 
‘‘appropriate congressional committees’’ 
means— 

(1) the Committee on Foreign Affairs and 
the Committee on Appropriations of the 
House of Representatives; and 

(2) the Committee on Foreign Relations 
and the Committee on Appropriations of the 
Senate. 
REFUGEE SANITATION FACILITY SAFETY ACT OF 

2021 
H.R. 1158 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Refugee 
Sanitation Facility Safety Act of 2021’’. 
SEC. 2. SECURE ACCESS TO SANITATION FACILI-

TIES FOR WOMEN AND GIRLS. 
Subsection (a) of section 501 of the Foreign 

Relations Authorization Act, Fiscal Years 
1994 and 1995 (22 U.S.C. 2601 note) is amend-
ed— 

(1) by redesignating paragraphs (6) through 
(11) as paragraphs (7) through (12), respec-
tively; and 

(2) by inserting after paragraph (5) the fol-
lowing new paragraph: 

‘‘(6) the provision of safe and secure access 
to sanitation facilities, with a special em-
phasis on women, girls, and vulnerable popu-
lations.’’. 

EMERGENCY REPORTING ACT 
H.R. 1250 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Emergency 
Reporting Act’’. 
SEC. 2. REPORTS AFTER ACTIVATION OF DIS-

ASTER INFORMATION REPORTING 
SYSTEM; IMPROVEMENTS TO NET-
WORK OUTAGE REPORTING. 

(a) REPORTS AFTER ACTIVATION OF DIS-
ASTER INFORMATION REPORTING SYSTEM.— 

(1) PRELIMINARY REPORT.— 
(A) IN GENERAL.—Not later than 6 weeks 

after the deactivation of the Disaster Infor-
mation Reporting System with respect to an 
event for which the System was activated for 
at least 7 days, the Commission shall issue a 
preliminary report on, with respect to such 
event and to the extent known— 

(i) the number and duration of any outages 
of— 

(I) broadband internet access service; 
(II) interconnected VoIP service; 
(III) commercial mobile service; and 
(IV) commercial mobile data service; 
(ii) the approximate number of users or the 

amount of communications infrastructure 
potentially affected by an outage described 
in clause (i); 

(iii) the number and duration of any out-
ages at public safety answering points that 
prevent public safety answering points from 
receiving emergency calls and routing such 
calls to emergency service personnel; and 

(iv) any additional information determined 
appropriate by the Commission. 

(B) DEVELOPMENT OF REPORT.—The Com-
mission shall develop the report required by 
subparagraph (A) using information col-
lected by the Commission, including infor-
mation collected by the Commission through 
the System. 

(2) PUBLIC FIELD HEARINGS.— 
(A) REQUIREMENT.—Not later than 8 

months after the deactivation of the Dis-
aster Information Reporting System with re-

spect to an event for which the System was 
activated for at least 7 days, the Commission 
shall hold at least 1 public field hearing in 
the area affected by such event. 

(B) INCLUSION OF CERTAIN INDIVIDUALS IN 
HEARINGS.—For each public field hearing 
held under subparagraph (A), the Commis-
sion shall consider including— 

(i) representatives of State government, 
local government, or Indian Tribal govern-
ments in areas affected by such event; 

(ii) residents of the areas affected by such 
event, or consumer advocates; 

(iii) providers of communications services 
affected by such event; 

(iv) faculty of institutions of higher edu-
cation; 

(v) representatives of other Federal agen-
cies; 

(vi) electric utility providers; 
(vii) communications infrastructure com-

panies; and 
(viii) first responders, emergency man-

agers, or 9–1–1 directors in areas affected by 
such event. 

(3) FINAL REPORT.—Not later than 12 
months after the deactivation of the Dis-
aster Information Reporting System with re-
spect to an event for which the System was 
activated for at least 7 days, the Commission 
shall issue a final report that includes, with 
respect to such event— 

(A) the information described under para-
graph (1)(A); and 

(B) any recommendations of the Commis-
sion on how to improve the resiliency of af-
fected communications or networks recovery 
efforts. 

(4) DEVELOPMENT OF REPORTS.—In devel-
oping a report required under this sub-
section, the Commission shall consider infor-
mation collected by the Commission, includ-
ing information collected by the Commission 
through the System, and any public hearing 
described in paragraph (2) with respect to the 
applicable event. 

(5) PUBLICATION.—The Commission shall 
publish each report, excluding information 
that is otherwise exempt from public disclo-
sure under the rules of the Commission, 
issued under this subsection on the website 
of the Commission upon the issuance of such 
report. 

(b) IMPROVEMENTS TO NETWORK OUTAGE RE-
PORTING.—Not later than 1 year after the 
date of the enactment of this Act, the Com-
mission shall conduct a proceeding and, after 
public notice and an opportunity for com-
ment, adopt rules to— 

(1) determine the circumstances under 
which to require service providers subject to 
the 9–1–1 regulations established under part 9 
of title 47, Code of Federal Regulations, to 
submit a timely notification, (in an easily 
accessible format that facilities situational 
awareness) to public safety answering points 
regarding communications service disrup-
tions within the assigned territories of such 
public safety answering points that pre-
vent— 

(A) the origination of 9–1–1 calls; 
(B) the delivery of Automatic Location In-

formation; or 
(C) Automatic Number Identification; 
(2) require such notifications to be made; 

and 
(3) specify the appropriate timing of such 

notification. 

(c) DEFINITIONS.—In this section: 
(1) AUTOMATIC LOCATION INFORMATION; 

AUTOMATIC NUMBER IDENTIFICATION.—The 
terms ‘‘Automatic Location Information’’ 
and ‘‘Automatic Number Identification’’ 
have the meaning given those terms in sec-
tion 9.3 of title 47, Code of Federal Regula-
tions, or any successor regulation. 
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(2) BROADBAND INTERNET ACCESS SERVICE.— 

The term ‘‘broadband internet access serv-
ice’’ has the meaning given such term in sec-
tion 8.1(b) of title 47, Code of Federal Regula-
tions, or any successor regulation. 

(3) COMMERCIAL MOBILE SERVICE.—The term 
‘‘commercial mobile service’’ has the mean-
ing given such term in section 332(d) of the 
Communications Act of 1934 (47 U.S.C. 
332(d)). 

(4) COMMERCIAL MOBILE DATA SERVICE.—The 
term ‘‘commercial mobile data service’’ has 
the meaning given such term in section 6001 
of the Middle Class Tax Relief and Job Cre-
ation Act of 2012 (47 U.S.C. 1401). 

(5) COMMISSION.—The term ‘‘Commission’’ 
means the Federal Communications Com-
mission. 

(6) INDIAN TRIBAL GOVERNMENT; LOCAL GOV-
ERNMENT.—The terms ‘‘Indian Tribal govern-
ment’’ and ‘‘Indian Tribal Government’’ have 
the meaning given those terms in section 102 
of the Robert T. Stafford Disaster Relief and 
Emergency Assistance Act (42 U.S.C. 5121). 

(7) INTERCONNECTED VOIP SERVICE.—The 
term ‘‘interconnected VoIP service’’ has the 
meaning given such term in section 3 of the 
Communications Act of 1934 (47 U.S.C. 153). 

(8) PUBLIC SAFETY ANSWERING POINT.—The 
term ‘‘public safety answering point’’ has 
the meaning given such term in section 222 
of the Communications Act of 1934 (47 U.S.C. 
222). 

(9) STATE.—The term ‘‘State’’ has the 
meaning given such term in section 3 of the 
Communications Act of 1934 (47 U.S.C. 153). 
MEASURING THE ECONOMICS DRIVING INVEST-

MENTS AND ACCESS FOR DIVERSITY ACT OF 
2021 

H.R. 1754 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Measuring 
the Economics Driving Investments and Ac-
cess for Diversity Act of 2021’’ or the 
‘‘MEDIA Diversity Act of 2021’’. 
SEC. 2. CONSIDERING MARKET ENTRY BARRIERS 

FOR SOCIALLY DISADVANTAGED IN-
DIVIDUALS. 

Section 13(d) of the Communications Act of 
1934 (47 U.S.C. 163(d)) is amended by adding 
at the end the following: 

‘‘(4) CONSIDERING SOCIALLY DISADVANTAGED 
INDIVIDUALS.—In assessing the state of com-
petition under subsection (b)(1) and regu-
latory barriers under subsection (b)(3), the 
Commission, with the input of the Office of 
Communications Business Opportunities of 
the Commission, shall consider market entry 
barriers for socially disadvantaged individ-
uals in the communications marketplace in 
accordance with the national policy under 
section 257(b).’’. 

DHS INDUSTRIAL CONTROL SYSTEMS 
CAPABILITIES ENHANCEMENT ACT OF 2021 

H.R. 1833 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Indus-
trial Control Systems Capabilities Enhance-
ment Act of 2021’’. 
SEC. 2. CAPABILITIES OF THE CYBERSECURITY 

AND INFRASTRUCTURE SECURITY 
AGENCY TO IDENTIFY THREATS TO 
INDUSTRIAL CONTROL SYSTEMS. 

(a) IN GENERAL.—Section 2209 of the Home-
land Security Act of 2002 (6 U.S.C. 659) is 
amended— 

(1) in subsection (e)(1)— 
(A) in subparagraph (G), by striking ‘‘and’’ 

after the semicolon; 
(B) in subparagraph (H), by inserting 

‘‘and’’ after the semicolon; and 

(C) by adding at the end the following new 
subparagraph: 

‘‘(I) activities of the Center address the se-
curity of both information technology and 
operational technology, including industrial 
control systems;’’; and 

(2) by adding at the end the following new 
subsection: 

‘‘(p) INDUSTRIAL CONTROL SYSTEMS.—The 
Director shall maintain capabilities to iden-
tify and address threats and vulnerabilities 
to products and technologies intended for 
use in the automated control of critical in-
frastructure processes. In carrying out this 
subsection, the Director shall— 

‘‘(1) lead Federal Government efforts, in 
consultation with Sector Risk Management 
Agencies, as appropriate, to identify and 
mitigate cybersecurity threats to industrial 
control systems, including supervisory con-
trol and data acquisition systems; 

‘‘(2) maintain threat hunting and incident 
response capabilities to respond to industrial 
control system cybersecurity risks and inci-
dents; 

‘‘(3) provide cybersecurity technical assist-
ance to industry end-users, product manufac-
turers, Sector Risk Management Agencies, 
other Federal agencies, and other industrial 
control system stakeholders to identify, 
evaluate, assess, and mitigate 
vulnerabilities; 

‘‘(4) collect, coordinate, and provide vul-
nerability information to the industrial con-
trol systems community by, as appropriate, 
working closely with security researchers, 
industry end-users, product manufacturers, 
Sector Risk Management Agencies, other 
Federal agencies, and other industrial con-
trol systems stakeholders; and 

‘‘(5) conduct such other efforts and assist-
ance as the Secretary determines appro-
priate.’’. 

(b) REPORT TO CONGRESS.—Not later than 
180 days after the date of the enactment of 
this Act and every six months thereafter 
during the subsequent 4-year period, the Di-
rector of the Cybersecurity and Infrastruc-
ture Security Agency of the Department of 
Homeland Security shall provide to the Com-
mittee on Homeland Security of the House of 
Representatives and the Committee on 
Homeland Security and Governmental Af-
fairs of the Senate a briefing on the indus-
trial control systems capabilities of the 
Agency under section 2209 of the Homeland 
Security Act of 2002 (6 U.S.C. 659), as amend-
ed by subsection (a). 

(c) GAO REVIEW.—Not later than two years 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall review implementation of the require-
ments of subsections (e)(1)(I) and (p) of sec-
tion 2209 of the Homeland Security Act of 
2002 (6 U.S.C. 659), as amended by subsection 
(a), and submit to the Committee on Home-
land Security in the House of Representa-
tives and the Committee on Homeland Secu-
rity and Government Affairs of the Senate a 
report containing findings and recommenda-
tions relating to such implementation. Such 
report shall include information on the fol-
lowing: 

(1) Any interagency coordination chal-
lenges to the ability of the Director of the 
Cybersecurity and Infrastructure Agency of 
the Department of Homeland Security to 
lead Federal efforts to identify and mitigate 
cybersecurity threats to industrial control 
systems pursuant to subsection (p)(1) of such 
section. 

(2) The degree to which the Agency has 
adequate capacity, expertise, and resources 
to carry out threat hunting and incident re-
sponse capabilities to mitigate cybersecurity 
threats to industrial control systems pursu-
ant to subsection (p)(2) of such section, as 
well as additional resources that would be 

needed to close any operational gaps in such 
capabilities. 

(3) The extent to which industrial control 
system stakeholders sought cybersecurity 
technical assistance from the Agency pursu-
ant to subsection (p)(3) of such section, and 
the utility and effectiveness of such tech-
nical assistance. 

(4) The degree to which the Agency works 
with security researchers and other indus-
trial control systems stakeholders, pursuant 
to subsection (p)(4) of such section, to pro-
vide vulnerability information to the indus-
trial control systems community. 

SUPPORTING RESEARCH AND DEVELOPMENT FOR 
FIRST RESPONDERS ACT 

H.R. 1850 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Supporting 
Research and Development for First Re-
sponders Act’’. 
SEC. 2. NATIONAL URBAN SECURITY TECH-

NOLOGY LABORATORY. 
(a) IN GENERAL.—Title III of the Homeland 

Security Act of 2002 (6 U.S.C. 181 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 322. NATIONAL URBAN SECURITY TECH-

NOLOGY LABORATORY. 
‘‘(a) IN GENERAL.—The Secretary, acting 

through the Under Secretary for Science and 
Technology, shall designate the laboratory 
described in subsection (b) as an additional 
laboratory pursuant to the authority under 
section 308(c)(2). Such laboratory shall be 
used to test and evaluate emerging tech-
nologies and conduct research and develop-
ment to assist emergency response providers 
in preparing for, and protecting against, 
threats of terrorism. 

‘‘(b) LABORATORY DESCRIBED.—The labora-
tory described in this subsection is the lab-
oratory— 

‘‘(1) known, as of the date of the enactment 
of this section, as the National Urban Secu-
rity Technology Laboratory; and 

‘‘(2) transferred to the Department pursu-
ant to section 303(1)(E). 

‘‘(c) LABORATORY ACTIVITIES.—The Na-
tional Urban Security Technology Labora-
tory shall— 

‘‘(1) conduct tests, evaluations, and assess-
ments of current and emerging technologies, 
including, as appropriate, the cybersecurity 
of such technologies that can connect to the 
internet, for emergency response providers; 

‘‘(2) act as a technical advisor to emer-
gency response providers; and 

‘‘(3) carry out other such activities as the 
Secretary determines appropriate. 

‘‘(d) RULE OF CONSTRUCTION.—Nothing in 
this section may be construed as affecting in 
any manner the authorities or responsibil-
ities of the Countering Weapons of Mass De-
struction Office of the Department.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 321 the fol-
lowing new item: 
‘‘Sec. 322. National Urban Security Tech-

nology Laboratory.’’. 
TRANSPORTATION SECURITY TRANSPARENCY 

IMPROVEMENT ACT 
H.R. 1871 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Transparency Improvement 
Act’’. 
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SEC. 2. SENSITIVE SECURITY INFORMATION; 

INTERNATIONAL AVIATION SECU-
RITY. 

(a) SENSITIVE SECURITY INFORMATION.— 
(1) IN GENERAL.—Not later than 90 days 

after the date of the enactment of this Act, 
the Administrator of the Transportation Se-
curity Administration (TSA) shall— 

(A) ensure clear and consistent designation 
of ‘‘Sensitive Security Information’’, includ-
ing reasonable security justifications for 
such designation; 

(B) develop and implement a schedule to 
regularly review and update, as necessary, 
TSA Sensitive Security Information Identi-
fication guidelines; 

(C) develop a tracking mechanism for all 
Sensitive Security Information redaction 
and designation challenges; 

(D) document justifications for changes in 
position regarding Sensitive Security Infor-
mation redactions and designations, and 
make such changes accessible to TSA per-
sonnel for use with relevant stakeholders, in-
cluding air carriers, airport operators, sur-
face transportation operators, and State and 
local law enforcement, as necessary; and 

(E) ensure that TSA personnel are ade-
quately trained on appropriate designation 
policies. 

(2) STAKEHOLDER OUTREACH.—Not later 
than 180 days after the date of the enactment 
of this Act, the Administrator of the Trans-
portation Security Administration (TSA) 
shall conduct outreach to relevant stake-
holders described in paragraph (1)(D) that 
regularly are granted access to Sensitive Se-
curity Information to raise awareness of the 
TSA’s policies and guidelines governing the 
designation and use of Sensitive Security In-
formation. 

(b) INTERNATIONAL AVIATION SECURITY.— 
(1) IN GENERAL.—Not later than 60 days 

after the date of the enactment of this Act, 
the Administrator of the Transportation Se-
curity Administration shall develop and im-
plement guidelines with respect to last point 
of departure airports to— 

(A) ensure the inclusion, as appropriate, of 
air carriers and other transportation secu-
rity stakeholders in the development and 
implementation of security directives and 
emergency amendments; 

(B) document input provided by air car-
riers and other transportation security 
stakeholders during the security directive 
and emergency amendment, development, 
and implementation processes; 

(C) define a process, including time frames, 
and with the inclusion of feedback from air 
carriers and other transportation security 
stakeholders, for cancelling or incorporating 
security directives and emergency amend-
ments into security programs; 

(D) conduct engagement with foreign part-
ners on the implementation of security di-
rectives and emergency amendments, as ap-
propriate, including recognition if existing 
security measures at a last point of depar-
ture airport are found to provide commensu-
rate security as intended by potential new 
security directives and emergency amend-
ments; and 

(E) ensure that new security directives and 
emergency amendments are focused on de-
fined security outcomes. 

(2) BRIEFING TO CONGRESS.—Not later than 
90 days after the date of the enactment of 
this Act, the Administrator of the Transpor-
tation Security Administration shall brief 
the Committee on Homeland Security of the 
House of Representatives and the Committee 
on Commerce, Science, and Transportation 
of the Senate on the guidelines described in 
paragraph (1). 

(3) DECISIONS NOT SUBJECT TO JUDICIAL RE-
VIEW.—Notwithstanding any other provision 
of law, any action of the Administrator of 

the Transportation Security Administration 
under paragraph (1) is not subject to judicial 
review. 

SECURITY SCREENING DURING COVID–19 ACT 
H.R. 1877 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Security Screen-
ing During COVID–19 Act’’. 
SEC. 2. PLAN. 

(a) IN GENERAL.—Not later than 90 days after 
the date of the enactment of this Act, the Ad-
ministrator, in coordination with the Chief Med-
ical Officer of the Department of Homeland Se-
curity, and in consultation with the Secretary 
of Health and Human Services and the Director 
of the Centers for Disease Control and Preven-
tion, shall issue and commence implementing a 
plan to enhance, as appropriate, security oper-
ations at airports during the COVID–19 na-
tional emergency in order to reduce risk of the 
spread of the coronavirus at passenger screening 
checkpoints and among the TSA workforce. 

(b) CONTENTS.—The plan required under sub-
section (a) shall include the following: 

(1) An identification of best practices devel-
oped in response to the coronavirus among for-
eign governments, airports, and air carriers con-
ducting aviation security screening operations, 
as well as among Federal agencies conducting 
similar security screening operations outside of 
airports, including in locations where the 
spread of the coronavirus has been successfully 
contained, that could be further integrated into 
the United States aviation security system. 

(2) Specific operational changes to aviation 
security screening operations informed by the 
identification of best practices under paragraph 
(1) that could be implemented without degrading 
aviation security and a corresponding timeline 
and costs for implementing such changes. 

(c) CONSIDERATIONS.—In carrying out the 
identification of best practices under subsection 
(b), the Administrator shall take into consider-
ation the following: 

(1) Aviation security screening procedures and 
practices in place at security screening loca-
tions, including procedures and practices imple-
mented in response to the coronavirus. 

(2) Volume and average wait times at each 
such security screening location. 

(3) Public health measures already in place at 
each such security screening location. 

(4) The feasibility and effectiveness of imple-
menting similar procedures and practices in lo-
cations where such are not already in place. 

(5) The feasibility and potential benefits to se-
curity, public health, and travel facilitation of 
continuing any procedures and practices imple-
mented in response to the COVID–19 national 
emergency beyond the end of such emergency. 

(d) CONSULTATION.—In developing the plan 
required under subsection (a), the Administrator 
shall consult with public and private stake-
holders and the TSA workforce, including 
through the labor organization certified as the 
exclusive representative of full- and part-time 
non-supervisory TSA personnel carrying out 
screening functions under section 44901 of title 
49, U.S. Code. 

(e) SUBMISSION.—Upon issuance of the plan 
required under subsection (a), the Administrator 
shall submit the plan to the Committee on 
Homeland Security of the House of Representa-
tives and the Committee on Commerce, Science, 
and Transportation of the Senate. 

(f) IMPLEMENTATION.—The Administrator 
shall not be required to implement the plan re-
quired under subsection (a) upon the termi-
nation of the COVID–19 national emergency ex-
cept to the extent the Administrator determines 
such implementation to be feasible and bene-
ficial to security screening operations. 

(g) GAO REVIEW.—Not later than one year 
after the commencement of implementation pur-

suant to subsection (e) of the plan required 
under subsection (a), the Comptroller General of 
the United States shall submit to the Committee 
on Homeland Security of the House of Rep-
resentatives and the Committee on Commerce, 
Science, and Transportation of the Senate a re-
view of such implementation. 

(h) DEFINITIONS.—In this section: 
(1) ADMINISTRATOR.—The term ‘‘Adminis-

trator’’ means the Administrator of the Trans-
portation Security Administration. 

(2) CORONAVIRUS.—The term ‘‘coronavirus’’ 
has the meaning given such term in section 506 
of the Coronavirus Preparedness and Response 
Supplemental Appropriations Act, 2020 (Public 
Law 116–123). 

(3) COVID–19 NATIONAL EMERGENCY.—The 
term ‘‘COVID–19 national emergency’’ means 
the national emergency declared by the Presi-
dent under the National Emergencies Act (50 
U.S.C. 1601 et seq.) on March 13, 2020, with re-
spect to the coronavirus. 

(4) PUBLIC AND PRIVATE STAKEHOLDERS.—The 
term ‘‘public and private stakeholders’’ has the 
meaning given such term in section 114(t)(1)(C) 
of title 49, United States Code. 

(5) TSA.—The term ‘‘TSA’’ means the Trans-
portation Security Administration. 
TRANSPORTATION SECURITY PREPAREDNESS ACT 

OF 2021 
H.R. 1893 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Preparedness Act of 2021’’. 
SEC. 2. SURVEY OF THE TRANSPORTATION SECU-

RITY ADMINISTRATION WORKFORCE 
REGARDING COVID–19 RESPONSE. 

(a) SURVEY.—Not later than 1 year after 
the date of the enactment of this Act, the 
Administrator of the Transportation Secu-
rity Administration (referred to in this sec-
tion as the ‘‘Administrator’’), in consulta-
tion with the labor organization certified as 
the exclusive representative of full- and 
part-time non-supervisory Administration 
personnel carrying out screening functions 
under section 44901 of title 49, United States 
Code, shall conduct a survey of the Transpor-
tation Security Administration (referred to 
in this section as the ‘‘Administration’’) 
workforce regarding the Administration’s re-
sponse to the COVID–19 pandemic. Such sur-
vey shall be conducted in a manner that al-
lows for the greatest practicable level of 
workforce participation. 

(b) CONTENTS.—In conducting the survey 
required under subsection (a), the Adminis-
trator shall solicit feedback on the fol-
lowing: 

(1) The Administration’s communication 
and collaboration with the Administration’s 
workforce regarding the Administration’s re-
sponse to the COVID–19 pandemic and efforts 
to mitigate and monitor transmission of 
COVID–19 among its workforce, including 
through— 

(A) providing employees with personal pro-
tective equipment and mandating its use; 

(B) modifying screening procedures and 
Administration operations to reduce trans-
mission among officers and passengers and 
ensuring compliance with such changes; 

(C) adjusting policies regarding scheduling, 
leave, and telework; 

(D) outreach as a part of contact tracing 
when an employee has tested positive for 
COVID–19; and 

(E) encouraging COVID–19 vaccinations 
and efforts to assist employees that seek to 
be vaccinated such as communicating the 
availability of duty time for travel to vac-
cination sites and recovery from vaccine side 
effects. 

(2) Any other topic determined appropriate 
by the Administrator. 
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(c) REPORT.—Not later than 30 days after 

completing the survey required under sub-
section (a), the Administration shall provide 
a report summarizing the results of the sur-
vey to the Committee on Homeland Security 
of the House of Representatives and the 
Committee on Commerce, Science, and 
Transportation of the Senate. 
SEC. 3. TRANSPORTATION SECURITY PREPARED-

NESS PLAN. 
(a) PLAN REQUIRED.—Section 114 of title 49, 

United States Code, is amended by adding at 
the end the following new subsection: 

‘‘(x) TRANSPORTATION SECURITY PREPARED-
NESS PLAN.— 

‘‘(1) IN GENERAL.—Not later than two years 
after the date of the enactment of this sub-
section, the Secretary of Homeland Security, 
acting through the Administrator, in coordi-
nation with the Chief Medical Officer of the 
Department of Homeland Security and in 
consultation with the partners identified 
under paragraphs (3)(A)(i) through (3)(A)(iv), 
shall develop a transportation security pre-
paredness plan to address the event of a com-
municable disease outbreak. The Secretary, 
acting through the Administrator, shall en-
sure such plan aligns with relevant Federal 
plans and strategies for communicable dis-
ease outbreaks. 

‘‘(2) CONSIDERATIONS.—In developing the 
plan required under paragraph (1), the Sec-
retary, acting through the Administrator, 
shall consider each of the following: 

‘‘(A) The findings of the survey required 
under section 2 of the Transportation Secu-
rity Preparedness Act of 2021. 

‘‘(B) All relevant reports and recommenda-
tions regarding the Administration’s re-
sponse to the COVID–19 pandemic, including 
any reports and recommendations issued by 
the Comptroller General and the Inspector 
General of the Department of Homeland Se-
curity. 

‘‘(C) Lessons learned from Federal inter-
agency efforts during the COVID–19 pan-
demic. 

‘‘(3) CONTENTS OF PLAN.—The plan devel-
oped under paragraph (1) shall include each 
of the following: 

‘‘(A) Plans for communicating and collabo-
rating in the event of a communicable dis-
ease outbreak with the following partners: 

‘‘(i) Appropriate Federal departments and 
agencies, including the Department of 
Health and Human Services, the Centers for 
Disease Control and Prevention, the Depart-
ment of Transportation, the Department of 
Labor, and appropriate interagency task 
forces. 

‘‘(ii) The workforce of the Administration, 
including through the labor organization 
certified as the exclusive representative of 
full- and part-time non-supervisory Adminis-
tration personnel carrying out screening 
functions under section 44901 of this title. 

‘‘(iii) International partners, including the 
International Civil Aviation Organization 
and foreign governments, airports, and air 
carriers. 

‘‘(iv) Public and private stakeholders, as 
such term is defined under subsection 
(t)(1)(C). 

‘‘(v) The traveling public. 
‘‘(B) Plans for protecting the safety of the 

Transportation Security Administration 
workforce, including— 

‘‘(i) reducing the risk of communicable dis-
ease transmission at screening checkpoints 
and within the Administration’s workforce 
related to the Administration’s transpor-
tation security operations and mission; 

‘‘(ii) ensuring the safety and hygiene of 
screening checkpoints and other 
workstations; 

‘‘(iii) supporting equitable and appropriate 
access to relevant vaccines, prescriptions, 
and other medical care; and 

‘‘(iv) tracking rates of employee illness, re-
covery, and death. 

‘‘(C) Criteria for determining the condi-
tions that may warrant the integration of 
additional actions in the aviation screening 
system in response to the communicable dis-
ease outbreak and a range of potential roles 
and responsibilities that align with such con-
ditions. 

‘‘(D) Contingency plans for temporarily ad-
justing checkpoint operations to provide for 
passenger and employee safety while main-
taining security during the communicable 
disease outbreak. 

‘‘(E) Provisions setting forth criteria for 
establishing an interagency task force or 
other standing engagement platform with 
other appropriate Federal departments and 
agencies, including the Department of 
Health and Human Services and the Depart-
ment of Transportation, to address such 
communicable disease outbreak. 

‘‘(F) A description of scenarios in which 
the Administrator should consider exercising 
authorities provided under subsection (g) and 
for what purposes. 

‘‘(G) Considerations for assessing the ap-
propriateness of issuing security directives 
and emergency amendments to regulated 
parties in various modes of transportation, 
including surface transportation, and plans 
for ensuring compliance with such measures. 

‘‘(H) A description of any potential obsta-
cles, including funding constraints and limi-
tations to authorities, that could restrict 
the ability of the Administration to respond 
appropriately to a communicable disease 
outbreak. 

‘‘(4) DISSEMINATION.—Upon development of 
the plan required under paragraph (1), the 
Administrator shall disseminate the plan to 
the partners identified under paragraph 
(3)(A) and to the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Commerce, Science, and 
Transportation of the Senate. 

‘‘(5) REVIEW OF PLAN.—Not later than two 
years after the date on which the plan is dis-
seminated under paragraph (4), and bienni-
ally thereafter, the Secretary, acting 
through the Administrator and in coordina-
tion with the Chief Medical Officer of the De-
partment of Homeland Security, shall review 
the plan and, after consultation with the 
partners identified under paragraphs (3)(A)(i) 
through (3)(A)(iv), update the plan as appro-
priate.’’. 

(b) COMPTROLLER GENERAL REPORT.—Not 
later than one year after the date on which 
the transportation security preparedness 
plan required under subsection (x) of section 
114 of title 49, United States Code, as added 
by subsection (a), is disseminated under 
paragraph (4) of such subsection (x), the 
Comptroller General of the United States 
shall submit to the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Commerce, Science, and 
Transportation of the Senate a report con-
taining the results of a study assessing the 
transportation security preparedness plan, 
including an analysis of— 

(1) whether such plan aligns with relevant 
Federal plans and strategies for commu-
nicable disease outbreaks; and 

(2) the extent to which the Transportation 
Security Administration is prepared to im-
plement the plan. 

TRANSPORTATION SECURITY PUBLIC HEALTH 
THREAT PREPAREDNESS ACT OF 2021 

H.R. 1895 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Transpor-
tation Security Public Health Threat Pre-
paredness Act of 2021’’. 

SEC. 2. DEFINITIONS. 
For purposes of this Act: 
(1) ADMINISTRATOR.—The term ‘‘Adminis-

trator’’ means the Administrator of the 
Transportation Security Administration. 

(2) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional 
committees’’ means— 

(A) the Committee on Homeland Security 
of the House of Representatives; and 

(B) the Committee on Homeland Security 
and Governmental Affairs and the Com-
mittee on Commerce, Science, and Transpor-
tation of the Senate. 

(3) DEPARTMENT.—The term ‘‘Department’’ 
means the Department of Homeland Secu-
rity. 

(4) STERILE AREA.—The term ‘‘sterile area’’ 
has the meaning given such term in section 
1540.5 of title 49, Code of Federal Regula-
tions. 

(5) TSA.—The term ‘‘TSA’’ means the 
Transportation Security Administration. 
SEC. 3. AUTHORIZATION OF TSA PERSONNEL DE-

TAILS. 
(a) COORDINATION.—Pursuant to sections 

106(m) and 114(m) of title 49, United States 
Code, the Administrator may provide TSA 
personnel, who are not engaged in front line 
transportation security efforts, to other 
components of the Department and other 
Federal agencies to improve coordination 
with such components and agencies to pre-
pare for, protect against, and respond to pub-
lic health threats to the transportation secu-
rity system of the United States. 

(b) BRIEFING.—Not later than 180 days after 
the date of the enactment of this Act, the 
Administrator shall brief the appropriate 
congressional committees regarding efforts 
to improve coordination with other compo-
nents of the Department and other Federal 
agencies to prepare for, protect against, and 
respond to public health threats to the 
transportation security system of the United 
States. 
SEC. 4. TSA PREPAREDNESS. 

(a) ANALYSIS.— 
(1) IN GENERAL.—The Administrator shall 

conduct an analysis of preparedness of the 
transportation security system of the United 
States for public health threats. Such anal-
ysis shall assess, at a minimum, the fol-
lowing: 

(A) The risks of public health threats to 
the transportation security system of the 
United States, including to transportation 
hubs, transportation security stakeholders, 
TSA personnel, and passengers. 

(B) Information sharing challenges among 
relevant components of the Department, 
other Federal agencies, international enti-
ties, and transportation security stake-
holders. 

(C) Impacts to TSA policies and procedures 
for securing the transportation security sys-
tem. 

(2) COORDINATION.—The analysis conducted 
of the risks described in paragraph (1)(A) 
shall be conducted in coordination with the 
Chief Medical Officer of the Department of 
Homeland Security, the Secretary of Health 
and Human Services, and transportation se-
curity stakeholders. 

(b) BRIEFING.—Not later than 180 days after 
the date of the enactment of this Act, the 
Administrator shall brief the appropriate 
congressional committees on the following: 

(1) The analysis required under subsection 
(a). 

(2) Technologies necessary to combat pub-
lic health threats at security screening 
checkpoints to better protect from future 
public health threats TSA personnel, pas-
sengers, aviation workers, and other per-
sonnel authorized to access the sterile area 
of an airport through such checkpoints, and 
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the estimated cost of technology invest-
ments needed to fully implement across the 
aviation system solutions to such threats. 

(3) Policies and procedures implemented by 
TSA and transportation security stake-
holders to protect from public health threats 
TSA personnel, passengers, aviation work-
ers, and other personnel authorized to access 
the sterile area through the security screen-
ing checkpoints, as well as future plans for 
additional measures relating to such protec-
tion. 

(4) The role of TSA in establishing prior-
ities, developing solutions, and coordinating 
and sharing information with relevant do-
mestic and international entities during a 
public health threat to the transportation 
security system, and how TSA can improve 
its leadership role in such areas. 

SECURING AMERICA FROM EPIDEMICS ACT 

H.R. 2118 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Securing 
America From Epidemics Act’’. 
SEC. 2. FINDINGS. 

Congress finds the following: 
(1) Due to increasing population and popu-

lation density, human mobility, and ecologi-
cal change, emerging infectious diseases pose 
a real and growing threat to global health 
security. 

(2) While vaccines can be the most effec-
tive tools to protect against infectious dis-
ease, the absence of vaccines for a new or 
emerging infectious disease with epidemic 
potential is a major health security threat 
globally, posing catastrophic potential 
human and economic costs. 

(3) The COVID–19 pandemic has infected 
more than 119,960,700 individuals and has 
killed at least 2,656,822 people worldwide, and 
it is likely that unreported cases and deaths 
are significant. 

(4) Even regional outbreaks can have enor-
mous human costs and substantially disrupt 
the global economy and cripple regional 
economies. The 2014 Ebola outbreak in West 
Africa killed more than 11,000 and cost 
$2,800,000,000 in losses in the affected coun-
tries alone. 

(5) While the need for vaccines to address 
emerging epidemic threats is acute, markets 
to drive the necessary development of vac-
cines to address them—a complex and expen-
sive undertaking—are very often critically 
absent. Also absent are mechanisms to en-
sure access to those vaccines by those who 
need them when they need them. 

(6) To address this global vulnerability and 
the deficit of political commitment, institu-
tional capacity, and funding, in 2017, several 
countries and private partners launched the 
Coalition for Epidemic Preparedness Innova-
tions (CEPI). CEPI’s mission is to stimulate, 
finance, and coordinate development of vac-
cines for high-priority, epidemic-potential 
threats in cases where traditional markets 
do not exist or cannot create sufficient de-
mand. 

(7) Through funding of partnerships, CEPI 
seeks to bring priority vaccines candidates 
through the end of phase II clinical trials, as 
well as support vaccine platforms that can 
be rapidly deployed against emerging patho-
gens. 

(8) CEPI supported the manufacturing of 
the United States-developed Moderna 
COVID–19 vaccine during its Phase 1 clinical 
trial, and CEPI has initiated at least 12 part-
nerships to develop vaccines against COVID– 
19. 

(9) CEPI is co-leading COVAX, the vaccines 
pillar of the ACT–Accelerator, which is a 

global collaboration to quickly produce and 
equitably distribute safe and effective vac-
cines and therapeutics for COVID–19. 

(10) Support for and participation in CEPI 
is an important part of the United States 
own health security and biodefense and is in 
the national interest, complementing the 
work of many Federal agencies and pro-
viding significant value through global part-
nership and burden-sharing. 
SEC. 3. AUTHORIZATION FOR UNITED STATES 

PARTICIPATION. 
(a) IN GENERAL.—The United States is 

hereby authorized to participate in the Coa-
lition for Epidemic Preparedness Innova-
tions (‘‘Coalition’’). 

(b) DESIGNATION.—The President is author-
ized to designate an employee of the relevant 
Federal department or agency providing the 
majority of United States contributions to 
the Coalition, who should demonstrate 
knowledge and experience in the fields of de-
velopment and public health, epidemiology, 
or medicine, to serve— 

(1) on the Investors Council of the Coali-
tion; and 

(2) if nominated by the President, on the 
Board of Directors of the Coalition, as a rep-
resentative of the United States. 

(c) REPORTS TO CONGRESS.—Not later than 
180 days after the date of the enactment of 
this Act, the President shall submit to the 
appropriate congressional committees a re-
port that includes the following: 

(1) The United States planned contribu-
tions to the Coalition and the mechanisms 
for United States participation in such Coa-
lition. 

(2) The manner and extent to which the 
United States shall participate in the gov-
ernance of the Coalition. 

(3) How participation in the Coalition sup-
ports relevant United States Government 
strategies and programs in health security 
and biodefense, including— 

(A) the Global Health Security Strategy 
required by section 7058(c)(3) of division K of 
the Consolidated Appropriations Act, 2018 
(Public Law 115–141); 

(B) the applicable revision of the National 
Biodefense Strategy required by section 1086 
of the National Defense Authorization Act 
for Fiscal Year 2017 (6 U.S.C. 104); and 

(C) any other relevant decision-making 
process for policy, planning, and spending in 
global health security, biodefense, or vaccine 
and medical countermeasures research and 
development. 

(d) UNITED STATES CONTRIBUTIONS.— 
Amounts authorized to be appropriated 
under chapters 1 and 10 of part I and chapter 
4 of part II of the Foreign Assistance Act of 
1961 (22 U.S.C. 2151 et seq.) are authorized to 
be made available for United States con-
tributions to the Coalition. 

(e) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—In this section, the term ‘‘appropriate 
congressional committees’’ means— 

(1) the Committee on Foreign Affairs and 
the Committee on Appropriations of the 
House of Representatives; and 

(2) the Committee on Foreign Relations 
and the Committee on Appropriations of the 
Senate. 

DHS BLUE CAMPAIGN ENHANCEMENT ACT 

H.R. 2795 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Blue 
Campaign Enhancement Act’’. 
SEC. 2. DEPARTMENT OF HOMELAND SECURITY 

BLUE CAMPAIGN ENHANCEMENT. 
Section 434 of the Homeland Security Act 

of 2002 (6 U.S.C. 242) is amended— 

(1) in subsection (e)(6), by striking ‘‘uti-
lizing resources,’’ and inserting ‘‘developing 
and utilizing, in consultation with the Advi-
sory Board established pursuant to sub-
section (g), resources’’; and 

(2) by adding at the end the following new 
subsections: 

‘‘(f) WEB-BASED TRAINING PROGRAMS.—To 
enhance training opportunities, the Director 
of the Blue Campaign shall develop web- 
based interactive training videos that utilize 
a learning management system to provide 
online training opportunities that shall be 
made available to the following individuals: 

‘‘(1) Federal, State, local, Tribal, and terri-
torial law enforcement officers. 

‘‘(2) Non-Federal correction system per-
sonnel. 

‘‘(3) Such other individuals as the Director 
determines appropriate. 

‘‘(g) BLUE CAMPAIGN ADVISORY BOARD.— 
‘‘(1) IN GENERAL.—The Secretary shall es-

tablish within the Department a Blue Cam-
paign Advisory Board and shall assign to 
such Board a representative from each of the 
following components: 

‘‘(A) The Transportation Security Admin-
istration. 

‘‘(B) U.S. Customs and Border Protection. 
‘‘(C) U.S. Immigration and Customs En-

forcement. 
‘‘(D) The Federal Law Enforcement Train-

ing Center. 
‘‘(E) The United States Secret Service. 
‘‘(F) The Office for Civil Rights and Civil 

Liberties. 
‘‘(G) The Privacy Office. 
‘‘(H) Any other components or offices the 

Secretary determines appropriate. 
‘‘(2) CHARTER.—The Secretary is authorized 

to issue a charter for the Board, and such 
charter shall specify the following: 

‘‘(A) The Board’s mission, goals, and scope 
of its activities. 

‘‘(B) The duties of the Board’s representa-
tives. 

‘‘(C) The frequency of the Board’s meet-
ings. 

‘‘(3) CONSULTATION.—The Director shall 
consult the Board established pursuant to 
paragraph (1) regarding the following: 

‘‘(A) Recruitment tactics used by human 
traffickers to inform the development of 
training and materials by the Blue Cam-
paign. 

‘‘(B) The development of effective aware-
ness tools for distribution to Federal and 
non-Federal officials to identify and prevent 
instances of human trafficking. 

‘‘(C) Identification of additional persons or 
entities that may be uniquely positioned to 
recognize signs of human trafficking and the 
development of materials for such persons. 

‘‘(4) APPLICABILITY.—The Federal Advisory 
Committee Act (5 U.S.C. App.) does not 
apply to— 

‘‘(A) the Board; or 
‘‘(B) consultations under paragraph (2). 
‘‘(h) CONSULTATION.—With regard to the de-

velopment of programs under the Blue Cam-
paign and the implementation of such pro-
grams, the Director is authorized to consult 
with State, local, Tribal, and territorial 
agencies, non-governmental organizations, 
private sector organizations, and experts. 
Such consultation shall be exempt from the 
Federal Advisory Committee Act (5 U.S.C. 
App.).’’. 

CYBER SENSE ACT OF 2021 

H.R. 2928 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cyber Sense 
Act of 2021’’. 
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SEC. 2. CYBER SENSE. 

(a) IN GENERAL.—The Secretary of Energy, 
in coordination with relevant Federal agen-
cies, shall establish a voluntary Cyber Sense 
program to test the cybersecurity of prod-
ucts and technologies intended for use in the 
bulk-power system, as defined in section 
215(a) of the Federal Power Act (16 U.S.C. 
824o(a)). 

(b) PROGRAM REQUIREMENTS.—In carrying 
out subsection (a), the Secretary of Energy 
shall— 

(1) establish a testing process under the 
Cyber Sense program to test the cybersecu-
rity of products and technologies intended 
for use in the bulk-power system, including 
products relating to industrial control sys-
tems and operational technologies, such as 
supervisory control and data acquisition sys-
tems; 

(2) for products and technologies tested 
under the Cyber Sense program, establish 
and maintain cybersecurity vulnerability re-
porting processes and a related database; 

(3) provide technical assistance to electric 
utilities, product manufacturers, and other 
electricity sector stakeholders to develop so-
lutions to mitigate identified cybersecurity 
vulnerabilities in products and technologies 
tested under the Cyber Sense program; 

(4) biennially review products and tech-
nologies tested under the Cyber Sense pro-
gram for cybersecurity vulnerabilities and 
provide analysis with respect to how such 
products and technologies respond to and 
mitigate cyber threats; 

(5) develop guidance, that is informed by 
analysis and testing results under the Cyber 
Sense program, for electric utilities for pro-
curement of products and technologies; 

(6) provide reasonable notice to the public, 
and solicit comments from the public, prior 
to establishing or revising the testing proc-
ess under the Cyber Sense program; 

(7) oversee testing of products and tech-
nologies under the Cyber Sense program; and 

(8) consider incentives to encourage the 
use of analysis and results of testing under 
the Cyber Sense program in the design of 
products and technologies for use in the 
bulk-power system. 

(c) DISCLOSURE OF INFORMATION.—Any cy-
bersecurity vulnerability reported pursuant 
to a process established under subsection 
(b)(2), the disclosure of which the Secretary 
of Energy reasonably foresees would cause 
harm to critical electric infrastructure (as 
defined in section 215A of the Federal Power 
Act), shall be deemed to be critical electric 
infrastructure information for purposes of 
section 215A(d) of the Federal Power Act. 

(d) FEDERAL GOVERNMENT LIABILITY.— 
Nothing in this section shall be construed to 
authorize the commencement of an action 
against the United States Government with 
respect to the testing of a product or tech-
nology under the Cyber Sense program. 

CYBERSECURITY VULNERABILITY REMEDIATION 
ACT 

H.R. 2980 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cybersecu-
rity Vulnerability Remediation Act’’. 
SEC. 2. CYBERSECURITY VULNERABILITIES. 

Section 2209 of the Homeland Security Act 
of 2002 (6 U.S.C. 659) is amended— 

(1) in subsection (a)— 
(A) in paragraph (5), by striking ‘‘and’’ 

after the semicolon at the end; 
(B) by redesignating paragraph (6) as para-

graph (7); and 
(C) by inserting after paragraph (5) the fol-

lowing new paragraph: 

‘‘(6) the term ‘cybersecurity vulnerability’ 
has the meaning given the term ‘security 
vulnerability’ in section 102 of the Cyberse-
curity Information Sharing Act of 2015 (6 
U.S.C. 1501); and’’. 

(2) in subsection (c)— 
(A) in paragraph (5)— 
(i) in subparagraph (A), by striking ‘‘and’’ 

after the semicolon at the end; 
(ii) by redesignating subparagraph (B) as 

subparagraph (C); 
(iii) by inserting after subparagraph (A) 

the following new subparagraph: 
‘‘(B) sharing mitigation protocols to 

counter cybersecurity vulnerabilities pursu-
ant to subsection (n); and’’; and 

(iv) in subparagraph (C), as so redesig-
nated, by inserting ‘‘and mitigation proto-
cols to counter cybersecurity vulnerabilities 
in accordance with subparagraph (B)’’ before 
‘‘with Federal’’; 

(B) in paragraph (7)(C), by striking ‘‘shar-
ing’’ and inserting ‘‘share’’; and 

(C) in paragraph (9), by inserting ‘‘mitiga-
tion protocols to counter cybersecurity 
vulnerabilities,’’ after ‘‘measures,’’; 

(3) in subsection (e)(1)(G), by striking the 
semicolon after ‘‘and’’ at the end; 

(4) by redesignating subsection (o) as sub-
section (p); and 

(5) by inserting after subsection (n) fol-
lowing new subsection: 

‘‘(o) PROTOCOLS TO COUNTER CERTAIN CY-
BERSECURITY VULNERABILITIES.—The Direc-
tor may, as appropriate, identify, develop, 
and disseminate actionable protocols to 
mitigate cybersecurity vulnerabilities to in-
formation systems and industrial control 
systems, including in circumstances in 
which such vulnerabilities exist because 
software or hardware is no longer supported 
by a vendor.’’. 

SEC. 3. REPORT ON CYBERSECURITY 
VULNERABILITIES. 

(a) REPORT.—Not later than one year after 
the date of the enactment of this Act, the 
Director of the Cybersecurity and Infrastruc-
ture Security Agency of the Department of 
Homeland Security shall submit to the Com-
mittee on Homeland Security of the House of 
Representatives and the Committee on 
Homeland Security and Governmental Af-
fairs of the Senate a report on how the Agen-
cy carries out subsection (n) of section 2209 
of the Homeland Security Act of 2002 to co-
ordinate vulnerability disclosures, including 
disclosures of cybersecurity vulnerabilities 
(as such term is defined in such section), and 
subsection (o) of such section (as added by 
section 2) to disseminate actionable proto-
cols to mitigate cybersecurity 
vulnerabilities to information systems and 
industrial control systems, that includes the 
following: 

(1) A description of the policies and proce-
dures relating to the coordination of vulner-
ability disclosures. 

(2) A description of the levels of activity in 
furtherance of such subsections (n) and (o) of 
such section 2209. 

(3) Any plans to make further improve-
ments to how information provided pursuant 
to such subsections can be shared (as such 
term is defined in such section 2209) between 
the Department and industry and other 
stakeholders. 

(4) Any available information on the de-
gree to which such information was acted 
upon by industry and other stakeholders. 

(5) A description of how privacy and civil 
liberties are preserved in the collection, re-
tention, use, and sharing of vulnerability 
disclosures. 

(b) FORM.—The report required under sub-
section (b) shall be submitted in unclassified 
form but may contain a classified annex. 

SEC. 4. COMPETITION RELATING TO CYBERSECU-
RITY VULNERABILITIES. 

The Under Secretary for Science and Tech-
nology of the Department of Homeland Secu-
rity, in consultation with the Director of the 
Cybersecurity and Infrastructure Security 
Agency of the Department, may establish an 
incentive-based program that allows indus-
try, individuals, academia, and others to 
compete in identifying remediation solutions 
for cybersecurity vulnerabilities (as such 
term is defined in section 2209 of the Home-
land Security Act of 2002, as amended by sec-
tion 2) to information systems (as such term 
is defined in such section 2209) and industrial 
control systems, including supervisory con-
trol and data acquisition systems. 

SEC. 5. TITLE XXII TECHNICAL AND CLERICAL 
AMENDMENTS. 

(a) TECHNICAL AMENDMENTS.— 
(1) HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 

‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 
TO .GOV INTERNET DOMAIN.’’; 

(B) in the second section 2215 (6 U.S.C. 665b; 
relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 

‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 
(C) in the third section 2215 (6 U.S.C. 665c; 

relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 

‘‘SEC. 2217. CYBERSECURITY STATE COORDI-
NATOR.’’; 

(D) in the fourth section 2215 (6 U.S.C. 665d; 
relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 

‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-
CIES.’’; 

(E) in section 2216 (6 U.S.C. 665e; relating to 
the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 

‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-
MITTEE.’’; and 

(F) in section 2217 (6 U.S.C. 665f; relating to 
Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 

‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 
TRAINING PROGRAMS.’’. 

(2) CONSOLIDATED APPROPRIATIONS ACT, 
2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 

‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs.’’. 
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PROMOTING UNITED STATES WIRELESS 

LEADERSHIP ACT OF 2021 
H.R. 3003 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Promoting 
United States Wireless Leadership Act of 
2021’’. 
SEC. 2. REPRESENTATION AND LEADERSHIP OF 

UNITED STATES IN COMMUNICA-
TIONS STANDARDS-SETTING BODIES. 

(a) IN GENERAL.—In order to enhance the 
representation of the United States and pro-
mote United States leadership in standards- 
setting bodies that set standards for 5G net-
works and for future generations of wireless 
communications networks, the Assistant 
Secretary shall, in consultation with the Na-
tional Institute of Standards and Tech-
nology— 

(1) equitably encourage participation by 
companies and a wide variety of relevant 
stakeholders, but not including any company 
or relevant stakeholder that the Assistant 
Secretary has determined to be not trusted, 
(to the extent such standards-setting bodies 
allow such stakeholders to participate) in 
such standards-setting bodies; and 

(2) equitably offer technical expertise to 
companies and a wide variety of relevant 
stakeholders, but not including any company 
or relevant stakeholder that the Assistant 
Secretary has determined to be not trusted, 
(to the extent such standards-setting bodies 
allow such stakeholders to participate) to fa-
cilitate such participation. 

(b) STANDARDS-SETTING BODIES.—The 
standards-setting bodies referred to in sub-
section (a) include— 

(1) the International Organization for 
Standardization; 

(2) the voluntary standards-setting bodies 
that develop protocols for wireless devices 
and other equipment, such as the 3GPP and 
the Institute of Electrical and Electronics 
Engineers; and 

(3) any standards-setting body accredited 
by the American National Standards Insti-
tute or Alliance for Telecommunications In-
dustry Solutions. 

(c) BRIEFING.—Not later than 60 days after 
the date of the enactment of this Act, the 
Assistant Secretary shall brief the Commit-
tees on Energy and Commerce and Foreign 
Affairs of the House of Representatives and 
the Committees on Commerce, Science, and 
Transportation and Foreign Relations of the 
Senate on a strategy to carry out subsection 
(a). 

(d) DEFINITIONS.—In this section: 
(1) 3GPP.—The term ‘‘3GPP’’ means the 3rd 

Generation Partnership Project. 
(2) 5G NETWORK.—The term ‘‘5G network’’ 

means a fifth-generation mobile network as 
described by 3GPP Release 15 or higher. 

(3) ASSISTANT SECRETARY.—The term ‘‘As-
sistant Secretary’’ means the Assistant Sec-
retary of Commerce for Communications and 
Information. 

(4) CLOUD COMPUTING.—The term ‘‘cloud 
computing’’ has the meaning given the term 
in Special Publication 800–145 of the National 
Institute of Standards and Technology, enti-
tled ‘‘The NIST Definition of Cloud Com-
puting’’, published in September 2011, or any 
successor publication. 

(5) COMMUNICATIONS NETWORK.—The term 
‘‘communications network’’ means any of 
the following: 

(A) A system enabling the transmission, 
between or among points specified by the 
user, of information of the user’s choosing. 

(B) Cloud computing resources. 
(C) A network or system used to access 

cloud computing resources. 

(6) NOT TRUSTED.—The term ‘‘not trusted’’ 
means, with respect to a company or stake-
holder, that the company or stakeholder is 
determined by the Assistant Secretary to 
pose a threat to the national security of the 
United States. In making such a determina-
tion, the Assistant Secretary shall rely sole-
ly on one or more of the following deter-
minations: 

(A) A specific determination made by any 
executive branch interagency body with ap-
propriate national security expertise, includ-
ing the Federal Acquisition Security Council 
established under section 1322(a) of title 41, 
United States Code. 

(B) A specific determination made by the 
Department of Commerce pursuant to Execu-
tive Order No. 13873 (84 Fed. Reg. 22689; relat-
ing to securing the information and commu-
nications technology and services supply 
chain). 

(C) Whether a company or stakeholder pro-
duces or provides covered telecommuni-
cations equipment or services, as defined in 
section 889(f)(3) of the John S. McCain Na-
tional Defense Authorization Act for Fiscal 
Year 2019 (Public Law 115–232; 132 Stat. 1918). 

STATE AND LOCAL CYBERSECURITY 
IMPROVEMENT ACT 

H.R. 3138 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘State and 
Local Cybersecurity Improvement Act’’. 
SEC. 2. STATE AND LOCAL CYBERSECURITY 

GRANT PROGRAM. 
(a) IN GENERAL.—Subtitle A of title XXII of 

the Homeland Security Act of 2002 (6 U.S.C. 
651 et seq.) is amended by adding at the end 
the following new sections: 
‘‘SEC. 2220A. STATE AND LOCAL CYBERSECURITY 

GRANT PROGRAM. 
‘‘(a) DEFINITIONS.—In this section: 
‘‘(1) CYBER THREAT INDICATOR.—The term 

‘cyber threat indicator’ has the meaning 
given the term in section 102 of the Cyberse-
curity Act of 2015 (6 U.S.C. 1501). 

‘‘(2) CYBERSECURITY PLAN.—The term ‘Cy-
bersecurity Plan’ means a plan submitted by 
an eligible entity under subsection (e)(1). 

‘‘(3) ELIGIBLE ENTITY.—The term ‘eligible 
entity’ means— 

‘‘(A) a State; or 
‘‘(B) an Indian tribe that, not later than 

120 days after the date of the enactment of 
this section or not later than 120 days before 
the start of any fiscal year in which a grant 
under this section is awarded— 

‘‘(i) notifies the Secretary that the Indian 
tribe intends to develop a Cybersecurity 
Plan; and 

‘‘(ii) agrees to forfeit any distribution 
under subsection (n)(2). 

‘‘(4) INCIDENT.—The term ‘incident’ has the 
meaning given the term in section 2209. 

‘‘(5) INDIAN TRIBE; TRIBAL ORGANIZATION.— 
The term ‘Indian tribe’ or ‘Tribal organiza-
tion’ has the meaning given that term in sec-
tion 4(e) of the of the Indian Self-Determina-
tion and Education Assistance Act (25 U.S.C. 
5304(e)). 

‘‘(6) INFORMATION SHARING AND ANALYSIS 
ORGANIZATION.—The term ‘information shar-
ing and analysis organization’ has the mean-
ing given the term in section 2222. 

‘‘(7) INFORMATION SYSTEM.—The term ‘in-
formation system’ has the meaning given the 
term in section 102 of the Cybersecurity Act 
of 2015 (6 U.S.C. 1501). 

‘‘(8) ONLINE SERVICE.—The term ‘online 
service’ means any internet-facing service, 
including a website, email, virtual private 
network, or custom application. 

‘‘(9) RANSOMWARE INCIDENT.—The term 
‘ransomware incident’ means an incident 

that actually or imminently jeopardizes, 
without lawful authority, the integrity, con-
fidentiality, or availability of information 
on an information system, or actually or im-
minently jeopardizes, without lawful author-
ity, an information system for the purpose of 
coercing the information system’s owner, op-
erator, or another person. 

‘‘(10) STATE AND LOCAL CYBERSECURITY 
GRANT PROGRAM.—The term ‘State and Local 
Cybersecurity Grant Program’ means the 
program established under subsection (b). 

‘‘(11) STATE AND LOCAL CYBERSECURITY RE-
SILIENCE COMMITTEE.—The term ‘State and 
Local Cybersecurity Resilience Committee’ 
means the committee established under sub-
section (o)(1). 

‘‘(b) ESTABLISHMENT.— 
‘‘(1) IN GENERAL.—The Secretary, acting 

through the Director, shall establish a pro-
gram, to be known as the ‘the State and 
Local Cybersecurity Grant Program’, to 
award grants to eligible entities to address 
cybersecurity risks and cybersecurity 
threats to information systems of State, 
local, or Tribal organizations. 

‘‘(2) APPLICATION.—An eligible entity seek-
ing a grant under the State and Local Cyber-
security Grant Program shall submit to the 
Secretary an application at such time, in 
such manner, and containing such informa-
tion as the Secretary may require. 

‘‘(c) BASELINE REQUIREMENTS.—An eligible 
entity or multistate group that receives a 
grant under this section shall use the grant 
in compliance with— 

‘‘(1)(A) the Cybersecurity Plan of the eligi-
ble entity or the Cybersecurity Plans of the 
eligible entities that comprise the 
multistate group; and 

‘‘(B) the Homeland Security Strategy to 
Improve the Cybersecurity of State, Local, 
Tribal, and Territorial Governments devel-
oped under section 2210(e)(1); or 

‘‘(2) activities carried out under para-
graphs (3), (4), and (5) of subsection (h). 

‘‘(d) ADMINISTRATION.—The State and Local 
Cybersecurity Grant Program shall be ad-
ministered in the same office of the Depart-
ment that administers grants made under 
sections 2003 and 2004. 

‘‘(e) CYBERSECURITY PLANS.— 
‘‘(1) IN GENERAL.—An eligible entity apply-

ing for a grant under this section shall sub-
mit to the Secretary a Cybersecurity Plan 
for approval. 

‘‘(2) REQUIRED ELEMENTS.—A Cybersecurity 
Plan of an eligible entity shall— 

‘‘(A) incorporate, to the extent practicable, 
any existing plans of the eligible entity to 
protect against cybersecurity risks and cy-
bersecurity threats to information systems 
of State, local, or Tribal organizations; 

‘‘(B) describe, to the extent practicable, 
how the eligible entity will— 

‘‘(i) manage, monitor, and track informa-
tion systems, applications, and user ac-
counts owned or operated by or on behalf of 
the eligible entity or by local or Tribal orga-
nizations within the jurisdiction of the eligi-
ble entity and the information technology 
deployed on those information systems, in-
cluding legacy information systems and in-
formation technology that are no longer sup-
ported by the manufacturer of the systems 
or technology; 

‘‘(ii) monitor, audit, and track activity be-
tween information systems, applications, 
and user accounts owned or operated by or 
on behalf of the eligible entity or by local or 
Tribal organizations within the jurisdiction 
of the eligible entity and between those in-
formation systems and information systems 
not owned or operated by the eligible entity 
or by local or Tribal organizations within 
the jurisdiction of the eligible entity; 
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‘‘(iii) enhance the preparation, response, 

and resilience of information systems, appli-
cations, and user accounts owned or operated 
by or on behalf of the eligible entity or local 
or Tribal organizations against cybersecu-
rity risks and cybersecurity threats; 

‘‘(iv) implement a process of continuous 
cybersecurity vulnerability assessments and 
threat mitigation practices prioritized by de-
gree of risk to address cybersecurity risks 
and cybersecurity threats on information 
systems of the eligible entity or local or 
Tribal organizations; 

‘‘(v) ensure that State, local, and Tribal or-
ganizations that own or operate information 
systems that are located within the jurisdic-
tion of the eligible entity— 

‘‘(I) adopt best practices and methodolo-
gies to enhance cybersecurity, such as the 
practices set forth in the cybersecurity 
framework developed by, and the cyber sup-
ply chain risk management best practices 
identified by, the National Institute of 
Standards and Technology; and 

‘‘(II) utilize knowledge bases of adversary 
tools and tactics to assess risk; 

‘‘(vi) promote the delivery of safe, rec-
ognizable, and trustworthy online services 
by State, local, and Tribal organizations, in-
cluding through the use of the .gov internet 
domain; 

‘‘(vii) ensure continuity of operations of 
the eligible entity and local, and Tribal or-
ganizations in the event of a cybersecurity 
incident (including a ransomware incident), 
including by conducting exercises to practice 
responding to such an incident; 

‘‘(viii) use the National Initiative for Cy-
bersecurity Education Cybersecurity Work-
force Framework developed by the National 
Institute of Standards and Technology to 
identify and mitigate any gaps in the cyber-
security workforces of State, local, or Tribal 
organizations, enhance recruitment and re-
tention efforts for such workforces, and bol-
ster the knowledge, skills, and abilities of 
State, local, and Tribal organization per-
sonnel to address cybersecurity risks and cy-
bersecurity threats, such as through cyberse-
curity hygiene training; 

‘‘(ix) ensure continuity of communications 
and data networks within the jurisdiction of 
the eligible entity between the eligible enti-
ty and local and Tribal organizations that 
own or operate information systems within 
the jurisdiction of the eligible entity in the 
event of an incident involving such commu-
nications or data networks within the juris-
diction of the eligible entity; 

‘‘(x) assess and mitigate, to the greatest 
degree possible, cybersecurity risks and cy-
bersecurity threats related to critical infra-
structure and key resources, the degradation 
of which may impact the performance of in-
formation systems within the jurisdiction of 
the eligible entity; 

‘‘(xi) enhance capabilities to share cyber 
threat indicators and related information be-
tween the eligible entity and local and Trib-
al organizations that own or operate infor-
mation systems within the jurisdiction of 
the eligible entity, including by expanding 
existing information sharing agreements 
with the Department; 

‘‘(xii) enhance the capability of the eligible 
entity to share cyber threat indictors and re-
lated information with the Department; 

‘‘(xiii) leverage cybersecurity services of-
fered by the Department; 

‘‘(xiv) develop and coordinate strategies to 
address cybersecurity risks and cybersecu-
rity threats to information systems of the 
eligible entity in consultation with— 

‘‘(I) local and Tribal organizations within 
the jurisdiction of the eligible entity; and 

‘‘(II) as applicable— 
‘‘(aa) States that neighbor the jurisdiction 

of the eligible entity or, as appropriate, 

members of an information sharing and anal-
ysis organization; and 

‘‘(bb) countries that neighbor the jurisdic-
tion of the eligible entity; and 

‘‘(xv) implement an information tech-
nology and operational technology mod-
ernization cybersecurity review process that 
ensures alignment between information 
technology and operational technology cy-
bersecurity objectives; 

‘‘(C) describe, to the extent practicable, 
the individual responsibilities of the eligible 
entity and local and Tribal organizations 
within the jurisdiction of the eligible entity 
in implementing the plan; 

‘‘(D) outline, to the extent practicable, the 
necessary resources and a timeline for imple-
menting the plan; and 

‘‘(E) describe how the eligible entity will 
measure progress towards implementing the 
plan. 

‘‘(3) DISCRETIONARY ELEMENTS.—A Cyberse-
curity Plan of an eligible entity may include 
a description of— 

‘‘(A) cooperative programs developed by 
groups of local and Tribal organizations 
within the jurisdiction of the eligible entity 
to address cybersecurity risks and cyberse-
curity threats; and 

‘‘(B) programs provided by the eligible en-
tity to support local and Tribal organiza-
tions and owners and operators of critical in-
frastructure to address cybersecurity risks 
and cybersecurity threats. 

‘‘(4) MANAGEMENT OF FUNDS.—An eligible 
entity applying for a grant under this sec-
tion shall agree to designate the Chief Infor-
mation Officer, the Chief Information Secu-
rity Officer, or an equivalent official of the 
eligible entity as the primary official for the 
management and allocation of funds awarded 
under this section. 

‘‘(f) MULTISTATE GRANTS.— 
‘‘(1) IN GENERAL.—The Secretary, acting 

through the Director, may award grants 
under this section to a group of two or more 
eligible entities to support multistate efforts 
to address cybersecurity risks and cyberse-
curity threats to information systems within 
the jurisdictions of the eligible entities. 

‘‘(2) SATISFACTION OF OTHER REQUIRE-
MENTS.—In order to be eligible for a 
multistate grant under this subsection, each 
eligible entity that comprises a multistate 
group shall submit to the Secretary— 

‘‘(A) a Cybersecurity Plan for approval in 
accordance with subsection (i); and 

‘‘(B) a plan for establishing a cybersecurity 
planning committee under subsection (g). 

‘‘(3) APPLICATION.— 
‘‘(A) IN GENERAL.—A multistate group ap-

plying for a multistate grant under para-
graph (1) shall submit to the Secretary an 
application at such time, in such manner, 
and containing such information as the Sec-
retary may require. 

‘‘(B) MULTISTATE PROJECT DESCRIPTION.— 
An application of a multistate group under 
subparagraph (A) shall include a plan de-
scribing— 

‘‘(i) the division of responsibilities among 
the eligible entities that comprise the 
multistate group for administering the grant 
for which application is being made; 

‘‘(ii) the distribution of funding from such 
a grant among the eligible entities that com-
prise the multistate group; and 

‘‘(iii) how the eligible entities that com-
prise the multistate group will work to-
gether to implement the Cybersecurity Plan 
of each of those eligible entities. 

‘‘(g) PLANNING COMMITTEES.— 
‘‘(1) IN GENERAL.—An eligible entity that 

receives a grant under this section shall es-
tablish a cybersecurity planning committee 
to— 

‘‘(A) assist in the development, implemen-
tation, and revision of the Cybersecurity 
Plan of the eligible entity; 

‘‘(B) approve the Cybersecurity Plan of the 
eligible entity; and 

‘‘(C) assist in the determination of effec-
tive funding priorities for a grant under this 
section in accordance with subsection (h). 

‘‘(2) COMPOSITION.—A committee of an eli-
gible entity established under paragraph (1) 
shall— 

‘‘(A) be comprised of representatives from 
the eligible entity and counties, cities, 
towns, Tribes, and public educational and 
health institutions within the jurisdiction of 
the eligible entity; and 

‘‘(B) include, as appropriate, representa-
tives of rural, suburban, and high-population 
jurisdictions. 

‘‘(3) CYBERSECURITY EXPERTISE.—Not less 
than 1⁄2 of the representatives of a committee 
established under paragraph (1) shall have 
professional experience relating to cyberse-
curity or information technology. 

‘‘(4) RULE OF CONSTRUCTION REGARDING EX-
ISTING PLANNING COMMITTEES.—Nothing in 
this subsection may be construed to require 
an eligible entity to establish a cybersecu-
rity planning committee if the eligible enti-
ty has established and uses a multijuris-
dictional planning committee or commission 
that meets, or may be leveraged to meet, the 
requirements of this subsection. 

‘‘(h) USE OF FUNDS.—An eligible entity 
that receives a grant under this section shall 
use the grant to— 

‘‘(1) implement the Cybersecurity Plan of 
the eligible entity; 

‘‘(2) develop or revise the Cybersecurity 
Plan of the eligible entity; or 

‘‘(3) assist with activities that address im-
minent cybersecurity risks or cybersecurity 
threats to the information systems of the el-
igible entity or a local or Tribal organization 
within the jurisdiction of the eligible entity. 

‘‘(i) APPROVAL OF PLANS.— 
‘‘(1) APPROVAL AS CONDITION OF GRANT.—Be-

fore an eligible entity may receive a grant 
under this section, the Secretary, acting 
through the Director, shall review the Cyber-
security Plan, or any revisions thereto, of 
the eligible entity and approve such plan, or 
revised plan, if it satisfies the requirements 
specified in paragraph (2). 

‘‘(2) PLAN REQUIREMENTS.—In approving a 
Cybersecurity Plan of an eligible entity 
under this subsection, the Director shall en-
sure that the Cybersecurity Plan— 

‘‘(A) satisfies the requirements of sub-
section (e)(2); 

‘‘(B) upon the issuance of the Homeland 
Security Strategy to Improve the Cybersecu-
rity of State, Local, Tribal, and Territorial 
Governments authorized pursuant to section 
2210(e), complies, as appropriate, with the 
goals and objectives of the strategy; and 

‘‘(C) has been approved by the cybersecu-
rity planning committee of the eligible enti-
ty established under subsection (g). 

‘‘(3) APPROVAL OF REVISIONS.—The Sec-
retary, acting through the Director, may ap-
prove revisions to a Cybersecurity Plan as 
the Director determines appropriate. 

‘‘(4) EXCEPTION.—Notwithstanding sub-
section (e) and paragraph (1) of this sub-
section, the Secretary may award a grant 
under this section to an eligible entity that 
does not submit a Cybersecurity Plan to the 
Secretary if— 

‘‘(A) the eligible entity certifies to the 
Secretary that— 

‘‘(i) the activities that will be supported by 
the grant are integral to the development of 
the Cybersecurity Plan of the eligible entity; 
and 

VerDate Sep 11 2014 06:02 Jul 21, 2021 Jkt 019060 PO 00000 Frm 00052 Fmt 7634 Sfmt 0634 E:\CR\FM\A20JY7.074 H20JYPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 H
O

U
S

E



CONGRESSIONAL RECORD — HOUSE H3725 July 20, 2021 
‘‘(ii) the eligible entity will submit by Sep-

tember 30, 2023, to the Secretary a Cyberse-
curity Plan for review, and if appropriate, 
approval; or 

‘‘(B) the eligible entity certifies to the Sec-
retary, and the Director confirms, that the 
eligible entity will use funds from the grant 
to assist with the activities described in sub-
section (h)(3). 

‘‘(j) LIMITATIONS ON USES OF FUNDS.— 
‘‘(1) IN GENERAL.—An eligible entity that 

receives a grant under this section may not 
use the grant— 

‘‘(A) to supplant State, local, or Tribal 
funds; 

‘‘(B) for any recipient cost-sharing con-
tribution; 

‘‘(C) to pay a demand for ransom in an at-
tempt to— 

‘‘(i) regain access to information or an in-
formation system of the eligible entity or of 
a local or Tribal organization within the ju-
risdiction of the eligible entity; or 

‘‘(ii) prevent the disclosure of information 
that has been removed without authoriza-
tion from an information system of the eligi-
ble entity or of a local or Tribal organization 
within the jurisdiction of the eligible entity; 

‘‘(D) for recreational or social purposes; or 
‘‘(E) for any purpose that does not address 

cybersecurity risks or cybersecurity threats 
on information systems of the eligible entity 
or of a local or Tribal organization within 
the jurisdiction of the eligible entity. 

‘‘(2) PENALTIES.—In addition to any other 
remedy available, the Secretary may take 
such actions as are necessary to ensure that 
a recipient of a grant under this section uses 
the grant for the purposes for which the 
grant is awarded. 

‘‘(3) RULE OF CONSTRUCTION.—Nothing in 
paragraph (1) may be construed to prohibit 
the use of grant funds provided to a State, 
local, or Tribal organization for otherwise 
permissible uses under this section on the 
basis that a State, local, or Tribal organiza-
tion has previously used State, local, or 
Tribal funds to support the same or similar 
uses. 

‘‘(k) OPPORTUNITY TO AMEND APPLICA-
TIONS.—In considering applications for 
grants under this section, the Secretary 
shall provide applicants with a reasonable 
opportunity to correct defects, if any, in 
such applications before making final 
awards. 

‘‘(l) APPORTIONMENT.—For fiscal year 2022 
and each fiscal year thereafter, the Sec-
retary shall apportion amounts appropriated 
to carry out this section among States as 
follows: 

‘‘(1) BASELINE AMOUNT.—The Secretary 
shall first apportion 0.25 percent of such 
amounts to each of American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, Guam, the U.S. Virgin Islands, and 
0.75 percent of such amounts to each of the 
remaining States. 

‘‘(2) REMAINDER.—The Secretary shall ap-
portion the remainder of such amounts in 
the ratio that— 

‘‘(A) the population of each eligible entity, 
bears to 

‘‘(B) the population of all eligible entities. 
‘‘(3) MINIMUM ALLOCATION TO INDIAN 

TRIBES.— 
‘‘(A) IN GENERAL.—In apportioning 

amounts under this section, the Secretary 
shall ensure that, for each fiscal year, di-
rectly eligible Tribes collectively receive, 
from amounts appropriated under the State 
and Local Cybersecurity Grant Program, not 
less than an amount equal to three percent 
of the total amount appropriated for grants 
under this section. 

‘‘(B) ALLOCATION.—Of the amount reserved 
under subparagraph (A), funds shall be allo-

cated in a manner determined by the Sec-
retary in consultation with Indian tribes. 

‘‘(C) EXCEPTION.—This paragraph shall not 
apply in any fiscal year in which the Sec-
retary— 

‘‘(i) receives fewer than five applications 
from Indian tribes; or 

‘‘(ii) does not approve at least two applica-
tions from Indian tribes. 

‘‘(m) FEDERAL SHARE.— 
‘‘(1) IN GENERAL.—The Federal share of the 

cost of an activity carried out using funds 
made available with a grant under this sec-
tion may not exceed— 

‘‘(A) in the case of a grant to an eligible 
entity— 

‘‘(i) for fiscal year 2022, 90 percent; 
‘‘(ii) for fiscal year 2023, 80 percent; 
‘‘(iii) for fiscal year 2024, 70 percent; 
‘‘(iv) for fiscal year 2025, 60 percent; and 
‘‘(v) for fiscal year 2026 and each subse-

quent fiscal year, 50 percent; and 
‘‘(B) in the case of a grant to a multistate 

group— 
‘‘(i) for fiscal year 2022, 95 percent; 
‘‘(ii) for fiscal year 2023, 85 percent; 
‘‘(iii) for fiscal year 2024, 75 percent; 
‘‘(iv) for fiscal year 2025, 65 percent; and 
‘‘(v) for fiscal year 2026 and each subse-

quent fiscal year, 55 percent. 
‘‘(2) WAIVER.—The Secretary may waive or 

modify the requirements of paragraph (1) for 
an Indian tribe if the Secretary determines 
such a waiver is in the public interest. 

‘‘(n) RESPONSIBILITIES OF GRANTEES.— 
‘‘(1) CERTIFICATION.—Each eligible entity 

or multistate group that receives a grant 
under this section shall certify to the Sec-
retary that the grant will be used— 

‘‘(A) for the purpose for which the grant is 
awarded; and 

‘‘(B) in compliance with, as the case may 
be— 

‘‘(i) the Cybersecurity Plan of the eligible 
entity; 

‘‘(ii) the Cybersecurity Plans of the eligi-
ble entities that comprise the multistate 
group; or 

‘‘(iii) a purpose approved by the Secretary 
under subsection (h) or pursuant to an excep-
tion under subsection (i). 

‘‘(2) AVAILABILITY OF FUNDS TO LOCAL AND 
TRIBAL ORGANIZATIONS.—Not later than 45 
days after the date on which an eligible enti-
ty or multistate group receives a grant 
under this section, the eligible entity or 
multistate group shall, without imposing un-
reasonable or unduly burdensome require-
ments as a condition of receipt, obligate or 
otherwise make available to local and Tribal 
organizations within the jurisdiction of the 
eligible entity or the eligible entities that 
comprise the multistate group, and as appli-
cable, consistent with the Cybersecurity 
Plan of the eligible entity or the Cybersecu-
rity Plans of the eligible entities that com-
prise the multistate group— 

‘‘(A) not less than 80 percent of funds avail-
able under the grant; 

‘‘(B) with the consent of the local and Trib-
al organizations, items, services, capabili-
ties, or activities having a value of not less 
than 80 percent of the amount of the grant; 
or 

‘‘(C) with the consent of the local and Trib-
al organizations, grant funds combined with 
other items, services, capabilities, or activi-
ties having the total value of not less than 80 
percent of the amount of the grant. 

‘‘(3) CERTIFICATIONS REGARDING DISTRIBU-
TION OF GRANT FUNDS TO LOCAL AND TRIBAL 
ORGANIZATIONS.—An eligible entity or 
multistate group shall certify to the Sec-
retary that the eligible entity or multistate 
group has made the distribution to local, 
Tribal, and territorial governments required 
under paragraph (2). 

‘‘(4) EXTENSION OF PERIOD.— 

‘‘(A) IN GENERAL.—An eligible entity or 
multistate group may request in writing 
that the Secretary extend the period of time 
specified in paragraph (2) for an additional 
period of time. 

‘‘(B) APPROVAL.—The Secretary may ap-
prove a request for an extension under sub-
paragraph (A) if the Secretary determines 
the extension is necessary to ensure that the 
obligation and expenditure of grant funds 
align with the purpose of the State and 
Local Cybersecurity Grant Program. 

‘‘(5) EXCEPTION.—Paragraph (2) shall not 
apply to the District of Columbia, the Com-
monwealth of Puerto Rico, American Samoa, 
the Commonwealth of the Northern Mariana 
Islands, Guam, the Virgin Islands, or an In-
dian tribe. 

‘‘(6) DIRECT FUNDING.—If an eligible entity 
does not make a distribution to a local or 
Tribal organization required in accordance 
with paragraph (2), the local or Tribal orga-
nization may petition the Secretary to re-
quest that grant funds be provided directly 
to the local or Tribal organization. 

‘‘(7) PENALTIES.—In addition to other rem-
edies available to the Secretary, the Sec-
retary may terminate or reduce the amount 
of a grant awarded under this section to an 
eligible entity or distribute grant funds pre-
viously awarded to such eligible entity di-
rectly to the appropriate local or Tribal or-
ganization as a replacement grant in an 
amount the Secretary determines appro-
priate if such eligible entity violates a re-
quirement of this subsection. 

‘‘(o) ADVISORY COMMITTEE.— 
‘‘(1) ESTABLISHMENT.—Not later than 120 

days after the date of enactment of this sec-
tion, the Director shall establish a State and 
Local Cybersecurity Resilience Committee 
to provide State, local, and Tribal stake-
holder expertise, situational awareness, and 
recommendations to the Director, as appro-
priate, regarding how to— 

‘‘(A) address cybersecurity risks and cyber-
security threats to information systems of 
State, local, or Tribal organizations; and 

‘‘(B) improve the ability of State, local, 
and Tribal organizations to prevent, protect 
against, respond to, mitigate, and recover 
from such cybersecurity risks and cybersecu-
rity threats. 

‘‘(2) DUTIES.—The committee established 
under paragraph (1) shall— 

‘‘(A) submit to the Director recommenda-
tions that may inform guidance for appli-
cants for grants under this section; 

‘‘(B) upon the request of the Director, pro-
vide to the Director technical assistance to 
inform the review of Cybersecurity Plans 
submitted by applicants for grants under 
this section, and, as appropriate, submit to 
the Director recommendations to improve 
those plans prior to the approval of the plans 
under subsection (i); 

‘‘(C) advise and provide to the Director 
input regarding the Homeland Security 
Strategy to Improve Cybersecurity for State, 
Local, Tribal, and Territorial Governments 
required under section 2210; 

‘‘(D) upon the request of the Director, pro-
vide to the Director recommendations, as ap-
propriate, regarding how to— 

‘‘(i) address cybersecurity risks and cyber-
security threats on information systems of 
State, local, or Tribal organizations; and 

‘‘(ii) improve the cybersecurity resilience 
of State, local, or Tribal organizations; and 

‘‘(E) regularly coordinate with the State, 
Local, Tribal and Territorial Government 
Coordinating Council, within the Critical In-
frastructure Partnership Advisory Council, 
established under section 871. 

‘‘(3) MEMBERSHIP.— 
‘‘(A) NUMBER AND APPOINTMENT.—The State 

and Local Cybersecurity Resilience Com-
mittee established pursuant to paragraph (1) 
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shall be composed of 15 members appointed 
by the Director, as follows: 

‘‘(i) Two individuals recommended to the 
Director by the National Governors Associa-
tion. 

‘‘(ii) Two individuals recommended to the 
Director by the National Association of 
State Chief Information Officers. 

‘‘(iii) One individual recommended to the 
Director by the National Guard Bureau. 

‘‘(iv) Two individuals recommended to the 
Director by the National Association of 
Counties. 

‘‘(v) One individual recommended to the 
Director by the National League of Cities. 

‘‘(vi) One individual recommended to the 
Director by the United States Conference of 
Mayors. 

‘‘(vii) One individual recommended to the 
Director by the Multi-State Information 
Sharing and Analysis Center. 

‘‘(viii) One individual recommended to the 
Director by the National Congress of Amer-
ican Indians. 

‘‘(viii) Four individuals who have edu-
cational and professional experience relating 
to cybersecurity work or cybersecurity pol-
icy. 

‘‘(B) TERMS.— 
‘‘(i) IN GENERAL.—Subject to clause (ii), 

each member of the State and Local Cyber-
security Resilience Committee shall be ap-
pointed for a term of two years. 

‘‘(ii) REQUIREMENT.—At least two members 
of the State and Local Cybersecurity Resil-
ience Committee shall also be members of 
the State, Local, Tribal and Territorial Gov-
ernment Coordinating Council, within the 
Critical Infrastructure Partnership Advisory 
Council, established under section 871. 

‘‘(iii) EXCEPTION.—A term of a member of 
the State and Local Cybersecurity Resil-
ience Committee shall be three years if the 
member is appointed initially to the Com-
mittee upon the establishment of the Com-
mittee. 

‘‘(iv) TERM REMAINDERS.—Any member of 
the State and Local Cybersecurity Resil-
ience Committee appointed to fill a vacancy 
occurring before the expiration of the term 
for which the member’s predecessor was ap-
pointed shall be appointed only for the re-
mainder of such term. A member may serve 
after the expiration of such member’s term 
until a successor has taken office. 

‘‘(v) VACANCIES.—A vacancy in the State 
and Local Cybersecurity Resilience Com-
mittee shall be filled in the manner in which 
the original appointment was made. 

‘‘(C) PAY.—Members of the State and Local 
Cybersecurity Resilience Committee shall 
serve without pay. 

‘‘(4) CHAIRPERSON; VICE CHAIRPERSON.—The 
members of the State and Local Cybersecu-
rity Resilience Committee shall select a 
chairperson and vice chairperson from 
among members of the committee. 

‘‘(5) PERMANENT AUTHORITY.—Notwith-
standing section 14 of the Federal Advisory 
Committee Act (5 U.S.C. App.), the State and 
Local Cybersecurity Resilience Committee 
shall be a permanent authority. 

‘‘(p) REPORTS.— 
‘‘(1) ANNUAL REPORTS BY GRANT RECIPI-

ENTS.— 
‘‘(A) IN GENERAL.—Not later than one year 

after an eligible entity or multistate group 
receives funds under this section, the eligible 
entity or multistate group shall submit to 
the Secretary a report on the progress of the 
eligible entity or multistate group in imple-
menting the Cybersecurity Plan of the eligi-
ble entity or Cybersecurity Plans of the eli-
gible entities that comprise the multistate 
group, as the case may be. 

‘‘(B) ABSENCE OF PLAN.—Not later than 180 
days after an eligible entity that does not 
have a Cybersecurity Plan receives funds 

under this section for developing its Cyberse-
curity Plan, the eligible entity shall submit 
to the Secretary a report describing how the 
eligible entity obligated and expended grant 
funds during the fiscal year to— 

‘‘(i) so develop such a Cybersecurity Plan; 
or 

‘‘(ii) assist with the activities described in 
subsection (h)(3). 

‘‘(2) ANNUAL REPORTS TO CONGRESS.—Not 
less frequently than once per year, the Sec-
retary, acting through the Director, shall 
submit to Congress a report on the use of 
grants awarded under this section and any 
progress made toward the following: 

‘‘(A) Achieving the objectives set forth in 
the Homeland Security Strategy to Improve 
the Cybersecurity of State, Local, Tribal, 
and Territorial Governments, upon the date 
on which the strategy is issued under section 
2210. 

‘‘(B) Developing, implementing, or revising 
Cybersecurity Plans. 

‘‘(C) Reducing cybersecurity risks and cy-
bersecurity threats to information systems, 
applications, and user accounts owned or op-
erated by or on behalf of State, local, and 
Tribal organizations as a result of the award 
of such grants. 

‘‘(q) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated for 
grants under this section— 

‘‘(1) for each of fiscal years 2022 through 
2026, $500,000,000; and 

‘‘(2) for each subsequent fiscal year, such 
sums as may be necessary. 
‘‘SEC. 2220B. CYBERSECURITY RESOURCE GUIDE 

DEVELOPMENT FOR STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERN-
MENT OFFICIALS. 

‘‘The Secretary, acting through the Direc-
tor, shall develop, regularly update, and 
maintain a resource guide for use by State, 
local, Tribal, and territorial government of-
ficials, including law enforcement officers, 
to help such officials identify, prepare for, 
detect, protect against, respond to, and re-
cover from cybersecurity risks (as such term 
is defined in section 2209), cybersecurity 
threats, and incidents (as such term is de-
fined in section 2209).’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002, as amended by section 4, 
is further amended by inserting after the 
item relating to section 2220 the following 
new items: 
‘‘Sec. 2220A. State and Local Cybersecurity 

Grant Program. 
‘‘Sec. 2220B. Cybersecurity resource guide 

development for State, local, 
Tribal, and territorial govern-
ment officials.’’. 

SEC. 3. STRATEGY. 
(a) HOMELAND SECURITY STRATEGY TO IM-

PROVE THE CYBERSECURITY OF STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERNMENTS.— 
Section 2210 of the Homeland Security Act of 
2002 (6 U.S.C. 660) is amended by adding at 
the end the following new subsection: 

‘‘(e) HOMELAND SECURITY STRATEGY TO IM-
PROVE THE CYBERSECURITY OF STATE, LOCAL, 
TRIBAL, AND TERRITORIAL GOVERNMENTS.— 

‘‘(1) IN GENERAL.— 
‘‘(A) REQUIREMENT.—Not later than one 

year after the date of the enactment of this 
subsection, the Secretary, acting through 
the Director, shall, in coordination with the 
heads of appropriate Federal agencies, State, 
local, Tribal, and territorial governments, 
the State and Local Cybersecurity Resil-
ience Committee established under section 
2220A, and other stakeholders, as appro-
priate, develop and make publicly available 
a Homeland Security Strategy to Improve 
the Cybersecurity of State, Local, Tribal, 
and Territorial Governments. 

‘‘(B) RECOMMENDATIONS AND REQUIRE-
MENTS.—The strategy required under sub-
paragraph (A) shall— 

‘‘(i) provide recommendations relating to 
the ways in which the Federal Government 
should support and promote the ability of 
State, local, Tribal, and territorial govern-
ments to identify, mitigate against, protect 
against, detect, respond to, and recover from 
cybersecurity risks (as such term is defined 
in section 2209), cybersecurity threats, and 
incidents (as such term is defined in section 
2209); and 

‘‘(ii) establish baseline requirements for 
cybersecurity plans under this section and 
principles with which such plans shall align. 

‘‘(2) CONTENTS.—The strategy required 
under paragraph (1) shall— 

‘‘(A) identify capability gaps in the ability 
of State, local, Tribal, and territorial gov-
ernments to identify, protect against, detect, 
respond to, and recover from cybersecurity 
risks, cybersecurity threats, incidents, and 
ransomware incidents; 

‘‘(B) identify Federal resources and capa-
bilities that are available or could be made 
available to State, local, Tribal, and terri-
torial governments to help those govern-
ments identify, protect against, detect, re-
spond to, and recover from cybersecurity 
risks, cybersecurity threats, incidents, and 
ransomware incidents; 

‘‘(C) identify and assess the limitations of 
Federal resources and capabilities available 
to State, local, Tribal, and territorial gov-
ernments to help those governments iden-
tify, protect against, detect, respond to, and 
recover from cybersecurity risks, cybersecu-
rity threats, incidents, and ransomware inci-
dents and make recommendations to address 
such limitations; 

‘‘(D) identify opportunities to improve the 
coordination of the Agency with Federal and 
non-Federal entities, such as the Multi-State 
Information Sharing and Analysis Center, to 
improve— 

‘‘(i) incident exercises, information sharing 
and incident notification procedures; 

‘‘(ii) the ability for State, local, Tribal, 
and territorial governments to voluntarily 
adapt and implement guidance in Federal 
binding operational directives; and 

‘‘(iii) opportunities to leverage Federal 
schedules for cybersecurity investments 
under section 502 of title 40, United States 
Code; 

‘‘(E) recommend new initiatives the Fed-
eral Government should undertake to im-
prove the ability of State, local, Tribal, and 
territorial governments to identify, protect 
against, detect, respond to, and recover from 
cybersecurity risks, cybersecurity threats, 
incidents, and ransomware incidents; 

‘‘(F) set short-term and long-term goals 
that will improve the ability of State, local, 
Tribal, and territorial governments to iden-
tify, protect against, detect, respond to, and 
recover from cybersecurity risks, cybersecu-
rity threats, incidents, and ransomware inci-
dents; and 

‘‘(G) set dates, including interim bench-
marks, as appropriate for State, local, Trib-
al, and territorial governments to establish 
baseline capabilities to identify, protect 
against, detect, respond to, and recover from 
cybersecurity risks, cybersecurity threats, 
incidents, and ransomware incidents. 

‘‘(3) CONSIDERATIONS.—In developing the 
strategy required under paragraph (1), the 
Director, in coordination with the heads of 
appropriate Federal agencies, State, local, 
Tribal, and territorial governments, the 
State and Local Cybersecurity Resilience 
Committee established under section 2220A, 
and other stakeholders, as appropriate, shall 
consider— 
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‘‘(A) lessons learned from incidents that 

have affected State, local, Tribal, and terri-
torial governments, and exercises with Fed-
eral and non-Federal entities; 

‘‘(B) the impact of incidents that have af-
fected State, local, Tribal, and territorial 
governments, including the resulting costs 
to such governments; 

‘‘(C) the information related to the inter-
est and ability of state and non-state threat 
actors to compromise information systems 
(as such term is defined in section 102 of the 
Cybersecurity Act of 2015 (6 U.S.C. 1501)) 
owned or operated by State, local, Tribal, 
and territorial governments; 

‘‘(D) emerging cybersecurity risks and cy-
bersecurity threats to State, local, Tribal, 
and territorial governments resulting from 
the deployment of new technologies; and 

‘‘(E) recommendations made by the State 
and Local Cybersecurity Resilience Com-
mittee established under section 2220A. 

‘‘(4) EXEMPTION.—Chapter 35 of title 44, 
United States Code (commonly known as the 
‘Paperwork Reduction Act’), shall not apply 
to any action to implement this sub-
section.’’. 

(b) RESPONSIBILITIES OF THE DIRECTOR OF 
THE CYBERSECURITY AND INFRASTRUCTURE SE-
CURITY AGENCY.—Section 2202 of the Home-
land Security Act of 2002 (6 U.S.C. 652) is 
amended— 

(1) by redesignating subsections (d) 
through (i) as subsections (e) through (j), re-
spectively; and 

(2) by inserting after subsection (c) the fol-
lowing new subsection: 

‘‘(d) ADDITIONAL RESPONSIBILITIES.—In ad-
dition to the responsibilities under sub-
section (c), the Director shall— 

‘‘(1) develop program guidance, in con-
sultation with the State and Local Govern-
ment Cybersecurity Resilience Committee 
established under section 2220A, for the 
State and Local Cybersecurity Grant Pro-
gram under such section or any other home-
land security assistance administered by the 
Department to improve cybersecurity; 

‘‘(2) review, in consultation with the State 
and Local Cybersecurity Resilience Com-
mittee, all cybersecurity plans of State, 
local, Tribal, and territorial governments de-
veloped pursuant to any homeland security 
assistance administered by the Department 
to improve cybersecurity; 

‘‘(3) provide expertise and technical assist-
ance to State, local, Tribal, and territorial 
government officials with respect to cyberse-
curity; and 

‘‘(4) provide education, training, and capac-
ity development to enhance the security and 
resilience of cybersecurity and infrastruc-
ture security.’’. 

(c) FEASIBILITY STUDY.—Not later than 270 
days after the date of the enactment of this 
Act, the Director of the Cybersecurity and 
Infrastructure Security of the Department of 
Homeland Security shall conduct a study to 
assess the feasibility of implementing a 
short-term rotational program for the detail 
to the Agency of approved State, local, Trib-
al, and territorial government employees in 
cyber workforce positions. 

SEC. 4. TITLE XXII TECHNICAL AND CLERICAL 
AMENDMENTS. 

(a) TECHNICAL AMENDMENTS.— 
(1) HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 

‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 
TO .GOV INTERNET DOMAIN.’’; 

(B) in the second section 2215 (6 U.S.C. 665b; 
relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 
‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 

(C) in the third section 2215 (6 U.S.C. 665c; 
relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2217. CYBERSECURITY STATE COORDI-

NATOR.’’; 
(D) in the fourth section 2215 (6 U.S.C. 665d; 

relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-

CIES.’’; 
(E) in section 2216 (6 U.S.C. 665e; relating to 

the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 
‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-

MITTEE.’’; and 
(F) in section 2217 (6 U.S.C. 665f; relating to 

Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 
‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 

TRAINING PROGRAMS.’’. 
(2) CONSOLIDATED APPROPRIATIONS ACT, 

2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 

‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs.’’. 

CISA CYBER EXERCISE ACT 

H.R. 3223 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘CISA Cyber 
Exercise Act’’. 
SEC. 2. NATIONAL CYBER EXERCISE PROGRAM. 

(a) IN GENERAL.—Subtitle A of title XXII of 
the Homeland Security Act of 2002 (6 U.S.C. 
651 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 2220A. NATIONAL CYBER EXERCISE PRO-

GRAM. 
‘‘(a) ESTABLISHMENT OF PROGRAM.— 
‘‘(1) IN GENERAL.—There is established in 

the Agency the National Cyber Exercise Pro-
gram (referred to in this section as the ‘Ex-
ercise Program’) to evaluate the National 
Cyber Incident Response Plan, and other re-
lated plans and strategies. 

‘‘(2) REQUIREMENTS.— 
‘‘(A) IN GENERAL.—The Exercise Program 

shall be— 
‘‘(i) based on current risk assessments, in-

cluding credible threats, vulnerabilities, and 
consequences; 

‘‘(ii) designed, to the extent practicable, to 
simulate the partial or complete incapacita-
tion of a government or critical infrastruc-

ture network resulting from a cyber inci-
dent; 

‘‘(iii) designed to provide for the system-
atic evaluation of cyber readiness and en-
hance operational understanding of the 
cyber incident response system and relevant 
information sharing agreements; and 

‘‘(iv) designed to promptly develop after- 
action reports and plans that can quickly in-
corporate lessons learned into future oper-
ations. 

‘‘(B) MODEL EXERCISE SELECTION.—The Ex-
ercise Program shall— 

‘‘(i) include a selection of model exercises 
that government and private entities can 
readily adapt for use; and— 

‘‘(ii) aid such governments and private en-
tities with the design, implementation, and 
evaluation of exercises that— 

‘‘(I) conform to the requirements described 
in subparagraph (A); 

‘‘(II) are consistent with any applicable na-
tional, State, local, or Tribal strategy or 
plan; and 

‘‘(III) provide for systematic evaluation of 
readiness. 

‘‘(3) CONSULTATION.—In carrying out the 
Exercise Program, the Director may consult 
with appropriate representatives from Sec-
tor Risk Management Agencies, cybersecu-
rity research stakeholders, and Sector Co-
ordinating Councils. 

‘‘(b) DEFINITIONS.—In this section: 
‘‘(1) STATE.—The term ‘State’ means any 

State of the United States, the District of 
Columbia, the Commonwealth of Puerto 
Rico, the Northern Mariana Islands, the 
United States Virgin Islands, Guam, Amer-
ican Samoa, and any other territory or pos-
session of the United States. 

‘‘(2) PRIVATE ENTITY.—The term ‘private 
entity’ has the meaning given such term in 
section 102 of the Cybersecurity Information 
Sharing Act of 2015 (6 U.S.C. 1501).’’. 

(b) TECHNICAL AMENDMENTS.— 
(1) HOMELAND SECURITY ACT OF 2002.—Sub-

title A of title XXII of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 651 et seq.) is 
amended— 

(A) in the first section 2215 (6 U.S.C. 665; re-
lating to the duties and authorities relating 
to .gov internet domain), by amending the 
section enumerator and heading to read as 
follows: 

‘‘SEC. 2215. DUTIES AND AUTHORITIES RELATING 
TO .GOV INTERNET DOMAIN.’’; 

(B) in the second section 2215 (6 U.S.C. 665b; 
relating to the joint cyber planning office), 
by amending the section enumerator and 
heading to read as follows: 

‘‘SEC. 2216. JOINT CYBER PLANNING OFFICE.’’; 
(C) in the third section 2215 (6 U.S.C. 665c; 

relating to the Cybersecurity State Coordi-
nator), by amending the section enumerator 
and heading to read as follows: 

‘‘SEC. 2217. CYBERSECURITY STATE COORDI-
NATOR.’’; 

(D) in the fourth section 2215 (6 U.S.C. 665d; 
relating to Sector Risk Management Agen-
cies), by amending the section enumerator 
and heading to read as follows: 

‘‘SEC. 2218. SECTOR RISK MANAGEMENT AGEN-
CIES.’’; 

(E) in section 2216 (6 U.S.C. 665e; relating to 
the Cybersecurity Advisory Committee), by 
amending the section enumerator and head-
ing to read as follows: 

‘‘SEC. 2219. CYBERSECURITY ADVISORY COM-
MITTEE.’’; 

and 
(F) in section 2217 (6 U.S.C. 665f; relating to 

Cybersecurity Education and Training Pro-
grams), by amending the section enumerator 
and heading to read as follows: 

VerDate Sep 11 2014 06:02 Jul 21, 2021 Jkt 019060 PO 00000 Frm 00055 Fmt 7634 Sfmt 0634 E:\CR\FM\A20JY7.074 H20JYPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 H
O

U
S

E



CONGRESSIONAL RECORD — HOUSEH3728 July 20, 2021 
‘‘SEC. 2220. CYBERSECURITY EDUCATION AND 

TRAINING PROGRAMS.’’. 
(2) CONSOLIDATED APPROPRIATIONS ACT, 

2021.—Paragraph (1) of section 904(b) of divi-
sion U of the Consolidated Appropriations 
Act, 2021 (Public Law 116–260) is amended, in 
the matter preceding subparagraph (A), by 
inserting ‘‘of 2002’’ after ‘‘Homeland Security 
Act’’. 

(c) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by striking the 
items relating to sections 2214 through 2217 
and inserting the following new items: 
‘‘Sec. 2214. National Asset Database. 
‘‘Sec. 2215. Duties and authorities relating 

to .gov internet domain. 
‘‘Sec. 2216. Joint cyber planning office. 
‘‘Sec. 2217. Cybersecurity State Coordinator. 
‘‘Sec. 2218. Sector Risk Management Agen-

cies. 
‘‘Sec. 2219. Cybersecurity Advisory Com-

mittee. 
‘‘Sec. 2220. Cybersecurity Education and 

Training Programs. 
‘‘Sec. 2220A. National Cyber Exercise Pro-

gram.’’. 
DHS MEDICAL COUNTERMEASURES ACT 

H.R. 3263 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘DHS Med-
ical Countermeasures Act’’. 
SEC. 2. MEDICAL COUNTERMEASURES PROGRAM. 

(a) IN GENERAL.—Subtitle C of title XIX of 
the Homeland Security Act of 2002 (6 U.S.C. 
311 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 1932. MEDICAL COUNTERMEASURES. 

‘‘(a) IN GENERAL.—The Secretary shall es-
tablish a medical countermeasures program 
to facilitate personnel readiness, and protec-
tion for the Department’s employees and 
working animals in the event of a chemical, 
biological, radiological, nuclear, or explo-
sives attack, naturally occurring disease 
outbreak, or pandemic, and to support De-
partment mission continuity. 

‘‘(b) OVERSIGHT.—The Chief Medical Officer 
of the Department shall provide pro-
grammatic oversight of the medical counter-
measures program established pursuant to 
subsection (a), and shall— 

‘‘(1) develop Department-wide standards 
for medical countermeasure storage, secu-
rity, dispensing, and documentation; 

‘‘(2) maintain a stockpile of medical coun-
termeasures, including antibiotics, 
antivirals, and radiological counter-
measures, as appropriate; 

‘‘(3) preposition appropriate medical coun-
termeasures in strategic locations nation-
wide, based on threat and employee density, 
in accordance with applicable Federal stat-
utes and regulations; 

‘‘(4) provide oversight and guidance regard-
ing the dispensing of stockpiled medical 
countermeasures; 

‘‘(5) ensure rapid deployment and dis-
pensing of medical countermeasures in a 
chemical, biological, radiological, nuclear, 
or explosives attack, naturally occurring 
disease outbreak, or pandemic; 

‘‘(6) provide training to Department em-
ployees on medical countermeasure dis-
pensing; and 

‘‘(7) support dispensing exercises. 
‘‘(c) MEDICAL COUNTERMEASURES WORKING 

GROUP.—The Chief Medical Officer shall es-
tablish a medical countermeasures working 
group comprised of representatives from ap-
propriate components and offices of the De-
partment to ensure that medical counter-
measures standards are maintained and guid-
ance is consistent. 

‘‘(d) MEDICAL COUNTERMEASURES MANAGE-
MENT.—Not later than 120 days after the date 
of the enactment of this section, the Chief 
Medical Officer shall develop and submit to 
the Secretary an integrated logistics support 
plan for medical countermeasures, includ-
ing— 

‘‘(1) a methodology for determining the 
ideal types and quantities of medical coun-
termeasures to stockpile and how frequently 
such methodology shall be reevaluated; 

‘‘(2) a replenishment plan; and 
‘‘(3) inventory tracking, reporting, and rec-

onciliation procedures for existing stockpiles 
and new medical countermeasure purchases. 

‘‘(e) STOCKPILE ELEMENTS.—In determining 
the types and quantities of medical counter-
measures to stockpile under subsection (d), 
the Chief Medical Officer shall utilize, if 
available— 

‘‘(1) Department chemical, biological, radi-
ological, and nuclear risk assessments; and 

‘‘(2) Centers for Disease Control and Pre-
vention guidance on medical counter-
measures. 

‘‘(f) REPORT.—Not later than 180 days after 
the date of the enactment of this section, the 
Secretary shall submit to the Committee on 
Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of 
the Senate the plan developed in accordance 
with subsection (d) and brief such Commit-
tees regarding implementing the require-
ments of this section. 

‘‘(g) DEFINITION.—In this section, the term 
‘medical countermeasures’ means anti-
biotics, antivirals, radiological counter-
measures, and other countermeasures that 
may be deployed to protect the Department’s 
employees and working animals in the event 
of a chemical, biological, radiological, nu-
clear, or explosives attack, naturally occur-
ring disease outbreak, or pandemic.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by adding after 
the item relating to section 1931 the fol-
lowing new item: 
‘‘Sec. 1932. Medical countermeasures.’’. 
DOMAINS CRITICAL TO HOMELAND SECURITY ACT 

H.R. 3264 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Domains 
Critical to Homeland Security Act’’. 
SEC. 2. CRITICAL DOMAIN RESEARCH AND DE-

VELOPMENT. 
(a) IN GENERAL.—Subtitle H of title VIII of 

the Homeland Security Act of 2002 (6 U.S.C. 
451 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 890B. HOMELAND SECURITY CRITICAL DO-

MAIN RESEARCH AND DEVELOP-
MENT. 

‘‘(a) IN GENERAL.— 
‘‘(1) RESEARCH AND DEVELOPMENT.—The 

Secretary is authorized to conduct research 
and development to— 

‘‘(A) identify United States critical do-
mains for economic security and homeland 
security; and 

‘‘(B) evaluate the extent to which disrup-
tion, corruption, exploitation, or dysfunction 
of any of such domain poses a substantial 
threat to homeland security. 

‘‘(2) REQUIREMENTS.— 
‘‘(A) RISK ANALYSIS OF CRITICAL DOMAINS.— 

The research under paragraph (1) shall in-
clude a risk analysis of each identified 
United States critical domain for economic 
security to determine the degree to which 
there exists a present or future threat to 
homeland security in the event of disruption, 

corruption, exploitation, or dysfunction to 
such domain. Such research shall consider, 
to the extent possible, the following: 

‘‘(i) The vulnerability and resilience of rel-
evant supply chains. 

‘‘(ii) Foreign production, processing, and 
manufacturing methods. 

‘‘(iii) Influence of malign economic actors. 
‘‘(iv) Asset ownership. 
‘‘(v) Relationships within the supply 

chains of such domains. 
‘‘(vi) The degree to which the conditions 

referred to in clauses (i) through (v) would 
place such a domain at risk of disruption, 
corruption, exploitation, or dysfunction. 

‘‘(B) ADDITIONAL RESEARCH INTO HIGH-RISK 
CRITICAL DOMAINS.—Based on the identifica-
tion and risk analysis of United States crit-
ical domains for economic security pursuant 
to paragraph (1) and subparagraph (A) of this 
paragraph, respectively, the Secretary may 
conduct additional research into those crit-
ical domains, or specific elements thereof, 
with respect to which there exists the high-
est degree of a present or future threat to 
homeland security in the event of disruption, 
corruption, exploitation, or dysfunction to 
such a domain. For each such high-risk do-
main, or element thereof, such research 
shall— 

‘‘(i) describe the underlying infrastructure 
and processes; 

‘‘(ii) analyze present and projected per-
formance of industries that comprise or sup-
port such domain; 

‘‘(iii) examine the extent to which the sup-
ply chain of a product or service necessary to 
such domain is concentrated, either through 
a small number of sources, or if multiple 
sources are concentrated in one geographic 
area; 

‘‘(iv) examine the extent to which the de-
mand for supplies of goods and services of 
such industries can be fulfilled by present 
and projected performance of other indus-
tries, identify strategies, plans, and poten-
tial barriers to expand the supplier indus-
trial base, and identify the barriers to the 
participation of such other industries; 

‘‘(v) consider each such domain’s perform-
ance capacities in stable economic environ-
ments, adversarial supply conditions, and 
under crisis economic constraints; 

‘‘(vi) identify and define needs and require-
ments to establish supply resiliency within 
each such domain; and 

‘‘(vii) consider the effects of sector consoli-
dation, including foreign consolidation, ei-
ther through mergers or acquisitions, or due 
to recent geographic realignment, on such 
industries’ performances. 

‘‘(3) CONSULTATION.—In conducting the re-
search under paragraph (1) and subparagraph 
(B) of paragraph (2), the Secretary may con-
sult with appropriate Federal agencies, State 
agencies, and private sector stakeholders. 

‘‘(4) PUBLICATION.—Beginning one year 
after the date of the enactment of this sec-
tion, the Secretary shall publish a report 
containing information relating to the re-
search under paragraph (1) and subparagraph 
(B) of paragraph (2), including findings, evi-
dence, analysis, and recommendations. Such 
report shall be updated annually through 
2026. 

‘‘(b) SUBMISSION TO CONGRESS.—Not later 
than 90 days after the publication of each re-
port required under paragraph (4) of sub-
section (a), the Secretary shall transmit to 
the Committee on Homeland Security of the 
House of Representatives and the Committee 
on Homeland Security and Governmental Af-
fairs of the Senate each such report, to-
gether with a description of actions the Sec-
retary, in consultation with appropriate Fed-
eral agencies, will undertake or has under-
taken in response to each such report. 

‘‘(c) DEFINITIONS.—In this section: 
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‘‘(1) UNITED STATES CRITICAL DOMAINS FOR 

ECONOMIC SECURITY.—The term ‘United 
States critical domains for economic secu-
rity’ means the critical infrastructure and 
other associated industries, technologies, 
and intellectual property, or any combina-
tion thereof, that are essential to the eco-
nomic security of the United States. 

‘‘(2) ECONOMIC SECURITY.—The term ‘eco-
nomic security’ means the condition of hav-
ing secure and resilient domestic production 
capacity, combined with reliable access to 
the global resources necessary to maintain 
an acceptable standard of living and to pro-
tect core national values. 

‘‘(d) AUTHORIZATION OF APPROPRIATIONS.— 
There is authorized to be appropriated 
$1,000,000 for each of fiscal years 2022 through 
2026 to carry out this section.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 890A the 
following new item: 

‘‘Sec. 890B. Homeland security critical do-
main research and develop-
ment.’’. 

REAFFIRMING COMMITMENT TO MEDIA 
DIVERSITY 

H. RES. 277 

Whereas the principle that an informed 
and engaged electorate is critical to a vi-
brant democracy is deeply rooted in our laws 
of free speech and underpins the virtues on 
which we established our Constitution, ‘‘in 
Order to form a more perfect Union, estab-
lish Justice, insure domestic Tranquility, 
provide for the common defence, promote 
the general Welfare, and secure the Blessings 
of Liberty to ourselves and our Posterity 
. . .’’; 

Whereas having independent, diverse, and 
local media that provide exposure to a broad 
range of viewpoints and the ability to con-
tribute to the political debate is central to 
sustaining that informed engagement; 

Whereas it is in the public interest to en-
courage source, content, and audience diver-
sity on our Nation’s shared telecommuni-
cations and media platforms; 

Whereas the survival of small, inde-
pendent, and diverse media outlets that 
serve diverse audiences and local media mar-
kets is essential to preserving local culture 
and building understanding on important 
community issues that impact the daily 
lives of residents; 

Whereas research by the American Society 
of News Editors, the Radio Television Digital 
News Association, the Pew Research Center, 
and others has documented the continued 
challenges of increasing diversity among all 
types of media entities; 

Whereas with increasing media experience 
and sophistication, it is even more impor-
tant to have minority participation in local 
media to ensure a diverse range of informa-
tion sources are available and different ideas 
and viewpoints are expressed to strengthen 
social cohesion among different commu-
nities; and 

Whereas the constriction in small, inde-
pendent, and diverse media outlets and lim-
ited participation of diverse populations in 
media ownership and decision making are 
combining to negatively impact our goal of 
increasing local civic engagement and civic 
knowledge through increased voter partici-
pation, membership in civic groups, and 
knowledge of local political and civil infor-
mation: Now, therefore, be it 

Resolved, That the House of Representa-
tives— 

(1) reaffirms its commitment to diversity 
as a core tenet of the public interest stand-
ard in media policy; and 

(2) pledges to work with media entities and 
diverse stakeholders to develop common 
ground solutions to eliminate barriers to 
media diversity. 

ENCOURAGING REUNIONS OF DIVIDED KOREAN- 
AMERICAN FAMILIES 

H. RES. 294 

Whereas the Korean Peninsula, with the 
Republic of Korea (in this resolution referred 
to as ‘‘South Korea’’) in the South and the 
Democratic People’s Republic of Korea (in 
this resolution referred to as ‘‘North Korea’’) 
in the North, remains divided following the 
signing of the Korean War Armistice Agree-
ment on July 27, 1953; 

Whereas the division of the Korean Penin-
sula separated more than 10,000,000 Korean 
family members, including some who are 
now citizens of the United States; 

Whereas there have been 21 rounds of fam-
ily reunions between South Koreans and 
North Koreans along the border since 2000; 

Whereas Congress signaled its support for 
family reunions between United States citi-
zens and their relatives in North Korea in 
section 1265 of the National Defense Author-
ization Act for Fiscal Year 2008 (Public Law 
110–181), signed into law by President George 
W. Bush on January 28, 2008; 

Whereas most of the population of divided 
family members in the United States, ini-
tially estimated at 100,000 in 2001, has signifi-
cantly dwindled as many of the individuals 
have passed away; 

Whereas the summit between North Korea 
and South Korea on April 27, 2018, has 
prioritized family reunions; 

Whereas the United States and North 
Korea have engaged in talks during 2 his-
toric summits in June 2018 in Singapore and 
February 2019 in Hanoi; and 

Whereas many Korean Americans are wait-
ing for a chance to meet their relatives in 
North Korea for the first time in more than 
60 years: Now, therefore, be it 

Resolved, That the House of Representa-
tives— 

(1) calls on the United States and North 
Korea to begin the process of reuniting Ko-
rean-American divided family members with 
their immediate relatives through ways such 
as— 

(A) identifying divided families in the 
United States and North Korea who are will-
ing and able to participate in a pilot pro-
gram for family reunions; 

(B) finding matches for members of such 
families through organizations such as the 
Red Cross; and 

(C) working with the Government of South 
Korea to include American citizens in inter- 
Korean video reunions; 

(2) reaffirms the institution of family as 
inalienable and, accordingly, urges the res-
toration of contact between divided families 
physically, literarily, or virtually; and 

(3) calls on the United States and North 
Korea to pursue reunions as a humanitarian 
priority of immediate concern. 

The SPEAKER pro tempore. Pursu-
ant to section 7 of House Resolution 
535, the ordering of the yeas and nays 
on postponed motions to suspend the 
rules with respect to such measures is 
vacated to the end that all such mo-
tions are considered as withdrawn. 

The question is on the motion offered 
by the gentleman from Maryland (Mr. 
HOYER) that the House suspend the 
rules and pass the bills and agree to 
the resolutions. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. ROSENDALE. Mr. Speaker, on 
that I demand the yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

The vote was taken by electronic de-
vice, and there were—yeas 319, nays 
105, not voting 6, as follows: 

[Roll No. 212] 

YEAS—319 

Adams 
Aguilar 
Allred 
Amodei 
Auchincloss 
Axne 
Bacon 
Baird 
Barr 
Barragán 
Bass 
Beatty 
Bentz 
Bera 
Beyer 
Bice (OK) 
Bilirakis 
Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bost 
Bourdeaux 
Bowman 
Boyle, Brendan 

F. 
Brown 
Brownley 
Buchanan 
Bush 
Bustos 
Butterfield 
Calvert 
Cammack 
Carbajal 
Cárdenas 
Carson 
Carter (LA) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chabot 
Cheney 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Cohen 
Cole 
Comer 
Connolly 
Cooper 
Correa 
Costa 
Courtney 
Craig 
Crenshaw 
Crist 
Crow 
Cuellar 
Davids (KS) 
Davis, Danny K. 
Davis, Rodney 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
Deutch 
Diaz-Balart 
Dingell 
Doggett 
Doyle, Michael 

F. 
Emmer 
Escobar 
Eshoo 
Espaillat 
Evans 

Feenstra 
Fischbach 
Fitzpatrick 
Fletcher 
Fortenberry 
Foster 
Frankel, Lois 
Gallagher 
Gallego 
Garamendi 
Garbarino 
Garcia (CA) 
Garcı́a (IL) 
Garcia (TX) 
Gimenez 
Golden 
Gomez 
Gonzales, Tony 
Gonzalez (OH) 
Gonzalez, 

Vicente 
Gottheimer 
Granger 
Graves (LA) 
Graves (MO) 
Green, Al (TX) 
Grijalva 
Guest 
Guthrie 
Harder (CA) 
Harshbarger 
Hartzler 
Hayes 
Herrera Beutler 
Higgins (NY) 
Hill 
Himes 
Hollingsworth 
Horsford 
Houlahan 
Hoyer 
Hudson 
Huffman 
Jackson Lee 
Jacobs (CA) 
Jacobs (NY) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (OH) 
Johnson (SD) 
Johnson (TX) 
Jones 
Joyce (OH) 
Joyce (PA) 
Kahele 
Kaptur 
Katko 
Keating 
Kelly (IL) 
Kelly (PA) 
Khanna 
Kildee 
Kilmer 
Kim (CA) 
Kim (NJ) 
Kind 
Kinzinger 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Kustoff 
LaHood 
LaMalfa 
Lamb 
Langevin 
Larsen (WA) 
Larson (CT) 
Latta 
LaTurner 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 
Letlow 

Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Long 
Lowenthal 
Lucas 
Luetkemeyer 
Luria 
Lynch 
Mace 
Malinowski 
Malliotakis 
Maloney, 

Carolyn B. 
Maloney, Sean 
Manning 
Matsui 
McBath 
McCarthy 
McClain 
McCollum 
McEachin 
McGovern 
McHenry 
McKinley 
McNerney 
Meeks 
Meijer 
Meng 
Meuser 
Mfume 
Miller-Meeks 
Moolenaar 
Moore (WI) 
Morelle 
Moulton 
Mrvan 
Murphy (FL) 
Nadler 
Napolitano 
Neal 
Neguse 
Newhouse 
Newman 
Norcross 
Nunes 
O’Halleran 
Obernolte 
Ocasio-Cortez 
Omar 
Pallone 
Panetta 
Pappas 
Pascrell 
Payne 
Perlmutter 
Peters 
Phillips 
Pingree 
Pocan 
Porter 
Pressley 
Price (NC) 
Quigley 
Raskin 
Reed 
Reschenthaler 
Rice (NY) 
Rodgers (WA) 
Rogers (AL) 
Rogers (KY) 
Ross 
Roybal-Allard 
Ruiz 
Ruppersberger 
Rush 
Ryan 
Sánchez 
Sarbanes 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
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Schweikert 
Scott (VA) 
Scott, David 
Sewell 
Sherman 
Sherrill 
Simpson 
Sires 
Slotkin 
Smith (NE) 
Smith (NJ) 
Smith (WA) 
Smucker 
Soto 
Spanberger 
Spartz 
Speier 
Stansbury 
Stanton 
Steel 
Stefanik 
Stevens 

Strickland 
Suozzi 
Swalwell 
Takano 
Tenney 
Thompson (CA) 
Thompson (MS) 
Thompson (PA) 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Turner 
Underwood 
Upton 
Valadao 
Van Drew 
Vargas 
Veasey 

Vela 
Velázquez 
Wagner 
Walberg 
Walorski 
Waltz 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Welch 
Wenstrup 
Wexton 
Wild 
Williams (GA) 
Wilson (FL) 
Wilson (SC) 
Wittman 
Womack 
Yarmuth 
Young 
Zeldin 

NAYS—105 

Aderholt 
Armstrong 
Arrington 
Babin 
Balderson 
Banks 
Bergman 
Biggs 
Bishop (NC) 
Boebert 
Brady 
Brooks 
Buck 
Bucshon 
Budd 
Burchett 
Burgess 
Carl 
Carter (GA) 
Carter (TX) 
Cawthorn 
Cline 
Cloud 
Clyde 
Crawford 
Curtis 
Davidson 
DesJarlais 
Donalds 
Duncan 
Dunn 
Estes 
Fallon 
Ferguson 
Fitzgerald 
Fleischmann 

Foxx 
Franklin, C. 

Scott 
Fulcher 
Gaetz 
Gibbs 
Gohmert 
Good (VA) 
Gooden (TX) 
Gosar 
Green (TN) 
Greene (GA) 
Griffith 
Grothman 
Hagedorn 
Harris 
Hern 
Herrell 
Hice (GA) 
Hinson 
Huizenga 
Jackson 
Johnson (LA) 
Jordan 
Keller 
Kelly (MS) 
Lamborn 
Lesko 
Loudermilk 
Mann 
Massie 
Mast 
McCaul 
McClintock 
Miller (IL) 
Miller (WV) 

Mooney 
Moore (AL) 
Moore (UT) 
Mullin 
Murphy (NC) 
Nehls 
Norman 
Owens 
Palazzo 
Palmer 
Pence 
Perry 
Pfluger 
Posey 
Rice (SC) 
Rose 
Rosendale 
Rouzer 
Roy 
Rutherford 
Scalise 
Sessions 
Smith (MO) 
Steil 
Steube 
Stewart 
Taylor 
Tiffany 
Timmons 
Van Duyne 
Weber (TX) 
Webster (FL) 
Westerman 
Williams (TX) 

NOT VOTING—6 

Allen 
Higgins (LA) 

Issa 
Salazar 

Scott, Austin 
Stauber 

b 1630 

Mr. BALDERSON changed his vote 
from ‘‘yea’’ to ‘‘nay.’’ 

So (two-thirds being in the affirma-
tive) the rules were suspended and the 
bills were passed and the resolutions 
were agreed to. 

The result of the vote was announced 
as above recorded. 

A motion to reconsider was laid on 
the table. 

Stated against: 
Mr. STAUBER. Mr. Speaker, had I been 

present, I would have voted ‘‘nay’’ on rollcall 
No. 212. 

Mr. ALLEN. Mr. Speaker, had I been 
present, I would have voted ‘‘nay’’ on rollcall 
No. 212. 

MEMBERS RECORDED PURSUANT TO HOUSE 
RESOLUTION 8, 117TH CONGRESS 

Aderholt 
(Moolenaar) 

Buchanan 
(LaHood) 

DeSaulnier 
(Matsui) 

Doyle, Michael 
F. (Cartwright) 

Frankel, Lois 
(Clark (MA)) 

Fulcher 
(Simpson) 

Garcı́a (IL) 
(Garcia (TX)) 

Gottheimer 
(Panetta) 

Granger 
(Calvert) 

Grijalva 
(Stanton) 

Johnson (TX) 
(Jeffries) 

Jones (Williams 
(GA)) 

Kahele (Moulton) 
Kirkpatrick 

(Stanton) 
Lawson (FL) 

(Evans) 
McEachin 

(Wexton) 

Meng (Jeffries) 
Napolitano 

(Correa) 
Payne (Pallone) 
Ruiz (Correa) 
Rush 

(Underwood) 

Stewart (Owens) 
Trone (Beyer) 
Wilson (FL) 

(Hayes) 

f 

MESSAGE FROM THE PRESIDENT 

A message in writing from the Presi-
dent of the United States was commu-
nicated to the House by Ms. Kaitlyn 
Roberts, one of his secretaries. 

f 

CONSUMER PROTECTION AND 
RECOVERY ACT 

Mr. PALLONE. Mr. Speaker, pursu-
ant to House Resolution 535, I call up 
the bill (H.R. 2668) to amend the Fed-
eral Trade Commission Act to affirma-
tively confirm the authority of the 
Federal Trade Commission to seek per-
manent injunctions and other equi-
table relief for violations of any provi-
sion of law enforced by the Commis-
sion, and ask for its immediate consid-
eration in the House. 

The Clerk read the title of the bill. 
The SPEAKER pro tempore (Mr. 

CUELLAR). Pursuant to House Resolu-
tion 535, in lieu of the amendment in 
the nature of a substitute rec-
ommended by the Committee on En-
ergy and Commerce printed in the bill, 
an amendment in the nature of a sub-
stitute consisting of the text of Rules 
Committee Print 117–11, is adopted and 
the bill, as amended, is considered 
read. 

The text of the bill, as amended, is as 
follows: 

H.R. 2668 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Consumer Pro-
tection and Recovery Act’’. 
SEC. 2. FTC AUTHORITY TO SEEK PERMANENT IN-

JUNCTIONS AND OTHER EQUITABLE 
RELIEF. 

(a) PERMANENT INJUNCTIONS AND OTHER EQUI-
TABLE RELIEF.—Section 13 of the Federal Trade 
Commission Act (15 U.S.C. 53) is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by inserting ‘‘has vio-

lated,’’ after ‘‘corporation’’; 
(B) in paragraph (2)— 
(i) by striking ‘‘that’’ and inserting ‘‘that ei-

ther (A)’’; and 
(ii) by striking ‘‘final,’’ and inserting ‘‘final; 

or (B) the permanent enjoining thereof or the 
ordering of equitable relief under subsection 
(e),’’; and 

(C) in the matter following paragraph (2)— 
(i) by striking ‘‘to enjoin any such act or 

practice’’; 
(ii) by striking ‘‘Upon’’ and inserting ‘‘In a 

suit under paragraph (2)(A), upon’’; 
(iii) by striking ‘‘without bond’’; 
(iv) by striking ‘‘proper cases’’ and inserting 

‘‘a suit under paragraph (2)(B)’’; 
(v) by striking ‘‘injunction.’’ and inserting 

‘‘injunction, equitable relief under subsection 
(e), or such other relief as the court determines 
to be just and proper, including temporary or 
preliminary equitable relief.’’; 

(vi) by striking ‘‘Any suit’’ and inserting 
‘‘Any suit under this subsection’’; and 

(vii) by striking ‘‘In any suit under this sec-
tion’’ and inserting ‘‘In any such suit’’; and 

(2) by adding at the end the following: 
‘‘(e) EQUITABLE RELIEF.— 
‘‘(1) RESTITUTION; CONTRACT RESCISSION AND 

REFORMATION; REFUNDS; RETURN OF PROP-
ERTY.—In a suit brought under subsection 
(b)(2)(B), the Commission may seek, and the 
court may order, with respect to the violation 
that gives rise to the suit, restitution for losses, 
rescission or reformation of contracts, refund of 
money, or return of property. 

‘‘(2) DISGORGEMENT.—In a suit brought under 
subsection (b)(2)(B), the Commission may seek, 
and the court may order, disgorgement of any 
unjust enrichment that a person, partnership, 
or corporation obtained as a result of the viola-
tion that gives rise to the suit. 

‘‘(3) CALCULATION.—Any amount that a per-
son, partnership, or corporation is ordered to 
pay under paragraph (2) with respect to a viola-
tion shall be offset by any amount such person, 
partnership, or corporation is ordered to pay, 
and the value of any property such person, 
partnership, or corporation is ordered to return, 
under paragraph (1) with respect to such viola-
tion. 

‘‘(4) LIMITATIONS PERIOD.— 
‘‘(A) IN GENERAL.—A court may not order eq-

uitable relief under this subsection with respect 
to any violation occurring before the period that 
begins on the date that is 10 years before the 
date on which the Commission files the suit in 
which such relief is sought. 

‘‘(B) CALCULATION.—For purposes of calcu-
lating the beginning of the period described in 
subparagraph (A), any time during which an 
individual against which the equitable relief is 
sought is outside of the United States shall not 
be counted.’’. 

(b) CONFORMING AMENDMENT.—Section 
16(a)(2)(A) of the Federal Trade Commission Act 
(15 U.S.C. 56(a)(2)(A)) is amended by striking 
‘‘(relating to injunctive relief)’’. 

(c) APPLICABILITY.—The amendments made by 
this section shall apply with respect to any ac-
tion or proceeding that is pending on, or com-
menced on or after, the date of the enactment of 
this Act. 

The SPEAKER pro tempore. The bill, 
as amended, shall be debatable for 1 
hour equally divided and controlled by 
the chair and ranking minority mem-
ber of the Committee on Energy and 
Commerce or their respective des-
ignees. 

The gentleman from New Jersey (Mr. 
PALLONE) and the gentleman from 
Florida (Mr. BILIRAKIS) each will con-
trol 30 minutes. 

The Chair recognizes the gentleman 
from New Jersey. 

GENERAL LEAVE 
Mr. PALLONE. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days in which to 
revise and extend their remarks and in-
clude extraneous material on H.R. 2668. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from New Jersey? 

There was no objection. 
Mr. PALLONE. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I rise in strong support 

of H.R. 2668, the Consumer Protection 
and Recovery Act. 

This legislation is essential to pro-
tect consumers and honest businesses 
across the country. It restores a crit-
ical tool of the Federal Trade Commis-
sion to go to court to get victimized 
consumers their money back and make 
lawbreakers return their illegal profits. 
The tool is section 13(b) of the Federal 
Trade Commission Act. 
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For over 40 years, section 13(b) has 

been the FTC’s primary and most effec-
tive means to obtain relief for con-
sumers and businesses. Over just the 
last 5 years alone, the FTC returned 
over $11.2 billion to nearly 10 million 
Americans who had been scammed. 

As one example, the FTC used this 
authority to help relieve veterans and 
servicemembers from crushing student 
debt after they were scammed by the 
University of Phoenix and DeVry. The 
agency has also returned money to sen-
iors and other vulnerable groups often 
targeted by fraud. None of this would 
have been possible without 13(b). 

Congress must act now because, in 
April, the Supreme Court ruled that 
13(b) did not allow the FTC to seek res-
titution for consumers. Instead, the 
Court ruled that the FTC could only 
seek injunctions to stop bad actors 
from violating the law. In the case be-
fore the Court, a criminal payday lend-
er was found to have defrauded con-
sumers of $1.3 billion, but that money 
could not legally be returned to the 
victims. 

Without this legislation, that unjust 
result remains the law of the land. 
That is why this legislation has such 
broad support, including military and 
veterans groups, business organiza-
tions, consumer advocates, unions, and 
the attorneys general of 28 States, in-
cluding both Republican- and Demo-
cratic-led States. That is why the FTC, 
during both the Trump and Biden ad-
ministrations, has repeatedly and 
unanimously begged Congress to act to 
save the consumer protections afforded 
by 13(b). 

The opponents of the bill have mis-
represented and mischaracterized what 
this bill does, in my opinion, Mr. 
Speaker. The Consumer Protection and 
Recovery Act simply restores the 
FTC’s ability to seek equitable mone-
tary relief for violations of all the laws 
it enforces, exactly as it has done for 
over 40 years. 

Some say these authorities are ripe 
for abuse. But under this bill, the FTC 
would not be able to bring more cases 
or enact more rules. The bill does not 
allow for civil penalties, fines, or puni-
tive damages. Consumers can only get 
back what they lost, and lawbreakers 
only have to give up their illegal prof-
its. 

Nothing in current law can replace 
the authorities that the FTC has lost. 
The suggested alternative, section 19 of 
the FTC Act, does not protect con-
sumers in all cases and requires proce-
dural hurdles that take far too long for 
any meaningful relief, or any relief at 
all, to reach our constituents. 

This bill ensures consumers are not 
left holding the bag when bad guys 
break the law. The money they get 
back allows hardworking families to 
pay rent, feed their children, buy 
clothes, and make ends meet. 

I thank Representative CÁRDENAS for 
his leadership on this bill as well as 
Consumer Protection and Commerce 
Subcommittee Chair Jan Schakowsky 

for all her hard work in helping us get 
this bill to the floor today. 

Mr. Speaker, I urge all of my col-
leagues to put their constituents first 
and support the Consumer Protection 
and Recovery Act, and I reserve the 
balance of my time. 

Mr. BILIRAKIS. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, I rise in opposition to 
this legislation. 

Mr. Speaker, I had hoped to stand be-
fore you today urging my colleagues to 
support this legislation. Sadly, I must 
oppose because the expansive authority 
included here goes way beyond the new 
agency power I and my colleagues were 
willing to put into statute to ensure 
the FTC has the ability to get financial 
restitution to constituents who were 
victimized by scams as quickly as pos-
sible. So, we do agree on the concept 
but not the details. 

Instead, this bill before us will pro-
vide the FTC with new authorities that 
far outpace the need supported by a 
consensus of the FTC Commissioners. 

Even more concerning, Mr. Speaker, 
as we heard from the former head of 
the FTC’s Consumer Protection Bu-
reau, who testified before our sub-
committee, it signals a return to the 
broad overreach we saw with the FTC 
in previous decades, a situation so bad 
that a Democratic Congress crippled 
the FTC’s funding and stripped it of its 
authority at that particular time. But, 
alas, here we go again. History is re-
peating itself if this piece of legislation 
is passed. 

Separately, H.R. 2668 has been riddled 
with process fouls and has ignored 
well-founded concerns from Repub-
licans, including the lack of needed 
transparency reform and the lack of a 
national privacy standard, which will 
protect consumers. We are overdue for 
this, and we must have a national pri-
vacy standard as soon as possible, Mr. 
Speaker. 

I have heard from my colleagues. 
They claim this bill only establishes a 
statute of limitations, but that simply 
is not the case. In fact, if you listened 
to the rhetoric from my Democratic 
colleagues, you would believe this bill 
was narrowly targeted at fraudsters 
and scammers, but that is not the case. 

Under this bill, the FTC could obtain 
billions in penalties without ever prov-
ing that the alleged company ever 
knew or intended to mislead at all. 

The Supreme Court ruled 9–0, a unan-
imous decision, that the FTC never had 
the authority to grant monetary relief 
under 13(b). Even the liberal Justices of 
the Court, Mr. Speaker, said that 13(b) 
was only designed for injunctive relief. 
We all agree on that. 

So, let’s fix it for the benefit of our 
consumers and any future victims. 
Let’s make sure that they get the res-
titution they deserve. 

An important principle of the Amer-
ican justice system is that the harsher 
the penalty is, the more due process is 
needed. So while I do agree with my 
Democratic colleagues that 13(b) pro-

vides sufficient due process for injunc-
tive relief, the new authorities this leg-
islation bestows on section 13(b) does 
not, however, provide enough due proc-
ess if the penalty is monetary relief. 

Perhaps therein lies my colleagues’ 
true intent. This legislation is not real-
ly to fix a problem or restore a power 
but instead aims to grant the FTC with 
brand-new and unchecked authorities, 
rivaling those of the 1970s, to seek fi-
nancial penalties for what it alleges is 
fraud and anticompetitive acts through 
section 13(b) of the FTC Act. 

To those listening today, do not be 
fooled by the title of this bill. I believe 
it is irresponsible that the Consumer 
Protection and Recovery Act grants 
these new authorities without any 
guardrails to ensure due process re-
mains a foundational American prin-
ciple or to protect American companies 
from egregious enforcements that are 
not intended to protect consumers or 
help them recover from the harm of 
bad actors. 

We all want to go after the bad ac-
tors, Mr. Speaker, but there must be 
due process. 

Now, if it is a clear-cut case of fraud, 
like Volkswagen, then I agree that we 
should be able to use 13(b) to seek mon-
etary relief, and my amendment cap-
tures such acts. That is the exception 
to the legal standard. 

But if the FTC has to look back 10 
years—and that is what we do with this 
particular piece of legislation, if it 
passes—and not have to prove there 
was deceptive intent, as there was in 
Volkswagen, then we need to ensure 
due process before the FTC can take 
money from small businesses and en-
trepreneurs. 

I feel that that is only fair. That is 
why I was proud to offer a compromise 
during our Energy and Commerce Com-
mittee markup, which was the only 
portion of the markup that received bi-
partisan support. My amendment was 
the only one that received bipartisan 
support, and I believe it is fair and rea-
sonable. 

My amendment struck the right bal-
ance between providing the FTC with 
the new authorities to go after bad ac-
tors but also placed much-needed 
guardrails to keep the FTC from short- 
circuiting due process and seeking 
disgorgement from small businesses 
unaware of any potential violation. 

Our small businesses are struggling, 
and those that conduct bad acts should 
be punished, absolutely should be pun-
ished. There should be restitution for 
the victims. But our innocent small 
businesses are having a hard time as it 
is. 

b 1645 

One of my Democratic colleagues 
even commented that to go from 5 
years to 10 years will increase the cost 
of businesses’ errors-and-omissions in-
surance policies. We must consider 
that as well. 

Now, combine that with no standards 
attached to the behavior in question, 
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and we will see even more inflation, ul-
timately hurting our small businesses 
and allowing the big guys to pass on 
the cost to constituents, which they 
most likely will do. They have the law-
yers on their side, so they will pass the 
costs on to the constituents. We can’t 
have that. 

Without these guardrails, the FTC 
will create a ripple effect that will kill 
small businesses, unfortunately, inno-
vation and ingenuity, while raising 
prices in our economy. 

My amendment found the right bal-
ance, I believe, on the statute of limi-
tations to ensure businesses are not 
blindsided by the assertion of claims 
long after the potential conduct, when 
evidence may no longer be available or 
is stale, and it is only right. Five 
years—I would even compromise and go 
a little higher, but the information 
must not be stale. I would say in most 
States, and also DOJ in some criminal 
cases, the statute is roughly 5 years. In 
most States, approximately 5 to maybe 
7 years, at the most. 

While shortening the statute, it also 
provides the FTC with a unique, equi-
table tolling period to allow the FTC 
the ability to seek monetary relief be-
yond the 5-year statute of limitations 
in the case of intentionally deceptive 
or fraudulent conduct. This addresses 
examples of the fraudulent behavior 
you will hear from my Democratic col-
leagues, when the FTC failed to act in 
a timely fashion. The tolling language 
is in my amendment. 

Despite receiving bipartisan support, 
the majority rejected this amendment. 
One can only wonder if this is because 
it stands in the way of remaking our 
entire country into a managed econ-
omy and one that, again, strips due 
process rights from its citizens. I hope 
that is not the case. 

Mr. Speaker, as I have said before, 
Republicans and Democrats both want 
to protect consumers. We were in Rules 
yesterday, and we both agreed on that; 
we want to protect our consumers, and 
we want to make sure that they get the 
restitution that they deserve. 

I have stayed at the table to nego-
tiate this and even offered an amend-
ment that went a step further than the 
one I offered in committee. Unfortu-
nately, it fell on deaf ears. The Rules 
Committee did not make my or any 
other Republican amendment in order 
today, ignoring our serious concerns. 

We were concerned about pending 
cases, to make sure that the FTC had 
the time to look at all the pending 
cases, and that would make an excep-
tion to the statute of limitations, the 5 
years. I think we thought of every-
thing. 

To my colleagues, let’s work to-
gether and properly empower the FTC 
to protect constituents and pass a na-
tional privacy standard. This is our op-
portunity. As a matter of fact, the Sen-
ate is working on a bill that includes a 
privacy standard; a 13(b) fix, but also a 
privacy standard. 

I urge a ‘‘no’’ vote on this particular 
piece of legislation. I want to get back 
to the table and get this right. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. PALLONE. Mr. Speaker, I yield 3 
minutes to the gentlewoman from Illi-
nois (Ms. SCHAKOWSKY), the chairman 
of our Consumer Protection and Com-
merce Subcommittee. She has worked 
long and hard on this legislation. 

Ms. SCHAKOWSKY. Mr. Speaker, I 
thank the chairman for all of his hard 
work. I appreciate it. 

It is not every day that we get to 
vote for something that will have an 
immediate and positive impact on our 
constituents like the legislation that 
we have before us today. 

The Consumer Protection and Recov-
ery Act, introduced by TONY CÁRDENAS, 
is urgently needed right now to ensure 
that the Federal Trade Commission 
can protect consumers by putting 
money back into the pockets of vic-
tims of fraud and scams and other ille-
gal activities. 

The restitution authority under sec-
tion 13(b) of the Federal Trade Com-
mission Act has been the FTC’s most 
effective law enforcement tool. But, 
unfortunately, just a few months ago, 
the United States Supreme Court said 
that somehow the law wasn’t exactly 
written right, and if you wanted to re-
tain that restitution authority, you 
had to go back and fix the law. 

I do want to say that there is not a 
single change in the authorities to the 
FTC, not one. Actually, I take it back, 
there is one. Before there was no stat-
ute of limitations at all, and we did im-
pose a statute of limitations. 

What we know is, for 40 years when 
the FTC had this authority, it was able 
to do such fabulous things, like get 
back almost $62 million for delivery 
drivers in its remarkable settlement 
with Amazon over Amazon’s systemic 
stealing of drivers’ tips. 

It enabled the Federal Trade Com-
mission to recover more than $9.5 bil-
lion from Volkswagen and Porsche for 
consumers who were deceived by false 
advertising about vehicles fitted with 
illegal emissions defeat devices. 

Honest businesses want this legisla-
tion because they don’t want to have 
to compete with fraudsters and 
scammers. 

This can’t wait. We have seen new 
bad actors cropping up all over the 
country and taking money out of peo-
ple’s pockets. It is open season right 
now for scammers. Every single day 
that we wait, they get away with the 
scams and not have to put money back 
into people’s pockets. 

I urge my colleagues, join us. There 
are no secrets here. It is the same bill. 
Join us to protect consumers. There 
are plenty of guardrails that have gone 
on for 40 years, and it is time to pass 
this bill now. 

Mr. BILIRAKIS. Mr. Speaker, I yield 
5 minutes to the gentleman from 
Michigan (Mr. WALBERG), my good 
friend and a great Member. Michigan is 

the home of Tom Brady; at least he 
went to college there, a great Amer-
ican. Mr. WALBERG is also a great 
American. 

Mr. WALBERG. Mr. Speaker, I thank 
the gentleman, and we are glad that 
Brady is there. Go blue. 

Mr. Speaker, I have long championed 
bipartisan legislation to increase con-
sumer protections from fraud and 
scams, particularly for our Nation’s 
seniors and vulnerable populations. 

In April, the House passed by an 
overwhelming majority H.R. 1215, the 
Fraud and Scam Reduction Act, which 
I led with my friend and colleague, 
Representative LISA BLUNT ROCHESTER. 

Our bill creates the Senior Scams 
Prevention Advisory Group and the 
Senior Fraud Advisory Office within 
the FTC to better assist the agency 
and employers with monitoring, identi-
fying, and preventing mail, telephone, 
and internet fraud. 

I have also championed legislation 
that cracks down on robocall scams 
and Medicaid patient abuse and fraud. 
These efforts are particularly impor-
tant, as we saw scams increase at an 
alarming rate during the COVID–19 
pandemic. 

But I cannot support H.R. 2668, the 
deceptively mis-advertised bill before 
us today. This bill was rushed through 
an entirely partisan process without 
addressing significant concerns from 
Republicans to protect fundamental 
due process rights and prevent the FTC 
from operating unchecked, as it did in 
the 1970s. 

I hoped the Energy and Commerce 
Committee would have had the oppor-
tunity to hear from the full slate of 
FTC commissioners on this bill, the 
same commissioners who testified in 
the Senate one week prior to our legis-
lative hearing and commented on what 
should be included in any legislative 
fix to 13(b). 

Make no mistake, I fully support giv-
ing the FTC necessary tools to bring 
just enforcement actions against 
fraudsters and scammers, including 
restitution for harmed consumers. 
However, H.R. 2668 gives the FTC these 
new expansive tools without much- 
needed guardrails, all under the guise 
of protecting our constituents. 

Just this past April, in a rare 9–0 
unanimous decision, the Supreme 
Court ruled that section 13(b) of the 
FTC Act does not authorize the Com-
mission to seek, or the Court to award, 
monetary relief including 
disgorgement or restitution. 

The Court stated that the Commis-
sion grossly misused its authority and 
encouraged Congress to address the 
issue with a bipartisan—and that was 
their term—bipartisan legislative solu-
tion. 

But the bill before us today is any-
thing but bipartisan. This bill would 
grant the FTC a 10-year statute of lim-
itations for this newfound authority, 
allowing the FTC the ability to go 
after conduct that is no longer occur-
ring in the marketplace. 
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There is a reason that a 5-year stat-

ute of limitations or less is standard in 
many Federal and State statutes. As 
the committee learned from the former 
head of the FTC’s Bureau of Consumer 
Protection, shorter statutes protect 
against surprises through the assertion 
of claims long after the conduct, when 
evidence may be stale or no longer 
available, and encourage the timely fil-
ing of claims by regulatory agencies. 

Republicans on the Energy and Com-
merce Committee tried countless times 
to work with Democrats on a com-
promise solution to these issues, all to 
no avail. 

My good friend, the Republican lead-
er of the Consumer Protection and 
Commerce Subcommittee, Representa-
tive BILIRAKIS, proposed a compromise 
amendment that would allow the FTC 
to go after bad actors while also re-
specting due process rights. His amend-
ment even addressed the concern raised 
from my friends in the majority on the 
statute of limitations. 

This was a sincere offer from Repub-
licans to address Democrats’ concerns 
and meet them halfway, and it even re-
ceived bipartisan support in com-
mittee. 

But instead of coming to the floor 
with a bipartisan bill, Democrats re-
jected our efforts and jammed through 
this partisan bill without consideration 
for its consequences. 

I urge my colleagues to vote ‘‘no’’ on 
H.R. 2668. Come back to the table and 
work with Republicans to find a com-
promise solution that provides the FTC 
the tools to actually protect our con-
stituents. That is what we must ask 
and that is what I ask. 

Mr. PALLONE. Mr. Speaker, I yield 
31⁄2 minutes to the gentleman from 
California (Mr. CÁRDENAS), the sponsor 
of this legislation. 

Mr. CÁRDENAS. Mr. Speaker, I 
thank Chairman FRANK PALLONE for 
this opportunity to bring the culmina-
tion of over 2 years of working on both 
sides of the aisle to bring this bill to 
fruition. 

It is unfortunate that we weren’t able 
to negotiate more into this bill and 
make it bipartisan, but there will be 
other opportunities, as we are a two- 
Chamber legislature, and I am sure 
that the Senate has some ideas about 
how to make this bill better, and we 
are all open to that opportunity. 

Mr. Speaker, I would also like to 
thank Subcommittee Chairwoman 
SCHAKOWSKY for doing an extraor-
dinary job, making sure that we shep-
herd this bill through the process and 
making sure that we keep open lines of 
communication on both sides of the 
aisle so that we can get to this point. 

It is important for us to understand 
that this bill is about the Federal 
Trade Commission’s ability to protect 
consumers from fraudsters and 
scammers. This means that right now 
scammers remain free to steal money 
from hardworking Americans, seniors 
who are falling prey every minute of 
the day to scams on the Internet, to 

veterans who people knock on their 
door and appeal to them and rip them 
off and give them nothing for their 
hard-earned money after defending our 
honor in the military, to single moms 
who sign up to get a higher education 
so they can provide for their children, 
and then end up empty-handed, with 
nothing to show for their hard-earned 
money. Those are the people that 13(b), 
through the FTC, is going to go after 
and restore those funds. 
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For example, since 2016, they have re-
stored over $11 billion to American 
families from fraudsters and scammers. 
Yes, it is happening every single day. 
And it is only getting worse. And today 
the United States people stand naked 
with the ability to be able to defend 
themselves. 

The average American family cannot 
afford to hire a lawyer. What the FTC 
does is they appeal to a Federal court 
and they say we have found a bad 
actor. We are ready to take them to 
task. We are ready to restore the 
American families that they are trying 
to destroy and get them their money 
back. That is what 13(b) is. 

We have a balance of power in this 
country. The FTC is part of the admin-
istration. That is one balance of power. 
The United States Supreme Court said 
through a technicality, well, 13(b) 
should not be made available right now 
for the FTC to protect the American 
people. 

And they pointed to Congress and 
said, well, as long as Congress will pass 
the law then they can do their job and 
protect the American people. That is 
what this bill is. 

This bill is simply an opportunity to 
restore the faith of the American peo-
ple in our system that when they get 
ripped off, whether it is in person, or 
on the internet or in whatever manner 
that some scammer is taking advan-
tage of our American people, the FTC 
is going to be there to speak up for 
them, to defend them, and take that 
money back and put it in the pockets 
of those individuals who have been 
ripped off. That is what 13(b) is. 

Today, I am very proud, as an Amer-
ican-born citizen, the son of immi-
grants, to be a Member of Congress, to 
be able to do the work that we are 
doing today to get this bill out of the 
House of Representatives. I urge every 
Member of this House to please help re-
store the faith of the American people 
in us and our system and make sure 
that they understand that we speak for 
them, we hear them, and we know how 
they feel when they get ripped off. And 
the FTC is going to be there through 
13(b) to restore the American people 
and give them the money that was sto-
len from them. 

Mr. BILIRAKIS. Mr. Speaker, I yield 
2 minutes to the gentleman from Indi-
ana (Mr. PENCE), a great member of the 
Energy and Commerce Committee. 

Mr. PENCE. Mr. Speaker, I thank the 
gentleman for yielding. 

Mr. Speaker, I rise in opposition to 
H.R. 2668. I agree with my Democratic 
colleagues that the FTC should be rea-
sonably equipped with tools to protect 
consumers. Today, the FTC has been 
able to return $25 million to Hoosiers 
that have fallen victim to fraudulent 
schemes. 

However, as currently written the 
bill before the House today goes beyond 
the FTC’s previous use of 13(b). 

The bill lacks sufficient guardrails 
that would provide checks and balances 
to the Commission’s expanded author-
ity. 

Meanwhile, we haven’t had the op-
portunity to discuss this legislation 
with the full Commission in an open 
and transparent hearing. 

During the markup process we of-
fered several commonsense amend-
ments in a good faith effort to improve 
the bill. 

These amendments would have cre-
ated thresholds of FTC authority and 
clarifying definitions to ensure provi-
sions in this bill could not be abused. 

Unfortunately, these reforms were 
not supported by the majority. 

I am concerned that rushing this leg-
islation through the House may lead to 
higher costs for small businesses with-
out improving protections for the con-
sumers, which is what we all want to 
do. 

I urge my colleagues to oppose the 
underlying bill. 

Mr. PALLONE. Mr. Speaker, I yield 2 
minutes to the gentlewoman from 
Florida (Ms. CASTOR). 

Ms. CASTOR of Florida. Mr. Speaker, 
our neighbors back home are tired of 
the scam artists ripping them off, so I 
rise in strong support of H.R. 2668, the 
Consumer Protection and Recovery 
Act. I thank Representative CÁRDENAS, 
Chair SCHAKOWSKY, and Chair PALLONE 
for moving this bill swiftly to the floor. 

H.R. 2668 fixes a glitch in the laws 
governing the Federal Trade Commis-
sion. Now the FTC is one of our most 
important consumer watchdog agen-
cies, and for 40 years the FTC has been 
able to recover ill-gotten gains and res-
titution for consumers, but a recent 
Supreme Court decision kind of threw 
it back to Congress for us to clarify the 
FTC’s authority. 

This is very important. This is the 
authority that allows the FTC to right-
fully recover moneys for consumers 
when fraudsters cheat them out of it. 
And this is especially important for 
seniors, folks in the Active Duty mili-
tary, veterans, and others because they 
are often targeted by scams like tele-
marketer credit card scams, those 
scam artists that claim that we are 
working for a charitable organization 
that is going to help disabled police of-
ficers or disabled military, these false, 
fake cures that say, pay us this money 
and you are going to be cured of your 
Type 2 diabetes or you won’t be in pain 
anymore. It is so wrong. 

The FTC is working overtime. They 
have particularly been working over-
time during the COVID pandemic be-
cause there have been so many scams 
and frauds. 
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We have got to pass this bill so that 

we can empower the FTC to get peo-
ple’s money back. It is that simple. 

In fact, in my home State of Florida, 
just since July 2018, the FTC helped re-
cover over $81 million for over 540,000 
Floridians. 

So if Members don’t support this leg-
islation, you are just giving a green 
light to the fraudsters to steal from 
consumers without penalty. 

That is wrong. We can’t let that hap-
pen. 

I urge my colleagues to pass H.R. 
2668. 

Mr. BILIRAKIS. Mr. Speaker, I yield 
such time as she may consume to the 
gentlewoman from Washington (Mrs. 
RODGERS), our great ranking member 
of the Energy and Commerce Com-
mittee. 

Mrs. RODGERS of Washington. Mr. 
Speaker, I thank the gentleman for 
yielding and for his leadership on the 
subcommittee. 

I rise today, unfortunately, in strong 
opposition to H.R. 2668, the Consumer 
Protection and Recovery Act, which 
represents a missed opportunity for 
both our committee and this Chamber. 

Energy and Commerce has histori-
cally been the committee of bipartisan-
ship and compromise. Unfortunately, 
this bill fails to meet that standard in 
the committee’s rich history. 

The legislation before us today is an-
other go-it-alone approach that we 
have come to expect from House Demo-
crat leadership. 

In all my time on the committee, I 
am not sure I have seen so many proc-
ess fouls or so much disregard for the 
minority as I have with H.R. 2668. 

It fails to include an amendment put 
forward by Representative GUS BILI-
RAKIS, our fearless leader and ranking 
member on the subcommittee that re-
ceived bipartisan support in our com-
mittee markup. 

H.R. 2668 has been shadowed by a se-
ries of procedural fouls beginning with 
the intentional exclusion of Republican 
FTC commissioners from Energy and 
Commerce’s hearing on this legislation 
as opposed to the Senate Commerce 
Committee hearing where they were in-
vited to discuss 13(b) authority at 
length 1 week before. 

Perhaps the Republican commis-
sioners were excluded from our hearing 
because the majority did not want to 
hear the truth about their bill. 

If the majority had led a better, more 
fair process, this legislation would 
have been significantly improved or at 
least built on the trust that we could 
come together on solutions crafted 
around sound legal arguments and 
analysis by all the proper experts. 

To be clear, I share the goal of H.R. 
2668, to protect people from scammers. 
But this bill is missing much-needed 
guardrails that the committee Repub-
licans offered as amendments. 

My biggest concern with this legisla-
tion, it fails to prioritize due process 
and ensuring proper analysis. This bill 
was pushed through a subcommittee 

markup without a good-faith effort to 
address the real concerns that we were 
raising. 

We were given less than a week’s no-
tice late on Friday before the markup, 
and shortly before that DOJ sent us in-
complete answers to a letter addressing 
the legitimate concerns raised by our 
members. This was followed by what 
seemed like a coordinated response to 
our questions for the record from FTC 
Acting Chair Slaughter shortly there-
after. 

Mr. Speaker, committee members on 
both sides of the aisle received just 38 
hours of notice regarding the inclusion 
of this legislation during a full com-
mittee markup resulting in criticism 
from both sides of the aisle. 

I doubt many Members of this House 
believe Congress should operate in this 
manner. I do think we can all agree 
that both Republicans and Democrats 
want to protect people from malicious 
actors and that the FTC must have the 
necessary tools to do so. 

H.R. 2668 grants FTC brand-new au-
thorities under section 13(b) of the FTC 
Act, to seek financial penalties for 
what it alleges is fraud and anti-
competitive behavior. It does so with-
out the inclusion of guardrails to pro-
tect due process. This is a huge, missed 
opportunity to enact a national pri-
vacy standard. 

Last Congress, Senator WICKER right-
fully identified privacy and 13(b) re-
form as policies that could be easily 
legislated together and should. Even 
this bill’s prime sponsor, Mr. 
CÁRDENAS, acknowledged his effort to 
include a national privacy standard 
with a legislative fix for 13(b). 

We must do our job. We cannot have 
California dictating policy for the 
other 49 States. 

If my colleagues are so concerned 
about urgently granting the FTC with 
new authorities to protect people, why 
aren’t we urgently passing a national 
standard, which we all agree will pro-
tect their data privacy? 

This legislation fails to address 
much-needed FTC reforms, to increase 
transparency, establish a national pri-
vacy framework, and ensure due proc-
ess. There should be no lack of will to 
take on fraudsters, scammers, and 
abusers of our personal information. 

We need to sit down, work it out, and 
move comprehensive FTC reform legis-
lation forward together. 

I urge my colleagues to vote ‘‘no.’’ 
We can do better. 

Mr. PALLONE. Mr. Speaker, I yield 2 
minutes to the gentleman from Cali-
fornia (Mr. MCNERNEY). 

Mr. MCNERNEY. Mr. Speaker, I rise 
today in support of H.R. 2668, the Con-
sumer Protection and Recovery Act, 
and I am going to urge quick passage of 
this legislation. 

H.R. 2668 would restore the Federal 
Trade Commission’s authority under 
section 13(b) to go after those who have 
stolen money from consumers and en-
able the agency to get this money back 
to the consumers. 

Restoring this authority is in line 
with bipartisan FTC leadership re-
quests, congressional intent, and over 
40 years of practice. 

And restoring this authority is espe-
cially important for congressional dis-
tricts like mine where many are strug-
gling to pay the rent and put food on 
the table. 

Prior to the Supreme Court decision, 
the FTC had used this essential author-
ity to return more than $11 billion to 
consumers who had fallen victim to un-
fair, deceptive, and fraudulent prac-
tices; and that is just since 2016. 

The FTC currently has pending be-
fore it investigations that could result 
in returning $2 billion to consumers if 
this is restored. 

Furthermore, the COVID–19 pan-
demic has made the need for this legis-
lation even more urgent. During the 
pandemic, we have seen a rise in scams 
that prey on consumers’ fears and fi-
nancial insecurities. 

Consumers who have been defrauded 
deserve to get their money back. We 
owe it to them to move quickly and 
pass H.R. 2668. 

I thank Representative CÁRDENAS for 
his hard work and leadership on this 
legislation and Chairwoman SCHA-
KOWSKY and Chairman PALLONE for 
moving this piece of legislation today. 
I also thank the Democratic staff of 
the House Energy and Commerce Com-
mittee for all their hard work on this 
bill. 

I urge my colleagues to vote ‘‘yes’’ 
on this legislation. 

Mr. BILIRAKIS. Mr. Speaker, I re-
serve the balance of my time. 

Mr. PALLONE. Mr. Speaker, I yield 4 
minutes to the gentleman from Oregon 
(Mr. SCHRADER). 
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Mr. SCHRADER. Mr. Speaker, I ask 
that Chairman PALLONE engage in a 
colloquy with me on the effect of this 
bill on small businesses. 

Mr. Speaker, I support the purpose of 
the Consumer Protection and Recovery 
Act to allow the FTC to get money 
back for consumers who have been 
harmed by violations of FTC laws. 

I am concerned that small business 
owners who inadvertently harm cus-
tomers will, on top of paying restitu-
tion, however, get hit with unreason-
able penalties for what was essentially 
an honest mistake. 

As a small business owner, I know 
how difficult it can be to keep up with 
all the rules and regulations that small 
businesses must abide by. And I think 
we should only allow civil penalties for 
punitive damages where bad actors 
knowingly violate the law. 

Mr. Speaker, I ask the chairman to 
clarify the extent of this bill with re-
spect to small businesses. 

Mr. PALLONE. Will the gentleman 
yield? 

Mr. SCHRADER. I yield to the gen-
tleman from New Jersey. 

Mr. PALLONE. Mr. Speaker, I thank 
the gentleman from Oregon for the 
question. 
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The intent of this bill is to restore 

the FTC’s authority to secure restitu-
tion not to pile penalties onto small 
businesses that make an honest mis-
take. 

We want to allow the FTC to ensure 
consumers who are harmed by a viola-
tion of the law are made whole. So let 
me be clear. This bill does not allow 
the FTC to impose civil penalties or 
punitive damages. It only allows for eq-
uitable remedies, putting everything 
back the way it was before the viola-
tion occurred. 

When the FTC is going after truly 
bad actors who intentionally preyed on 
consumers, it would need to use the au-
thority under a different part of its 
statute to seek penalties and also meet 
the burden of proof required under that 
additional authority. 

And another important point is that 
this bill actually protects honest small 
businesses from having to compete 
against unscrupulous companies that 
break the law to give themselves an 
unfair advantage. So this bill gives the 
FTC back the tools it needs to ensure 
a level playing field in the market-
place. 

I thank the gentleman from Oregon 
for engaging on this bill and working 
with us on our shared goal of pro-
tecting American consumers. 

Mr. SCHRADER. Mr. Speaker, I 
thank the gentleman for his assurances 
that the intent of this bill is to protect 
consumers and not to hurt honest 
small businesses by subjecting them to 
excessive penalties. 

Mr. BILIRAKIS. Mr. Speaker, I re-
serve the balance of my time. 

Mr. PALLONE. Mr. Speaker, I yield 2 
minutes to the gentlewoman from New 
York (Miss RICE). 

Miss RICE of New York. Mr. Speaker, 
I rise in strong support of H.R. 2668, the 
Consumer Protection and Recovery 
Act. 

This legislation would restore a key 
authority of the Federal Trade Com-
mission, which allows it to return 
money to consumers who have been de-
frauded by scammers. The FTC has 
used this authority to protect con-
sumers for the past 40-plus years. It is 
often senior citizens, veterans, and 
other vulnerable members of society 
who tend to be victims of scams, that 
benefit most from the FTC’s ability to 
return money. 

But as a result of the Supreme 
Court’s decision, defrauded consumers 
are no longer being protected. Instead, 
they are being left out in the cold at 
one of the worst possible times. 

Around 327,000 people have filed a 
fraud complaint linked to the COVID– 
19 pandemic, according to FTC data. 
And those victims have lost a com-
bined $488 million. Scammers are tak-
ing advantage of the public health cri-
sis and the Court’s decision is ham-
pering the FTC’s efforts to combat this 
fraud. 

That is why it is critical that we pass 
H.R. 2668 to restore the FTC’s author-
ity to seek equitable relief by amend-

ing section 13(b) of the Federal Trade 
Commission Act to provide the FTC 
with express authority to obtain both 
injunctive and monetary equitable re-
lief. 

I thank my colleague on the Com-
mittee on Energy and Commerce, Rep-
resentative CÁRDENAS, for introducing 
this bill, and I urge my colleagues to 
support it. 

Mr. BILIRAKIS. Mr. Speaker, I con-
tinue to reserve the balance of my 
time. 

Mr. PALLONE. Mr. Speaker, I yield 1 
minute to the gentleman from New 
York (Mr. NADLER), who is the chair-
man of the Committee on the Judici-
ary, and I thank him, also, for working 
with us on this legislation. 

Mr. NADLER. Mr. Speaker, I thank 
the gentleman for yielding. 

Mr. Speaker, I rise in strong support 
of the Consumer Protection and Recov-
ery Act. 

This legislation is essential to pro-
moting the Federal Trade Commis-
sion’s mission to enforce antitrust law 
and to protect consumers. For decades, 
the commission has secured monetary 
relief for victims of unfair, deceptive, 
and anticompetitive conduct, such as 
pharmaceutical companies blocking ac-
cess to lower-cost drugs. 

In a recent example, the FTC re-
turned nearly $60 million to patients 
suffering from opioid addiction. But a 
few months ago, the Supreme Court se-
verely weakened one of the FTC’s most 
vital tools for protecting consumers 
and deterring bad conduct by ruling 
that the FTC could not seek monetary 
relief under one of the key statutes 
that it enforces. This legislation would 
reverse the Court’s decision and would 
restore one of the Commission’s crit-
ical tools for fighting monopolists and 
protecting consumers. 

Mr. Speaker, I commend the bill’s 
sponsor, Mr. CÁRDENAS, and I thank 
Chairman PALLONE and Chairwoman 
SCHAKOWSKY for their leadership to ad-
dress this urgent problem, and I urge 
my colleagues to support this impor-
tant legislation. 

Mr. BILIRAKIS. Mr. Speaker, I will 
continue to reserve the balance of my 
time. 

Mr. PALLONE. Mr. Speaker, I yield 2 
minutes to the gentleman from Rhode 
Island (Mr. CICILLINE), who is the chair-
man of the Judiciary Subcommittee on 
Antitrust, Commercial and Adminis-
trative Law. 

Mr. CICILLINE. Mr. Speaker, I thank 
the gentleman for yielding. 

Mr. Speaker, I rise in strong support 
of H.R. 2668, the Consumer Protection 
and Recovery Act. 

This critical legislation restores the 
authority of the Federal Trade Com-
mission to hold wrongdoers account-
able under section 13(b) of the FTC Act. 

Until recently, this statute author-
ized the Commission to obtain mone-
tary relief when a corporation has 
harmed consumers or businesses by 
breaking the law. For more than four 
decades, the FTC used this critical en-

forcement tool to secure billions of dol-
lars in relief for consumers that were 
harmed by anticompetitive conduct or 
unfair or deceptive practices. 

In the past 5 years alone, the FTC 
has secured $11.2 billion in refunds to 
consumers through this enforcement 
tool. As Commissioner Rebecca Kelly 
Slaughter recently testified, these im-
portant cases involved combating anti-
competitive practices by pharma-
ceutical companies that contribute to 
the soaring costs of prescription drugs, 
abusive scams targeting veterans and 
older Americans, and numerous other 
examples of harmful conduct. However, 
the Supreme Court severely weakened 
this tool in a recent decision where it 
narrowed the scope of section 13(b) to 
cases involving ongoing harms. 

H.R. 2668 will reverse this disastrous 
ruling by reinstating FTC’s authority 
to obtain both injunctive and mone-
tary relief for all violations of the law 
that it enforces. And what is really in-
teresting when I listened to my col-
leagues on the other side of the aisle, 
every single speaker said, of course, 
consumers should get their money 
back. Of course, the FTC should have 
this power. And then they express their 
intention to vote against the bill to do 
exactly that—restore the power of the 
FTC to in fact provide that kind of re-
lief. 

I thank Congressman CÁRDENAS for 
sponsoring this bill. I thank Chairman 
PALLONE and Chairwoman SCHAKOWSKY 
for their extraordinary leadership. This 
bill is about protecting competition 
across our economy from Big Tech to 
Big Pharma. 

Mr. Speaker, I urge my colleagues to 
stand with consumers and those that 
have been harmed by deceptive, unfair, 
anticompetitive practices, and let 
those consumers and small businesses 
be made whole. 

Mr. Speaker, I urge passage of this 
bill. 

Mr. BILIRAKIS. Mr. Speaker, I will 
continue to reserve the balance of my 
time. 

Mr. PALLONE. Mr. Speaker, I yield 2 
minutes to the gentlewoman from Cali-
fornia (Ms. PORTER), who is a strong 
advocate for consumers. 

Ms. PORTER. Mr. Speaker, when I 
was a law professor at U.C. Irvine, I 
wrote a 600-page textbook on consumer 
protection. And luckily for everyone, 
you do not need to read the book to un-
derstand one fundamental truth: No-
body likes to get cheated; not Repub-
licans, not Democrats; not young, not 
old; not White, not Brown, not Black. 
Nobody likes to get cheated. 

But when consumers do get cheated, 
the only way they get justice is if they 
get their money back. The Federal 
Trade Commission has used its author-
ity under section 13(b) of the FTC Act 
to return literally billions of dollars to 
victims of a wide range of scams; ev-
erything from telemarketing fraud to 
companies lying about how their prod-
ucts can be used to prevent or treat 
COVID. 
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If a wrongdoer steals from you, it is 

the FTC’s job to put your money back 
into your pocket. The Consumer Pro-
tection and Recovery Act lets the FTC 
return to doing just that. 

Mr. BILIRAKIS. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, we need due process in 
this particular bill. I believe that this 
bill is incomplete. We do have to pro-
tect the honest small businesses in this 
country. As a matter of fact, I heard 
just yesterday, from over 100 small 
businesses, and they have real serious 
concerns, legitimate concerns about 
this particular bill. This bill is not 
ready for prime time at this particular 
time. As I said, it is incomplete. 

Mr. Speaker, we must go after the 
bad actors. There must be restitution 
for our victims—there is no question— 
but it has to be fair, with a fair and 
reasonable legal standard. 

Mr. Speaker, on that particular note, 
with regard to the legal standard, 
former head of the FTC Consumer Pro-
tection Bureau and committee witness, 
Dr. Howard Beales stated that a rea-
sonable person standard was an appro-
priate standard to include in any res-
titution or disgorgement legislation. 

He testified that this will ensure that 
the FTC focuses its efforts on bad ac-
tors, not honest small business people, 
but bad actors when using its limited 
resources to bring these claims. 

Mr. Speaker, I yield the balance of 
my time to the gentleman from Illinois 
(Mr. RODNEY DAVIS). 

Mr. RODNEY DAVIS of Illinois. Mr. 
Speaker, I thank my good friend, Mr. 
BILIRAKIS, for yielding. 

Mr. Speaker, H.R. 1, the Democrats’ 
so-called For the People Act, would 
create a public money slush fund using 
corporate fines to fund political cam-
paigns, including their own. 

Based on numbers from the last elec-
tion cycle, H.R. 1 would add up to an 
average of $7.2 million into each Con-
gressional candidate’s campaign. 

My motion would ensure any fines 
collected by the Federal Trade Com-
mission under this bill would go to the 
victims of fraud and not be used as a 
pathway to fund Congressional cam-
paign coffers—victims, like the thou-
sands of students that were cheated out 
of $62 million by a debt relief scam re-
cently prosecuted by the FTC; or the 
patients with liver disease who spent 
thousands on a supplement that was 
deceptively marketed as a treatment; 
or those struggling with opioid abuse 
who were part of a scheme that over-
charged them for medication to help 
minimize withdrawal symptoms. 

The FTC has worked to ensure these 
victims are compensated. But if H.R. 1 
were to become law, many of these fine 
structures would be weaponized to 
boost public funds given to candidates 
to pay for their campaign mailers, po-
litical consultants, and even attack 
ads. Our focus should be on assisting 
victims, not using public dollars to 
fund our own campaigns. Again, based 
on numbers from the 2020 cycle, that is 

up to $7.2 million per Congressional 
candidate. 

H.R. 1 is often touted by my Demo-
crat colleagues and the media as voting 
rights legislation. This is the furthest 
thing from the truth. How does 
weaponizing our victim compensation 
system to line the pockets of politi-
cians help people vote, or really help 
people at all? 

Mr. Speaker, if we adopt this motion 
to recommit, we will instruct the Com-
mittee on Energy and Commerce to 
consider my amendment to H.R. 2668 
that would prevent any public funds 
collected because of this bill from 
going into the campaign coffers of 
Members of Congress or Congressional 
candidates, and instead, keep the fines’ 
process focused on helping the victims 
of fraud. 

Mr. Speaker, I ask unanimous con-
sent to insert the text of the amend-
ment into the RECORD immediately 
prior to the vote on the motion to re-
commit. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Illinois? 

There was no objection. 
Mr. RODNEY DAVIS of Illinois. Mr. 

Speaker, I urge support for the motion 
to recommit at the appropriate time 
and a ‘‘no’’ vote on the underlying bill. 

Mr. BILIRAKIS. Mr. Speaker, I urge 
a ‘‘no’’ vote on the underlying bill, and 
I yield back the balance of my time. 

Mr. PALLONE. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, to go back to this bill, 
I know my colleague from Illinois— 
who I like a lot—was talking about 
H.R. 1, but let’s go back to this bill. 

I know that there have been a lot of 
statements on the other side of the 
aisle about, why this bill? They didn’t 
like the process; they didn’t like what 
we were doing. But, look, the bottom 
line is very simple here. For many 
years, the FTC was going after bad ac-
tors and those who were committing 
fraud and scamming consumers, and 
they were basically getting the money 
back that was stolen from the con-
sumers and giving it back to those con-
sumers in a form of restitution. 

The Supreme Court ruled they 
couldn’t continue to do that, not be-
cause the Court thought it was a bad 
idea, but they just didn’t think the 
statutory language allowed it. And 
since that time, the FTC—both under 
Democrat and Republican administra-
tions—is asking us to restore that abil-
ity of the FTC to seek restitution and 
give money back to the consumers who 
were defrauded. 

b 1730 

There is nothing else here. That is 
exactly what we are doing. Nothing 
more. 

I don’t really understand the opposi-
tion that is coming from the Repub-
lican side of the aisle because we are 
just making it possible for the FTC to 
do its job effectively, which they were 
doing for so many years when they re-

covered billions and billions of dollars 
for consumers. 

I would say look at the language, 
look at what we are actually doing 
here, and please support this bill be-
cause this is good for everybody in this 
country, regardless of whether they are 
Democrat or Republican, or their ide-
ology. This is not ideological. This is a 
practical way to help the average per-
son. 

Mr. Speaker, I urge support, and I 
yield back the balance of my time. 

Ms. ESHOO. Mr. Speaker, I rise in strong 
support of H.R. 2668, the Consumer Protec-
tion and Recovery Act. This legislation re-
stores the Federal Trade Commission’s (FTC) 
authority to protect consumers and businesses 
from scammers. 

In April 2021, the Supreme Court ruled that 
the FTC can no longer use section 13(b) of 
the FTC Act to ensure monetary relief to 
Americans who have fallen victim to fraudsters 
and scammers. This ruling gutted the FTC’s 
authority and we must act quickly to restore it. 
The FTC has returned $11.2 billion to con-
sumers in the last five years alone, and since 
2018, the FTC has recovered more than $171 
million dollars for almost one million Califor-
nians. Section 13(b) has also helped veterans 
who have been defrauded by for-profit col-
leges and provided relief to low-income fami-
lies gouged by payday lenders. 

The FTC has relied on this authority for four 
decades, and if Congress does not act with 
urgency, millions more Americans will fall vic-
tim to fraudsters with no pathway to reprieve. 
The urgency of this situation cannot be under-
scored enough. There is more than $2 billion 
dollars in 24 pending cases that are currently 
threatened by the FTC no longer having this 
authority. 

If Congress is to protect consumers across 
every state in every district, then we must act 
now. I urge my colleagues to support this bill 
and vote yes. 

The SPEAKER pro tempore. All time 
for debate has expired. 

Pursuant to House Resolution 535, 
the previous question is ordered on the 
bill, as amended. 

The question is on the engrossment 
and third reading of the bill. 

The bill was ordered to be engrossed 
and read a third time, and was read the 
third time. 

MOTION TO RECOMMIT 
Mr. RODNEY DAVIS of Illinois. Mr. 

Speaker, I have a motion to recommit 
at the desk. 

The SPEAKER pro tempore. The 
Clerk will report the motion to recom-
mit. 

The Clerk read as follows: 
Mr. Rodney Davis of Illinois moves to re-

commit the bill H.R. 2668 to the Committee 
on Energy and Commerce. 

The material previously referred to 
by Mr. RODNEY DAVIS of Illinois is as 
follows: 

At the end of the committee print, insert 
the following: 
SEC. 3. PROHIBITION ON USE OF FUNDS FOR 

CAMPAIGN FINANCE. 
No amounts may be assessed on funds col-

lected pursuant to the amendments made by 
section 2 for purposes of making payments in 
support of a campaign for election for the of-
fice of Senator or Representative in, or Dele-
gate or Resident Commissioner to, Congress. 
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The SPEAKER pro tempore. Pursu-

ant to clause 2(b) of rule XIX, the pre-
vious question is ordered on the motion 
to recommit. 

The question is on the motion to re-
commit. 

The question was taken; and the 
Speaker pro tempore announced that 
the noes appeared to have it. 

Mr. RODNEY DAVIS of Illinois. Mr. 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

The vote was taken by electronic de-
vice, and there were—yeas 207, nays 
217, not voting 6, as follows: 

[Roll No. 213] 

YEAS—207 

Aderholt 
Allen 
Amodei 
Armstrong 
Arrington 
Babin 
Bacon 
Baird 
Balderson 
Banks 
Barr 
Bentz 
Bergman 
Bice (OK) 
Biggs 
Bilirakis 
Bishop (NC) 
Boebert 
Bost 
Brady 
Brooks 
Buchanan 
Buck 
Bucshon 
Budd 
Burchett 
Burgess 
Calvert 
Cammack 
Carl 
Carter (GA) 
Carter (TX) 
Cawthorn 
Chabot 
Cheney 
Cline 
Cloud 
Clyde 
Cole 
Comer 
Crawford 
Crenshaw 
Curtis 
Davidson 
Davis, Rodney 
DesJarlais 
Diaz-Balart 
Donalds 
Duncan 
Dunn 
Emmer 
Estes 
Fallon 
Feenstra 
Ferguson 
Fischbach 
Fitzgerald 
Fitzpatrick 
Fleischmann 
Fortenberry 
Foxx 
Franklin, C. 

Scott 
Fulcher 
Gaetz 
Gallagher 
Garbarino 
Garcia (CA) 
Gibbs 
Gimenez 

Gohmert 
Gonzales, Tony 
Gonzalez (OH) 
Good (VA) 
Gooden (TX) 
Gosar 
Granger 
Graves (LA) 
Graves (MO) 
Green (TN) 
Greene (GA) 
Griffith 
Grothman 
Guest 
Guthrie 
Hagedorn 
Harris 
Harshbarger 
Hartzler 
Hern 
Herrell 
Herrera Beutler 
Hice (GA) 
Hill 
Hinson 
Hollingsworth 
Hudson 
Huizenga 
Issa 
Jackson 
Jacobs (NY) 
Johnson (LA) 
Johnson (OH) 
Johnson (SD) 
Jordan 
Joyce (OH) 
Joyce (PA) 
Katko 
Keller 
Kelly (MS) 
Kelly (PA) 
Kim (CA) 
Kinzinger 
Kustoff 
LaHood 
LaMalfa 
Lamborn 
Latta 
LaTurner 
Lesko 
Letlow 
Long 
Loudermilk 
Lucas 
Luetkemeyer 
Mace 
Malliotakis 
Mann 
Massie 
Mast 
McCarthy 
McCaul 
McClain 
McClintock 
McHenry 
McKinley 
Meijer 
Meuser 
Miller (IL) 
Miller (WV) 

Miller-Meeks 
Moolenaar 
Mooney 
Moore (AL) 
Moore (UT) 
Mullin 
Murphy (NC) 
Nehls 
Newhouse 
Norman 
Nunes 
Obernolte 
Owens 
Palazzo 
Palmer 
Pence 
Perry 
Pfluger 
Posey 
Reed 
Reschenthaler 
Rice (SC) 
Rodgers (WA) 
Rogers (KY) 
Rose 
Rosendale 
Rouzer 
Roy 
Rutherford 
Salazar 
Scalise 
Schweikert 
Sessions 
Simpson 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smucker 
Spartz 
Stauber 
Steel 
Stefanik 
Steil 
Steube 
Stewart 
Taylor 
Tenney 
Tiffany 
Timmons 
Turner 
Upton 
Valadao 
Van Drew 
Van Duyne 
Wagner 
Walberg 
Walorski 
Waltz 
Weber (TX) 
Webster (FL) 
Wenstrup 
Westerman 
Williams (TX) 
Wilson (SC) 
Wittman 
Womack 
Young 
Zeldin 

NAYS—217 

Adams 
Aguilar 
Allred 
Auchincloss 
Axne 
Barragán 
Bass 
Beatty 
Bera 
Beyer 
Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bourdeaux 
Bowman 
Boyle, Brendan 

F. 
Brown 
Brownley 
Bush 
Bustos 
Butterfield 
Carbajal 
Cárdenas 
Carson 
Carter (LA) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Cohen 
Connolly 
Cooper 
Correa 
Costa 
Courtney 
Craig 
Crist 
Crow 
Cuellar 
Davids (KS) 
Davis, Danny K. 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
Deutch 
Dingell 
Doggett 
Doyle, Michael 

F. 
Escobar 
Eshoo 
Espaillat 
Evans 
Fletcher 
Foster 
Frankel, Lois 
Gallego 
Garamendi 
Garcı́a (IL) 
Garcia (TX) 

Golden 
Gonzalez, 

Vicente 
Gottheimer 
Green, Al (TX) 
Grijalva 
Harder (CA) 
Hayes 
Higgins (NY) 
Himes 
Horsford 
Houlahan 
Hoyer 
Huffman 
Jackson Lee 
Jacobs (CA) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (TX) 
Jones 
Kahele 
Kaptur 
Keating 
Kelly (IL) 
Khanna 
Kildee 
Kilmer 
Kim (NJ) 
Kind 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Lamb 
Langevin 
Larsen (WA) 
Larson (CT) 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 
Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Lowenthal 
Luria 
Lynch 
Malinowski 
Maloney, 

Carolyn B. 
Maloney, Sean 
Manning 
Matsui 
McBath 
McCollum 
McEachin 
McGovern 
McNerney 
Meeks 
Meng 
Mfume 
Moore (WI) 
Morelle 
Moulton 
Mrvan 
Murphy (FL) 
Nadler 
Napolitano 
Neal 
Neguse 
Newman 
Norcross 

Ocasio-Cortez 
Omar 
Pallone 
Panetta 
Pappas 
Pascrell 
Payne 
Perlmutter 
Peters 
Phillips 
Pingree 
Pocan 
Porter 
Pressley 
Price (NC) 
Quigley 
Raskin 
Rice (NY) 
Ross 
Roybal-Allard 
Ruiz 
Ruppersberger 
Rush 
Ryan 
Sánchez 
Sarbanes 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
Scott (VA) 
Scott, David 
Sewell 
Sherman 
Sherrill 
Sires 
Slotkin 
Smith (WA) 
Soto 
Spanberger 
Speier 
Stansbury 
Stanton 
Stevens 
Strickland 
Suozzi 
Swalwell 
Takano 
Thompson (CA) 
Thompson (MS) 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Underwood 
Vargas 
Veasey 
Vela 
Velázquez 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Welch 
Wexton 
Wild 
Williams (GA) 
Wilson (FL) 
Yarmuth 

NOT VOTING—6 

Gomez 
Higgins (LA) 

O’Halleran 
Rogers (AL) 

Scott, Austin 
Thompson (PA) 

b 1802 

Ms. CHU, Messrs. DANNY K. DAVIS 
of Illinois, BLUMENAUER, Mses. 
CRAIG, OCASIO-CORTEZ, and Mr. 
PASCRELL changed their vote from 
‘‘yea’’ to ‘‘nay.’’ 

Mr. RICE of South Carolina, Ms. 
HERRELL, Messrs. FEENSTRA, 
OBERNOLTE, and GREEN of Ten-
nessee changed their vote from ‘‘nay’’ 
to ‘‘yea.’’ 

So the motion to recommit was re-
jected. 

The result of the vote was announced 
as above recorded. 

MEMBERS RECORDED PURSUANT TO HOUSE 
RESOLUTION 8, 117TH CONGRESS 

Buchanan 
(LaHood) 

DeSaulnier 
(Matsui) 

Doyle, Michael 
F. (Cartwright) 

Frankel, Lois 
(Clark (MA)) 

Fulcher 
(Simpson) 

Garcı́a (IL) 
(Garcia (TX)) 

Granger 
(Calvert) 

Grijalva 
(Stanton) 

Johnson (TX) 
(Jeffries) 

Jones (Williams 
(GA)) 

Kahele (Moulton) 
Kirkpatrick 

(Stanton) 
Lawson (FL) 

(Evans) 

McEachin 
(Wexton) 

Meng (Jeffries) 
Napolitano 

(Correa) 
Payne (Pallone) 
Ruiz (Correa) 
Rush 

(Underwood) 
Stewart (Owens) 
Trone (Beyer) 
Wilson (FL) 

(Hayes) 

The SPEAKER pro tempore. The 
question is on passage of the bill. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. DUNN. Mr. Speaker, on that I de-
mand the yeas and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

The vote was taken by electronic de-
vice, and there were—yeas 221, nays 
205, not voting 4, as follows: 

[Roll No. 214] 

YEAS—221 

Adams 
Aguilar 
Allred 
Auchincloss 
Axne 
Barragán 
Bass 
Beatty 
Bera 
Beyer 
Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bourdeaux 
Bowman 
Boyle, Brendan 

F. 
Brown 
Brownley 
Bush 
Bustos 
Butterfield 
Carbajal 
Cárdenas 
Carson 
Carter (LA) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Cohen 
Connolly 
Cooper 
Correa 
Costa 
Courtney 
Craig 
Crist 
Crow 
Cuellar 
Davids (KS) 
Davis, Danny K. 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
Deutch 
Dingell 
Doggett 
Doyle, Michael 

F. 

Escobar 
Eshoo 
Espaillat 
Evans 
Fletcher 
Foster 
Frankel, Lois 
Gaetz 
Gallego 
Garamendi 
Garcı́a (IL) 
Garcia (TX) 
Golden 
Gomez 
Gonzalez, 

Vicente 
Gottheimer 
Green, Al (TX) 
Grijalva 
Harder (CA) 
Hayes 
Higgins (NY) 
Himes 
Horsford 
Houlahan 
Hoyer 
Huffman 
Jackson Lee 
Jacobs (CA) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (TX) 
Jones 
Kahele 
Kaptur 
Keating 
Kelly (IL) 
Khanna 
Kildee 
Kilmer 
Kim (NJ) 
Kind 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Lamb 
Langevin 
Larsen (WA) 
Larson (CT) 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 
Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Lowenthal 
Luria 
Lynch 
Malinowski 

Maloney, 
Carolyn B. 

Maloney, Sean 
Manning 
Matsui 
McBath 
McCollum 
McEachin 
McGovern 
McNerney 
Meeks 
Meng 
Mfume 
Moore (WI) 
Morelle 
Moulton 
Mrvan 
Murphy (FL) 
Nadler 
Napolitano 
Neal 
Neguse 
Newman 
Norcross 
O’Halleran 
Ocasio-Cortez 
Omar 
Pallone 
Panetta 
Pappas 
Pascrell 
Payne 
Perlmutter 
Peters 
Phillips 
Pingree 
Pocan 
Porter 
Pressley 
Price (NC) 
Quigley 
Raskin 
Rice (NY) 
Ross 
Roybal-Allard 
Ruiz 
Ruppersberger 
Rush 
Ryan 
Sánchez 
Sarbanes 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
Scott (VA) 
Scott, David 
Sewell 
Sherman 
Sherrill 
Sires 
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Slotkin 
Smith (WA) 
Soto 
Spanberger 
Speier 
Stansbury 
Stanton 
Stevens 
Strickland 
Suozzi 
Swalwell 
Takano 
Thompson (CA) 

Thompson (MS) 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Underwood 
Van Drew 
Vargas 
Veasey 
Vela 

Velázquez 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Welch 
Wexton 
Wild 
Williams (GA) 
Wilson (FL) 
Yarmuth 

NAYS—205 

Aderholt 
Allen 
Amodei 
Armstrong 
Arrington 
Babin 
Bacon 
Baird 
Balderson 
Banks 
Barr 
Bentz 
Bergman 
Bice (OK) 
Biggs 
Bilirakis 
Bishop (NC) 
Boebert 
Bost 
Brady 
Brooks 
Buchanan 
Buck 
Bucshon 
Budd 
Burchett 
Burgess 
Calvert 
Cammack 
Carl 
Carter (GA) 
Carter (TX) 
Cawthorn 
Chabot 
Cheney 
Cline 
Cloud 
Clyde 
Cole 
Comer 
Crawford 
Crenshaw 
Curtis 
Davidson 
Davis, Rodney 
DesJarlais 
Diaz-Balart 
Duncan 
Dunn 
Emmer 
Estes 
Fallon 
Feenstra 
Ferguson 
Fischbach 
Fitzgerald 
Fitzpatrick 
Fleischmann 
Fortenberry 
Foxx 
Franklin, C. 

Scott 
Fulcher 
Gallagher 
Garbarino 
Garcia (CA) 
Gibbs 
Gimenez 
Gohmert 

Gonzales, Tony 
Gonzalez (OH) 
Good (VA) 
Gooden (TX) 
Gosar 
Granger 
Graves (LA) 
Graves (MO) 
Green (TN) 
Greene (GA) 
Griffith 
Grothman 
Guest 
Guthrie 
Hagedorn 
Harris 
Harshbarger 
Hartzler 
Hern 
Herrell 
Herrera Beutler 
Hice (GA) 
Hill 
Hinson 
Hollingsworth 
Hudson 
Huizenga 
Issa 
Jackson 
Jacobs (NY) 
Johnson (LA) 
Johnson (OH) 
Johnson (SD) 
Jordan 
Joyce (OH) 
Joyce (PA) 
Katko 
Keller 
Kelly (MS) 
Kelly (PA) 
Kim (CA) 
Kinzinger 
Kustoff 
LaHood 
LaMalfa 
Lamborn 
Latta 
LaTurner 
Lesko 
Letlow 
Long 
Loudermilk 
Lucas 
Luetkemeyer 
Mace 
Malliotakis 
Mann 
Massie 
Mast 
McCarthy 
McCaul 
McClain 
McClintock 
McHenry 
McKinley 
Meijer 
Meuser 
Miller (IL) 
Miller (WV) 

Miller-Meeks 
Moolenaar 
Mooney 
Moore (AL) 
Moore (UT) 
Mullin 
Murphy (NC) 
Nehls 
Newhouse 
Norman 
Nunes 
Obernolte 
Owens 
Palazzo 
Palmer 
Pence 
Perry 
Pfluger 
Posey 
Reed 
Reschenthaler 
Rice (SC) 
Rodgers (WA) 
Rogers (KY) 
Rose 
Rosendale 
Rouzer 
Roy 
Rutherford 
Salazar 
Scalise 
Schweikert 
Sessions 
Simpson 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smucker 
Spartz 
Stauber 
Steel 
Stefanik 
Steil 
Steube 
Stewart 
Taylor 
Tenney 
Thompson (PA) 
Tiffany 
Timmons 
Turner 
Upton 
Valadao 
Van Duyne 
Wagner 
Walberg 
Walorski 
Waltz 
Weber (TX) 
Webster (FL) 
Wenstrup 
Westerman 
Williams (TX) 
Wilson (SC) 
Wittman 
Womack 
Young 
Zeldin 

NOT VOTING—4 

Donalds 
Higgins (LA) 

Rogers (AL) 
Scott, Austin 

b 1822 

So the bill was passed. 
The result of the vote was announced 

as above recorded. 
A motion to reconsider was laid on 

the table. 

MEMBERS RECORDED PURSUANT TO HOUSE 
RESOLUTION 8, 117TH CONGRESS 

Buchanan 
(LaHood) 

DeSaulnier 
(Matsui) 

Doyle, Michael 
F. (Cartwright) 

Frankel, Lois 
(Clark (MA)) 

Fulcher 
(Simpson) 

Garcı́a (IL) 
(Garcia (TX)) 

Granger 
(Calvert) 

Grijalva 
(Stanton) 

Johnson (TX) 
(Jeffries) 

Jones (Williams 
(GA)) 

Kahele (Moulton) 
Kirkpatrick 

(Stanton) 
Lawson (FL) 

(Evans) 

McEachin 
(Wexton) 

Meng (Jeffries) 
Napolitano 

(Correa) 
Payne (Pallone) 
Ruiz (Correa) 
Rush 

(Underwood) 
Stewart (Owens) 
Trone (Beyer) 
Wilson (FL) 

(Hayes) 

f 

REMOVAL OF NAME OF MEMBER 
AS COSPONSOR OF H. RES. 289 

Mr. NORCROSS. Mr. Speaker, I ask 
unanimous consent that Representa-
tive OBERNOLTE’s name be withdrawn 
as a cosponsor of H. Res. 289. 

The SPEAKER pro tempore (Mr. 
CARTER of Louisiana). Is there objec-
tion to the request of the gentleman 
from New Jersey? 

There was no objection. 

f 

ALLOW MEDICARE TO NEGOTIATE 
DRUG PRICES 

(Ms. WILD asked and was given per-
mission to address the House for 1 
minute and to revise and extend her re-
marks.) 

Ms. WILD. Mr. Speaker, we hear a lot 
of talk about the soaring costs of pre-
scription drugs, but we seldom hear 
about the sad fact that Medicare is not 
allowed to negotiate prescription drug 
prices. 

Earlier this month, drug companies 
announced yet another painful price 
hike on critical medications. The soar-
ing price of prescription drugs is crush-
ing Americans at the pharmacy 
counter, driving up health insurance 
premiums and creating unaffordable 
costs for taxpayers, who finance Medi-
care. That is right. We, the people, 
fund Medicare. Yet, due to an anti-
quated law, Medicare has to pay drug 
prices without the right to negotiate. 

That is why, last week, I led a group 
of my colleagues in sending a letter to 
leadership, demanding that Medicare 
negotiation of drug prices be included 
in the upcoming reconciliation bill. 

This is common sense, and it is long 
overdue. 

According to the CBO, allowing Medi-
care to negotiate drug prices would 
save American taxpayers $456 billion in 
just the first 10 years alone, with those 
savings heading right back into the 
pockets of American families. And it 
would bring down drug prices for all 
Americans, not just Medicare recipi-
ents. Together, we can get this done. 

f 

REQUEST TO CONSIDER H.R. 18, NO 
TAXPAYER FUNDING FOR ABOR-
TION ACT 

(Mr. WALBERG asked and was given 
permission to address the House for 1 
minute.) 

Mr. WALBERG. Mr. Speaker, I rise 
today in support of taxpayers and, im-

portantly, in support of life, an 
unalienable right endowed by our Cre-
ator. 

For over 40 years, Democrats and Re-
publicans have come together to in-
clude the commonsense prohibition on 
taxpayer-funded abortions, better 
known as the Hyde amendment. 

President Biden himself was a vocal 
backer of the Hyde amendment during 
his decades in the Senate. 

Because of Hyde, 2.5 million lives 
have been saved and afforded the 
chance to reach their God-given poten-
tial. 

Yet, as we stand here today, House 
Democrats are advancing an annual 
funding bill that shockingly abandons 
the longstanding Hyde amendment. 

It shouldn’t be controversial to spare 
precious babies and give taxpayers the 
assurance that their hard-earned 
money is not used for abortions. 

Therefore, Mr. Speaker, I ask unani-
mous consent that the Committees on 
Energy and Commerce, Ways and 
Means, and the Judiciary be discharged 
from further consideration of H.R. 18, 
and ask for its immediate consider-
ation in the House. 

The SPEAKER pro tempore. Under 
guidelines consistently issued by suc-
cessive Speakers, as recorded in sec-
tion 956 of the House Rules and Man-
ual, the Chair is constrained not to en-
tertain the request unless it has been 
cleared by the bipartisan floor and 
committee leaderships. 

f 

b 1830 

SAVE OAK FLAT 

(Ms. LEGER FERNANDEZ asked and 
was given permission to address the 
House for 1 minute and to revise and 
extend her remarks.) 

Ms. LEGER FERNANDEZ. Mr. 
Speaker, I rise today to save Oak Flat. 
Oak Flat is a sacred land for the San 
Carlos Apache Tribe, a land deserving 
of protection under our Historic Pres-
ervation Act. 

The Resolution Copper Mine, a Chi-
nese company, will completely destroy 
the sacred area and leave behind 1.4 bil-
lion tons of mine tailings waste and 
create a crater 1.8 miles long and 1,000 
feet deep. 

We have to ask ourselves, will we 
allow a foreign-owned mining company 
to create such destruction? Will we 
allow them to devastate a sacred land 
so they can export American natural 
resources to China for their profit? 

No. 
This project would use enormous 

amounts of water and will produce 
toxic waste that will destroy eco-
systems in the area and change the 
landscape forever. 

We must stand against foreign com-
panies destroying traditional cultural 
landscapes. We should not grant China 
this competitive edge. 

I urge my colleagues to support H.R. 
1884, the Save Oak Flat Act, so we can 
protect this Tribal sacred area. 
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REMEMBERING PATRICIA 

WILKINSON 
(Mr. CARTER of Georgia asked and 

was given permission to address the 
House for 1 minute and to revise and 
extend his remarks.) 

Mr. CARTER of Georgia. Mr. Speak-
er, I rise today with a heavy heart to 
remember and honor Patricia 
Wilkinson of Jackson, Mississippi, who 
recently passed away at the age of 73. 

Pat and her husband, Joe, retired to 
St. Simons Island in my district. 

I had the pleasure of serving with Joe 
in the Georgia General Assembly and 
the greater pleasure of calling Pat and 
him friends. 

Following graduation from the Uni-
versity of Mississippi, Pat followed in 
her older sister’s footsteps to become a 
flight attendant with Delta Airlines. 
She spent 50 years as a highly re-
spected senior international Delta 
flight attendant. 

Outside of work, Pat was an active 
member of the Sandy Springs Society 
and the Woodward Academy Parents 
Council. 

Pat’s love for life and travel was con-
tagious. While she loved flying, noth-
ing could compare to the love she had 
for her family. Her family was the cen-
ter of her world, and she brought joy 
and unconditional love to all. 

My thoughts and prayers are with 
her family, friends, and all who knew 
her during this most difficult time. 

f 

CHILD TAX CREDIT LIFTS UP 
FAMILIES 

(Mrs. MCBATH asked and was given 
permission to address the House for 1 
minute and to revise and extend her re-
marks.) 

Mrs. MCBATH. Mr. Speaker, there is 
a special place in every parent’s heart 
for summer with our children. My son, 
Jordan, used to put on his little cleats 
and a big hat and run out onto the field 
to play tee-ball with his friends on Sat-
urday mornings. After that, we would 
go to the pool to cool off; eat lunch 
under a shady tree; play in the back-
yard as the day turned to dusk; and 
read a story together as he drifted off 
to sleep. 

Truly, summer is for hardworking 
parents to spend time with the little 
ones that they love most. It is for our 
children to grow and live and learn and 
play. 

That is why I am so proud that we 
just passed the child tax credit into 
law. It means more money in the pock-
ets of middle-class families. Now, over 
680,000 families in my home State of 
Georgia will receive a tax cut, and 
these credits will raise over 160,000 
children in Georgia out of poverty. 

This is more funding for Georgia fam-
ilies to protect our children and to lift 
up our communities. 

f 

MARY WALLACE ‘‘WALLY’’ FUNK 
HAS LED AN AMAZING LIFE 

(Mrs. BICE of Oklahoma asked and 
was given permission to address the 
House for 1 minute.) 

Mrs. BICE of Oklahoma. Mr. Speaker, 
I rise today to honor the former Flying 
Aggie, Oklahoma State University 
graduate, and my Alpha Chi Omega so-
rority sister, Mary Wallace ‘‘Wally’’ 
Funk, who today became the oldest 
woman to have traveled to space. At 82 
years old, Funk has led an amazing 
life, from breaking down gender bar-
riers to careers in aviation, and now 
space travel. 

In my home State of Oklahoma at 
Fort Sill, Funk achieved many firsts, 
including the first female civilian 
flight instructor, first female air safety 
investigator, and the first female FAA 
inspector. 

Persistence is just one of the many 
wonderful qualities to describe Funk. 
When NASA began accepting women to 
go to space in the late 1970s, she ap-
plied three times. 

As a pioneer of the aviation and 
space exploration, Funk’s courage, per-
severance, and leadership has posi-
tively impacted the science industry, 
especially for women. Mr. Speaker, I 
am truly honored to recognize Wally 
Funk for her vast achievements. 

f 

AN EMOTIONAL DAY 
(Mr. CÁRDENAS asked and was 

given permission to address the House 
for 1 minute.) 

Mr. CÁRDENAS. Mr. Speaker, today 
is a very emotional day for me. I am so 
proud to be a Member of the House of 
Representatives, equally proud to be an 
American-born citizen, and equally 
proud to be raised by my two immi-
grant parents, who always believed 
that in this country, the United States 
of America, you can be the best that 
you can be, and you can do the kinds of 
things that in many parts of the world 
a child of parents with a first- and sec-
ond-grade education doesn’t have the 
opportunity to do. 

Today we passed a bill, with the sup-
port of our staff and colleagues in the 
House of Representatives, to help pro-
tect consumers, to put billions of dol-
lars back in the pockets of individuals 
who have been and unfortunately will 
be ripped off by bad actors across this 
country, but they will be protected. 

The faith of our government to work 
for our people is being restored by re-
storing section 13(b) to the Federal 
Trade Commission. 

Again, this is a very emotional day 
for me because my parents came to 
this country, working in the fields, 
harvesting fruits and vegetables to 
help Americans eat, and I get to be a 
Member of this House, harvesting votes 
to help restore the confidence and faith 
of the American people in our system. 

f 

CELEBRATING THE CAREER OF 
DR. BRIAN TOTH 

(Mr. THOMPSON of Pennsylvania 
asked and was given permission to ad-
dress the House for 1 minute and to re-
vise and extend his remarks.) 

Mr. THOMPSON of Pennsylvania. 
Mr. Speaker, I rise today to celebrate 

the career of Dr. Brian Toth. Brian has 
spent a total of 38 years in education. 
He is a passionate and dedicated edu-
cation professional. Dr. Toth started 
his career in 1983 as a math and com-
puter teacher in the Altoona Johns-
town Diocese system. Over the years, 
Brian taught in five different school 
districts, eventually reaching the 
ranks of superintendent. 

He is a proud graduate of Penn State 
University, St. Francis University, 
California University of Pennsylvania, 
and the Indiana University of Pennsyl-
vania. 

His dedication to his students and 
the communities in which he worked is 
admirable. Aside from serving for 18 
years as a superintendent, Dr. Toth is 
the former president of the Pennsyl-
vania Association of School Adminis-
trators and a former PASA governing 
board member where he represented 
IU8 and IU9. 

He also served as a former vice presi-
dent of PA Local Government Invest-
ment Trust, a former PA representa-
tive on the American Association of 
School Administrators governing 
board, the former president of the 
Pennsylvania School Study Council, 
and the vice chair of the Community 
Education Council. 

I thank Brian for his continued serv-
ice in education and for his dedication 
to his students. May he enjoy his re-
tirement. 

f 

BROADBAND FOR RURAL AMERICA 
(Mr. ALLEN asked and was given 

permission to address the House for 1 
minute and to revise and extend his re-
marks.) 

Mr. ALLEN. Mr. Speaker, Congress 
has appropriated well over $300 billion 
to State and local governments over 
the past 14 months to help provide 
broadband access, but we must ensure 
these funds are being utilized to meet 
the needs of rural America. 

This is only possible if Federal 
broadband maps are accurate. Last 
Congress I supported the Broadband 
DATA Act, which was signed into law 
and directed the Federal Communica-
tions Commission, or FCC, to allow 
independent third-party data to chal-
lenge these maps. 

Many States, including Georgia, have 
already done their own work to iden-
tify areas with immediate broadband 
needs. 

I recently sent a bipartisan, bi-
cameral letter to the FCC urging them 
to utilize data from the Georgia 
Broadband Map program in their new 
mapping program and insisting that 
regular updates be provided to Con-
gress. 

House Agriculture Republicans have 
also marked up the Broadband for 
Rural America Act, which will provide 
targeted assistance to the least-con-
nected residents. 

I look forward to working on bipar-
tisan solutions to ensure every house-
hold has broadband access while being 
good stewards of taxpayer dollars. 
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CONTINUATION OF THE NATIONAL 

EMERGENCY WITH RESPECT TO 
MALI—MESSAGE FROM THE 
PRESIDENT OF THE UNITED 
STATES (H. DOC. NO. 117–49) 

The SPEAKER pro tempore laid be-
fore the House the following message 
from the President of the United 
States; which was read and, together 
with the accompanying papers, referred 
to the Committee on Foreign Affairs 
and ordered to be printed: 

To the Congress of the United States: 
Section 202(d) of the National Emer-

gencies Act (50 U.S.C. 1622(d)) provides 
for the automatic termination of a na-
tional emergency unless, within 90 
days prior to the anniversary date of 
its declaration, the President publishes 
in the Federal Register and transmits to 
the Congress a notice stating that the 
emergency is to continue in effect be-
yond the anniversary date. In accord-
ance with this provision, I have sent to 
the Federal Register for publication the 
enclosed notice stating that the na-
tional emergency with respect to the 
situation in Mali declared in Executive 
Order 13882 of July 26, 2019, is to con-
tinue in effect beyond July 26, 2021. 

The situation in Mali, including re-
peated violations of ceasefire arrange-
ments made pursuant to the 2015 
Agreement on Peace and Reconcili-
ation in Mali; the expansion of ter-
rorist activities into southern and cen-
tral Mali; the intensification of drug 
trafficking and trafficking in persons, 
human rights abuses, and hostage-tak-
ing; and the intensification of attacks 
against civilians, the Malian defense 
and security forces, the United Nations 
Multidimensional Integrated Stabiliza-
tion Mission in Mali (MINUSMA), and 
international security presences, con-
tinues to pose an unusual and extraor-
dinary threat to the national security 
and foreign policy of the United States. 
Therefore, I have determined that it is 
necessary to continue the national 
emergency declared in Executive Order 
13882 with respect to the situation in 
Mali. 

JOSEPH R. BIDEN, Jr.
THE WHITE HOUSE, July 20, 2021. 

f 

CONTINUATION OF THE NATIONAL 
EMERGENCY WITH RESPECT TO 
LEBANON—MESSAGE FROM THE 
PRESIDENT OF THE UNITED 
STATES (H. DOC. NO. 117–50) 

The SPEAKER pro tempore laid be-
fore the House the following message 
from the President of the United 
States; which was read and, together 
with the accompanying papers, referred 
to the Committee on Foreign Affairs 
and ordered to be printed: 
To the Congress of the United States: 

Section 202(d) of the National Emer-
gencies Act (50 U.S.C. 1622(d)) provides 
for the automatic termination of a na-
tional emergency unless, within 90 
days prior to the anniversary date of 
its declaration, the President publishes 
in the Federal Register and transmits to 

the Congress a notice stating that the 
emergency is to continue in effect be-
yond the anniversary date. In accord-
ance with this provision, I have sent to 
the Federal Register for publication the 
enclosed notice stating that the na-
tional emergency with respect to Leb-
anon declared in Executive Order 13441 
of August 1, 2007, is to continue in ef-
fect beyond August 1, 2021. 

Certain ongoing activities, such as 
Iran’s continuing arms transfers to 
Hizballah—which include increasingly 
sophisticated weapons systems—serve 
to undermine Lebanese sovereignty, 
contribute to political and economic 
instability in the region, and continue 
to constitute an unusual and extraor-
dinary threat to the national security 
and foreign policy of the United States. 
For this reason, I have determined that 
it is necessary to continue the national 
emergency declared in Executive Order 
13441 with respect to Lebanon. 

JOSEPH R. BIDEN, Jr.
THE WHITE HOUSE, July 20, 2021. 

f 

47TH ANNIVERSARY OF INVASION 
OF CYPRUS 

The SPEAKER pro tempore. Under 
the Speaker’s announced policy of Jan-
uary 4, 2021, the gentleman from Flor-
ida (Mr. BILIRAKIS) is recognized for 60 
minutes as the designee of the minor-
ity leader. 

Mr. BILIRAKIS. Mr. Speaker, today I 
rise for this Special Order to com-
memorate the 47th anniversary of the 
invasion of Cyprus by Turkey, and to 
further call attention and demand ac-
tion on the continued Turkish settle-
ment of Varosha. 

On July 20, 1974, a very sad day, Tur-
key invaded the Republic of Cyprus and 
violently captured the northern part of 
the island and established a heavily 
armed occupation force that continues 
to control nearly 37 percent of Cyprus’ 
territory. 

As a result of this flagrant violation 
of international law, 160,000 Greek Cyp-
riots, 70 percent of the population of 
the occupied area, were forcibly ex-
pelled from their homes. In addition, 
approximately 5,000 Cypriots were 
killed, including five Americans, Mr. 
Speaker, of Cypriot descent. 

b 1845 

More than 1,400 Greek Cypriots re-
main missing since the Turkish inva-
sion, and their fate is still unknown. 

Greek and Turkish Cypriots were 
forcibly divided along ethnic lines and 
remain so to this day. It is utterly baf-
fling why over the past 47 years the 
U.S., the E.U., the U.N. and the inter-
national community writ large have 
failed to take meaningful action 
against Turkey for the invasion and 
subsequent occupation of Cyprus. 

Indeed, lack of action has 
emboldened Turkey to treat the occu-
pied north of Cyprus as an unannexed 
province of Turkey where Erdogan 
seeks to, among other things, build a 
presidential palace, presumably as a 

precursor to the caliphate he expects 
to lead. 

Decades of failed reunification at-
tempts have jaded even the most opti-
mistic of us. 

Today, after President Erdogan de-
fied warnings from the U.S. and the 
international community, as well as 
U.N. Security Council resolutions and 
went ahead and changed the status of 
Varosha, there can no longer be any 
doubt that with Erdogan leading Tur-
key and Ersin Tatar leading the Turk-
ish Cypriot community, there will be 
no Cyprus solutions, sadly. 

The tragic story of Varosha is per-
haps the true embodiment of the per-
manent harm Turkey’s direct inter-
ference has had on the island. Once 
holding international renown as a pre-
mier tourist destination, it has fallen 
into a state of dilapidation—sadly, Mr. 
Speaker, and I did witness it myself— 
after its lawful inhabitants were forced 
to flee in the face of the Turkish inva-
sion. 

Varosha, particularly the resettle-
ment of its lawful inhabitants, has long 
been a central issue in the negotiations 
for Cypriot reunification. However, 
Turkey continues to unilaterally 
threaten the noble dream of one people, 
one border, one Cyprus. 

Unfortunately, it was not by coinci-
dence that Erdogan chose this day—the 
anniversary of the fateful Turkish in-
vasion of Cyprus—to take this illegal 
action. I emphasize ‘‘illegal,’’ Mr. 
Speaker. 

Although the events of the Turkish 
invasion 47 years ago are not new, I 
feel it is important that the severity of 
the invasion and its lasting effects are 
not understated or forgotten. We must 
never forget. 

It was then, the Turkish forces eth-
nically cleansed and then fenced off the 
beautiful area of Varosha, holding it 
hostage for decades as a bargaining 
chip in reunification negotiations. All 
despite the two Cypriot communities’ 
intention to reach an agreement on the 
resettlement of its lawful inhabitants. 
The 1979 High Level Agreement made it 
clear that the resettlement of Varosha 
was a unified Cypriot priority, that 
both sides were open to such acts of 
goodwill, and that the United Nations 
should play a role in the resolution of 
the Cyprus problem. 

However, the status quo radically 
changed in 2019 when the Turkish occu-
pation authorities announced their in-
tention, sadly, to open Varosha to 
Turkish settlement, directly contra-
dicting the United Nation’s role and le-
gitimacy on the issue, specifically U.N. 
Security Council Resolutions 482, 550, 
789, and 2483. 

Back in October of 2019, I even wrote 
that the Turkish settlement of 
Varosha would be a step in the com-
pletely wrong direction of what the 
Cypriot people want—and I have spo-
ken to the Cypriot people—which is the 
eventual reunification of Cyprus. 

The Republic of Cyprus continues to 
maintain the return of Varosha as a 
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cornerstone of confidence building 
measures with the Turkish Cypriots, 
including joint ventures seeking to re-
store the dilapidated city. 

Indeed, the present government of 
the Republic of Cyprus proposed a con-
fidence building measure that would 
have turned Varosha over to U.N. con-
trol and allowed the Turkish-Cypriot 
port Famagusta to trade with the 
world under E.U. designation. 

And Famagusta is a wonderful place. 
I had relatives that had to leave during 
the invasion in 1974, Mr. Speaker. They 
lost their homes, they lost their liveli-
hoods, and they moved to Athens. But, 
again, a beautiful place, and it is a 
very sad situation. And it is action we 
need, not words, and that is why I am 
here tonight, Mr. Speaker, to educate 
the American public and the Members 
of Congress. 

So the Erdogan government, Mr. 
Speaker, and the Turkish occupation 
authorities in Cyprus rejected this win- 
win proposal and decided to keep this 
one time jewel—and it is a jewel—of 
the eastern Mediterranean sadly, a 
ghost town. 

Turkish Cypriots, in particular, want 
to be part of the E.U. and share in all 
the economic benefits that their com-
patriots, the Greek Cypriots, enjoy. We 
support them in their efforts and con-
demn Erdogan for using Turkish Cyp-
riots as pawns. That is exactly what he 
is doing. He is using them as pawns to 
help bolster his dismal record on Tur-
key’s economy. 

The world knows that Erdogan is des-
perate and trying to distract from his 
failed leadership in Turkey. With his 
sinking poll numbers, Erdogan must 
shore up his nationalist base ahead of 
Turkey’s 2023 election. That is what 
this is all about. That is why he has 
converted his rhetoric into action and 
moved to reopen parts of Varosha for 
Turkish recreation and tourism. It is 
outrageous, and it must be stopped. 

We need to speak up now before it is 
too late, and fight for the dream and 
hope of an eventual Cypriot reunifica-
tion. These are our allies. These are 
great allies, Mr. Speaker. 

The United States, the U.N., the E.U. 
cannot simply continue to just simply 
offer its sentiments and vocal dis-
pleasure. They must match their dis-
pleasure with action, not limited to 
U.N. management of Varosha as out-
lined in U.N. Security Council Resolu-
tion 550, diplomatic isolation, or sanc-
tions, not limited to just that. 

The permanent Turkish settlement 
of Varosha without justice to the Cyp-
riots who had their homes unlawfully 
taken from them should be the final 
red line for the international commu-
nity that cannot be crossed. We, the 
international community, have an op-
portunity and an obligation to stand 
and fight for justice for our ally, the 
Cypriot people. 

The Cypriot people have a right to 
their dream of a united Cyprus without 
direct interference from the Turks, and 
the displaced Cypriots are entitled to 

return to their homes in beautiful 
Varosha. 

The United States must take real ac-
tion and let Erdogan know in very 
clear terms that the U.S. will no longer 
put up with the blatant exploitation of 
the Cypriot people. And that is what it 
has been all these years. 

Last week, a bipartisan group of U.S. 
Senators led in part by my good friend, 
MARCO RUBIO, called for the Biden ad-
ministration to pursue multilateral 
sanctions if Turkey changes the status 
of Varosha. Senator MENENDEZ has also 
been a great leader in this area, too. 

Turkey crossed that Rubicon today. 
And like it did when we warned them 
not to go ahead with the Russian S400 
purchases, they thumbed their nose at 
the United States Congress, the State 
Department, and the White House. 

It is time that Turkey be held ac-
countable for acting contrary to U.S. 
policy, U.S. interests, and U.S. law. 
And I ask this House to echo the call 
by the Senators asking the Biden ad-
ministration to pursue multilateral 
sanctions in response to Turkey’s fla-
grant violations of international law. 

Mr. Speaker, I yield back the balance 
of my time. 

f 

200 DAYS OF DELIVERING FOR THE 
PEOPLE 

The SPEAKER pro tempore. Under 
the Speaker’s announced policy of Jan-
uary 4, 2021, the gentleman from Colo-
rado (Mr. NEGUSE) is recognized for 60 
minutes as the designee of the major-
ity leader. 

GENERAL LEAVE 
Mr. NEGUSE. Mr. Speaker, I ask 

unanimous consent that all Members 
have 5 legislative days to revise and ex-
tend their remarks and include extra-
neous material on the subject of my 
Special Order. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Colorado? 

There was no objection. 
Mr. NEGUSE. Mr. Speaker, Wednes-

day, tomorrow, marks 200 days of this 
Congress and 200 days of House Demo-
crats delivering for the people. 

Together, with President Biden we 
have created millions of jobs since he 
took office at a faster pace than any 
President in U.S. history. Economic 
growth projections are up. Wages are 
up. And unemployment is down. 

With the passage of the American 
Rescue Plan, we have brought needed 
relief to families across the country. 

More than 160 million Americans are 
now fully vaccinated against COVID– 
19. And nearly 70 percent of adults in 
the United States have received at 
least one shot. 

We invested in helping schools reopen 
safely and to make up for lost learning 
time. We sent money to States and to 
local communities to help keep 
childcare providers on the job and to 
lower costs for working families. And 
we got more than 163 million economic 
impact payments into the hands of 
hardworking Americans in 2021. 

And last week, child tax credit 
monthly payments began hitting the 
bank accounts of roughly 39 million 
households, covering almost 90 percent 
of children nationwide. That is historic 
tax relief for nearly every working 
family across the United States. 

And behind each of those numbers is 
a family member, a neighbor, a col-
league faced with untenable cir-
cumstances, getting the support that 
they need. 

Last week I had a chance to sit down, 
Mr. Speaker, with families in my dis-
trict. I represent northern Colorado. It 
is a wonderful place. Many of these 
families shared with me exactly what 
these child tax credit payments will 
mean for them and for their families. 

Annie in Boulder, a woman that I 
met last Wednesday, is 8 months preg-
nant, and her child tax credit payment 
is helping her pay for healthcare while 
she is on maternity leave until she is 
able to return to work full time. 

Johanna from Fort Collins, already 
received her credit on July 15, and she 
will use that credit to pay for a sum-
mer camp for her son. 

Others shared how these payments 
will help pay for their childcare, for 
food, or rent payments. Child tax cred-
it payments for many Colorado fami-
lies, for many California families, for 
many Texas families, for many Mon-
tana families, for many American fam-
ilies is a lifeline because the payments 
mean money in the pockets of hard-
working parents that will ultimately 
help strengthen our economy and build 
better lives for their families. 

The bottom line is that with the 
child tax credit and with the American 
Rescue Plan, help is here for so many. 

I recently had an opportunity to take 
a road trip across my district to see 
what the American Rescue Plan has 
meant for families in northern Colo-
rado from Boulder County to Larimer 
County up to the Wyoming border from 
Vail to Grand Lake to Bailey, Ever-
green, and many places in between, vis-
iting with families and small business 
owners, childcare workers, and commu-
nities. 

And we heard story after story about 
how these funds are helping our com-
munities, providing support to local 
food banks who have seen skyrocketing 
demands, providing a needed lifeline to 
small business owners and renters, and 
supporting, as I said, our cities and 
counties amidst the unprecedented mo-
ment that we are all experiencing. 

b 1900 

We have always said that at this 
time of unprecedented challenge, we 
could not leave our families or our 
communities to weather this moment 
alone. Well, we have not. President 
Biden has not. House Democrats have 
not. Senate Democrats have not. And 
we will not. 

Mr. Speaker, 200 days—200 days of 
shots in arms, money in pockets, chil-
dren in schools, people in jobs. And our 
work is just getting started, because 
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we will continue to deliver for the 
American people. 

Mr. Speaker, I yield to the gentleman 
from California (Mr. LIEU), my good 
friend, the co-chair of the Democratic 
Policy and Communications Com-
mittee, someone who has been deliv-
ering for the people in his district in 
California and for the people of our 
country for many years. 

Mr. LIEU. Mr. Speaker, I would ask 
to engage Representative NEGUSE in a 
colloquy to ask a question. 

Mr. NEGUSE. Mr. Speaker, I would 
be happy to entertain the gentleman’s 
question. 

Mr. LIEU. Mr. Speaker, that wonder-
ful tax cut for American families with 
children, did any Republican congress-
man vote for it? 

Mr. NEGUSE. It is funny that you 
ask that question, Mr. LIEU, because 
not a single Republican, not one, voted 
for the child tax credit; no laughing 
matter, as it were. 

Mr. LIEU. That’s right. It was Demo-
crats in the House, Democrats in the 
Senate that got the American Rescue 
Plan signed into law, and President 
Biden enacted it. 

Some of you may wonder, well, what 
else is in this American Rescue Plan. 

So we have this amazing tax cut for 
millions and millions of American fam-
ilies with children, but in addition, the 
American Rescue Plan was designed to 
do four things: To get shots into arms, 
children into schools, people back on 
their jobs, and cash in their pockets. 
And it is doing all four of those. 

We know that since January 20, there 
has been over 3 million jobs created 
under the Biden-Harris administration. 
We know that jobless claims have been 
cut in half. The American Rescue Plan 
had stimulus checks go out to millions 
of Americans who needed cash in their 
pockets. It also provided billions of 
dollars to schools across our country so 
they could reopen safely, and it also 
had money for restaurants and small 
businesses. It had additional economic 
injury disaster grants. It also had shut-
tered venue grants to help those shut-
tered venues. It was so full of programs 
to help the American people that we 
now have projections that our GDP is 
now going to skyrocket. 

We see people coming back into jobs, 
and we see America back on track, and 
not a single Republican voted for that 
American Rescue Plan. 

You know what else was in that plan? 
Funding for local government. I served 
in local government. I was on the Tor-
rance City Council; I loved that job. It 
is very clear to me that one of the big 
aspects of local government funding is 
funding for public safety, funding for 
our firefighters, funding for police offi-
cers. Not a single Republican voted for 
that local funding for public safety. 
This American Rescue Plan was a 
transformative law and it is still con-
tinuing to provide benefits to the 
American people. 

Just a few days ago, as Representa-
tive NEGUSE mentioned, on July 15, 

most American families got a tax re-
fund—hundreds of dollars. This is going 
to happen again the middle of next 
month; they are going to get hundreds 
of dollars again. And then it is going to 
happen again on the 15th of September, 
and again on the 15th of October, and 
again on the 15th of November, and 
again on December 15. 

This is transforming the lives of 
Americans. It is allowing hardworking 
parents to have cash to provide 
childcare, cash to get gas for their car, 
to go to work, to get back into our 
economy, get back into the labor mar-
ket; and again, not a single Republican 
in the House or in the Senate voted for 
the American Rescue Plan. And this 
was just the first 6 months of Demo-
crats in control. 

What did the Republicans do when 
they were in control? Well, they also 
did give tax cuts, except it went to the 
top 1 percent. It went to billionaires. 
And all of you know that, because you 
didn’t get a tax cut. You would have 
remembered if you did, but you didn’t. 
The American people actually did not 
get this, because it went mostly to bil-
lionaires. 

Democrats and Republicans, very 
starkly different. The first 6 months in 
office, we chose to give a tax cut to the 
middle class, to families with children, 
and we are not done. Now we are work-
ing on the American Jobs Plan that is 
going to have an infrastructure compo-
nent. It is going to have money for 
elder care. It is going to have work-
force retraining. It is going to help re-
store the millions of jobs that were lost 
during this pandemic. We are working 
on the American Families Plan, be-
cause this amazing tax cut for families 
with children, we want to make it per-
manent. We want to give Republicans 
another chance to vote for it, because 
we want to make this tax cut for fami-
lies with children permanent. Hope-
fully, we are going to get bipartisan 
support for that. 

What else is going to be in the Amer-
ican Jobs Plan and the American Fam-
ilies Plan? It is going to have funding 
also for education. Studies show that 
in terms of education, the most impact 
it can have on a human being’s life is 
under the age of five. So we are going 
to have funding to have universal pre-
school for three- and four-year-olds. 
This is when their brains are devel-
oping. This is when you can have tre-
mendous impact that is going to affect 
them for the rest of their lives. 

We are going to extend higher edu-
cation funding to provide free commu-
nity college for anyone who wants it. 
We are in the 21st century now. We 
simply have to expand our education. 
People have to learn more skills so 
they can prepare for the economy of 
the 21st century. 

Hopefully, Republicans will join us. 
Hopefully, we will get bipartisan sup-
port, and we will continue to make 
America as great as we want it to be 
and to move forward on a bipartisan 
basis. We ask Republicans to join us, 

but for now, we do know not a single 
one of them voted for the American 
Rescue Plan. 

Mr. NEGUSE. Mr. Speaker, I thank 
the distinguished gentleman from Cali-
fornia. 

If the distinguished gentleman from 
California might be willing to engage 
in a brief colloquy with me, I would be 
interested in yielding to him. 

I was fully aware that the House Re-
publicans didn’t vote in favor of the 
child tax credit, but you mentioned a 
litany of other programs that have 
come to pass over the course of the last 
200 days that have had a dramatic im-
pact on the American people. 

Is it your understanding that no Re-
publicans voted for, for example, the 
Restaurant Revitalization Fund as part 
of the American Rescue Plan? 

Mr. LIEU. That is correct. Even 
though a number of them took credit 
for that program, they actually didn’t 
vote for it. So I don’t want the Amer-
ican people to be confused. If your Re-
publican Member of Congress claims 
credit for the American Rescue Plan, 
they did not vote for it. But hey, if 
they want to talk good things about it, 
we are happy to accept it, but your Re-
publican Member of Congress did not 
vote for the American Rescue Plan. 

Mr. NEGUSE. Well, Mr. LIEU, I 
couldn’t agree with you more. And you 
make a very interesting and salient 
point, because as we reflect on the 200 
days with House Democrats leading the 
charge here in the Congress, pushing to 
get money in pockets and restaurant 
revitalization funds and funds for small 
businesses and the child tax credit pay-
ments, and funds for our schools and 
funds for firefighting departments and 
local communities, we know that 
House Democrats have been working 
for the people. 

And while it is unfortunate that the 
House Republican Caucus has been un-
willing to partner with us in this ef-
fort, we certainly hope that they will 
come around. 

Mr. Speaker, as you know, one of the 
privileges of serving in this august 
body is meeting giants. The Speaker, of 
course, is familiar with the refrain that 
we stand on the shoulders of giants, 
and that is certainly the case in the in-
stance of the colleague of whom I have 
the honor of recognizing, someone who 
has been a voice for the voiceless, who 
has been a champion for working fami-
lies in our country, for doing every-
thing that she can possibly do to eradi-
cate poverty, not just in the State of 
California, but across the country. 

Mr. Speaker, I yield to the gentle-
woman from California (Ms. LEE), my 
distinguished colleague and friend. 

Ms. LEE of California. Mr. Speaker, 
first, let me thank my colleague and 
the gentleman from Colorado for his 
gracious comments, remarks, and lead-
ership. And just know that we are in 
this together, and we have been in this 
together for a long, long time. And this 
is really working for the American peo-
ple. It is in our blood. We have no op-
tion. And you certainly—in the short 
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time you have been here—you cer-
tainly have hit the ground running and 
have shown who you are and whose you 
are. So thank you, again, so much. 

And to, of course, our co-chair, Mr. 
LIEU, let me just say thank you for 
your clarity of purpose and making 
sure that—yourself and Mr. NEGUSE— 
making sure that the truth is told. And 
oftentimes, we forget that the truth 
shall set you free. But I always marvel 
at you, Congressman LIEU, and Mr. 
NEGUSE, especially when you are on the 
media. You don’t pull any punches. 
You tell the truth; you cut through all 
the noise. And I think the American 
people deserve that. Thank you both 
for that, and thank you for giving us a 
chance to be with you this evening. 

Mr. Speaker I rise also with my col-
leagues to highlight the fact that 
House Democrats have delivered for 
the people in the first 200 days of this 
Congress. House Democrats and the 
Biden administration have begun build-
ing back bolder. We have helped tackle 
this virus head on by putting shots in 
people’s arms, and money in people’s 
pockets. 

And, yes, to address the crisis of pov-
erty in this country, the American 
Rescue Plan expanded and improved 
the child tax credit, which I had the 
honor of working with my colleagues, 
Congresswoman LUCILLE ROYBAL- 
ALLARD, and our chair of the Com-
mittee on Appropriations, Congress-
woman ROSA DELAURO, to establish the 
foundation for this. 

This benefit has made a significant 
impact on the lives of hundreds of 
thousands of struggling families, espe-
cially for communities of color. In my 
district alone, the newly improved tax 
credit will directly benefit 108,600 chil-
dren. That’s in the Golden State of 
California. Child poverty is about the 
highest in the country. And it will lift 
over 10,000 children out of poverty. 
Now, for the people, we must make it 
permanent. 

Mr. Speaker, let me just say that 
Democrats, we rescued Republicans. 
There were zero—mind you—zero Re-
publican votes, as my colleagues have 
said over and over again, for the cre-
ation, for example, of 3 million jobs, 
for investing $130 billion to help 
schools reopen safely. There were zero 
Republican votes for the child tax cred-
it and for putting money into the pock-
ets of American families who, through 
no fault of their own, have been living 
on the edge, struggling to survive, beg-
ging for help. 

Well guess what? Democrats deliv-
ered for everyone; everyone, regardless 
of their party affiliation, regardless of 
who they voted for, or even if they 
didn’t vote. And, yes, some Repub-
licans, they have the audacity to tout 
these benefits as if they supported 
them. But you know what? That is 
okay. That is okay. We are delivering 
for the people regardless. 

And, yes, African Americans and peo-
ple of color were disproportionately 
impacted by the coronavirus, and we 

made certain that equity and funding 
for low-income and vulnerable commu-
nities and low-wealth populations were 
targeted and included. 

Now, last time I looked, Republicans 
also have many constituents who face 
socioeconomic and racial bias and have 
had a difficult time just surviving be-
cause of systemic racism and economic 
inequality. Republicans have constitu-
ents who have faced these adversities; 
we do also. But guess what? Repub-
licans did not step up. We did. 

Mr. Speaker, I hope now that the 
public understands who is on their side. 
You all are making it very clear. I hope 
the public really understands what this 
is about and really who is standing 
with them. 

Mr. Speaker, we must continue to 
build back better and bolder, and I sin-
cerely hope that these efforts will be 
bipartisan. For after all, we were elect-
ed to represent and support our con-
stituents. Not abandon them, mind 
you, in the time of need. 

So, yes, I am proud to have helped 
minority leader, for instance, MCCAR-
THY’s constituents. I am proud to have 
helped Senator MCCONNELL’s constitu-
ents. But I hope that they recognize 
that the benefits that extended to 
them during this unprecedented pan-
demic, I hope they will recognize and 
rethink the importance of working for 
the people. 

Again, I am very proud to have sup-
ported the American Rescue Plan re-
gardless of party affiliation. And I am 
very pleased that we were able to take 
care of our colleagues’ constituents 
when they wouldn’t. 

Mr. NEGUSE. Mr. Speaker, I, again, 
thank the gentlewoman from Cali-
fornia, and I certainly could not have 
said it any better, because we were 
proud to take the steps that were nec-
essary to help constituents across the 
country. 

The problems, the challenges that we 
face as a country don’t discriminate on 
political lines or jurisdictional lines. 
We don’t focus on helping Republican 
communities or Democratic commu-
nities. American communities, that is 
who we are here to help; American 
families, the American people. 

Mr. Speaker, Social Security was 
created over 80 years ago. And I was at 
an event earlier today. As we talked 
about the child tax credit, I was joined 
by my colleague, Mr. LIEU. And Sen-
ator BOOKER was so eloquent as he de-
scribed the child tax credit program, in 
particular, as a new Social Security for 
kids, for children. 

b 1915 

So that every child in the United 
States has the opportunity to succeed 
and live the American Dream, that is 
what it is all about. The stories that 
you heard from my colleagues today, 
that is who we are helping. The single 
mother in Broomfield, Colorado, who is 
trying to make ends meet. The work-
ing family in Texas, California, Iowa, 
Nebraska, Seattle, or Florida trying to 

find the resources to pay for childcare, 
to put food on the table, to pay their 
mortgage, that is what the child tax 
credit is all about. 

Mr. Speaker, 200 days, 200 days of 
progress. I am proud of the work. My 
colleague, Mr. LIEU, is proud of the 
work that House Democrats have done 
in partnership with President Biden; 
the work that Representative AXNE has 
done to fight for farmers in Iowa; the 
work that Representative HARDER has 
done to increase appropriations for 
firefighting in the Western United 
States, as we are besieged by wildfires; 
the work that Representative DELGADO 
did to secure local community support 
for the smallest cities, towns, and mu-
nicipalities in rural America. 

Money in pockets, shots in arms, 
children in schools, and people in jobs. 
Mr. Speaker, 200 days, and we are just 
getting started. 

Mr. Speaker, I yield back the balance 
of my time. 

f 

ADDRESSING SOUTHERN BORDER 
CRISIS 

The SPEAKER pro tempore. Under 
the Speaker’s announced policy of Jan-
uary 4, 2021, the Chair recognizes the 
gentleman from Wisconsin (Mr. 
GROTHMAN) for 30 minutes. 

Mr. GROTHMAN. Mr. Speaker, I 
would like to address the crisis we have 
on our southern border. 

Last week, I was fortunate enough to 
go with three other Congressmen to see 
the Rio Grande Valley sector, and I 
want to educate the American public, 
as well as my colleagues, as to what I 
saw down there. It is my personal be-
lief that it is the biggest crisis that we 
are facing today. 

First of all, let’s just look at the raw 
numbers. In June, we have had contact 
with 190,000 people at the border. Now, 
a lot of those are turned around. We do 
not know, because the numbers are not 
yet available, how many are let in the 
country, but we believe about 16,000 
children who were unaccompanied by 
an adult are let in; we believe about 
24,000 other family members are let in; 
and we believe about 30,000 people who 
are not touched by the Border Patrol 
and who are sneaking across the line 
are let in. 

So, we believe that more than 70,000 
people, who we did not pick and did not 
vet, were let in America in June, as op-
posed to about 6,000 people last June. 
That is kind of a dramatic change, 6,000 
to 70,000 people. 

Normally, this time of year, by the 
way, those numbers are falling, but 
they went up in June compared to 
May. Why? Normally, it is hot this 
time of year, and people are less likely 
to travel south of the border, but more 
people are coming up here. 

I have been down to the border four 
times this year, and things are dif-
ferent from sector to sector. The Rio 
Grande Valley sector is that which bor-
ders the Gulf of Mexico. I want to point 
out that, there, people are coming from 
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countries you would expect, primarily 
Honduras, then Guatemala, then Mex-
ico, then El Salvador, although other 
countries like Haiti, Ecuador, or Cuba 
are also in the top 10, a little bit dif-
ferent than other regions where Brazil 
led the way or where Russia was very 
close to the top. 

I want to point out that according to 
the Border Patrol agents I talked to, 
frequently, these people are not nec-
essarily starving or poor, with the ex-
ception of Venezuela and Cuba, where 
they have had to put up with socialist 
Marxist governments. They appear well 
fed. Some of them, particularly from 
Cuba or Europe, are actually, judging 
by their clothes or the purses they 
have, relatively well off. 

I stood on the border in a path be-
tween the Rio Grande River and where 
you check in with the Border Patrol. 
During the 45 minutes I stood there, 
again and again and again clumps of 
people, 15 people, 45 people, 25 people, 
were coming across. They were rather 
jolly, despite the fact that I was stand-
ing next to a Border Patrol agent. That 
did not intimidate them. They knew 
that, under our new laws, they would 
be escorted in. They just smiled, 
waved, and were completely happy. 

They knew that they would wind up 
being looked at, at the border. That is 
why people just kept coming, until 3 
o’clock in the morning, as one of my 
colleagues saw. 

What other comments can I make 
about watching this huge sea of hu-
manity cross the border? It is strength-
ening the cartels. I do not know if I be-
lieve it, but a Border Patrol agent told 
me that he felt the Mexican cartels are 
now making more money escorting 
people across the American border 
than they are from drugs. I can’t docu-
ment that. That is just what I was told. 

If you have to come across the bor-
der, if you come across the Rio Grande, 
people have to realize, you do not get 
to come across unless you deal with 
the drug cartels. They will charge 
someone from Mexico about $3,000; 
from Central America, about $5,000; 
from Brazil—and these are all abouts— 
you negotiate your own price with the 
cartels, maybe $10,000. 

I didn’t see anybody coming from 
China, but our tour guides at the Rio 
Grande Valley said it was not uncom-
mon to get people from China. They 
may be paying up to $20,000. 

You get different trips. When you 
come up from Central America, first of 
all, you are escorted toward a place 
near the border between Mexico and 
Central America. Then, you pay to get 
from a gathering place there to a gath-
ering place just south of the American 
border. Then, you are escorted to the 
Rio Grande River and over the Rio 
Grande River. Maybe for a higher qual-
ity trip, it might cost you $12,000 to get 
a better boat, that sort of thing, as you 
worked your way north. 

You have to pay. We recently heard a 
story from the Border Patrol in which 
somebody from Ecuador refused to pay. 

He felt like he could just come across 
the border. The gangs just killed him 
on the spot, boom. That is the type of 
thing you are dealing with. 

A lot of sexual assaults, so as our 
Border Patrol interviews people, they 
try to do something about it. But, ob-
viously, given the hodgepodge nature 
of the border, I think very rarely are 
they able to catch the assailant. 

To give you a further idea of how dif-
ficult it is, people might say: Why does 
the Border Patrol not intercept the 
boat coming across the Rio Grande? 
Because what the drug cartels will do if 
there is a little child on the boat, and 
there is frequently a little child, they 
will just throw that child in the river, 
knowing full well that the U.S. Border 
Patrol, being compassionate Ameri-
cans, will help that 1-year-old or 3- 
year-old child to safety rather than go 
after the drug cartel or the person 
working for the drug cartel, escorting 
people across the border. I was told 
again today, talking to our Border Pa-
trol, that is very common, that they 
would throw a little child in the river. 

Kind of an interesting thing, if you 
watch these people come across, it is so 
automatic that, nowadays, they get a 
little wristband, like you might get at 
a county fair. That wristband varies 
depending upon the quality of trip you 
are going to get, as well as which gang 
is escorting you across. It is just done 
automatically. 

Like I said, you come to the southern 
border of Mexico. Then, you take a 
plane, train, or bus through Mexico and 
enter another gathering place just 
south of the border. You are escorted 
to the river, and then escorted on a 
boat across. Like I said, depending on 
the quality of the trip, $3,000, or from 
Asia, $20,000—a very difficult thing. 

The next thing we learned down 
there, you might think: What does 
Mexico think about the new policies 
implemented by the United States? Of 
course, the biggest policy is that we 
got rid of the migrant protection pro-
gram, where people who were going to 
ask for asylum had to stay south of the 
border. For whatever reason, the Biden 
administration decided to get rid of 
that. 

Since then, the Border Patrol agents 
I talked to felt they were getting less 
cooperation with Mexico. They are still 
getting cooperation, but it frayed the 
very good cooperation we had with the 
Mexican border patrol 6 months ago be-
cause the attitude of the Mexican bor-
der patrol themselves or the police 
themselves is: Why should I risk my 
life taking on the drug gangs when the 
Americans on the other side don’t real-
ly seem to care about protecting their 
own border? 

The next thing to point out, that I 
didn’t know looking at TV, is it is not 
unusual at all to have people come here 
without their own ID. Without their 
own ID, of course, you have to take 
their word for it, as to who they are. 
You can’t do criminal background 
checks like you want to do. 

Bizarrely, even without an ID, the 
wonderful American taxpayer will fly 
you or bus you wherever you want to 
go in the United States. When I left 
that area, in the McAllen airport, I saw 
people with manila envelopes. On the 
envelope, it says: ‘‘I do not speak 
English,’’ but it gives directions as to 
where you should go. 

As we talked to some of the immi-
grants coming across, they knew where 
they wanted to go. ‘‘I want to go to 
Chicago.’’ ‘‘I want to go to New York.’’ 
‘‘I want to go to Louisiana.’’ So, we du-
tifully put the instructions on the ma-
nila envelope, without ID, and they are 
allowed to get on the airlines without 
ID, something that none of us could do, 
and we take them wherever they want 
to go. 

The next comment I will have is peo-
ple talk about keeping families to-
gether. Under the current system, as 
we open up the border, we see not a 
small number of children all alone in 
what I can only describe as cages. I 
would say they are maybe 20 feet by 20 
feet with maybe eight kids in there all 
under the age of 5, or another fencing 
area with kids who are older than that 
crowded together, maybe 10 to 13. They 
are, obviously, kids. We do let kids in 
who claim to be under 18 who almost 
certainly aren’t. But in any event, it is 
kind of heartbreaking to see these lit-
tle kids under the age of 5 sitting on 
mats, asleep at 10 in the morning with-
out any adults to accompany them, 
without their parents to accompany 
them. 

Now, you might say: What are they 
doing here? Bizarrely, I think, parents 
will send their kids north to live with 
an aunt and uncle or gram or grandpa 
or whatever, and they put the address 
and the name of the people on their T- 
shirts or with something the kids are 
carrying. Then, the kids show the Bor-
der Patrol their T-shirts, and the 
United States sends the kids to a non-
profit organization that takes them to 
New York, Baltimore, or wherever. 

It frustrates the Border Patrol be-
cause, of course, in the United States, 
if we knew parents who just wrote on a 
3-year-old’s shirt ‘‘take Johnny to 123 
Elm Street in Los Angeles, California,’’ 
and dropped him off at the airport, 
those parents would be getting a call 
from social services. 

But here, in dealing with immi-
grants, we don’t consider that unusual 
at all. ‘‘Oh, Johnny, we are supposed to 
find a way to take you from McAllen to 
123 Elm Street in West Bend, Wis-
consin.’’ Why? We have no problem 
doing that. It is just something that 
bothers the Border Patrol and bothers 
me as well. 

The next thing to think about, some-
thing new that the Border Patrol sees, 
and I am a big advocate for those peo-
ple who are born with different abili-
ties, but it is apparent to the Border 
Patrol that, more recently, they are 
getting kids who they wonder if they 
are coming from orphanages, who have 
different abilities than the rest of us— 
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you could say special needs. We are 
seeing more of that come across the 
border. 

Of course, America is a very wonder-
ful country, and we do take these kids 
in. I am sure we will find special pro-
grams for them. But I think it ought to 
be openly discussed if we are seeing a 
new trend of countries south of the 
border feeling that it is up to the 
United States to care for this popu-
lation. 

b 1930 

I am going to comment a little bit on 
the people they call got-aways. Obvi-
ously, if you have so many young kids 
who are being processed here, Mr. 
Speaker, the Border Patrol has to 
spend a lot of time filling out paper-
work and interviewing these folks. 

What happens when the Border Pa-
trol is filling out paperwork and chang-
ing diapers? They don’t have time to 
guard the border. 

As a result, we have heard in certain 
sectors the Border Patrol is at one half 
the number of people they want on the 
border, which is why this time last 
year they had about 6,000 got-aways 
sneaking in every month, and now 
there are 30,000 got-aways sneaking in 
every month. 

A discussion of what I learned at the 
border is incomplete without talking 
about the drugs that are coming across 
the border. Ever since I have had this 
job, we have talked about the number 
of people who are dying in this country 
by illegal drug overdoses. I think after 
a while people’s eyes tend to glaze 
over, and they may not be aware that 
in the last 6 or 7 years the number of 
people dying in this country has dou-
bled. 

When I first got this job, it was about 
45,000 a year, and I was just stunned at 
45,000. It is not that far away from the 
number of people who died fighting in 
Vietnam, and every year that many 
people die of drug overdoses in this 
country. It has doubled. It is now up to 
90,000 a year. 

When I talked to the local DEA agent 
in Milwaukee, he told me that he felt 
the drugs from all of the overdoses in 
Milwaukee County—which at the time 
was 540 a year—probably came across 
the southern border. Just like every 
other member of law enforcement in 
Wisconsin, they wonder what we are 
doing in Washington to prevent these 
drugs from coming across the southern 
border. 

Why is there such a big increase? 
I think two things: First of all, more 

drugs are coming across the border. As 
marijuana becomes legalized in more 
and more States and grown legally in 
more States, there is a speculation 
that the drug gangs who, after all, 
make money selling drugs, are shifting 
from marijuana to harder drugs. 

Secondly, the current drug of choice, 
the drug that is being used by these 
horrible cartels—and by the way, we 
ought to put more of these people in 
prison, not less—the type of drugs that 

are being brought across by these car-
tels is fentanyl. 

I had always thought that heroin was 
about the most dangerous thing you 
could take, Mr. Speaker. Fentanyl is 
much more dangerous than heroin, 
which is why I recently talked to a dis-
trict attorney in my district, and in his 
area there were as many people who 
died from drug overdoses last year as 
the 3 prior years combined. It is what 
we see as the young people shift or 
older people shift from heroin to 
fentanyl on purpose or not on purpose, 
because frequently the fentanyl is put 
in with the heroin. 

So if we care about the 90,000 people 
who are dying every year in this coun-
try of illegal overdoses and we think 
about the poor families who lose their 
loved ones and wonder what we are 
going to do, it seems that a minimum 
part of the response has to be to re-
spond at the border. 

One more time, it seems like we are 
going in the opposite direction. We are 
doing less at the border. More people 
are coming across, and more people 
coming across means more fentanyl; 
more fentanyl coming across means 
more fentanyl-laced heroin; and more 
fentanyl-laced heroin means more peo-
ple dying and more broken hearts of 
the families of the people who are 
dying. 

So what can I recommend to the 
wonderful Congressman in the Chair? 

First of all, I will ask the Biden ad-
ministration not to get rid of title 42. 
That is the section that allows the Bor-
der Patrol to turn people around be-
cause of fear of COVID. There are ru-
mors that the use of title 42 is soon 
going to be dropped by the Biden ad-
ministration. Perhaps the uptick in 
COVID will cause them not to do it. 
But as I said, already we have 70,000 
people a month crossing the border, 
and if the word gets out that we are no 
longer going to turn away single adults 
or families with kids over the age of 7 
who are right now being turned around 
because of COVID, that 70,000-a-month 
figure is going to shoot up even more. 

Secondly, with regard to COVID 
right now, the Border Patrol checks 
people, but they only check people if 
they have a temperature of at least 99; 
otherwise, they just send them on— 
which includes a lot of asymptomatic 
people—to the nongovernmental orga-
nizations who take these people next. 

If they test positive there, then these 
organizations put them up in hotels or 
apartments. 

But because they are here illegally 
and they want to get inland to Amer-
ica, what do the people with COVID do 
once they are placed in a hotel or 
placed in an apartment? 

They leave right away. So, right now, 
as a practical matter the policy of the 
Biden administration of people who 
come here—I am not talking about 
unvaccinated people, I am talking 
about people who literally have 
COVID—the response of this country is 
we let them in. I would beg the Biden 

administration to do something about 
that concern. 

So keep or expand title 42 so people 
can’t get here because of COVID. And, 
secondly, when people test positive for 
COVID, don’t let them out. That is 
kind of opposite of the whole story we 
are getting from the President. 

The third thing I would like to ask 
the President to do—and I made this 
request, I think it was 3 weeks ago 
now—please put someone other than 
Vice President HARRIS in charge of the 
border. She went down to the El Paso 
sector. She did a few-hour perfunctory 
check. 

I can tell you, Mr. Speaker, I learn so 
much more every time I am down 
there, and usually I stay down there a 
couple days each. Every sector of the 
southern border is different, and there 
are nine sectors there. I happened to be 
in the Rio Grande sector this time. It 
is very different from what you learn 
in the Tucson sector, Mr. Speaker, and 
very different from what you learn in 
the San Diego sector. 

Please, President Biden, pick some-
one who either has a zeal to control the 
southern border or at least is person-
ally responsible enough to go down 
there and do something. Because I will 
tell you, Mr. Speaker, that 70,000 figure 
now up from 6,000 a year ago is going to 
do nothing but grow; and if you ever 
get rid of title 42, it is going to rocket 
up through the roof. I don’t think there 
is any country—particularly a country 
with a generous welfare state like we 
have—who can survive purely open bor-
ders. 

So there is your primer, Mr. Speaker, 
for all the people fortunate enough to 
be in the room and fortunate to be lis-
tening at all. 

I beg President Biden to take the 
border more seriously, and I beg the 
media of this country to take the bor-
der more seriously. I do not think any-
thing that the government does or does 
not do is more significant than what 
happens with the 70,000 people who are 
coming across the border today, and 
what I believe will happen as soon as 
the weather gets a little cooler and it 
becomes more apparent to people 
around the world, soon that number is 
going to go from 70 to 80 to 90 to 100 
and maybe significantly more than 
that. 

Mr. Speaker, I am grateful for the 
time, and I yield back the balance of 
my time. 

f 

HUMAN RIGHTS ACROSS THE 
GLOBE 

The SPEAKER pro tempore. Under 
the Speaker’s announced policy of Jan-
uary 4, 2021, the Chair recognizes the 
gentlewoman from Texas (Ms. JACKSON 
LEE) for 30 minutes. 

Ms. JACKSON LEE. Mr. Speaker, it 
is always important to have an oppor-
tunity to speak to our colleagues and 
as well the American people. Tonight, I 
will dwell on questions of human 
rights, challenges to those human 
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rights and the legacy of the under-
mining of human rights even in Amer-
ica that will include aspects of such in-
dignities around the world. 

Mr. Speaker, I yield to the gentleman 
from Maryland (Mr. SARBANES) who 
will start with a discussion on a long-
standing and well-known historic vio-
lations of human rights. 

Mr. SARBANES. Mr. Speaker, I 
thank the Congresswoman for yielding. 
I appreciate it very much. 

I want to speak today about the 47th 
anniversary of the Turkish invasion 
and occupation of the tiny island of Cy-
prus. For the last 47 years, Turkish 
troops have occupied the north of that 
island which is a direct violation of 
human rights. They have taken that 
opportunity to engage in disruption 
and desecration of cultural and reli-
gious sites. 

Today, President Erdogan of Turkey 
visited Cyprus on this day, the 47th an-
niversary of the Turkish occupation. 

Why did he come? 
Was it to negotiate in good faith for 

a solution to the division of the island? 
No. 
Did he come to apologize for the con-

tinued occupation of the island? 
No. 
He came to announce the reopening 

of the beach town of Varosha in direct 
contravention of the United Nations 
Security Council Resolution 550 which 
‘‘considers attempts to settle any part 
of Varosha by people other than its in-
habitants as inadmissible.’’ 

Varosha was a once-bustling resort 
town. It was an international tourist 
destination in the Famagusta district 
of the Republic of Cyprus. But with the 
advance of Turkey’s invading forces to 
the town in August of 1974, Varosha’s 
native Greek Cypriot population fled 
for their lives. 

Erdogan’s visit is a cynical and 
shameful act designed to mock the 
rightful inhabitants of Varosha and to 
advance Turkey’s agenda of dividing 
Cypress into two separate states in-
stead of pursuing a bizonal, 
bicommunal federation that all parties 
of good faith have endorsed. 

I urge the Biden administration to 
use all means at its disposal to resist 
Turkey’s creeping partition of Cyprus 
and to bring international condemna-
tion to these outrageous steps that 
President Erdogan is taking which dis-
respect and violate the rights and 
human dignity of the refugees of 
Varosha. 

One day Cyprus will be reunited, but 
that can only come with the forceful 
leadership of the American Govern-
ment, deployed consistently, morally, 
and with an abiding sense of justice. 

I want to thank the Congresswoman 
for yielding to me so I could address an 
important issue of human rights, and I 
want to thank her for her incredible 
work over decades and certainly during 
her service here in Congress to make 
sure that in this country we are recog-
nizing human rights and the dignity of 
every individual. I want to thank her 

for her leadership on H.R. 40, this very, 
very important commission, and thank 
her for being part of the conscience of 
this Congress. 

Ms. JACKSON LEE. Mr. Speaker, I 
thank the gentleman for his leadership. 
We must always remember that human 
rights are equal to human dignity. 

So it is my privilege tonight to stand 
to discuss the value of recognizing 
human dignity. As I do so, let me add 
to an earlier discussion that reflects on 
giving our children human dignity. 

Isn’t it amazing how children have 
suffered in the course of the most re-
cent history depredation of wealth, and 
so they have been ensconced in pov-
erty, they have been hungry, and they 
have been without a good education? 
These are children in America. We can 
speak about children around the world. 
They have had little access to 
broadband technology, and they have 
suffered in their housing provisions, if 
you will. 

So I am very proud to just start out 
by, again, applauding the American 
Rescue Act and also the life-changing 
impact of the child tax credit. I don’t 
think we can do that enough. And chil-
dren of color have been at the front of 
the line and we are able to help with 
food and childcare, diapers, healthcare, 
clothing, taxes. 

Poor, working, and middle class fam-
ilies are able to receive the same 
amount. You will see, Mr. Speaker, 
where I am going on this because we 
don’t do this in anger. We don’t do this 
because we are mad. We do this because 
it is righting the wrong, as one of my 
colleagues said. 

This will provide $250 per month, per 
child and $300 per month for every 
young child. That means children 
under 5. All families in my district will 
be able to feel more secure. Let me run 
through these numbers because they 
are stunning. 

The 18th Congressional District in 
Houston, Texas, Mr. Speaker, 91.7 per-
cent of children in my district will gain 
from the expanded and improved child 
tax credit. I know that because I have 
been immersed in childcare education 
events. 

We have been in a church, we have 
been at my Federal building, we have 
been up and down on the radio, we have 
been everywhere we could be to ensure 
that we did it with humor, with seri-
ousness, with compassion, being out on 
the street corners along with trying to 
encourage people to get vaccinated. We 
have been saying: Get ready for the 
child tax credit President Biden and 
the Democratic Congress worked so 
hard on. 

Mr. Speaker, 91.7 percent of the chil-
dren will gain in my district. That is 
202,800 children. 

I have schools in my district that are 
100 percent at risk, and they eat break-
fast, lunch, and dinner. There is no 
shame to helping children. Behind 
those children are parents who are suf-
fering. These dollars will help these 
parents have dignity, their children 

have dignity, and their children have 
resources. 

The average benefit for 56,700 house-
holds in my district—Houston, I hope 
you are listening—is $3,500. 

If you have not filed your taxes in 
the 2019 year, you can immediately get 
help from my office at 713–655–0050 or 
the IRS tax advocacy team, also in my 
building of 1919 Smith Street in Hous-
ton, Texas. 

Don’t miss the opportunity for your 
own human dignity. It is not a hand-
out. It is a hand up. The expanded and 
improved child tax credit lifts 21,800 
children in my district out of poverty. 
Because of the larger benefits for the 
youngest, 8,400 kids under the age of 6 
are raised out of poverty. That has ex-
panded across America where millions 
of children face a new day. 

b 1945 

Families with children in poverty re-
ceive $5,300 on average, and they are 
getting some 6,500 children in my dis-
trict out of deep poverty. We know now 
that we are engaged in the appropria-
tions process. I thank Chairwoman 
DELAURO and all of the appropriators 
for their work. We know how impor-
tant it is if you are going to do some-
thing in life, this year, 2021, in the 
aftermath of COVID–19, this is the year 
to do it with the appropriations bill. 
This is the year to do it. Again, my 
theme: a sense of dignity. 

And where does that take me now? 
Well, I must deviate for a moment, Mr. 
Speaker, to just indicate that I think 
the Biden-Harris team has brought to 
America a sense of compassion. It has 
turned anger and ugly words into 
reaching out to people where they are. 
That could mean people who oppose 
them. But they reach out to them 
where they are, and they reach them 
with a sense of understanding and ac-
ceptance that they must cast leader-
ship for all of America, even if people 
disagree with them. 

So my good friend was here on the 
floor—I am sorry that he has left—but 
I want to emphasize that Vice Presi-
dent KAMALA HARRIS is doing an excel-
lent job on some very tough issues. She 
is meeting on voting rights and meet-
ing with any number of persons. I want 
to remind America that Texas Demo-
cratic State representatives who had 
some medical mishaps here or medical 
circumstances with COVID–19—no one 
is immune—are still here fighting so 
that we can have voting rights. 

She has met with all of them. She is 
deeply engaged in making sure that we 
work together as a Congress to get vot-
ing rights done along with the Congres-
sional Black Caucus Chairwoman 
BEATTY and all of us as Members who 
are standing ready. So she is doing an 
excellent job. And I will tell you, living 
on the border myself, living in Texas, 
in the region, having gone to the bor-
der over and over again, she is doing a 
job that should be done that others are 
not doing, getting into the weeds and 
understanding what the President’s 
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path should be as we go forward on im-
migration reform. 

She has been to the Northern Tri-
angle. That is the heart of where the 
issues start, and they are working to 
discern how they can best stop the 
massive flow of migrants, immigrants, 
who are in fear of their lives living in 
the countries that they are living in. 
These are tough issues, and I just want 
to say thank you to Vice President 
KAMALA HARRIS, because some people 
misunderstand and think that it is just 
an easy thing to do. 

My word from Texas on her trip was 
excellent, and that people were recep-
tive to her intellect, her compassion, 
and her willingness to get the job done. 
And the job will be done. 

So as I say that, I indicated this will 
be a night about human rights. And so 
I want to give you a little education 
about legislation that we are so pleased 
about. Can you imagine, H.R. 40, the 
Commission to Study and Develop Rep-
aration Proposals for African-Ameri-
cans having nearly 200 sponsors, co-
sponsors of individuals who have come 
from many parts of the country. And so 
I am speaking to my colleagues who 
happen to be Republicans, and I want 
to give them the opportunity to realize 
just what this bill is. 

I heard someone say ‘‘restoration,’’ 
and I heard someone say ‘‘repair,’’ and 
they are right. My good friend, the 
Honorable BARBARA LEE, we are work-
ing in tandem together, working in 
tandem on H. Res. 19, which is rec-
onciliation and restoration, and then 
the bill, H.R. 40, legislation to create a 
commission that would study effec-
tively slavery, and as well then develop 
reparation proposals. Again, restora-
tion, repair. 

Let us remove ourselves from any 
sort of shackle on the question of rep-
arations. Let us be understanding of 
someone else’s pain, someone else’s 
history; that is, in fact, American his-
tory. So I hold up this bill, because I 
said I would do show and tell, H.R. 40. 
Look at the pile of Members here as 
original cosponsors, and they have 
been coming on and on, and I want to 
just say thank you to my friends and 
colleagues who have thoughtfully felt 
the need to say how do we heal Amer-
ica’s systemic racism; and how do we 
heal institutional racism; how do we 
ignore what is, in fact, truth. 

Now, I think most of you know I 
could not stand here without saying 
thank you to the 415 Members of Con-
gress who voted along with the United 
States Senate on Juneteenth. Do you 
realize that Juneteenth is the first 
time America has acknowledged the 
history of slavery? In 1865, those of us 
west of the Mississippi just got the 
word from the Union soldiers with Gen-
eral Granger that we were free by Gen-
eral Order No. 3. 

Juneteenth is a commemoration of 
that. And I want everyone to know 
that, frankly, 47 States have already 
been celebrating in their own way 
Juneteenth. After 38 years, we have a 

new Federal holiday called Juneteenth, 
which gives America and little school-
children the opportunity to ask their 
dad or their teacher: What is 
Juneteenth? That was holding people 
in bondage, but it was setting them 
free. 

After the bloodiest war, brothers 
against brothers, the Civil War, where 
Abraham Lincoln so emotionally indi-
cated: ‘‘A house divided cannot stand,’’ 
but General Granger came and Sam 
Collins held a magnificent celebration 
on June 19 in Houston, in Galveston, in 
that region where I represent, and the 
mural was unveiled by a magnificent 
artistic team led by Reginald Adams 
out of Third Ward, Texas, which is 
Houston, which is where my congres-
sional district is, and it told the story 
of the freedom of these slaves. And we 
repeated General Order No. 3 which 
says, ‘‘equality of personal rights’’ but 
the biggest thing it said was, ‘‘the 
slaves are free.’’ And that we insist 
upon equality of rights. That is all that 
H.R. 40 is about. 

Are we to deny equality of rights? 
That was in General Order No. 3. That 
is what the President, unfortunately, 
being assassinated, President Abraham 
Lincoln sent General Granger down to 
read to the slaves who had worked and 
been beaten for 21⁄2 more years. 

It is important that we not ignore 
what slavery was all about. This is the 
whelped and beaten back and scarred 
back of a slave. Let us be clear. Bond-
age, we are the only group of Ameri-
cans that have been held in bondage in 
this Nation, and we have been held or 
were held in bondage longer than this 
country has been a nation. For 246 
years, we were held in bondage, and we 
only celebrated our 245th birthday. 

So I am here to be able to, very brief-
ly, run you through a brief history. Let 
me do this. Let me first of all talk 
about the words of Gary Abernathy, 
who proudly says that he is a conserv-
ative. 

And Mr. Speaker, how much time do 
I have remaining, please? 

The SPEAKER pro tempore. The gen-
tlewoman has 14 minutes remaining. 

Ms. JACKSON LEE. Mr. Speaker, I 
appreciate it, only to make sure that I 
can now flow with the concept of the 
time. 

But the headline reads: ‘‘Why I sup-
port reparations—and all conservatives 
should.’’ 

I know my friends are listening here 
on the other side. Gary Abernathy. And 
I will take some excerpts from this. He 
acknowledges that he is a conservative. 
And I can venture to say that his cre-
dentials can be documented. 

But he says, in spite of the bill that 
I have offered—has an apology—he 
takes note of that, he even indicates 
that he may not be that enthusiastic 
about that. But he says, ‘‘In fact, it 
could be argued that the idea fits with-
in the conservative philosophy,’’ mean-
ing that the notion of reparations is 
worth discussing because he says, ‘‘In 
fact, it could be argued that the idea 
fits the conservative philosophy.’’ 

He goes on to say, ‘‘But it is undeni-
able that White people have dispropor-
tionately benefited from both the labor 
and the legacy of slavery, and—cru-
cially—will continue to do so for gen-
erations to come.’’ 

None of this is said with anger. It is 
only setting forth facts. When slavery 
was abolished after a bloody Civil War, 
African Americans were dispersed into 
a world that was overtly hostile to 
them. ‘‘Reconstruction efforts were 
bitterly resisted by most Southern 
Whites, and attempts to educate and 
employ former slaves happened only in 
fits and starts.’’ 

Remember, this is a group of people 
in the millions who simply were set 
free. Freedom is precious. We cannot 
deny how precious freedom was, how 
sweet it was, but they were given noth-
ing; nothing to start their lives, and 
they came into the hostility of people 
who really didn’t want them to be free. 
That was the bulk of the South, and 
many parts of the North. ‘‘The govern-
ment even reneged on its ‘40 acres and 
a mule’ pledge. After slavery, prejudice 
and indifference continued to fuel so-
cial and economic disparity.’’ 

Be reminded of the whipped back of 
this Black man, this slave. And there 
were whipped backs of women and chil-
dren. They lived through this through 
no fault of their own. They worked and 
toiled in the fields. They made cotton 
king. They built the economic engine 
of this Nation. They created a trans-
atlantic slave trade. They sent millions 
of dollars from the South to the Wall 
Street banks, and we built America. 

They built this place where I stand, 
the United States Capitol, with their 
bare hands, and they built the White 
House. What else could they have 
built? 

And so when slavery was abolished, 
there was silence. It has been rep-
resented that there is a gap of $17,600 
shows the median Black household net 
worth, to a $174,000 wage of the average 
American or White family. 

When parents offered gifts to help 
children buy a home, avoid student 
debt, or start a business, those children 
are more able to retain and build on 
their wealth over their lifetimes. I 
think we just saw a very unique occa-
sion today regarding space. I would not 
in any way say anything but congratu-
lations, but one of those persons paid 
$27 million to be on that historic mo-
ment. Calculate that. It is a personal 
payment. It wasn’t government. 

And, again, I celebrate the occasion, 
but juxtapose that against where we 
are or where African Americans are. 
Randall Robinson made the point that 
even affirmative action would never 
close the economic gap. ‘‘Blacks, even 
middle-class Blacks, have no paper as-
sets to speak of. They may be salaried, 
but they’re only a few months away 
from poverty if they should lose those 
jobs . . . ’’ 

And many times the ravages of dis-
crimination and segregation are inter-
twined in law, and they may lose their 
jobs. 
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And so this conservative author be-

lieves in reparations. And he believes 
that this can be done with a fair 
amount of dollars, but there is more to 
it, as you will hear me say, because it 
is not about money. 

He concludes by saying: ‘‘It is a tenet 
of conservatism that a level playing 
field is all we should guarantee. But 
that’s meaningless if one team starts 
with an unsurmountable lead before 
play even begins.’’ 

I think LBJ said: If you want to tell 
people about a fair race, meaning a 
running race, and one fellow or lady 
has shackles around their ankles and 
the whistle blows, get ready, go, it is 
not a fair race because one runner is 
freed and has all of the elements of 
freedom, and the ability to do great 
things, and one is running with leg 
irons on. 

So as we look at how we can as a na-
tion, a community come together, I 
don’t know how many times I want to 
raise the question that we are not 
doing this in anger. H.R. 40, first intro-
duced by John Conyers, is an inter-
national concept. It just means repair. 
It means doing the right thing, heal-
ing, dealing with injustices. It will not 
be painful. 

But let me tell you why this legisla-
tion is not painful, because it is a 
study that will give us a roadmap and 
it will be done with academicians and 
those who are appointed by govern-
ment leaders, and they will be balanced 
and they will be responsible and they 
will be thorough. 

b 2000 

Why do we think we need it? 
Mr. Speaker, I include in the RECORD 

the article from Gary Abernathy, 
Washington Post contributing col-
umnist. 

[From the Washington Post, Apr. 22, 2021] 
OPINION: WHY I SUPPORT REPARATIONS—AND 

ALL CONSERVATIVES SHOULD 
(By Gary Abernathy, Contributing 

columnist) 
Rep. Pramila Jayapal (D–Wash.) is among 

the progressive lawmakers whose blunt, lib-
eral outspokenness regularly annoys me. Re-
cently, she particularly upset me while dis-
cussing the latest congressional study of rep-
arations for descendants of enslaved people, 
when she said, ‘‘If you through your history 
benefited from that wrong that was done, 
then you must be willing to commit yourself 
to righting that wrong.’’ Only this time I 
was bothered because her comments hit 
home. Like most conservatives, I’ve scoffed 
at the idea of reparations or a formal apol-
ogy for slavery. I did not own slaves, so why 
would I support my government using my 
tax dollars for reparations or issuing an 
apology? Further, no one in the United 
States has been legally enslaved since 1865, 
so why are Black people today owed any-
thing more than the same freedoms and op-
portunities that I enjoy? 

I remain unconvinced that an apology 
would have much real value, but the more 
substantive notion of reparations is worth 
discussing. In fact, it could be argued that 
the idea fits within the conservative philos-
ophy. We’ll come back to that. But it is un-
deniable that White people have dispropor-
tionately benefitted from both the labor and 

the legacy of slavery, and—crucially—will 
continue to do so for generations to come. 

When slavery was abolished after a bloody 
civil war, African Americans were dispersed 
into a world that was overtly hostile to 
them. Reconstruction efforts were bitterly 
resisted by most Southern Whites, and at-
tempts to educate and employ former slaves 
happened only in fits and starts. The govern-
ment even reneged on its ‘‘40 acres and a 
mule’’ pledge. After slavery, prejudice and 
indifference continued to fuel social and eco-
nomic disparity. 

The result is unsurprising. As noted by 
scholars A. Kirsten Mullen and William A. 
Darity Jr., co-authors of ‘‘From Here to 
Equality: Reparations for Black Americans 
in the Twenty-First Century,’’ data from the 
2016 Survey of Consumer Finances showed 
that median Black household net worth 
averaged $17,600—a little more than one- 
tenth of median White net worth. As Mullen 
and Darity write, ‘‘white parents, on aver-
age, can provide their children with wealth- 
related intergenerational advantages to a far 
greater degree than black parents. When par-
ents offer gifts to help children buy a home, 
avoid student debt, or start a business, those 
children are more able to retain and build on 
their wealth over their own lifetimes.’’ 

Black author and activist Randall Robin-
son has argued that even laws such as those 
on affirmative action ‘‘will never close the 
economic gap. This gap is structural. . . . 
blacks, even middle-class blacks, have no 
paper assets to speak of. They may be sala-
ried, but they’re only a few months away 
from poverty if they should lose those jobs, 
because . . . they’ve had nothing to hand 
down from generation to generation because 
of the ravages of discrimination and segrega-
tion, which were based in law until re-
cently.’’ 

In addition to the discrepancy in inherited 
wealth, even conservatives should be able to 
acknowledge that Whites enjoy generational 
associations in the business world, where 
who you know often counts more than what 
you know—a reality based not so much on 
overt racism as on employment and pro-
motion patterns within old-school networks 
that Blacks lack the traditional contacts to 
consistently intersect. 

For now, support for reparations is anemic. 
A House Judiciary Committee bill creating a 
commission to merely study the idea was op-
posed last week by 17 Republicans, though 
all 25 Democrats on the committee voted for 
it; and just 1 in 5 respondents in a Reuters/ 
Ipsos poll last June agreed that the United 
States should use tax dollars for repara-
tions—not shocking, when a price tag of $10 
trillion has been suggested. 

The cost can be debated, along with the 
mechanics of a compensation package. But 
in the current drunken haze of government 
spending, appropriating trillions for the 
noble purpose of bringing Black Americans 
who remain economically penalized by the 
enslavement of their ancestors closer to the 
fiscal universe of White citizens surely seems 
less objectionable than some recent spending 
proposals. 

It is a tenent of conservatism that a level 
playing field is all we should guarantee. But 
that’s meaningless if one team starts with 
an unsurmountable lead before play even be-
gins. 

It’s not necessary to experience ‘‘White 
guilt’’ or buy into the notion of ‘‘White 
privilege,’’ a pejorative that to me suggests 
Whites possess something they should lose, 
when in fact such benefits should extend to 
all. Supporting reparations simply requires a 
universal agreement to work toward, as 
Jayapal said, ‘‘righting that wrong.’’ 

Ms. JACKSON LEE. Mr. Speaker, I 
include in the RECORD a Washington 

Post article, ‘‘U.N. rights chief: Rep-
arations needed for people facing rac-
ism.’’ 

[From the Washington Post, June 28, 2021] 
UN RIGHTS CHIEF: REPARATIONS NEEDED FOR 

PEOPLE FACING RACISM 
(By Jamey Keaten) 

GENEVA (AP)—The U.N. human rights 
chief, in a landmark report launched after 
the killing of George Floyd in the United 
States, is urging countries worldwide to do 
more to help end discrimination, violence 
and ) systemic racism against people of Afri-
can descent and ‘‘make amends’’ to them— 
including through reparations. 

The report from Michelle Bachelet, the 
U.N. High Commissioner for Human rights, 
offers a sweeping look at the roots of cen-
turies of mistreatment faced by Africans and 
people of African descent, notably from the 
transatlantic slave trade. It seeks a ‘‘trans-
formative’’ approach to address its continued 
impact today. 

The report, a year in the making, hopes to 
build on momentum around the recent, in-
tensified scrutiny worldwide about the blight 
of racism and its impact on people of African 
descent as epitomized by the high-profile 
killings of unarmed Black people in the 
United States and elsewhere. 

‘‘There is today a momentous opportunity 
to achieve a turning point for racial equality 
and justice,’’ the report said. 

The report aims to speed up action by 
countries to end racial injustice; end impu-
nity for rights violations by police; ensure 
that people of African descent and those who 
speak out against racism are heard; and face 
up to past wrongs through accountability 
and redress. 

I am calling on all states to stop denying— 
and start dismantling—racism; to end impu-
nity and build trust; to listen to the voices 
of people of African descent; and to confront 
past legacies and deliver redress,’’ Bachelet 
said in a video statement. 

While broaching the issue of reparation in 
her most explicit way yet, Bachelet sug-
gested that monetary compensation alone is 
not enough and would be part of an array of 
measures to help rectify or make up for the 
injustices. 

‘‘Reparations should not only be equated 
with financial compensation,’’ she wrote, 
adding that it should include restitution, re-
habilitation, acknowledgement of injustices, 
apologies, memorialization, educational re-
forms and ‘‘guarantees’’ that such injustices 
won’t happen again. 

Bachelet, a former president of Chile, 
hailed the efforts of advocacy groups like the 
Black Lives Matter movement, saying they 
helped provide ‘‘grassroots leadership 
through listening to communities’’ and that 
they should receive ‘‘funding, public recogni-
tion and support.’’ 

The U.N.-backed Human Rights Council 
commissioned the report during a special 
session last year following the murder of 
Floyd, a Black American who was killed by 
a white police officer in Minneapolis in May 
2020. The officer, Derek Chauvin, was sen-
tenced to 22-1/ 2 years in prison last week. 

Protests erupted after excruciating by-
stander video showed how Floyd gasped re-
peatedly, ‘‘I can’t breathe!’’ as onlookers 
yelled at Chauvin to stop pressing his knee 
on Floyd’s neck. 

The report was based on discussions with 
over 340 people—mostly of African descent— 
and experts; more than 100 contributions in 
writing, including from governments; and re-
view of public material, the rights office 
said. 

It analyzed 190 deaths, mostly in the U.S., 
to show how law enforcement officers are 
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rarely held accountable for rights violations 
and crimes against people of African descent, 
and it noted similar patterns of mistreat-
ment by police across many countries. 

The report ultimately aims to transform 
those opportunities into a more systemic re-
sponse by governments to address racism, 
and not just in the United States—although 
the injustices and legacy of slavery, racism 
and violence faced by African Americans was 
clearly a major theme. 

The report also laid out cases, concerns 
and the situation in roughly 60 countries in-
cluding Belgium, Brazil, Britain, Canada, Co-
lombia and France among others. 

‘‘We could not find a single example of a 
state that has fully reckoned with the past 
or comprehensively accounted for the im-
pacts of the lives of people of African descent 
today,’’ Mona Rishmawi, who heads a unit on 
non-discrimination in Bachelet’s office. ‘‘Our 
message, therefore, is that this situation is 
untenable.’’ 

Compensation should be considered at the 
‘‘collective and the individual level,’’ 
Rishmawi said, while adding that any such 
process ‘‘starts with acknowledgment’’ of 
past wrongs and ‘‘it’s not one-size-fits-all.’’ 
She said countries must look at their own 
pasts and practices to assess how to proceed. 

Rishmawi said Bachelet’s team found ‘‘a 
main part of the problem is that many peo-
ple believe the misconceptions that the abo-
lition of slavery, the end of the transatlantic 
trade and colonialism have removed the ra-
cially discriminatory structures built by 
those practices. 

‘‘We found that this is not true,’’ said 
Rishmawi, also denouncing an idea among 
some ‘‘associating blackness with crimi-
nality . . . there is a need to address this.’’ 

The report called on countries to ‘‘make 
amends for centuries of violence and, dis-
crimination’’ such as through ‘‘formal ac-
knowledgment and apologies, truth-telling 
processes and reparations in various forms.’’ 

It also decried the ‘‘dehumanization of peo-
ple of African descent’’ that was ‘‘rooted in 
false social constructions of race’’ in the 
past to justify enslavement, racial stereo-
types and harmful practices as well as toler-
ance for racial discrimination, inequality 
and violence. 

People of African descent face inequalities 
and ‘‘stark socioeconomic and political 
marginalization’’ in many countries, the re-
port said, including unfair access to edu-
cation, health care, jobs, housing and clean 
water. 

‘‘We believe very strongly that we only 
touched the tip of the iceberg,’’ Rishmawi 
said, referring to the report. ‘‘We really be-
lieve that there is a lot more work that 
needs to be done.’’ 

Ms. JACKSON LEE. This report came 
from the United Nations because rep-
arations is a universal concept of re-
pair, repairing, and human rights. This 
report from the U.N. High Commis-
sioner for Human Rights is big stuff. It 
‘‘offers a sweeping look at the roots of 
centuries of mistreatment faced by Af-
ricans and people of African descent, 
notably from the transatlantic slave 
trade.’’ 

Does that sound familiar? Back and 
forth across the ocean. 

‘‘It seeks a ‘transformative’ approach 
to address its continued impact 
today.’’ 

In its report, it says: ‘‘I am calling on 
all states to stop denying, and start 
dismantling, racism; to end impunity 
and build trust; to listen to the voices 
of people of African descent; and to 

confront past legacies and deliver re-
dress.’’ 

This is what this report from the 
United Nations has said. 

It goes on to say: ‘‘Reparations 
should not only be equated with finan-
cial compensation.’’ 

This is what I have been saying. I say 
that when I go on the floor and ask for 
my colleagues to support it. Thank 
goodness we understand it. We get it. I 
am looking for my Republican friends 
to join us. 

‘‘Adding that it should include res-
titution, rehabilitation, acknowledg-
ment of injustices, apologies, memori-
alization, education reforms, and ‘guar-
antees’ that such injustices won’t hap-
pen again.’’ 

Does that sound unfair? 
‘‘We could not find a single example 

of a state that has fully reckoned with 
the past or comprehensively accounted 
for the impacts on the lives of people of 
African descent.’’ 

This individual, who was head of the 
unit on nondiscrimination, said: ‘‘Our 
message, therefore, is that this situa-
tion is untenable.’’ 

This is the report from the U.N. 
‘‘A main part of the problem is that 

many people believe the misconcep-
tions that the abolition of slavery, the 
end of the transatlantic trade, and co-
lonialism have removed the racially 
discriminatory structures built by 
those practices.’’ 

Absolutely wrong. The report found 
that this is not true, ‘‘also denouncing 
an idea among some ‘associating black-
ness with criminality.’’’ That has gone 
on in many places around the world, 
including the United States. 

This report also ‘‘decried the ‘dehu-
manization of people of African de-
scent’ that was ‘rooted in false social 
constructions of race’ in the past to 
justify enslavement, racial stereo-
types, and harmful practices as well as 
tolerance for racial discrimination, in-
equality, and violence.’’ 

Do we realize that that hurts all of 
our children? Children who are White 
and non-White are hurt by the defini-
tions of color and Africans and people 
of African descent. 

We face inequalities, meaning those 
of African descent, and ‘‘’stark socio-
economic and political 
marginalization’ in many countries, 
the report said, including unfair access 
to education, healthcare, jobs, housing, 
and clean water.’’ 

What the commission could do is to 
give peace and understanding of the 
very fact of what would be a positive 
response to this question of discrimina-
tion. 

I want to add some real scientific 
evidence that I am not here on the 
floor complaining. I am giving an op-
portunity, along with the infrastruc-
ture bill, along with the budget rec-
onciliation, because I am on the Budg-
et Committee, along with voting 
rights, after 30-some years when this 
bill was first introduced in 1989, after 
the Japanese received reparations in 
1988, of which we supported. 

Thank you to the Japanese American 
Association. They are strong sup-
porters of H.R. 40. They got reparations 
for their false and unfair internment in 
the 1940s during World War II. We cele-
brated it. We worked with them and 
helped them construct that, those who 
were in Congress at that time. 

John Conyers filed this bill shortly 
after 1989, and I am honored to have 
been given this challenge and oppor-
tunity by him upon his retirement. I 
will not let the Nation down. I say the 
Nation because a definitive study is 
worthy. It I might show you that the 
idea of reparations is to suggest a con-
tinued, systemic impact, a continued, 
systemic impact that is going on, even 
in this moment. 

Mr. Speaker, I include in the RECORD 
this article that is part of the Harvard 
Medical School’s continuing coverage 
of medicine, and you would not believe 
it. 
[From Harvard Medical School, Feb, 10, 2021] 
ANTI-RACIST EPIDEMIOLOGY—RESEARCH SUG-

GESTS REPARATIONS FOR SLAVERY COULD 
HAVE REDUCED COVID–19 INFECTIONS AND 
DEATHS IN U.S. 

(By Jake Miller) 
This article is part of Harvard Medical 

School’s continuing coverage of medicine, 
biomedical research, medical education and 
policy related to the SARS-Co V–2 pandemic 
and the disease COVID–19. 

Civil rights activists have long called for 
monetary reparations to the Black descend-
ants of Africans enslaved in the United 
States as a financial, moral, and ethical 
form of restitution for the injustices of slav-
ery. 

Now, a study led by Harvard Medical 
School researchers suggests reparations 
could also have surprising public health ben-
efits for Black individuals and the entire na-
tion. 

To estimate the impact of structura in-
equities between Black and white individ-
uals, the researchers set out to capture the 
effect of reparation payments on the Black- 
white wealth gap in the state of Louisiana. 

Their analysis, published online on Feb. 9 
in Social Science & Medicine. suggests that 
if reparations had teen made before the 
COVID–19 pandemic, transmission of SARS– 
CoV–2 in the state’s overall population could 
have been reduced by anywhere from 31 per-
cent to 68 percent. 

The work was done in collaboration with 
the Lancet Commission on Reparations and 
Redistributive Justice. 

‘‘While there are compelling moral and his-
torical arguments for racial-injustice inter-
ventions such as reparations, our study dem-
onstrates that repairing the damage caused 
by the legacy of slavery and Jim Crow rac-
ism would have enormous benefits to the en-
tire population of tbe United States,’’ said 
study senior author Eugene Richardson. as-
sistant professor of global health and social 
medicine in the Blavatnik Institute at Har-
vard Medical School. 

The disproportionate effects of COVID–19 
on racial minorities—Black individuals in 
particular—have been well documented. 
Black people get COVID–19 at a rate nearly 
one and a half times higher than that of 
white people, are hospitalized at a rate near-
ly four times higher, and are three times as 
likely to die from the disease, according to 
the latest estimates from the U.S. Centers 
for Disease Control. 

The greater disease burden among Black 
people has caused tremendous loss of life and 
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unspeakable suffering across these already 
vulnerable and disadvantaged communities. 
Notably, these effects have also spilled over 
and are driving transmission rates of the 
virus in the overall population, the study au-
thors said. 

Addressing the structural inequalities at 
the roots of this disparity through monetary 
reparations would not only radically de-
crease the impact of COVID–19 among the 
people who received reparations, tbe authors 
said, but would reduce the overall toll of the 
disease on a broader scale, benefiting the en-
tire population. The findings, the researchers 
said, powerfully underscores the truly global 
nature of the pandemic and the notion that 
a society is only as strong as its most vul-
nerable members. 

‘‘If we extrapolate these results to the en-
tire United States, we can imagine that tens 
or hundreds of thousands of lives would have 
been spared, and the entire nation would 
have been saved much of the hardship it has 
endured in the last year,’’ said Richardson, 
who is also the chair of the Lancet Commis-
sion on Reparations and Redistributive Jus-
tice. 

For their analysis, tbe researchers paired 
sophisticated data analytics and computa-
tional tools with commonly used epidemio-
logic modeling methods to calculate the im-
pact of structural racism on infection rates 
among Black and white populations in Lou-
isiana. They chose Louisiana as an exemplar 
of the impacts of structural racism in the 
U.S. because it was one of the few states that 
reported infection rates by race in the early 
stages of the pandemic. For a control group, 
the researchers chose the relatively egali-
tarian population of South Korea. 

The researchers noted that although mod-
eling is used to understand many factors in 
the spread of an infectious disease, such as 
differences in infection risk based on wheth-
er passengers on a train sit with windows 
open or closed or individual variations in 
mask-wearinq habits, it has rarely been used 
to capture the effects of social factors that 
can create vast disparities between popu-
lations, such as those seen between Blacks 
and whites in the U.S. 

Richardson’s recent book Epidemic illu-
sions explores the ways conventional epide-
miology is constrained from proposing solu-
tions that address the root causes of health 
disparities derived from the combined weight 
of centuries of racism, imperialism, 
neoliberal politics, and economic exploi-
tation. One of the goals of the paper is to 
challenge the narrow ways people who work 
in medicine and public health measure and 
think about problems and solutions and to 
broaden the public imagination, thus open-
ing new conversations about what challenges 
and opportunities are worth considering in 
global health and social science, Richardson 
said. 

The study examined the initial period of 
the outbreak, before infection control meas-
ures were implemented, so any differences in 
infection rates between populations at that 
time would have been driven mainly by dif-
ferences in the social structures, the re-
searchers said. 

For example, Louisiana has a population 
heavily segregated by race, with Black peo-
ple having higher levels of overcrowded hous-
ing and working jobs that are more likely to 
expose them to SARS–CoV–2 than white peo-
ple. In comparison, South Korea has a more 
homogenous population with far less seg-
regation. 

To probe how such structural inequities 
impact transmission of SARS–CoV–2, the re-
searchers examined infection rates over time 
for the first two months of the epidemic in 
each location. During the initial phase of the 
outbreak in Louisiana, each infected person 

spread the virus to 13 to 2.5 more people than 
an infected individual durinq the same phase 
of the outbreak in South Korea, the analysis 
showed. The study also showed it took Lou-
isiana more than twice as long to bring the 
early wave of the epidemic under control as 
South Korea. 

Next, the researchers used next-generation 
matrices to gauge how overcrowding, seg-
regation, and the wealth gap between Blacks 
and whites in Louisiana could have driven 
higher infection rates and how monetary 
reparations would affect viral transmission. 

The model showed that greater equity be-
tween Blacks and whites might have reduced 
infection transmission rates by anywhere 
from 31 percent to 68 percent for every per-
son in the state. 

This research comes at a time when many 
Americans are already thinking about the 
larger societal costs of structural racism, 
the researchers said. They noted, for exam-
ple, that the nationwide movement to pro-
test police brutality against Black people 
has been fueled by many of the inequitable 
outcomes exemplified so painfully by the 
coronavirus pandemic in the U.S. 

‘‘This moment has made it possible for a 
lot of people who had no reason to think 
about these inequalities to be very aware of 
them,’’ said study co-author and Lancet rep-
arations commissioner Kirsten Mullen, who 
was a member of concept development team 
for the National Museum of African Amer-
ican History and Culture. 

ANTI-RACISM IN ACTION 
Richardson said that the research was de-

signed to explore how reparations payments 
might have altered the trajectory of the 
coronavirus pandemic in the U.S. and how a 
different response to the disease could have 
helped mitigate the disparities fueled by so-
cial conditions that are vestiges of slavery. 
Such conditions, Richardson noted, include 
ongoing discrimination and structural rac-
ism in the form of redlining, overcrowding, 
over-incarceration, and the heightened use of 
lethal force in policing experienced by Black 
people. 

Richardson said that historian and anti- 
racist scholar Ibram X. Kendi’s description 
of the differences between racism and anti- 
racism were helpful in designing the study. 
According to Kendi, a racist policy is any 
policy that produces or sustains inequality 
or promotes the power of one racial group 
over another, whereas an anti-racist policy 
is any measure that produces or sustains eq-
uity between racial groups. 

Richardson said that one important goal of 
the project was to attempt to harness the 
power of mathematical modeling for an anti- 
racist response to the coronavirus and be-
yond. 

‘‘When you look at a formula for trans-
missibility, it looks like an objective cal-
culation,’’ he said. ‘‘But where is lethal po-
licing in that formula?’’ 

Richardson noted that it was important to 
call attention to the systemic and structural 
elements of racism that can get lost in sim-
plified models of disease. 

WHAT ARE REPARATIONS? 
Mullen and study co-author William 

Darity, who recently published a book on 
reparations and have written in the press 
about the case for using reparation pay-
ments to fight COVID–19, defined reparations 
as a program of acknowledgement, redress, 
and closure for a grievous injustice. In this 
case, Mullen said, the atrocities are associ-
ated with periods of enslavement, legal seg-
regation and white terrorism during the Jim 
Crow era, and racial strife and violence of 
the post-Civil Rights Act era, including on-
going inequities in the form of over-policing, 
police executions of unarmed Black people, 

ongoing discrimination in regard to incar-
ceration, access to housing, and, possibly 
most important, the Black-white gulf in 
wealth. 

Successful reparations programs include 
three elements: admission of culpability on 
behalf of the perpetrators of the atrocity; re-
dress, in the form of an act of restitution; 
and closure, wherein the victims agree that 
the debt is paid and no further claims are to 
be made unless new harms are inflicted. 

In this case, Mullen said, reparations 
would take the form of financial restitution 
for living Black individuals who can show 
that they are descended from at least one an-
cestor who was enslaved in the U.S. and that 
they self-identified as Black on a legal docu-
ment at some point during the 12 years prior. 

The financial restitution is designed to 
help close the Black-white wealth gap. 
Darity noted that it is important to distin-
guish wealth from income. Wealth is how 
much you own, and income is how much you 
earn. Greater wealth translates to greater 
stability for individuals and families across 
time. Greater wealth is also more strongly 
associated with greater well-being than 
greater income, Darity said, and disparities 
in wealth manifest as health disparities. 

Wealth is more strongly associated with 
familial or individual well-being,’’ said 
Darity, who is the Samuel DuBois Cook Dis-
tinguished Professor of Public Policy at 
Duke University and a Lancet reparations 
commissioner. He noted that, according to 
the Federal Reserve Board 2016 Survey of 
Consumer Finances, the average Black 
household had a net worth $800,000 lower 
than the average white household, and that 
Black people, who represent 13 percent of the 
U.S. population, only own 3 percent of the 
nation’s wealth. 

‘‘This dramatically restricts the ability of 
Black Americans to survive and thrive,’’ 
Darity said. 

To assess the effect of reparation payments 
on the trajectory of the pandemic, the re-
searchers based their calculations on a 
model that would pay $250,000 per person or 
$800,000 per household to descendants of 
enslaved individuals—one of several proposed 
reparation models. 

EVERY TRANSMISSION IS A SOCIAL 
TRANSMISSION 

‘‘Every transmission has a social cause,’’ 
said study co-author and Lancet reparations 
commissioner James Jones, associate pro-
fessor of Earth System Science and a senior 
fellow at the Woods Institute for the Envi-
ronment at Stanford University. 

For a brief moment when AIDS was in the 
spotlight during the late 80s and early 90s, 
people interested in social behavior became 
interested in mathematical modeling of dis-
ease, Jones said. While that interest largely 
waned, the COVID–19 crisis has highlighted 
the need to think about social science, in-
equality, social structure, behavior patterns, 
and behavior change, as well as how they fit 
together with how we understand and re-
spond to epidemics, Jones said. 

Even the simplest model must account for 
a rudimentary social structure, Jones said. 
At its most basic, this can be represented 
with a generalized estimate of how likely an 
infected person is to come into contact with 
a susceptible person. He explained that this 
number, R0 or ‘‘R-naught,’’ is the average 
number of people an infected individual 
transmits the virus to. When R0 is less than 
one, no epidemic is possible because the 
number of people infected decreases. When 
R0 is greater than 1 an epidemic is possible. 
R0 also determines the total number of peo-
ple who could potentially become infected or 
how many people would need to be vac-
cinated to end the epidemic. It can also be 
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used to calculate the so-called endemic equi-
librium—which determines whether a disease 
will continue to exist within a population, 
simmering constantly in the background or 
bubbling up seasonally, like influenza. 

‘‘That’s the theory of infectious disease 
control in a single parameter,’’ Jones said. 

That seeming simplicity can make it hard 
to focus on the complex ways that infectious 
diseases move through the real world, the re-
searchers said. 

‘‘It’s important to highlight that R0 is not 
simply a function of the pathogen,’’ Jones 
said. ‘‘It’s a function of the society.’’ Social 
and environmental factors like mobility, 
segregation, and the nature of the built envi-
ronment help determine rates of infection, 
he said. 

This is one important reason that diseases 
don’t hit all people the same. Global R0 is an 
average of very different R0s for different 
groups of people. Some groups are more like-
ly to interact only with members of their 
own group, some groups are more likely to 
come in contact with infected people, and 
some are more susceptible to the disease for 
other reasons, Jones said. 

In this case, the researchers used mathe-
matical models to help understand the dif-
ferences in R0 for Black people and white 
people in Louisiana and to help think about 
how things would change if racism were less 
prevalent in America. 

Absent those interventions, the research-
ers noted that Black Americans remain at an 
elevated and inequitable risk of becoming in-
fected and dying during the COVID–19 pan-
demic and that this inequity will continue to 
fuel the pandemic for all Americans. 

‘‘Increasing equality would have huge ben-
efits on infection rates for everyone,’’ said 
co-author Momin Malik, who was a data 
science postdoctoral fellow at the Berkman 
Klein Center for Internet & Society at Har-
vard University at the time the study was 
conducted. 

This research was supported by the Na-
tional Institute of General Medical Sciences 
Models of Infectious Disease Agent Study 
(grant R01 GM130900), National Institute of 
Allergy and Infectious Diseases (grant K08 
AI139361), National Institute of Minority 
Health Disparities (grant R01 MD011606), Na-
tional Science Foundation Division of Social 
and Economic Sciences (grant 1851845), Insti-
tute of Education Sciences (grant 
R305A190484), and the Ethics and Governance 
of Artificial Intelligence Fund. 

Ms. JACKSON LEE. It states: ‘‘Civil 
rights activists have long called for 
monetary reparations,’’ this report 
opens up. This is a scientific, vetted re-
port from the Harvard University Med-
ical School. It is titled ‘‘Anti-Racist 
Epidemiology: Research suggests rep-
arations for slavery could have reduced 
COVID–19 infections and deaths in the 
U.S.’’ This was published online on 
February 10. 

It says: ‘‘To estimate the impact of 
structural inequities between Black 
and White individuals, the researchers 
set out to capture the effect of repara-
tion payments on the Black-White 
wealth gap in the State of Louisiana.’’ 
This is an important report. 

‘‘The disproportionate effects of 
COVID–19 on racial minorities—Black 
individuals in particular—have been 
well documented. Black people get 
COVID–19 at a rate nearly one-and-a- 
half times higher than that of White 
people, are hospitalized at a rate near-
ly four times higher, and are three 

times as likely to die from the disease, 
according to the latest estimates from 
the U.S. Centers for Disease Control. 

‘‘The greater disease burden among 
Black people has caused tremendous 
loss of life and unspeakable suffering 
across these already vulnerable and 
disadvantaged communities. Notably, 
these effects have also spilled over and 
are driving transmission rates of the 
virus in the overall population.’’ 

They did their study in many places, 
but I will read a portion. ‘‘The study 
examined the initial period of the out-
break, before infection control meas-
ures were implemented, so any dif-
ferences in infection rates between 
populations at the time would have 
been driven mainly by differences in 
the social structures.’’ 

‘‘Louisiana has a population heavily 
segregated by race, with Black people 
having higher levels of overcrowded 
housing and working jobs that are 
more likely to expose them,’’ and they 
found that if reparations had been 
given, they would have done better. 

I conclude, Mr. Speaker, by just say-
ing that you see a picture of the Tulsa 
race riot. That is why I stand here 
today to say that Tulsa Greenwood 
needs reparation. H.R. 40 needs to pass. 
Why don’t we do it together? 

Mr. Speaker, I yield back the balance 
of my time. 

f 

COMMUNICATION FROM CHAIR OF 
COMMITTEE ON ETHICS 

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the chair of the Com-
mittee on Ethics: 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON ETHICS, 

Washington, DC, July 20, 2021. 
Hon. NANCY PELOSI, 
Speaker, 
Washington, DC. 

DEAR SPEAKER PELOSI: On June 18. 2021. 
the Committee on Ethics (Committee) re-
ceived an appeal from Representative Mar-
jorie Taylor Greene of a fine imposed pursu-
ant to House Resolution 38 and House Rule 
II, clause 3(g). The appeal was received after 
the Committee adopted its written rules. 

A majority of the Committee did not agree 
to the appeal. 

Sincerely. 
THEODORE E. DEUTCH, 

Chairman. 
JACKIE WALORSKI, 

Ranking Member. 

f 

COMMUNICATION FROM CHAIR OF 
COMMITTEE ON ETHICS 

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the chair of the Com-
mittee on Ethics: 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON ETHICS, 

Washington, DC, July 20, 2021. 
Hon. NANCY PELOSI, 
Speaker, 
Washington, DC. 

DEAR SPEAKER PELOSI: On June 16. 2021, 
the Committee on Ethics (Committee) re-
ceived an appeal from Representative Ralph 

Norman of a fine imposed pursuant to House 
Resolution 38 and House Rule II clause 3(g). 
The appeal was received after the Committee 
adopted its written rules. 

A majority of the Committee did not agree 
to the appeal. 

Sincerely. 
THEODORE E. DEUTCH, 

Chairman. 
JACKIE WALORSKI, 

Ranking Member. 

f 

COMMUNICATION FROM CHAIR OF 
COMMITTEE ON ETHICS 

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the chair of the Com-
mittee on Ethics: 

HOUSE OF REPRESENTATIVES, 
COMMITTEE ON ETHICS, 

Washington, DC, July 20, 2021. 
Hon. NANCY PELOSI, 
Speaker, Washington. DC. 

DEAR SPEAKER PELOSI: On June 15. 2021, 
the Committee on Ethics (Committee) re-
ceived an appeal from Representative Thom-
as Massie of a fine imposed pursuant to 
House Resolution 38 and House Rule II, 
clause 3(g). The appeal was received after the 
Committee adopted its written rules. 

A majority of the Committee did not agree 
to the appeal. 

Sincerely, 
THEODORE E. DEUTCH, 

Chairman. 
JACKIE WALORSKI, 

Ranking Member. 

f 

ADJOURNMENT 

The SPEAKER pro tempore. Pursu-
ant to section 11(b) of House Resolu-
tion 188, the House stands adjourned 
until 10 a.m. tomorrow for morning- 
hour debate and noon for legislative 
business. 

Thereupon (at 8 o’clock and 9 min-
utes p.m.), under its previous order, the 
House adjourned until tomorrow, 
Wednesday, July 21, 2021, at 10 a.m. for 
morning-hour debate. 

f 

EXECUTIVE COMMUNICATIONS, 
ETC. 

Under clause 2 of rule XIV, executive 
communications were taken from the 
Speaker’s table and referred as follows: 

EC–1638. A letter from the Deputy Admin-
istrator for Policy Support, Food and Nutri-
tion Service, Department of Agriculture, 
transmitting the Department’s final rule — 
Supplemental Nutrition Assistance Program: 
Rescission of Requirements for Able-Bodied 
Adults Without Dependents: Notice of 
Vacatur [NS-2021-0012] (RIN: 0584-AE87) re-
ceived July 13, 2021, pursuant to 5 U.S.C. 
801(a)(1)(A); Public Law 104-121, Sec. 251; (110 
Stat. 868); to the Committee on Agriculture. 

EC–1639. A letter from the Secretary, De-
partment of Education, transmitting the De-
partment’s final regulations — Calculation 
of the Endowment Factor for Allocations to 
Historically Black Colleges and Universities 
Under Section 314(a)(2)(A) of the Coronavirus 
Response and Relief Supplemental Appro-
priations Act, 2021 (RIN: 1840-AD63) received 
July 13, 2021, pursuant to 5 U.S.C. 
801(a)(1)(A); Public Law 104-121, Sec. 251; (110 
Stat. 868); to the Committee on Education 
and Labor. 
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EC–1640. A letter from the Chairman, 

Council of the District of Columbia, trans-
mitting D.C. Act 24-111, ‘‘District’s Oppor-
tunity to Purchase Amendment Act of 2021’’, 
pursuant to Public Law 93-198, Sec. 602(c)(1); 
(87 Stat. 814); to the Committee on Oversight 
and Reform. 

EC–1641. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Standard Instrument Ap-
proach Procedures, and Takeoff Minimums 
and Obstacle Departure Procedures; Mis-
cellaneous Amendments [Docket No.: 31374; 
Amdt. No.: 3960] received July 16, 2021, pursu-
ant to 5 U.S.C. 801(a)(1)(A); Public Law 104- 
121, Sec. 251; (110 Stat. 868); to the Committee 
on Transportation and Infrastructure. 

EC–1642. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Airworthiness Direc-
tives; Airbus Helicopters Deutschland GmbH 
Helicopters [Docket No.: FAA-2019-0293; 
Product Identifier 2017-SW-052-AD; Amend-
ment 39-21610; AD 2021-13-05] (RIN: 2120-AA64) 
received July 16, 2021, pursuant to 5 U.S.C. 
801(a)(1)(A); Public Law 104-121, Sec. 251; (110 
Stat. 868); to the Committee on Transpor-
tation and Infrastructure. 

EC–1643. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Establishment of Class E 
Airspace; Great Falls, MT [Docket No.: FAA- 
2021-0209; Airspace Docket No.: 20-ANM-10] 
(RIN: 2120-AA66) received July 16, 2021, pur-
suant to 5 U.S.C. 801(a)(1)(A); Public Law 104- 
121, Sec. 251; (110 Stat. 868); to the Committee 
on Transportation and Infrastructure. 

EC–1644. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Establishment of Class D 
Airspace and Amendment of Class E Air-
space; Nashville, TN; Correction [Docket 
No.: FAA-2020-0701; Airspace Docket No.: 20- 
ASO-19] (RIN: 2120-AA66) received July 16, 
2021, pursuant to 5 U.S.C. 801(a)(1)(A); Public 
Law 104-121, Sec. 251; (110 Stat. 868); to the 
Committee on Transportation and Infra-
structure. 

EC–1645. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule -Amendment of Class E air-
space; Great Falls, MT [Docket No.: FAA- 
2020-1126; Airspace Docket No.: 19-ANM-10] 
(RIN: 2120-AA66) received July 16, 2021, pur-
suant to 5 U.S.C. 801(a)(1)(A); Public Law 104- 
121, Sec. 251; (110 Stat. 868); to the Committee 
on Transportation and Infrastructure. 

EC–1646. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Amendment of Class E 
Airspace; Dillon, MT [Docket No.: FAA-2021- 
0210; Airspace Docket No.: 21-ANM-3] (RIN: 
2120-AA66) received July 16, 2021, pursuant to 
5 U.S.C. 801(a)(1)(A); Public Law 104-121, Sec. 
251; (110 Stat. 868); to the Committee on 
Transportation and Infrastructure. 

EC–1647. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Standard Instrument Ap-
proach Procedures, and Takeoff Minimums 
and Obstacle Departure Procedures; Mis-
cellaneous Amendments [Docket No.: 31376; 
Amdt. No.: 3962] received July 16, 2021, pursu-
ant to 5 U.S.C. 801(a)(1)(A); Public Law 104- 
121, Sec. 251; (110 Stat. 868); to the Committee 
on Transportation and Infrastructure. 

EC–1648. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Amendment of Class E 
Airspace; Anaktuvuk Pass, AK [Docket No.: 

FAA-2021-0225; Airspace Docket No.: 20-AAL- 
13] (RIN: 2120-AA66) received July 16, 2021, 
pursuant to 5 U.S.C. 801(a)(1)(A); Public Law 
104-121, Sec. 251; (110 Stat. 868); to the Com-
mittee on Transportation and Infrastruc-
ture. 

EC–1649. A letter from the Management 
and Program Analyst, FAA, Department of 
Transportation, transmitting the Depart-
ment’s final rule — Standard Instrument Ap-
proach Procedures, and Takeoff Minimums 
and Obstacle Departure Procedures; Mis-
cellaneous Amendments [Docket No.: 31373; 
Amdt. No.: 3959] received July 16, 2021, pursu-
ant to 5 U.S.C. 801(a)(1)(A); Public Law 104- 
121, Sec. 251; (110 Stat. 868); to the Committee 
on Transportation and Infrastructure. 

EC–1650. A letter from the Director, Regu-
lations and Disclosure Law Division, Cus-
toms and Border Protection, Department of 
Homeland Security, transmitting the De-
partment’s interim final rule — Agreement 
Between the United States of America, the 
United Mexican States, and Canada 
(USMCA) Implementing Regulations Related 
to the Marking Rules, Tariff-Rate Quotas, 
and Other USMCA Provisions [USCBP-2021- 
0026; CBP Dec. 21-10] (RIN: 1515-AE56) re-
ceived July 13, 2021, pursuant to 5 U.S.C. 
801(a)(1)(A); Public Law 104-121, Sec. 251; (110 
Stat. 868); to the Committee on Ways and 
Means. 

f 

REPORTS OF COMMITTEES ON 
PUBLIC BILLS AND RESOLUTIONS 

Under clause 2 of rule XIII, reports of 
committees were delivered to the Clerk 
for printing and reference to the proper 
calendar, as follows: 

Ms. KAPTUR: Committee on Appropria-
tions. H.R. 4549. A bill making appropria-
tions for energy and water development and 
related agencies for the fiscal year ending 
September 30, 2022, and for other purposes 
(Rept. 117–98). Referred to the Committee of 
the Whole House on the state of the Union. 

Mr. PRICE of North Carolina: Committee 
on Appropriations. H.R. 4550. A bill making 
appropriations for the Department of Trans-
portation, and Housing and Urban Develop-
ment, and related agencies for the fiscal year 
ending September 30, 2022, and for other pur-
poses (Rept. 117–99). Referred to the Com-
mittee of the Whole House on the state of 
the Union. 

f 

PUBLIC BILLS AND RESOLUTIONS 

Under clause 2 of rule XII, public 
bills and resolutions of the following 
titles were introduced and severally re-
ferred, as follows: 

By Mr. CRIST (for himself and Ms. 
MACE): 

H.R. 4545. A bill to protect the rights of le-
gally incompetent adults who are the subject 
of a legal guardianship or conservatorship; 
to the Committee on the Judiciary. 

By Mr. JEFFRIES (for himself and Ms. 
CHENEY): 

H.R. 4546. A bill to assist those subject to 
politically motivated charges in Turkey, and 
for other purposes; to the Committee on For-
eign Affairs, and in addition to the Com-
mittee on Financial Services, for a period to 
be subsequently determined by the Speaker, 
in each case for consideration of such provi-
sions as fall within the jurisdiction of the 
committee concerned. 

By Mr. WALBERG (for himself, Mr. 
BURGESS, Ms. FOXX, and Mr. ALLEN): 

H.R. 4547. A bill to amend the Employee 
Retirement Income Security Act of 1974 to 
establish additional criteria for determining 

when employers may join together in a 
group or association of employers that will 
be treated as an employer under section 3(5) 
of such Act for purposes of sponsoring a 
group health plan, and for other purposes; to 
the Committee on Education and Labor. 

By Mr. WILLIAMS of Texas (for him-
self, Mr. MCHENRY, Mr. LUETKE-
MEYER, Mr. BARR, Mr. HUIZENGA, Mr. 
BUDD, Mr. TIMMONS, Mr. KUSTOFF, 
Mr. SESSIONS, Mr. MOONEY, and Mr. 
GOODEN of Texas): 

H.R. 4548. A bill to amend the Consumer 
Protection Act of 2010 to grant the Bureau of 
Consumer Financial Protection the author-
ity to regulate certain acts and practices 
using processes and procedures consistent 
with and similar to those in place at the 
Federal Trade Commission, to encourage 
greater communication amongst regulators, 
and for other purposes; to the Committee on 
Financial Services. 

By Mr. BILIRAKIS: 
H.R. 4551. A bill to amend the U.S. SAFE 

WEB Act of 2006 to provide for reporting 
with respect to cross-border complaints in-
volving ransomware or other cyber-related 
attacks, and for other purposes; to the Com-
mittee on Energy and Commerce. 

By Mr. BOST (for himself, Mr. LAWSON 
of Florida, Mr. RODNEY DAVIS of Illi-
nois, Mr. NEWHOUSE, Mr. JOHNSON of 
Ohio, Mr. RYAN, Ms. NORTON, Mr. 
BISHOP of Georgia, Ms. MOORE of Wis-
consin, Ms. KUSTER, Mr. SMITH of Ne-
braska, Mr. JOYCE of Pennsylvania, 
Ms. KAPTUR, Mr. DELGADO, Mr. 
O’HALLERAN, Mrs. AXNE, and Mr. 
GOTTHEIMER): 

H.R. 4552. A bill to establish a Department 
of Agriculture loan program to support 
mentorship and apprenticeship opportunities 
for veterans of the Armed Forces to become 
farmers or ranchers; to the Committee on 
Agriculture, and in addition to the Com-
mittee on Veterans’ Affairs, for a period to 
be subsequently determined by the Speaker, 
in each case for consideration of such provi-
sions as fall within the jurisdiction of the 
committee concerned. 

By Mr. BUCK (for himself, Mr. NEGUSE, 
Mr. CURTIS, Mr. CROW, Mr. 
SCHWEIKERT, Mr. NEWHOUSE, and Ms. 
CHENEY): 

H.R. 4553. A bill to amend the Internal Rev-
enue Code of 1986 to facilitate water leasing 
and water transfers to promote conservation 
and efficiency; to the Committee on Ways 
and Means. 

By Mr. BUTTERFIELD (for himself 
and Mr. JOYCE of Pennsylvania): 

H.R. 4554. A bill to amend title XIX of the 
Social Security Act to provide grants to sup-
port for States to identify and act on racial 
disparities, and for other purposes; to the 
Committee on Energy and Commerce. 

By Mr. CÁRDENAS (for himself and 
Mr. BILIRAKIS): 

H.R. 4555. A bill to amend the Public 
Health Service Act to authorize a public edu-
cation campaign across all relevant pro-
grams of the Health Resources and Services 
Administration to increase oral health lit-
eracy and awareness; to the Committee on 
Energy and Commerce. 

By Mr. CASTEN (for himself, Mr. 
LEVIN of California, Mr. HUFFMAN, 
and Ms. BONAMICI): 

H.R. 4556. A bill to direct the Federal En-
ergy Regulatory Commission to find that 
certain rates for electricity are inherently 
unjust and unreasonable, and for other pur-
poses; to the Committee on Energy and Com-
merce. 

By Mr. COHEN (for himself, Ms. JACK-
SON LEE, Mr. CURTIS, Mr. PHILLIPS, 
Mr. CRENSHAW, Mr. CARSON, Ms. POR-
TER, and Ms. KAPTUR): 
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H.R. 4557. A bill to amend the Immigration 

and Nationality Act to allow the Secretary 
of State to make available to the public cer-
tain records pertaining to the refusal of a 
visa or permit based on an alien’s involve-
ment in corruption or human rights abuse, 
and for other purposes; to the Committee on 
the Judiciary. 

By Mr. DELGADO (for himself and Ms. 
SALAZAR): 

H.R. 4558. A bill to amend the Internal Rev-
enue Code of 1986 to allow the deduction for 
health insurance costs in computing self-em-
ployment taxes; to the Committee on Ways 
and Means. 

By Ms. ESCOBAR (for herself and Mr. 
KAHELE): 

H.R. 4559. A bill to require the Secretary of 
Defense to enhance the readiness of the De-
partment of Defense to challenges relating 
to climate change and to improve the energy 
and resource efficiency of the Department, 
and for other purposes; to the Committee on 
Armed Services. 

By Mr. GALLAGHER (for himself, Mr. 
KIM of New Jersey, Mrs. MCCLAIN, 
and Mrs. MURPHY of Florida): 

H.R. 4560. A bill to require an annual re-
port on cooperation between the National 
Guard and Taiwan, and for other purposes; to 
the Committee on Foreign Affairs, and in ad-
dition to the Committee on Armed Services, 
for a period to be subsequently determined 
by the Speaker, in each case for consider-
ation of such provisions as fall within the ju-
risdiction of the committee concerned. 

By Mr. GIMENEZ: 
H.R. 4561. A bill to require the Secretary of 

Commerce to certify, before removing an en-
tity from the entity list, that the entity is 
no longer involved in activities contrary to 
the national security or foreign policy inter-
ests of the United States and that removing 
the entity from the list does not pose a 
threat to allies of the United States; to the 
Committee on Foreign Affairs. 

By Mr. GOODEN of Texas (for himself, 
Mr. BUCK, Mr. STEUBE, Mr. GAETZ, 
Mr. VAN DREW, Mr. FALLON, and Ms. 
HERRELL): 

H.R. 4562. A bill to sanction the parents 
and guardians of unaccompanied alien mi-
nors, and for other purposes; to the Com-
mittee on the Judiciary. 

By Mr. GROTHMAN: 
H.R. 4563. A bill to amend title 11 of the 

United States Code to make debts for stu-
dent loans dischargeable; to the Committee 
on the Judiciary. 

By Mr. GUTHRIE: 
H.R. 4564. A bill to amend the Federal 

Trade Commission Act to require the Fed-
eral Trade Commission to publish on the 
website of the Commission documents to be 
voted on by the Commission, and for other 
purposes; to the Committee on Energy and 
Commerce. 

By Mr. JOYCE of Ohio (for himself and 
Mr. TRONE): 

H.R. 4565. A bill to amend the Omnibus 
Crime Control and Safe Streets Act of 1968 to 
authorize the use of grant amounts for pro-
viding training and resources for first re-
sponders on the use of containment devices 
to prevent secondary exposure to fentanyl 
and other potentially lethal substances, and 
purchasing such containment devices for use 
by first responders; to the Committee on the 
Judiciary. 

By Mr. KATKO (for himself and Mr. 
DELGADO): 

H.R. 4566. A bill to direct the Secretary of 
Health and Human Services, acting through 
the Director of the Centers for Disease Con-
trol and Prevention, to award grants to 
States to implement a tick identification 
pilot program; to the Committee on Energy 
and Commerce. 

By Mr. KILDEE (for himself, Mr. GAL-
LAGHER, Mr. KIND, Mr. DELGADO, and 
Ms. SLOTKIN): 

H.R. 4567. A bill to direct the Adminis-
trator of the Environmental Protection 
Agency to establish a household well water 
testing website, and for other purposes; to 
the Committee on Energy and Commerce. 

By Mr. LUETKEMEYER: 
H.R. 4568. A bill to amend the American 

Rescue Plan Act of 2021 to provide additional 
appropriations for, and oversight of, the Res-
taurant Revitalization Fund, and for other 
purposes; to the Committee on Small Busi-
ness, and in addition to the Committee on 
Oversight and Reform, for a period to be sub-
sequently determined by the Speaker, in 
each case for consideration of such provi-
sions as fall within the jurisdiction of the 
committee concerned. 

By Mr. MCCLINTOCK (for himself, Mr. 
WESTERMAN, Mr. LAMALFA, Mr. 
NEWHOUSE, Mr. BENTZ, Mr. 
OBERNOLTE, Mr. ROSENDALE, Mrs. 
BOEBERT, and Mr. TIFFANY): 

H.R. 4569. A bill to require that only two 
alternatives be considered with respect to 
certain proposed collaborative forest man-
agement activities, and for other purposes; 
to the Committee on Natural Resources, and 
in addition to the Committee on Agriculture, 
for a period to be subsequently determined 
by the Speaker, in each case for consider-
ation of such provisions as fall within the ju-
risdiction of the committee concerned. 

By Mrs. MILLER of Illinois: 
H.R. 4570. A bill to amend the Federal 

Water Pollution Control Act to modify the 
definition of navigable waters, and for other 
purposes; to the Committee on Transpor-
tation and Infrastructure. 

By Mrs. MILLER-MEEKS (for herself 
and Ms. BROWNLEY): 

H.R. 4571. A bill to amend title 38, United 
States Code, to direct the Under Secretary 
for Health of the Department of Veterans Af-
fairs to provide mammography screening for 
veterans who served in locations associated 
with toxic exposure; to the Committee on 
Veterans’ Affairs. 

By Mrs. MURPHY of Florida: 
H.R. 4572. A bill to amend the Internal Rev-

enue Code of 1986 to provide an age rating ad-
justment to the applicable percentage used 
to determine the credit for coverage under 
qualified health plans; to the Committee on 
Ways and Means. 

By Mr. NEWHOUSE (for himself, Mr. 
WESTERMAN, Mr. BENTZ, Mr. 
OBERNOLTE, Mr. ROSENDALE, Ms. CHE-
NEY, Mr. VALADAO, Mr. TIFFANY, Mr. 
COLE, Mrs. BOEBERT, Mr. CALVERT, 
and Mr. STAUBER): 

H.R. 4573. A bill to establish a categorical 
exclusion to improve or restore National 
Forest System land or public land or reduce 
the risk of wildfire, and for other purposes; 
to the Committee on Natural Resources, and 
in addition to the Committee on Agriculture, 
for a period to be subsequently determined 
by the Speaker, in each case for consider-
ation of such provisions as fall within the ju-
risdiction of the committee concerned. 

By Mr. OBERNOLTE (for himself, Mr. 
WESTERMAN, Mr. NEWHOUSE, Mr. 
LAMALFA, Mr. BENTZ, Mr. 
ROSENDALE, Mr. TIFFANY, and Mrs. 
BOEBERT): 

H.R. 4574. A bill to expedite certain activi-
ties related to salvage operations and refor-
estation activities on National Forest Sys-
tem lands or public lands in response to cat-
astrophic events, and for other purposes; to 
the Committee on Natural Resources, and in 
addition to the Committee on Agriculture, 
for a period to be subsequently determined 
by the Speaker, in each case for consider-
ation of such provisions as fall within the ju-
risdiction of the committee concerned. 

By Mr. PETERS (for himself, Mr. 
ALLRED, and Mr. MANN): 

H.R. 4575. A bill to amend the VA MISSION 
Act of 2018, to expand the peer specialist sup-
port program of the Department of Veterans 
Affairs to all medical centers of the Depart-
ment, and for other purposes; to the Com-
mittee on Veterans’ Affairs. 

By Ms. PRESSLEY (for herself, Ms. 
NORTON, Ms. BUSH, Mr. BOWMAN, Ms. 
SCHAKOWSKY, Ms. OCASIO-CORTEZ, and 
Ms. LEE of California): 

H.R. 4576. A bill to allow Americans to re-
ceive paid leave time to process and address 
their own health needs and the health needs 
of their partners during the period following 
a pregnancy loss, an unsuccessful round of 
intrauterine insemination or of an assisted 
reproductive technology procedure, a failed 
adoption arrangement, a failed surrogacy ar-
rangement, or a diagnosis or event that im-
pacts pregnancy or fertility, to support re-
lated research and education, and for other 
purposes; to the Committee on Education 
and Labor, and in addition to the Commit-
tees on House Administration, Oversight and 
Reform, and the Judiciary, for a period to be 
subsequently determined by the Speaker, in 
each case for consideration of such provi-
sions as fall within the jurisdiction of the 
committee concerned. 

By Mr. QUIGLEY (for himself and Mr. 
GARCÍA of Illinois): 

H.R. 4577. A bill to direct the Secretary of 
the Interior to establish a Park District 
Community Support Grant Program, and for 
other purposes; to the Committee on Natural 
Resources. 

By Mr. RICE of South Carolina: 
H.R. 4578. A bill to expand the H-2B visa 

program, and for other purposes; to the Com-
mittee on the Judiciary. 

By Mr. ROSENDALE (for himself, Mr. 
WESTERMAN, Mr. NEWHOUSE, Mr. 
BENTZ, Mr. LAMALFA, Mr. COLE, Mrs. 
BOEBERT, Mr. TIFFANY, and Mr. 
OBERNOLTE): 

H.R. 4579. A bill to establish an arbitration 
process pilot program as an alternative dis-
pute resolution process for certain objections 
or protests to qualified forest management 
activities, and for other purposes; to the 
Committee on Natural Resources, and in ad-
dition to the Committees on Agriculture, 
and the Judiciary, for a period to be subse-
quently determined by the Speaker, in each 
case for consideration of such provisions as 
fall within the jurisdiction of the committee 
concerned. 

By Mr. RUIZ (for himself and Mr. AUS-
TIN SCOTT of Georgia): 

H.R. 4580. A bill to amend the Specialty 
Crops Competitiveness Act of 2004 to provide 
recovery payments to seasonal and perish-
able crop growers who experienced low prices 
caused by imports, and for other purposes; to 
the Committee on Agriculture. 

By Mr. RUSH (for himself, Mr. CARSON, 
Mrs. HAYES, Mr. KHANNA, Ms. NOR-
TON, Ms. JACKSON LEE, Ms. PRESSLEY, 
and Mr. THOMPSON of Mississippi): 

H.R. 4581. A bill to provide for the issuance 
of a commemorative postage stamp in honor 
of Mamie Till-Mobley, and for other pur-
poses; to the Committee on Oversight and 
Reform. 

By Mr. SABLAN (for himself, Mrs. 
RADEWAGEN, and Mr. KAHELE): 

H.R. 4582. A bill to amend the definition of 
State in title I of the Omnibus Crime Control 
and Safe Streets Act of 1968, and for other 
purposes; to the Committee on the Judici-
ary. 

By Mr. SCOTT of Virginia: 
H.R. 4583. A bill to amend title XIX of the 

Social Security Act to expand the require-
ment for States to suspend, rather than ter-
minate, an individual’s eligibility for med-
ical assistance under the State Medicaid 
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plan while the individual is an inmate of a 
public institution, to apply to inmates of 
any age; to the Committee on Energy and 
Commerce. 

By Mr. STAUBER (for himself, Mr. 
LAMALFA, Mr. BENTZ, Mr. 
WESTERMAN, Mr. NEWHOUSE, Mr. 
OBERNOLTE, Mr. ROSENDALE, Mrs. 
BOEBERT, and Mr. TIFFANY): 

H.R. 4584. A bill to establish a categorical 
exclusion for certain forest management ac-
tivities relating to early successional forests 
and a categorical exclusion for certain ac-
tivities relating to outdoor recreation, and 
for other purposes; to the Committee on Nat-
ural Resources, and in addition to the Com-
mittee on Agriculture, for a period to be sub-
sequently determined by the Speaker, in 
each case for consideration of such provi-
sions as fall within the jurisdiction of the 
committee concerned. 

By Mr. SUOZZI (for himself and Mr. 
BUCHANAN): 

H.R. 4585. A bill to amend the Internal Rev-
enue Code of 1986 to provide for flexible giv-
ing accounts, and for other purposes; to the 
Committee on Ways and Means. 

By Mrs. WAGNER (for herself and Mr. 
FOSTER): 

H.R. 4586. A bill to amend the Securities 
Exchange Act of 1934 with respect to risk- 
based examinations of Nationally Recog-
nized Statistical Rating Organizations; to 
the Committee on Financial Services. 

By Mr. WELCH (for himself, Ms. 
DELBENE, Mr. LAHOOD, and Mr. 
WENSTRUP): 

H.R. 4587. A bill to direct the Secretary of 
Health and Human Services to revise certain 
regulations in relation to the Medicare 
shared savings program and other advanced 
alternative payment arrangements to en-
courage participation in such program, and 
for other purposes; to the Committee on 
Ways and Means, and in addition to the Com-
mittee on Energy and Commerce, for a pe-
riod to be subsequently determined by the 
Speaker, in each case for consideration of 
such provisions as fall within the jurisdic-
tion of the committee concerned. 

By Ms. WILD (for herself, Mr. BAIRD, 
Mr. BOWMAN, Mr. GONZALEZ of Ohio, 
and Mr. KHANNA): 

H.R. 4588. A bill to amend the Stevenson- 
Wydler Technology Innovation Act of 1980 to 
establish a regional technology and innova-
tion hub program, and for other purposes; to 
the Committee on Science, Space, and Tech-
nology. 

By Ms. TITUS (for herself and Mr. 
WEBSTER of Florida): 

H. Con. Res. 41. Concurrent resolution au-
thorizing the use of the Capitol Grounds for 
the National Peace Officers Memorial Serv-
ice and the National Honor Guard and Pipe 
Band Exhibition; to the Committee on 
Transportation and Infrastructure. 

By Ms. VAN DUYNE (for herself, Mr. 
GOHMERT, Mr. CARTER of Texas, Mr. 
BABIN, Mr. TAYLOR, Mr. WEBER of 
Texas, Mr. GOODEN of Texas, Mr. SES-
SIONS, Mr. WILLIAMS of Texas, Mr. 
PFLUGER, Mr. FALLON, Mr. CREN-
SHAW, Mr. JACKSON, Mr. CLOUD, Mr. 
BURGESS, and Mr. MCCAUL): 

H. Res. 540. A resolution expressing the 
sense of the House of Representatives regard-
ing the motivations of the members of the 
Texas Legislature who have fled to the Na-
tion’s capital from Texas and urging the Ser-
geant at Arms of the House, the United 
States Capitol Police, and Department of 
Justice to cooperate with the Texas Depart-
ment of Public Safety in their efforts to re-
turn these members to Texas; to the Com-
mittee on the Judiciary, and in addition to 
the Committee on House Administration, for 
a period to be subsequently determined by 

the Speaker, in each case for consideration 
of such provisions as fall within the jurisdic-
tion of the committee concerned. 

By Ms. BASS (for herself, Mr. CARSON, 
Ms. OMAR, Ms. TLAIB, Ms. MOORE of 
Wisconsin, Ms. NORTON, Mr. VARGAS, 
Ms. WILLIAMS of Georgia, Mr. RASKIN, 
Mrs. DINGELL, Mr. KHANNA, Mr. PAS-
CRELL, Mr. JONES, Mr. BLUMENAUER, 
Mr. POCAN, Mr. GRIJALVA, Ms. CHU, 
Mrs. LAWRENCE, Ms. NEWMAN, Mrs. 
WATSON COLEMAN, Mr. MEEKS, Ms. 
MCCOLLUM, and Ms. LEE of Cali-
fornia): 

H. Res. 541. A resolution expressing support 
for the recognition of July as ‘‘Muslim- 
American Heritage Month’’ and celebrating 
the heritage and culture of Muslim Ameri-
cans in the United States; to the Committee 
on Oversight and Reform. 

By Mr. CARBAJAL (for himself, Ms. 
PINGREE, Mr. PANETTA, Ms. HERRERA 
BEUTLER, Mr. NEWHOUSE, and Mr. 
YOUNG): 

H. Res. 542. A resolution expressing support 
for the designation of July 2021 as ‘‘Amer-
ican Grown Flower and Foliage Month’’; to 
the Committee on Agriculture. 

By Mr. PERLMUTTER (for himself, 
Mr. CROW, Mr. NEGUSE, Ms. NORTON, 
and Ms. DEGETTE): 

H. Res. 543. A resolution expressing support 
for the designation of July 20, 2021, as ‘‘Na-
tional Heroes Day’’ to honor the sacrifices of 
everyday heroes who save lives and improve 
their communities; to the Committee on 
Oversight and Reform. 

f 

MEMORIALS 

Under clause 3 of rule XII, memorials 
were presented and referred as follows: 

ML-54. The SPEAKER presented a memo-
rial of the House of Representatives of the 
State of Wyoming, relative to House Joint 
Resolution No. 4, supporting Taiwan; to the 
Committee on Foreign Affairs. 

ML-55. Also, a memorial of the Senate of 
the State of Wyoming, relative to Senate 
Joint Resolution No. 1, requesting Congress 
and the federal government to reverse fed-
eral orders and actions that inhibit the safe 
development of oil and gas in Wyoming and 
that negatively and disproportionately im-
pact Wyoming citizens and industries; to the 
Committee on Natural Resources. 

ML-56. Also, a memorial of the House of 
Representatives of the State of Wyoming, 
relative to House Joint Resolution No. 3, re-
questing the federal government to respect 
state sovereignty; to the Committee on the 
Judiciary. 

f 

CONSTITUTIONAL AUTHORITY 
STATEMENT 

Pursuant to clause 7 of rule XII of 
the Rules of the House of Representa-
tives, the following statements are sub-
mitted regarding the specific powers 
granted to Congress in the Constitu-
tion to enact the accompanying bill or 
joint resolution. 

By Mr. CRIST: 
H.R. 4545. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Section 8 of Article I of the Constitution, 

and Amendment XIV to the Constitution 
By Mr. JEFFRIES: 

H.R. 4546. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 18, to make all 

Laws which shall be necessary and proper for 

carrying into Execution the foregoing Pow-
ers, and all other Powers vested by this Con-
stitution in the Government of the United 
States, or in any Department or Officer 
thereof. 

By Mr. WALBERG: 
H.R. 4547. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Artide I, Section 8 of the United States 

Constitution, specifically Clause 1 (relating 
to providing for the general welfare of the 
United States), Clause 3 (relating to the 
power to regulate Commerce with foreign 
Nations, and among the several States, and 
with the Indian Tribes), and Clause 18 (relat-
ing to the power to make all laws necessary 
and proper for carrying out the powers vest-
ed in Congress). 

By Mr. WILLIAMS of Texas: 
H.R. 4548. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article, 1, Section 8 of the United States 

Constitution. 
By Mr. BILIRAKIS: 

H.R. 4551. 
Congress has the power to enact this legis-

lation pursuant to the following: 
This bill is enacted pursuant to Article I, 

Section 8, Clause 18 of the Constitution of 
the United States. 

Article I, section 8 of the United State 
Constitution, which grants Congress the 
power to make all Laws which shall be nec-
essary and proper for carrying into Execu-
tion the foregoing Powers, and all other 
Powers vested by this Constitution in the 
Government of the United States, or in any 
Department or Officer thereof. 

By Mr. BOST: 
H.R. 4552. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8 of the U.S. Constitu-

tion 
By Mr. BUCK: 

H.R. 4553. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 

By Mr. BUTTERFIELD: 
H.R. 4554. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Under Article I, Section 8, Clause 3 of the 

Constitution, Congress has the power to col-
lect taxes and expend funds to provide for 
the general welfare of the United States. 
Congress may also make laws that are nec-
essary and proper for carrying into execution 
their powers enumerated under Article I. 

By Mr. CÁRDENAS: 
H.R. 4555. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1 Section 8 of the U.S. Constitution 

By Mr. CASTEN: 
H.R. 4556. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 3 

By Mr. COHEN: 
H.R. 4557. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8 

By Mr. DELGADO: 
H.R. 4558. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I Section 8, Clause 1 of the Con-

stitution of the United States 
By Ms. ESCOBAR: 

H.R. 4559. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Constitutional Authority—Necessary and 

Proper Clause (Art. I, Sec. 8, Clause 18) 
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THE U.S. CONSTITUTION 
ARTICLE I, SECTION 8: POWERS OF 

CONGRESS 
CLAUSE 18 
The Congress shall have power . . . To 

make all laws which shall be necessary and 
proper for carrying into execution the fore-
going powers, and all other powers vested by 
this Constitution in the government of the 
United States, or in any department or offi-
cer thereof. 

By Mr. GALLAGHER: 
H.R. 4560. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 12 

By Mr. GIMENEZ: 
H.R. 4561. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 3 

By Mr. GOODEN of Texas: 
H.R. 4562. 
Congress has the power to enact this legis-

lation pursuant to the following: 
The Constitutional authority on which 

this bill rests is the power of Congress to lay 
and collect taxes, duties, imposts, and ex-
cises to pay the debts and provide for the 
common Defense and general welfare of the 
United States, as enumerated in Article I, 
Section 8, Clause 1. Additionally, Congress 
has the Constitutional authority to regulate 
commerce among the States and with Indian 
Tribes, as enumerated in Article I, Section 8, 
Clause 3. 

By Mr. GROTHMAN: 
H.R. 4563. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I Section VIII 

By Mr. GUTHRIE: 
H.R. 4564. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8 

By Mr. JOYCE of Ohio: 
H.R. 4565. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 1. 

By Mr. KATKO: 
H.R. 4566. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Section 8, Clause 1 of the U.S. Constitu-

tion. 
By Mr. KILDEE: 

H.R. 4567. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 

By Mr. LUETKEMEYER: 
H.R. 4568. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 3 

By Mr. MCCLINTOCK: 
H.R. 4569. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 18 of the U.S. 

Constitution: 
The Congress shall have Power to make all 

Laws necessary and proper for carrying into 
Execution the foregoing Powers, and all 
other Powers vested by this Constitution in 
the Government of the United States, or in 
any Department or Officer thereof. 

By Mrs. MILLER of Illinois: 
H.R. 4570. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 18: 
The Congress shall have Power to make all 

Laws which shall be necessary and proper for 
carrying into Executive the foregoing Pow-
ers, and all other Powers vested by this Con-

stitution in the Government of the United 
States, or in any Department or Officer 
thereof. 

Article IV, Section 3, Clause 2: 
The Congress shall have the Power to dis-

pose of and make all needful Rules and Regu-
lations respecting the Territory and other 
Property belonging to the United States. 

By Mrs. MILLER-MEEKS: 
H.R. 4571. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 of the U.S.C. 

By Mrs. MURPHY of Florida: 
H.R. 4572. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article, Section 8, Clause 1: which gives 

Congress the power to provide for the gen-
eral welfare of the United States. 

Article I, Section 8, Clause 3: which gives 
Congress the power to regulate commerce 
among the several states. 

By Mr. NEWHOUSE: 
H.R. 4573. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article IV, Section 3, clause 2 provides 

Congress with the power to ‘‘dispose of and 
make all needful Rules and Regulations re-
specting the Territory and other Property 
belonging to the United States.’’ 

By Mr. OBERNOLTE: 
H.R. 4574. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 

By Mr. PETERS: 
H.R. 4575 . 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 

By Ms. PRESSLEY: 
H.R. 4576. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 18 of the United 

States Constitution. 
By Mr. QUIGLEY: 

H.R. 4577. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 3 of the U.S. 

Constitution 
By Mr. RICE of South Carolina: 

H.R. 4578. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 1 of the United 

States Constitution 
By Mr. ROSENDALE: 

H.R. 4579. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 of the Constitution of 

the United States. 
By Mr. RUIZ: 

H.R. 4580. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, section 8, Clauses 1 and 18 of the 

United States Constitution, to provide for 
the general welfare and make all laws nec-
essary and proper to carry out the powers of 
Congress. 

By Mr. RUSH: 
H.R. 4581. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 

By Mr. SABLAN: 
H.R. 4582. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Under Article 1, Section 8 of the Constitu-

tion. 
By Mr. SCOTT of Virginia: 

H.R. 4583. 

Congress has the power to enact this legis-
lation pursuant to the following: 

Article I, section 8, clause 1 of the Con-
stitution; and 

Article I, section 8, clause 18 of the Con-
stitution. 

By Mr. STAUBER: 
H.R. 4584. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 18: 
‘‘To make all Laws which shall be nec-

essary and proper for carrying into Execu-
tion the foregoing Powers, and all other 
Powers vested by this Constitution in the 
Government of the United States, or in any 
Department or Officer thereof,’’ 

By Mr. SUOZZI: 
H.R. 4585. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8 of the United States 

Constitution 
By Mrs. WAGNER: 

H.R. 4586. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section 8, Clause 3 

By Mr. WELCH: 
H.R. 4587. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article 1, Section 8, Clause 18: The Con-

gress shall have Power To . . . make all 
Laws which shall be necessary and proper for 
carrying into Execution the foregoing Pow-
ers, and all other Powers vested by this Con-
stitution in the Government of the United 
States, or in any Department or Officer 
therof.. 

By Ms. WILD: 
H.R. 4588. 
Congress has the power to enact this legis-

lation pursuant to the following: 
Article I, Section VIII—Necessary and 

Proper Clause 

f 

ADDITIONAL SPONSORS 

Under clause 7 of rule XII, sponsors 
were added to public bills and resolu-
tions, as follows: 

H.R. 3: Mr. BROWN, Mrs. CAROLYN B. MALO-
NEY of New York, Ms. STANSBURY, Mr. LAN-
GEVIN, Ms. STRICKLAND, and Mr. NORCROSS. 

H.R. 19: Mr. LUETKEMEYER. 
H.R. 25: Mr. DESJARLAIS. 
H.R. 40: Mr. SCHNEIDER. 
H.R. 82: Ms. CHU. 
H.R. 124: Mr. CARSON. 
H.R. 228: Mr. MCCLINTOCK and Mr. CAL-

VERT. 
H.R. 263: Mr. PETERS. 
H.R. 413: Mr. GOSAR. 
H.R. 421: Ms. SCANLON. 
H.R. 463: Mr. GARCÍA of Illinois. 
H.R. 503: Ms. CLARKE of New York. 
H.R. 623: Mr. RUSH and Mr. 

KRISHNAMOORTHI. 
H.R. 708: Ms. HERRERA BEUTLER. 
H.R. 761: Mr. BURGESS and Mr. TRONE. 
H.R. 816: Mrs. MCBATH. 
H.R. 825: Mr. GREEN of Texas. 
H.R. 852: Mrs. KIM of California. 
H.R. 997: Mr. CARTER of Georgia and Mr. 

SMITH of Nebraska. 
H.R. 1012: Ms. BUSH, Mr. TAKANO, Ms. 

CLARK of Massachusetts, and Mr. HUDSON. 
H.R. 1057: Mr. SEAN PATRICK MALONEY of 

New York. 
H.R. 1066: Mr. HORSFORD, Ms. SCHRIER, and 

Ms. JAYAPAL. 
H.R. 1115: Mrs. FLETCHER. 
H.R. 1155: Mr. KILDEE, Mr. OWENS, and Mr. 

WALTZ. 
H.R. 1179: Mr. KATKO. 
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H.R. 1229: Mr. RUTHERFORD and Mr. 

CARBAJAL. 
H.R. 1259: Mr. TAYLOR. 
H.R. 1273: Mr. WALBERG and Mr. KIND. 
H.R. 1277: Mr. HUFFMAN and Mr. DELGADO. 
H.R. 1283: Ms. DAVIDS of Kansas, Mr. 

SMUCKER, and Mr. NEGUSE. 
H.R. 1284: Mr. C. SCOTT FRANKLIN of Flor-

ida. 
H.R. 1304: Mrs. KIRKPATRICK. 
H.R. 1346: Ms. CHENEY. 
H.R. 1348: Mr. PASCRELL, Ms. CRAIG, Ms. 

MATSUI, and Mr. RUPPERSBERGER. 
H.R. 1378: Ms. STANSBURY. 
H.R. 1494: Mr. KHANNA. 
H.R. 1504: Mr. POCAN. 
H.R. 1560: Ms. HOULAHAN, Mr. LARSON of 

Connecticut, and Mrs. FLETCHER. 
H.R. 1592: Mr. GROTHMAN. 
H.R. 1630: Mr. MCGOVERN. 
H.R. 1667: Miss RICE of New York, Mr. 

MULLIN, and Mr. JACOBS of New York. 
H.R. 1693: Mr. MCCLINTOCK and Mr. OWENS. 
H.R. 1697: Ms. BOURDEAUX. 
H.R. 1745: Mr. MCCAUL, Mr. WILSON of 

South Carolina, Mr. WENSTRUP, Mr. JORDAN, 
Mr. MULLIN, Mr. ARRINGTON, and Mr. CLOUD. 

H.R. 1854: Mr. KATKO. 
H.R. 1861: Mr. STAUBER and Mrs. HARTZLER. 
H.R. 1901: Mr. GOSAR. 
H.R. 1916: Ms. MALLIOTAKIS, Mr. AGUILAR, 

and Mr. KAHELE. 
H.R. 1956: Ms. LOFGREN, Ms. BASS, Ms. 

Barragán, and Ms. LEE of California. 
H.R. 2007: Mr. TRONE, Mr. CONNOLLY, Ms. 

SEWELL, Ms. SPEIER, and Ms. JACKSON LEE. 
H.R. 2021: Mr. EVANS, Mr. LEVIN of Cali-

fornia, Ms. MCCOLLUM, and Mr. FOSTER. 
H.R. 2035: Mr. PRICE of North Carolina. 
H.R. 2056: Mr. JOHNSON of Ohio. 
H.R. 2079: Ms. SCHRIER. 
H.R. 2119: Ms. ADAMS and Mr. BISHOP of 

Georgia. 
H.R. 2124: Mr. KAHELE. 
H.R. 2127: Mrs. RODGERS of Washington. 
H.R. 2146: Mr. KATKO. 
H.R. 2151: Mr. KATKO. 
H.R. 2184: Mr. KHANNA and Ms. LEE of Cali-

fornia. 
H.R. 2188: Mr. LATURNER. 
H.R. 2192: Mr. GREEN of Tennessee and Mr. 

NEGUSE. 
H.R. 2193: Mr. SABLAN, Ms. BONAMICI, Mr. 

SOTO, Mr. BLUMENAUER, Mr. KHANNA, Mrs. 
TORRES of California, Mr. LOWENTHAL, Ms. 
LEE of California, Mr. GARAMENDI, Mr. 
CARBAJAL, Ms. GARCIA of Texas, Mr. DANNY 
K. DAVIS of Illinois, Mr. CRIST, Ms. CASTOR of 
Florida, Mr. HUFFMAN, Mr. TORRES of New 
York, Ms. KAPTUR, Mr. POCAN, Mr. VICENTE 
GONZALEZ of Texas, Mr. LARSEN of Wash-
ington, Mr. SUOZZI, Mrs. KIRKPATRICK, and 
Mr. JOHNSON of Georgia. 

H.R. 2214: Mr. KATKO. 
H.R. 2222: Mr. RASKIN and Ms. JACKSON 

LEE. 
H.R. 2227: Mr. AUCHINCLOSS. 
H.R. 2238: Mr. LARSON of Connecticut. 
H.R. 2244: Mr. BUCSHON, Mr. KINZINGER, and 

Mr. SMUCKER. 
H.R. 2249: Mr. KELLY of Pennsylvania. 
H.R. 2255: Mr. LUCAS. 
H.R. 2294: Ms. ROSS. 
H.R. 2326: Mr. CARTER of Texas. 
H.R. 2362: Mr. DELGADO. 
H.R. 2379: Mr. ARMSTRONG and Ms. KUSTER. 
H.R. 2421: Mr. FITZPATRICK. 
H.R. 2424: Mr. FORTENBERRY. 
H.R. 2483: Ms. SCHRIER. 
H.R. 2660: Mrs. MILLER of Illinois and Mr. 

ROUZER. 
H.R. 2730: Mr. KAHELE. 
H.R. 2734: Mr. AUCHINCLOSS. 
H.R. 2773: Mr. PALAZZO and Mr. LEVIN of 

Michigan. 
H.R. 2789: Ms. SHERRILL. 
H.R. 2811: Mr. TAKANO, Mr. KIND, and Mr. 

CORREA. 

H.R. 2817: Mr. AGUILAR and Mr. PALLONE. 
H.R. 2848: Mr. RUTHERFORD and Ms. 

WASSERMAN SCHULTZ. 
H.R. 2891: Ms. NORTON. 
H.R. 2975: Mr. KIND and Mr. RUPPERS-

BERGER. 
H.R. 3001: Mr. GROTHMAN and Ms. PORTER. 
H.R. 3015: Mr. KHANNA. 
H.R. 3031: Mr. SMUCKER. 
H.R. 3076: Mr. FITZPATRICK, Ms. CRAIG, Mrs. 

HAYES, Ms. WATERS, Mrs. DINGELL, Mr. 
GOTTHEIMER, and Mr. OWENS. 

H.R. 3085: Mrs. AXNE, Mr. RUTHERFORD, Ms. 
BOURDEAUX, and Mr. JACOBS of New York. 

H.R. 3095: Mr. NEGUSE. 
H.R. 3096: Mr. KELLY of Mississippi. 
H.R. 3134: Mr. LATTA. 
H.R. 3135: Mr. LANGEVIN. 
H.R. 3143: Mr. KHANNA. 
H.R. 3148: Mr. JOHNSON of Ohio. 
H.R. 3164: Mr. SOTO. 
H.R. 3179: Mr. KELLER and Ms. VAN DUYNE. 
H.R. 3191: Mr. CLINE. 
H.R. 3196: Mr. GOTTHEIMER. 
H.R. 3235: Mr. BERGMAN and Mr. KELLER. 
H.R. 3256: Mrs. HARTZLER. 
H.R. 3269: Mrs. MILLER-MEEKS, Mr. BOST, 

and Mr. GREEN of Tennessee. 
H.R. 3281: Mr. CURTIS. 
H.R. 3294: Mr. WITTMAN and Mr. CRIST. 
H.R. 3306: Mr. SMITH of New Jersey. 
H.R. 3343: Mr. GROTHMAN. 
H.R. 3348: Mr. BACON, Ms. BASS, Ms. LEE of 

California, and Ms. LOFGREN. 
H.R. 3362: Mr. CUELLAR. 
H.R. 3372: Ms. JACKSON LEE and Mrs. BICE 

of Oklahoma. 
H.R. 3431: Ms. SPEIER. 
H.R. 3440: Ms. DELBENE. 
H.R. 3446: Mr. POCAN. 
H.R. 3449: Mr. DANNY K. DAVIS of Illinois, 

Mr. PANETTA, and Mr. PASCRELL. 
H.R. 3452: Mr. SUOZZI, Ms. MATSUI, and Mrs. 

HAYES. 
H.R. 3455: Mr. RUTHERFORD. 
H.R. 3474: Mr. CÁRDENAS. 
H.R. 3488: Mr. EVANS and Mr. HIGGINS of 

New York. 
H.R. 3493: Miss GONZÁLEZ-COLÓN. 
H.R. 3517: Ms. JACKSON LEE. 
H.R. 3519: Ms. STRICKLAND, Mr. MRVAN, and 

Mr. GREEN of Texas. 
H.R. 3537: Mr. EVANS, Mr. ZELDIN, Mr. 

SIMPSON, Mr. STEUBE, Mr. JOHNSON of Lou-
isiana, Mr. LOUDERMILK, Mrs. HINSON, Mr. 
LATURNER, Ms. BOURDEAUX, Ms. JOHNSON of 
Texas, Mr. CASE, Mr. JACOBS of New York, 
Mrs. BICE of Oklahoma, and Mrs. WAGNER. 

H.R. 3538: Mr. LUCAS, Mr. COLE, Mr. PENCE, 
and Mrs. HINSON. 

H.R. 3564: Mr. COHEN. 
H.R. 3577: Mr. PANETTA and Mr. KINZINGER. 
H.R. 3580: Mr. AUCHINCLOSS, Mr. NEGUSE, 

Mr. AGUILAR, and Ms. WEXTON. 
H.R. 3614: Mr. BLUMENAUER. 
H.R. 3648: Ms. DAVIDS of Kansas. 
H.R. 3679: Mr. SAN NICOLAS and Mr. 

FITZPATRICK. 
H.R. 3685: Ms. WASSERMAN SCHULTZ, Mr. 

RYAN, Mr. STEUBE, Mr. NEAL, Mr. 
O’HALLERAN, Mr. BIGGS, Mr. SMITH of Ne-
braska, and Mr. VALADAO. 

H.R. 3704: Mr. BABIN. 
H.R. 3710: Mrs. BOEBERT, Mr. BAIRD, and 

Mr. C. SCOTT FRANKLIN of Florida. 
H.R. 3716: Ms. PORTER. 
H.R. 3732: Ms. JACKSON LEE and Mr. BLU-

MENAUER. 
H.R. 3783: Ms. MOORE of Wisconsin, Mr. 

FITZPATRICK, Mr. CICILLINE, Mr. LAMB, Ms. 
DELBENE, Mr. COHEN, Mr. OWENS, Mr. LEVIN 
of California, Mrs. MCBATH, Ms. PINGREE, 
Mr. NEGUSE, and Mr. DESAULNIER. 

H.R. 3802: Ms. CHENEY and Mr. KATKO. 
H.R. 3807: Mr. GREEN of Texas, Mr. KIM of 

New Jersey, Mr. RICE of South Carolina, Mr. 
DOGGETT, and Mr. KELLY of Mississippi. 

H.R. 3811: Mr. BABIN. 

H.R. 3820: Mr. BURGESS and Mr. BROOKS. 
H.R. 3824: Ms. BUSH and Mr. BLUMENAUER. 
H.R. 3855: Ms. LOFGREN. 
H.R. 3870: Mr. PETERS and Mrs. MCBATH. 
H.R. 3897: Ms. SLOTKIN. 
H.R. 3919: Mr. LONG, Mr. CASE, Ms. 

SHERRILL, and Mr. BAIRD. 
H.R. 3933: Mr. COHEN. 
H.R. 3952: Ms. SPANBERGER. 
H.R. 3959: Mr. MCGOVERN and Mr. CASTEN. 
H.R. 3961: Mrs. NAPOLITANO. 
H.R. 3966: Mr. JOHNSON of Ohio. 
H.R. 3967: Mr. RUSH, Mr. AGUILAR, Mrs. 

HAYES, and Mrs. TRAHAN. 
H.R. 3985: Mrs. TORRES of California, Mr. 

JOHNSON of Georgia, and Mr. HUDSON. 
H.R. 4005: Mr. RUPPERSBERGER. 
H.R. 4031: Mrs. RODGERS of Washington. 
H.R. 4042: Mr. NEGUSE. 
H.R. 4059: Mr. JOHNSON of Ohio. 
H.R. 4067: Ms. ESHOO, Mr. MCNERNEY, and 

Mr. SOTO. 
H.R. 4071: Mrs. WALORSKI, Mr. MAST, Mr. 

WALTZ, Mr. NEHLS, Mr. GALLAGHER, Mr. 
GIBBS, Mr. KELLER, Mr. DAVIDSON, Mr. MANN, 
Mr. ROY, Mr. HILL, Mr. STAUBER, Mrs. BICE 
of Oklahoma, Mr. RUTHERFORD, Mr. GOOD of 
Virginia, Mr. MOONEY, and Mr. CALVERT. 

H.R. 4096: Mr. BABIN, Mr. DUNCAN, and Mr. 
GIBBS. 

H.R. 4104: Mr. CARBAJAL, Mr. PASCRELL, 
Mr. MALINOWSKI, Mr. SHERMAN, Mr. 
KRISHNAMOORTHI, Mr. LIEU, Mr. MOULTON, 
and Mr. SCHIFF. 

H.R. 4105: Mr. GROTHMAN and Mr. GIBBS. 
H.R. 4126: Mr. LOUDERMILK. 
H.R. 4129: Mr. SARBANES. 
H.R. 4131: Mr. BLUMENAUER, Mrs. WATSON 

COLEMAN, Ms. BONAMICI, Mr. SWALWELL, Ms. 
CHU, Mr. DESAULNIER, Mr. AUCHINCLOSS, and 
Mr. LEVIN of Michigan. 

H.R. 4173: Mr. KRISHNAMOORTHI, Mrs. 
NAPOLITANO, Mr. DONALDS, Ms. NEWMAN, and 
Mr. BLUMENAUER. 

H.R. 4181: Mr. GROTHMAN, Mr. OBERNOLTE, 
Mr. BALDERSON, Mr. BUCSHON, and Mr. KELLY 
of Mississippi. 

H.R. 4188: Mr. TAKANO. 
H.R. 4190: Mrs. LESKO, Mr. GROTHMAN, Mr. 

NEHLS, and Mr. JACOBS of New York. 
H.R. 4237: Mr. GARCÍA of Illinois. 
H.R. 4300: Mr. DELGADO and Mr. LATTA. 
H.R. 4310: Ms. PINGREE. 
H.R. 4311: Mr. CÁRDENAS, Mr. RUPPERS-

BERGER, Mr. LIEU, Mr. LEVIN of California, 
Mr. RYAN, Mr. TORRES of New York, Mrs. 
NAPOLITANO, Mrs. TRAHAN, Mr. RUIZ, and Mr. 
GOTTHEIMER. 

H.R. 4313: Mrs. MILLER-MEEKS. 
H.R. 4330: Ms. NORTON, Mr. BLUMENAUER, 

and Ms. ESHOO. 
H.R. 4338: Mr. THOMPSON of Mississippi, Mr. 

PAYNE, and Mrs. HAYES. 
H.R. 4341: Mr. FOSTER. 
H.R. 4370: Mr. JACKSON. 
H.R. 4375: Mr. HORSFORD, Ms. BLUNT ROCH-

ESTER, Mr. SOTO, and Mr. SCHRADER. 
H.R. 4380: Mr. CASTRO of Texas and Ms. 

BARRAGÁN. 
H.R. 4390: Ms. WILD, Mr. WITTMAN, Mr. 

EVANS, and Mr. HILL. 
H.R. 4391: Mr. JOHNSON of Ohio. 
H.R. 4395: Mr. GREEN of Tennessee. 
H.R. 4406: Ms. CHU and Mr. NADLER. 
H.R. 4435: Mr. CORREA. 
H.R. 4443: Mr. CLEAVER. 
H.R. 4444: Mr. CLEAVER. 
H.R. 4454: Mr. GARCÍA of Illinois and Mr. 

KHANNA. 
H.R. 4471: Mr. SOTO and Mr. GROTHMAN. 
H.R. 4516: Mr. TIFFANY and Mr. VALADAO. 
H.R. 4518: Mr. TIFFANY, Mr. STAUBER, and 

Mr. BIGGS. 
H. Res. 75: Miss GONZÁLEZ-COLÓN. 
H. Res. 97: Miss GONZÁLEZ-COLÓN. 
H. Res. 109: Mr. GOTTHEIMER, Mr. VICENTE 

GONZALEZ of Texas, and Mrs. CAROLYN B. 
MALONEY of New York. 
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H. Res. 114: Mr. VICENTE GONZALEZ of 

Texas. 
H. Res. 214: Mr. WALBERG. 
H. Res. 231: Ms. BOURDEAUX. 
H. Res. 240: Ms. BLUNT ROCHESTER. 
H. Res. 318: Mr. ROUZER. 
H. Res. 336: Ms. SLOTKIN and Mr. CICILLINE. 
H. Res. 376: Mr. CICILLINE and Mr. DEUTCH. 
H. Res. 397: Mrs. MCCLAIN and Mr. 

BERGMAN. 
H. Res. 484: Mr. BOST. 

H. Res. 496: Mr. ESPAILLAT. 
H. Res. 500: Mrs. BICE of Oklahoma and Mr. 

GROTHMAN. 
H. Res. 529: Mrs. MILLER-MEEKS. 
H. Res. 530: Mr. ALLEN. 
H. Res. 534: Mr. GOODEN of Texas and Ms. 

GARCIA of Texas. 
H. Res. 536: Ms. JACKSON LEE, Mr. DANNY 

K. DAVIS of Illinois, and Mrs. LAWRENCE. 
H. Res. 538: Ms. JACKSON LEE, Ms. CHU, Ms. 

VELÁZQUEZ, and Mr. CLEAVER. 

DELETIONS OF SPONSORS FROM 
PUBLIC BILLS AND RESOLUTIONS 

Under clause 7 of rule XII, sponsors were 
deleted from public bills and resolutions, as 
follows: 

H. Res. 289: Mr. OBERNOLTE. 
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